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1 Introduction
This discussion reflects the progress of the work started in July 2016 questioning a common solution for several expressed use cases. These use cases was showing limitation on defining procedures when a failure response is received because of the lack of information on what happened. In this context, the topic has been spited in 2 questions: 

· 1st question: How to provide additional information about the real reason for which a request failed? This question has been addressed by extending the Reason header field with a new protocol value “FAILURE_CAUSE”. Related Work Item is [REAS_EXT].
· 2nd question: Which functional entity sent the error response? 
This discussion intends to address this 2nd question.

For the 2nd question, it has been identified 2 main use cases described hereafter:

Problem 1: is the global question of the identification of the 

Problem 2: is the question on the conveyance in SIP of the ISUP Q.850 Location parameter (see 2.2)

 by proposing 3 alternatives.

Before that, this document discusses a border use case that was initially embedded in the discussion. 

2 Problem description
2.1 Problem 1: Sender/source information of error responses
2.1.1 Background
Reminder of previous received requirements from SA2, GSMA or RobVolte that have partially been addressed header thanks to the Reason header extension with the FAILURE_CAUSE protocol value:
· From GSMA LS (C1-160512)

This LS asks 3GPP SA2 and CT1 for guidance on whether and how originating voice session over PS access shall be re-attempted as a voice call on CS access by the UE when the PS network responds with a final non-200 response to an originating SIP INVITE request.

Re-Attempting a Voice Call on CS Access based on SIP Response is considered for the cases where the SIP response originates from:

-the network serving the originating user, or

-a network between the network of the served user and the terminating UE, not including the terminating UE itself.

· From SA2 LS (C1-154112)
SA2 discussed how to avoid VoLTE call setup failure when under weak LTE coverage (esp. indoor).
SA2 further discussed the specific SIP error codes that are sent by IMS in this case and whether they can be used to trigger the UE using the CS domain.

· From RobVoLTE-CT WID

VoLTE may require better LTE RSRP compared to data service, which means the LTE radio signal may be good enough for pure data session but may not good enough for VoLTE (i.e, QCI-1). When radio network is configured in such a manner, eNB may trigger SRVCC handover as soon as EPS bearer with QCI-1 is setup. At this point, the VoLTE setup may fail if either UE or IMS does not support bSRVCC or aSRVCC. As a result, call drop rate is increased due to call setup failure. 

Upon receipt of indication of QoS or bearer resources are not available for a Mobile Terminated VoLTE call over PS domain, the P-CSCF returns a response to the SCC AS and the SCC AS reattempts the terminating call establishment over CS domain. 

2.1.2 Problem statement
It is currently not possible for a network entity receiving a SIP response to have the information on the source having emitted this response. In some cases, to have a full picture of the situation, it is necessary to know from which entity in the signalling path the response was issued. This information could be used as a complementary information to the response status-code itself or the internal reason for which it has been sent (Reason header).

This is the case in particular when the UE receives a 500 (Server Internal Error) response to an initial INVITE request including a Reason header field with a protocol value set to "FAILURE_CAUSE" and a cause header field parameter value set to "1". Is this case, the UE may have a different interpretation of this error whether it comes from the local P-CSCF (orig) or from any entity of the remote network.

Therefore, it is proposed to introduce a new SIP header field named "Response-Source" or to extend the Reason header field to convey a complementary information on the source at the origin of this rejection within error responses.
3 alternatives are proposed: 
· Alternative 1: syntax based on SIP parameters 
· Alternative 2: syntax based on a URN format.
· Alternative 3: syntax based on the Reason header extension.
2.1.3 Alternative 1 (source as a parameter): corresponding CR is #5792
The source information is provided in a dedicated header and the functional entities are possible values of a parameter.

Proposed syntax for the Response-Source header field
Response-Source

= "Response-Source" HCOLON source-info

source-info


= source-params *(COMMA source-params)

source-params

= 3GPP-source / token

3GPP-source


= "source" EQUAL ([side SEMI] IMS-id)

side



= orig / term / transit / trusted / token

IMS-id



= UE / P-CSCF / I-CSCF / S-CSCF / E-CSCF / AS / MGCF / BGCF / IBCF / TRF / ATCF / AGCF / MRFC / LRF / MSC-server / token
Example:

Response-Source:source=orig;P-CSCF

PROS:
- Designed as a normal header field

- registered values explicitly identifying IMS entities
CONS:

- Not much flexibility on the functional entities values.
- Each value will need to be IANA registered

- May need an RFC (depends on the IANA registration feedback)

- Implementation of a new header field.

2.1.4 Alternative 2 (source as a URN): corresponding CR is #5793
The source information is provided in a dedicated header and the functional entities are URN values.
Proposed syntax of Response-Source header field
Response-Source

= "Response-Source" HCOLON source-info

source-info


= source-params *(SEMI source-params)

source-params

= source-urn / token

source-urn


= "FE" EQUAL DQUOTE "<" functional-entity ">" DQUOTE

functional-entity
= 1*uric ; defined in RFC 3261
The functional-entity of the source-urn parameter is coded as a URN under the urn:3gpp:{3gpp-urn}URN Namespace as defined in RFC5279. The URN identifies the SIP capable functional entity sending a SIP response. A suitable URN is defined under the urn:3gpp in subclause (Annex XXX).

A list of the URNs containing source-urn parameter values registered can be found at http://www.3gpp.org/specifications-groups/34-uniform-resource-name-urn-list.

[To be defined somewhere in an annex of 24.229]


urn:3gpp:fe
The desired extension of  3gpp-urn:      urn:3gpp:fe

A formal reference to the publicly available specification:      3GPP TS 24.229

A short phrase describing the function of the extension:     The namespace "fe" is for indicating an IMS functional-entity. see the BNF for the "ns" in table 7.2.x-1:

Table 7.2.x-1: Syntax of urn:3gpp:fe
ns




= ":fe:" functional-entity

functional-entity
= fe-id *[";"fe-param]

fe-id



= "ue" / "p-cscf" / "i-cscf" / "s-cscf" / "e-cscf" / "mgcf" / "bgcf" / "ibcf" / "trf" / "atcf"/ "agcf" / "mrfc" / "lrf" / "msc-server" / "mmtel-as" / "scc-as" / "ip-sm-gw" / "mcptt-server" /  token

fe-param


= "orig" / "term" / "transit" / "trusted" / token

The following fe-id are defined:

· ue:
represents the UE;

· p-cscf:
represents the P-CSCF;

[to be completed]

The following fe-param are defined:

· orig:
indicates this is in the originating network;

· term:
indicates this is in the terminating network;

· transit
indicates this is in a transit network; and

· trusted
indicates that this was inserted by a functional entity within the trust domain.

Example:

Response-Source: urn:3gpp:fe:orig.p-cscf

PROS:

· new functional entities can be added without going back to IANA as is needed with the header field parameter – we will continue to add new entities and with the 3GPP URN this is totally under our control.

· possibility to add additional parameters to the functional entity that provide additional information (e.g. the direction, trusted etc).

· entities outside 3GPP (e.g. enterprise equipment vendors etc) can define their own URNs for representing their own equipment.

· No need to explain to IETF all the parameter values and how they are used.

CONS:

· Implementation of a new header field.
2.1.5 Alternative 3 (source in the Reason header)
 Reason            =  "Reason" HCOLON reason-value *(COMMA reason-value)

 reason-value      =  protocol *(SEMI reason-params)

 protocol          =  "SIP" / "Q.850" / token

 reason-params     =  protocol-cause / reason-text

                      / reason-extension

 protocol-cause    =  "cause" EQUAL cause

 cause             =  1*DIGIT

 reason-text       =  "text" EQUAL quoted-string

 reason-extension  =  generic-param
------------------- Reason header extension to be used with protocol "FAILURE_CAUSE"-------------------

reason-extension   =  /resp-location

resp-location      =  "location" EQUAL string
The Location parameter values can be parameter value (Alt-1 basis) or coded as a URN (Alt-2 basis)

Example:

Reason: FAILURE_CAUSE ;cause=1;text=" Media bearer or QoS lost"; location=orig P-CSCF [parameter or URN]
PROS:

· usage of a well-known header

· all information (reason and sender) in a single header
CONS:

· need of an RFC
· Risk of IETF rejection to extend the Reason header with a location/origin information.

2.2 Problem 2: NDUB vs UDUB distinction from CS information
When the BICC/ISUP location parameter is received at the MGCF with a cause code following ITU-T Q.850 recommendation. As an example, cause 17 (busy) can contain a location parameter set to "network" or "user" having different significations respectively used to distinguish the network determined user busy (NDUB) from the user determined user busy (UDUB). Today, they are both mapped into a SIP 486 error response with a Reason header that reflecting the Q.850 cause 17 without possibility to have information on the source of the busy error response (network or user).  This requirement is expressed in TS 22.228, clause 7.13 with the following statement: "The network shall support the capability of a user to reject an incoming IMS session with an indication of "user busy".
For that particular issue, it is proposed to do as for ITU-T Q.850 cause values: to have it in the Reason header field. It is proposed to extend the generic-param (in red color) of the Reason header adding a new parameter "location" to convey the ITU-T Q.850 location parameter value.
 Reason            =  "Reason" HCOLON reason-value *(COMMA reason-value)

 reason-value      =  protocol *(SEMI reason-params)

 protocol          =  "SIP" / "Q.850" / token

 reason-params     =  protocol-cause / reason-text

                      / reason-extension

 protocol-cause    =  "cause" EQUAL cause

 cause             =  1*DIGIT

 reason-text       =  "text" EQUAL quoted-string

 reason-extension  =  generic-param

------------------- Reason header extension to be used with protocol "Q.850"-------------------
 reason-extension  =  /resp-location

 resp-location     =  "location" EQUAL string

Reminder of Q.850Loc parameter values

	Value
	Text

	U
	user 

	LPN
	private network serving the local user

	LN
	public network serving the local user

	TN
	transit network

	RLN
	public network serving the remote user

	RPN
	private network serving the remote user

	INTL
	international network

	BI
	network beyond interworking point


Example:

      Reason: Q.850 ;cause=17 ;text="busy"; location=LN
3 Conclusions
This discussion proposes to agree on the header format to work on and find the more appropriate solution.
3.1 Problem 1
	
	Alt-1 
(Response-Source with param)
	Alt-2 
(Response-Source with URN)
	Alt-3 
(Reason header extension)

	Pros
	- Designed as a classic header field

- registered values explicitly identifying IMS entities


	· new functional entities can be added without going back to IANA as is needed with the header field parameter – we will continue to add new entities and with the 3GPP URN this is totally under our control.

· possibility to add additional parameters to the functional entity that provide additional information (e.g. the direction, trusted etc).

· entities outside 3GPP (e.g. enterprise equipment vendors etc) can define their own URNs for representing their own equipment.

· No need to explain to IETF all the parameter values and how they are used.
	PROS:

· usage of a well-known header

· all information (reason and sender) in a single header



	Cons
	- Not much flexibility on the functional entities values.

- Each value will need to be IANA registered

- May need an RFC (depends on the IANA registration feedback)

- Implementation of a new header field.
	- Implementation of a new header field.
	· need of an RFC

· risk of IETF rejection to extend the Reason header with a location/origin information.




It is proposed to go forward with the Alternative 2 solution (see CR#5793)

3.2 Problem 2

For the UDUB/NDUB use case, it is proposed to add a new parameter in the Reason header within the protocol value “Q.850”.

For this purpose, an RFC is required. To do so, an Internet-Draft has to be submitted to IETF.

