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1. Introduction
This P-CR adds in the procedures for participaing MCData function for standalone SDS messaging using the signalling control plane.
2. Reason for Change
3GPP TS 24.282 in subclause 7.4.2.2 describes the procedures for Standalone Short Data Service using the signalling control plane. PF procedures need to be added to Stage 3.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 v0.0.0
NOTE:
All of the text in this P-CR is new text, hence no change bars are used.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[ref3261]
IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".
* * * Next Change * * * *

6.3.1
Distinction of requests at the MCData server
Editor's Note: This subclause will contain description of how each request is identified at the MCData server.
The MCData server needs to distinguish between the following SIP MESSAGE request for originations and terminations:

-
SIP MESSAGE request routed to the originating participating MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"  in a P-Asserted-Service header field. Such requests are known as "SIP MESSAGE request for standalone SDS for originating participating MCData function";

-
SIP MESSAGE request routed to the terminating participating MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"  in a P-Asserted-Service header field. Such requests are known as "SIP MESSAGE request for standalone SDS for terminating participating MCData function";
* * * Next Change * * * *

8.2.2.2.1
Originating participating MCData function procedures

Editor's Note: This subclause refers to subclause 4.x for warning header field and warning strings. While MCPTT created an ABNF for MCPTT error codes, it is apparent that the same will need to be provided for MCData. This is still to be done.

Upon receipt of a "SIP MESSAGE request for standalone SDS for originating participating MCData function", the participating MCData function:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [rfc3261] and skip the rest of the steps;

2)
shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;

NOTE 2:
The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
Editor's Note: Procedures in subclause 7.3 are not yet available. 
3)
if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "1xx user unknown to the participating function" in a Warning header field as specified in subclause 4.x, and shall not continue with any of the remaining steps;
4)
shall, using the MCDataID of the calling user, determine the public service identity of the controlling MCData function hosting the one-to-one standalone SDS service for the calling user;
5)
if the participating MCDatafunction is unable to identify the controlling MCData function for SDS associated with the originating user's MCData ID, it shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text "1xx unable to determine the controlling function" in a Warning header field as specified in subclause 4.x, and shall not continue with any of the remaining steps;

6)
shall determine whether the MCData user identified by the MCData ID is allowed to transmit data by following the procedures in subclause 10.1;

7)
if the procedures in subclause 10.1 indicate that the user identified by the MCData ID is not allowed to initiate MCData communications, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "1xx user not permitted to transmit data" in a Warning header field as specified in subclause 4.x;
8)
if the procedures in subclause 10.1 indicate that the user identified by the MCData ID is not allowed to initiate one-to-one standalone MCData communications due to message size, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "1xx user not permitted to one-to-one standalone SDS due to message size" in a Warning header field as specified in subclause 4.x;

9)
if the message size is larger than 1000 bytes, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "1xx message too large to send over signalling control plane" in a Warning header field as specified in subclause 4.x;

Editor's Note: Stage 2 indicates that the MCData server could reject the request due to policy related to limitting certain types of message/content to certain members due to location (message can contain location information of the sending user) or user privilege, but there is no configuration related to this in Stage 2 yet. Hence at this stage it is unclear how to implement such checks.

10)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [ref24229] and IETF RFC 3428 [ref3428];

11)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function hosting the one-to-one standalone SDS service;

12)
shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;

Editor's Note: The above bullet needs modification to identify the MIME bodies
13)
shall include the MCData ID of the originating user in the xyz MIME body of the outgoing SIP MESSAGE request;

Editor's Note: The above bullet needs modification to clarify how the calling party MCData ID is encoded into the outgoing SIP MESSAGE request. In MCPTT, the PF sets the <mcptt-calling-user-identity> element in an application/vnd.3gpp.mcptt-info+xml MIME body.
14)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [ref24229]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
15)
shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and

16)
shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [ref24229].

Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request in step 16):

1)
shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [ref24229]; and
2)
shall send the SIP 200 (OK) response to the MCDataclient according to 3GPP TS 24.229 [ref24229].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request in step 16) the participating MCData function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [ref24229];

2)
shall include Warning header field(s) that were received in the incoming SIP response; and
3)
shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [ref24229]; 

8.2.2.2.2
Terminating participating MCData function procedures
Upon receipt of a "SIP MESSAGE request for standalone SDS for terminating participating MCData function", the participating MCData function:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [rfc3261] and skip the rest of the steps;

2)
shall use the MCData ID present in the xyz MIME body of the incoming SIP MESSAGE request to retrieve the binding between the MCDataID and public user identity of the terminating MCData user;
Editor's Note: The above bullet needs modification based upon the decisions of the protocol for MCData. In MCPTT, the CF sets the MCData ID of the called party in the <mcptt-request-uri> element in an application/vnd.3gpp.mcptt-info+xml MIME body.
3)
if the binding between the MCDataID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;
4)
shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [ref24229] and IETF RFC 3428 [ref3428];
5)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [ref3841] that were received (if any) in the incoming SIP MESSAGE request;

6)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCData ID of the terminating MCData user;

7)
shall populate the outgoing SIP MESSAGE request with the MIME bodies that were present in the incoming SIP MESSAGE request;

Editor's Note: The above bullet needs modification based upon the decisions of the protocol for MCData to specify the exact MIME bodies
8)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
9)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [ref24229].

Upon receipt of a SIP 200 (OK) response in response to the SIP MESSAGE request in step 9):

1)
shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [ref24229]; and
2)
shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [ref24229].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request in step 11) the participating MCData function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [ref24229];

2)
shall include Warning header field(s) that were received in the incoming SIP response; and
3)
shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [ref24229].
* * * End Changes * * * *

