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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".

[3]
OMA OMA-TS-XDM_Group-V1_1_1-20161215-D: "Group XDM Specification".

Editor's note (WI MCPTT-CT, CR#0001): The above document cannot be formally referenced until it is published as a "Candidate". The above document can be found at http://member.openmobilealliance.org/ftp/Public_documents/COM/COM-XDM/Permanent_documents/OMA-TS-XDM_Group-V1_1_1-20161215-D.zip
[4]
3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services".

[5]
3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control Protocol specification".

[6]
IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".

[7]
3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to ProSe function protocol aspects; Stage 3".

[8]
IETF RFC 1166: "Internet Numbers".

[9]
IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation".
[10]
3GPP TS 24.382: "Mission Critical Push To Talk (MCPTT) identity management; Protocol specification".

[11]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[12]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[13]
IETF RFC 5875: "An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package".

[14]
IETF RFC 6050: "A Session Initiation Protocol (SIP) Extension for the Identification of Services".

[15]
3GPP TS 33.179: "Security of Mission Critical Push-To-Talk (MCPTT) over LTE".

[16]
IETF RFC 3830: "MIKEY: Multimedia Internet KEYing".

[17]
IETF RFC 6043: "MIKEY-TICKET: Ticket-Based Modes of Key Distribution in Multimedia Internet KEYing (MIKEY)".

[18]
IETF RFC 6509: "MIKEY-SAKKE: Sakai-Kasahara Key Encryption in Multimedia Internet KEYing (MIKEY)".

[19]
OMA OMA-SUP-XSD_poc_listService-V1_0_2: "PoC - List Service", version 1.0.2.

[20]
IETF RFC 4566: "SDP: Session Description Protocol".

[21]
IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".

[22]
IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".

***** change *****
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MCPTT Group: A group supporting the MCPTT service.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [4] apply:

MCPTT group identity

MCPTT service

MCPTT user identity
For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Group-V1_1_1 [3] apply:

Group

XDMC

Group XDMS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [11] apply:

Public Service Identity
***** change *****
5.1
Group management client (GMC)

To be compliant with the procedures in the present document, a GMC:

-
shall support the role of XCAP client as specified in IETF RFC 4825 [22];

-
shall support the role of XDMC as specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

-
shall support the procedure in subclause 6.2.3;

-
may support the procedure in subclause 6.3.2.2.2;
-
shall support the procedure in subclause 6.3.3.2.2;

-
may support the procedure in subclause 6.3.4.2.2;

-
may support the procedure in subclause 6.3.5.2.2;

-
may support the procedure in subclause 6.3.6.2.2;

-
may support the procedure in subclause 6.3.7.2.2;

-
may support the procedure in subclause 6.3.8.2.2;

-
may support the procedure in subclause 6.3.9.2.2;

-
may support the procedure in subclause 6.3.10.2.2;

-
may support the procedure in subclause 6.3.11.2.2;

-
may support the procedure in subclause 6.3.12.2.2;

-
shall support the procedure in subclause 6.3.13.2.2;

-
may support the procedure in subclause 6.3.14.2;

-
may support the procedure in subclause 6.3.15.2; and

-
shall support the procedure in subclause 6.3.16.2.

***** change *****
5.2
Group management server (GMS)

To be compliant with the procedures in the present document, a GMS:

-
shall support the role of XCAP server as specified in IETF RFC 4825 [22];

-
shall support the role of Group XDMS as specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

-
shall support the procedure in subclause 6.2.5;

-
shall support the procedure in subclause 6.3.2.3;
-
shall support the procedure in subclause 6.3.3.3;

-
shall support the procedure in subclause 6.3.4.3;

-
shall support the procedure in subclause 6.3.5.3;

-
shall support the procedure in subclause 6.3.6.3;

-
shall support the procedure in subclause 6.3.7.3;

-
shall support the procedure in subclause 6.3.8.3;

-
shall support the procedure in subclause 6.3.9.3;

-
shall support the procedure in subclause 6.3.10.3;

-
shall support the procedure in subclause 6.3.11.3;

-
shall support the procedure in subclause 6.3.12.3;

-
shall support the procedure in subclause 6.3.13.3;

-
shall support the procedure in subclause 6.3.14.3;

-
shall support the procedure in subclause 6.3.15.3; and

-
shall support the procedure in subclause 6.3.16.3.

***** change *****
5.3
MCPTT server

To be compliant with the procedures in the present document, an MCPTT server:

-
shall support the role of XCAP client as specified in IETF RFC 4825 [22];

-
shall support the role of XDMC as specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

-
shall support the procedure in subclause 6.2.4;

-
shall support the procedure in subclause 6.3.3.2.3; and

-
shall support the procedure in subclause 6.3.13.2.3.

***** change *****
7.2.1
General

Group document is described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Group".

The requirements in the remaining subclauses of the parent subclause of this subclause apply for an MCPTT group document, i.e. a group document containing an MCPTT group.

The usage of an MCPTT group document in an MCPTT service is described in 3GPP TS 24.379 [5].

***** change *****
7.2.2
Structure

The group document structure is described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Structure" with the MCPTT specific clarifications specified in this subclause.
The <list-service> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
shall include a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

b)
may include a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

c)
may include a <list> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

d)
may include an <on-network-invite-members> element specified in subclause 7.2.4.2;

e)
may include a <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

f)
shall include a <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];
g)
may include a <on-network-disabled> element specified in subclause 7.2.4.2;

h)
may include a <on-network-group-priority> element specified in subclause 7.2.4.2;

i)
may include a <on-network-max-participant-count> element specified in subclause 7.2.4.2;

j)
may include a <on-network-temporary> element specified in subclause 7.2.4.2;

k)
may include zero or more <on-network-regrouped> elements specified in subclause 7.2.4.2;
l)
may include an <off-network-ProSe-layer-2-group-id> element specified in subclause 7.2.4.2;

m)
may include an <off-network-PDN-type> element specified in subclause 7.2.4.2. In the present document, the <event> element can only have the values specified by the off-network-PDN-type-value ABNF rule of table 7.2.2-1;
n)
may include an <off-network-IP-multicast-address> element specified in subclause 7.2.4.2 containing a IP multicast address. If the IP multicast address is an IPv4 address, its value is coded as a string representing the dotted-decimal format of the IPv4 address as specified in IETF RFC 1166 [8]. If the IP multicast address is an IPv6 address, its value is coded as a string representing the canonical text representation format of the IPv6 address as specified in IETF RFC 5952 [9];
o)
may include an <off-network-ProSe-signalling-PPPP> element specified in subclause 7.2.4.2;

p)
may include an <off-network-ProSe-emergency-call-signalling-PPPP> element specified in subclause 7.2.4.2;

q)
may include an <off-network-ProSe-imminent-peril-call-signalling-PPPP> element specified in subclause 7.2.4.2;

r)
may include an <off-network-ProSe-media-PPPP> element specified in subclause 7.2.4.2;

s)
may include an <off-network-ProSe-emergency-call-media-PPPP> element specified in subclause 7.2.4.2;

t)
may include an <off-network-ProSe-imminent-peril-call-media-PPPP> element specified in subclause 7.2.4.2;

u)
may include an <off-network-ProSe-relay-service-code> element specified in subclause 7.2.4.2;
v)
may include an <owner> element specified in subclause 7.2.4.2;
w)
may include a <preferred-voice-encodings> element specified in subclause 7.2.4.2;
x)
may include a <level-within-group-hierarchy> element specified in subclause 7.2.4.2;
y)
may include a <level-within-user-hierarchy> element specified in subclause 7.2.4.2;
z)
may include an <on-network-in-progress-emergency-state-cancellation-timeout> element specified in subclause 7.2.4.2;
aa)
may include an <on-network-in-progress-imminent-peril-state-cancellation-timeout> element specified in subclause 7.2.4.2;
ab)
may include an <off-network-in-progress-emergency-state-cancellation-timeout> element specified in subclause 7.2.4.2;
ac)
may include an <off-network-in-progress-imminent-peril-state-cancellation-timeout> element specified in subclause 7.2.4.2;
ad)
may include an <on-network-hang-timer> element specified in subclause 7.2.4.2;
ae)
may include an <on-network-maximum-duration> element specified in subclause 7.2.4.2;
af)
may include an <off-network-hang-timer> element specified in subclause 7.2.4.2;
ag)
may include an <off-network-maximum-duration> element specified in subclause 7.2.4.2;
ah)
may include an <on-network-minimum-number-to-start> element specified in subclause 7.2.4.2;
ai)
may include an <on-network-timeout-for-acknowledgement-of-required-members> element specified in subclause 7.2.4.2;
aj)
may include an <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element specified in subclause 7.2.4.2. The <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element can only have the values specified by the on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members ABNF rule of table 7.2.2-1. If a value of the <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element is other than those specified by the defined-actions ABNF rule of table 7.2.2-1, the <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element is interpreted as having the value specified by the abandon-action ABNF rule of table 7.2.2-1;
al)
may include a <protect-media> element specified in subclause 7.2.4.2;

am)
may include a <protect-floor-control-signalling> element specified in subclause 7.2.4.2;

an)
may include a <require-multicast-floor-control-signalling> element specified in subclause 7.2.4.2; and
ao)
may include an <off-network-queue-usage> element specified in subclause 7.2.4.2.

The <list> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
may include zero or more <entry> elements specified in OMA OMA-TS-XDM_Group-V1_1_1 [3].

The <entry> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
shall include a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

b)
may include a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

c)
may include a <on-network-required> element specified in subclause 7.2.4.2;

d)
may include a <user-priority> element specified in subclause 7.2.4.2;
e)
may include a <participant-type> element specified in subclause 7.2.4.2; and
f)
may include an <on-network-recvonly> element specified in subclause 7.2.4.2.
The <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
may include zero or more <rule> elements specified in OMA OMA-TS-XDM_Group-V1_1_1 [3].

The <rule> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
may include a <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3]; and

b)
may include an <actions> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3].

The <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
may include an <identity> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3]; and

b)
may include an <is-list-member> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3].

The <actions> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
may include an <allow-initiate-conference> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];

b)
may include a <join-handling> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3];
c)
may include an <allow-MCPTT-emergency-call> element specified in subclause 7.2.4.2;

d)
may include an <allow-imminent-peril-call> element specified in subclause 7.2.4.2;

e)
may include an <allow-MCPTT-emergency-alert> element specified in subclause 7.2.4.2;
f)
may include an <on-network-allow-getting-member-list> element specified in subclause 7.2.4.2;
g)
may include an <on-network-allow-getting-affiliation-list> element specified in subclause 7.2.4.2; and

h)
may include an <on-network-allow-conference-state> element specified in subclause 7.2.4.2.

The <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
shall include a <service> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3].

The <service> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
shall include an "enabler" attribute specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] including a string defining an enabler. The "enabler" attribute is set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5]; and

b)
shall include a <group-media> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3].

The <group-media> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] of an MCPTT group document:

a)
shall include an <mcptt-speech> element specified in subclause 7.2.4.2.
NOTE:
An MCPTT group document can contain further attributes and elements from any namespaces, according to the XML schemas of the MCPTT group document.
The <on-network-temporary> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include a <constituent-MCPTT-group-IDs> element specified in subclause 7.2.4.2; and

b)
may include an <anyExt> element specified in subclause 7.2.4.2.
The <constituent-MCPTT-group-IDs> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
may include zero, or more <constituent-MCPTT-group-ID> elements specified in subclause 7.2.4.2; and

b)
may include an <anyExt> element specified in subclause 7.2.4.2.

The <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include a "temporary-MCPTT-group-ID" attribute specified in subclause 7.2.4.2;
b)
shall include a "temporary-MCPTT-group-requestor" attribute specified in subclause 7.2.4.2;
c)
shall include a <constituent-MCPTT-group-IDs> element specified in subclause 7.2.4.2;

d)
may include a <on-network-group-priority> element specified in subclause 7.2.4.2;

e)
may include a <protect-media> element specified in subclause 7.2.4.2;

f)
may include a <protect floor-control-signalling> element specified in subclause 7.2.4.2;

g)
may include a <require-multicast-floor-control-signalling> element specified in subclause 7.2.4.2; and

h)
may include an <anyExt> element specified in subclause 7.2.4.2.
The <preferred-voice-encodings> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include one or more <encoding> element specified in subclause 7.2.4.2.

The <encoding> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include a "name" attribute with value equal to a value of the <encoding name> field of a=rtpmap attribute as defined in IETF RFC 4566 [20].
Table 7.2.2-1: ABNF syntax of values of the elements

off-network-PDN-type-values = IPv4-value / IPv6-value

IPv4-value = %x49.50.76.34 ; "IPv4"

IPv6-value = %x49.50.76.36 ; "IPv6"

on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members

 = defined-actions / future-actions

defined-actions = proceed-action / abandon-action

proceed-action = %x70.72.6f.63.65.65.64 ; "proceed"

abandon-action = %x61.62.61.6e.64.6f.6e ; "abandon"

future-actions = 1*( ALPHA / DIGIT / "-" )
Elements and attributes of the group document are defined in various namespaces. The group document refers to namespaces using prefixes specified in table 7.2.2-2.

Table 7.2.2-2: Assignment of prefixes to namespace names in group documents

	Prefix
	Namespace

	rl
	urn:ietf:params:xml:ns:resource-lists

	cp
	urn:ietf:params:xml:ns:common-policy

	ocp
	urn:oma:xml:xdm:common-policy

	oxe
	urn:oma:xml:xdm:extensions

	mcpttgi
	urn:3gpp:ns:mcpttGroupInfo:1.0

	NOTE:
The "urn:oma:xml:poc:list-service" namespace is the default namespace so no prefix is used for it in the group document.


***** change *****
7.2.3
Application Unique ID

Application Unique ID is described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Application Unique ID".
***** change *****
7.2.4.1
General

The group document is composed according the XML schema described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "XML Schema", and extended with extensions from the XML schema defined in subclause 7.2.4.2.
***** change *****
7.2.5
Default document namespace

The default document namespace used in evaluating URIs is described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Default Namespace".
***** change *****
7.2.6
MIME type

MIME type is described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "MIME Type".
***** change *****
7.2.7
Validation constraints

Validation constraints are described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Validation Constraints", along with the validations constraints described in this subclause.
When the <on-network-invite-members> element contains a value "true" then the <on-network-maximum-duration> element shall contain a value.

When the <on-network-invite-members> element contains a value "false" then a value may be included in the <on-network-maximum-duration> element.

***** change *****
7.2.8
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Data Semantics" with the MCPTT specific clarifications specified in this subclause.
A group document is an MCPTT group document only if:

a)
the <supported-services> element is present in the group document;
b)
the <service> child element of the <supported-services> element is present;

c)
the <service> element includes the "enabler" attribute set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5];

d)
the <group-media> child element of the <service> element is present; and

e)
the <mcptt-speech> child element of the <group-media> element is present.

If a group document includes an element not specified in subclause 7.2.2 for an MCPTT group document and the element has the "must-understand" attribute with value "true", then the group document shall be ignored.

If a group document includes an element not specified in subclause 7.2.2 for an MCPTT group document and the element:

a)
does not have the "must-understand" attribute with value "true"; and

b)
is not a descendant of a <conditions> element;

then the element shall be ignored.

If a group document includes an element not specified in subclause 7.2.2 for an MCPTT group document and the element:

a)
does not have the "must-understand" attribute with value "true"; and

b)
is a descendant of a <conditions> element;

then the element shall be evaluated as not known element according to IETF RFC 4745 [6].

If a group document includes an attribute not specified in subclause 7.2.2 for an MCPTT group and different from the "must-understand" attribute, then the attribute shall be ignored.

The possible values of the <on-network-invite-members> element are:
a)
"true" which represents the pre-arranged group in on-network procedures; and
b)
"false" which represents the chat group in on-network procedures. This value is used when the element is not present.
NOTE 1:
Presence or absence of the <invite-members> element specified in OMA OMA-TS-XDM_Group-V1_1_1 [3] does not impact MCPTT procedures.
The <display-name> element of a <list-service> element of a group document contains the group name.

The <list> element of a <list-service> element of a group document contains the group members.

The <ruleset> element of a <list-service> element of a group document contains the authorization policy associated with this group.

The <supported-services> element of a <list-service> element of a group document contains the supported services of this group.

The "uri" attribute of a <list-service> element of a group document contains the group ID. The group ID of an MCPTT group document:

a)
is also the MCPTT group identity, if the MCPTT group is not a temporary MCPTT group; and

b)
is also the temporary MCPTT group identity, if the MCPTT group is a temporary MCPTT group.

Presence of the <on-network-disabled> element in the <list-service> element of the MCPTT group document indicates that the MCPTT group is disabled in on-network procedures. Absence of the <on-network-disabled> element in the <list-service> element of the MCPTT group document indicates that the MCPTT group is enabled in on-network procedures.

Value of the <on-network-group-priority> element of the <list-service> element of the MCPTT group document indicates the priority level of the group in on-network procedures. Higher value indicates higher priority. Absence of the <on-network-group-priority> element of the <list-service> element of the MCPTT group document indicates the lowest possible priority.

Value of the <on-network-max-participant-count> element of the <list-service> element of the MCPTT group document indicates the maximum number of participants in the MCPTT group session in on-network procedures.
Presence of the <on-network-temporary> element in the <list-service> element of the MCPTT group document indicates that the MCPTT group is a temporary MCPTT group. Each <constituent-MCPTT-group-ID> child elements of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element indicates MCPTT group ID of a constituent MCPTT group of the temporary MCPTT group. Absence of the <on-network-temporary> element in the <list-service> element of the MCPTT group document indicates that the MCPTT group is not a temporary MCPTT group.

Presence of a <on-network-regrouped> element in the <list-service> element of the MCPTT group document indicates that the MCPTT group is a constituent MCPTT group of a temporary MCPTT group with MCPTT Group ID indicated in the value of the "temporary-MCPTT-group-ID" attribute of the <on-network-regrouped> element. The data semantic of:

a)
the <on-network-group-priority> child element;

b)
the <protect-media> child element;

c)
the <protect floor-control-signalling> child element; and

d)
the <require-multicast-floor-control-signalling> child element;

of the <on-network-regrouped> element is the same as semantic of the corresponding elements in the <list-service> element of the MCPTT group document of the temporary MCPTT group. Each <constituent-MCPTT-group-ID> child elements of the <constituent-MCPTT-group-IDs> element of the <on-network-regrouped> element indicates MCPTT group ID of a constituent MCPTT group of the temporary MCPTT group. Absence of the <on-network-regrouped> element in the <list-service> element of the MCPTT group document indicates that the MCPTT group is not a constituent MCPTT group of a temporary MCPTT group.

Value of the <off-network-ProSe-layer-2-group-id> element of the <list-service> element of the MCPTT group document indicates the ProSe layer-2 group ID specified in 3GPP TS 24.334 [7] assigned to the MCPTT group for usage in the off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-layer-2-group-id> element of the <list-service> element of the MCPTT group document indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-PDN-type> element of the <list-service> element of the MCPTT group document indicates the IP version to be used in off-network procedures specified in 3GPP TS 24.379 [5] assigned to the MCPTT group for usage in the off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-PDN-type> element of the <list-service> element of the MCPTT group document indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5]. A value of the <off-network-PDN-type> element of the <list-service> element of the MCPTT group document other than any of the values specified in table 7.2.2-1 indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-IP-multicast-address> element of the <list-service> element of the MCPTT group document indicates the IP multicast address assigned to the MCPTT group for usage in the off-network procedures specified in 3GPP TS 24.379 [5]. The IP multicast address is of the IP version to be used in off-network procedures for the MCPTT group. Incorrect format of the <off-network-IP-multicast-address> element of the <list-service> element of the MCPTT group document indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-IP-multicast-address> element of the <list-service> element of the MCPTT group document indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying signalling for a call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCPTT group document indicates that a call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-emergency-call-signalling-PPPP> element of the <list-service> element of the MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying signalling for an MCPTT-emergency call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-emergency-call-signalling-PPPP> element of the <list-service> element of the MCPTT group document indicates that an MCPTT-emergency call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-imminent-peril-call-signalling-PPPP> element of the <list-service> element of the MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying signalling for an imminent peril call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-imminent-peril-call-signalling-PPPP> element of the <list-service> element of the MCPTT group document indicates that an imminent peril call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-media-PPPP> element of the <list-service> element of the MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying media for a call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-media-PPPP> element of the <list-service> element of the MCPTT group document indicates that a call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-emergency-call-media-PPPP> element of the <list-service> element of the MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying media for an MCPTT-emergency call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-emergency-call-media-PPPP> element of the <list-service> element of the MCPTT group document indicates that an MCPTT-emergency call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-imminent-peril-call-media-PPPP> element of the <list-service> element of the MCPTT group document indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying media for an imminent peril call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-imminent-peril-call-media-PPPP> element of the <list-service> element of the MCPTT group document indicates that an imminent peril call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-relay-service-code> element of the <list-service> element of the MCPTT group document indicates of a ProSe relay service code specified in 3GPP TS 24.334 [7] to be used by a UE when the UE accessing a UE-to-network relay in procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-relay-service-code> element of the <list-service> element of the MCPTT group document indicates that the MCPTT group is not to be accessed using any procedures specified in 3GPP TS 24.379 [5] which requires support of a ProSe UE-to-network relay.

Value of the <owner> element of the <list-service> element of the MCPTT group document indicates the group’s owner (mission critical organisation) specified in 3GPP TS 23.179 [4].

Value of the "name" attribute of the <encoding> element of the <preferred-voice-encodings> element of the <list-service> element of the MCPTT group document indicates the preferred RTP payload format to be used for voice encoding in MCPTT group sessions of the MCPTT group.

Value of the <level-within-group-hierarchy> element of the <list-service> element of the MCPTT group document indicates the level within group hierarchy specified in 3GPP TS 23.179 [4].

Value of the <level-within-user-hierarchy> element of the <list-service> element of the MCPTT group document indicates the level within user hierarchy specified in 3GPP TS 23.179 [4].

Value of the <on-network-in-progress-emergency-state-cancellation-timeout> element of the <list-service> element of the MCPTT group document indicates the timeout value for the cancellation of an in progress emergency in on-network procedures.

Value of the <on-network-in-progress-imminent-peril-state-cancellation-timeout> element of the <list-service> element of the MCPTT group document indicates the timeout value for the cancellation of an in progress imminent-peril group call in on-network procedures.

Value of the <off-network-in-progress-emergency-state-cancellation-timeout> element of the <list-service> element of the MCPTT group document indicates the timeout value for the cancellation of an in progress emergency in off-network procedures.

Value of the <off-network-in-progress-imminent-peril-state-cancellation-timeout> element of the <list-service> element of the MCPTT group document indicates the timeout value for the cancellation of an in progress imminent-peril group call in off-network procedures.

Value of the <on-network-hang-timer> element of the <list-service> element of the MCPTT group document indicates the group call hang timer specified in 3GPP TS 23.179 [4] in on-network procedures.

Value of the <on-network-maximum-duration> element of the <list-service> element of the MCPTT group document indicates the maximum duration of group calls specified in 3GPP TS 23.179 [4] in on-network procedures.

Value of the <off-network-hang-timer> element of the <list-service> element of the MCPTT group document indicates the group call hang timer specified in 3GPP TS 23.179 [4] in off-network procedures.

Value of the <off-network-maximum-duration> element of the <list-service> element of the MCPTT group document indicates the maximum duration of group calls specified in 3GPP TS 23.179 [4] in off-network procedures.

Value of the <on-network-minimum-number-to-start> element of the <list-service> element of the MCPTT group document indicates the minimum number of affiliated group members acknowledging before start of audio transmission specified in 3GPP TS 23.179 [4] in on-network procedures.

Value of the <on-network-timeout-for-acknowledgement-of-required-members> element of the <list-service> element of the MCPTT group document indicates the timeout for acknowledgement of required group members specified in 3GPP TS 23.179 [4] in on-network procedures.

Value of the <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element of the <list-service> element of the MCPTT group document indicates the action upon failure to receive acknowledgement from required group members before call timeout specified in 3GPP TS 23.179 [4] in on-network procedures.

The possible values of the <protect-media> element are:
a)
"true" which indicates that a GMK is required to confidentiality and integrity protect media for on-network and off-network calls on the group. This value is used when the element is not present; and
b)
"false" which indicates that both confidentiality protection and integrity protection of media are not required for on-network and off-network calls on the group.

The possible values of the <protect-floor-control-signalling> element are:
a)
"true" which indicates that both confidentiality protection and integrity protection of floor control signalling are required for on-network and off-network calls on the group. This value is used when the element is not present; and
b)
"false" which indicates that both confidentiality protection and integrity protection of floor control signalling are not required for on-network and off-network calls on the group.

If the <protect-floor-control-signalling> element is set to "true" or when not present, then for on-network group calls:

a)
the presence of the <require-multicast-floor-control-signalling> element in the <list-service> element of the MCPTT group indicates that multicast bearers are used for floor controlling signalling for this group requiring that an MKFC is used to protect multicast floor control signalling;

b)
the absence of the <require-multicast-floor-control-signalling> element in the <list-service> element of the MCPTT group indicates that multicast bearers are not used for floor control signalling for this group requiring that no MKFC needs to be used to protect floor control signalling

NOTE 2:
For on-network group calls, in the case that the <protect-floor-control-signalling> is "true" or not present, and the <require-multicast-floor-control-signalling> is not present, then floor control protection is provided by the CSK, which is generated by the client.

NOTE 3:
For off-network group calls, a GMK is always used to protect floor control signalling.

The "uri" attribute of a <entry> element of the MCPTT group document:

a)
contains the MCPTT user identity, if the MCPTT group is not a temporary MCPTT group; and

b)
contains the MCPTT group identity of a constituent MCPTT group, if the MCPTT group is a temporary MCPTT group.

Presence of the <on-network-required> element in the <entry> element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element is a required MCPTT group member in on-network procedures. Absence of the <on-network-required> element in the <entry> element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element is not a required MCPTT group member in on-network procedures.

Value of the <user-priority> element in the <entry> element of the MCPTT group document indicates the user priority of the MCPTT group member identified by the <entry> element. Higher value indicates higher priority. Absence of the <user-priority> element in the <entry> element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element has the lowest possible priority.

Value of the <participant-type> element in the <entry> element of the MCPTT group document indicates the participant type specified in 3GPP TS 23.179 [4] assigned to the MCPTT group member identified by the <entry> element. Absence of the <participant-type> element in the <entry> element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element is not assigned any participant type.

Presence of the <on-network-recvonly> element in the <entry> element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element is not allowed to send media in MCPTT group calls of the MCPTT group in on-network procedures. Absence of the <on-network-recvonly> element in the <entry> element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element is allowed to send media in MCPTT group calls of the MCPTT group in on-network procedures.

The <allow-MCPTT-emergency-call> element of an <actions> element of a <rule> element of the MCPTT group document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency call on the MCPTT group.

The <allow-imminent-peril-call> element of an <actions> element of a <rule> element of the MCPTT group document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an imminent peril call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-imminent peril call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT imminent peril call on the MCPTT group.

The <allow-MCPTT-emergency-alert> element of an <actions> element of a <rule> element of the MCPTT group document indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency alert on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency alert on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency alert on the MCPTT group.

The <on-network-allow-getting-member-list> element of an <actions> element of a <rule> element of the MCPTT group document indicates whether the identity matching the rule identified by the <rule> element is allowed to get the MCPTT group member list of the MCPTT group in on-network procedures. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to get the MCPTT group member list of the MCPTT group in on-network procedures. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to get the MCPTT group member list of the MCPTT group in on-network procedures.

The <on-network-allow-getting-affiliation-list> element of an <actions> element of a <rule> element of the MCPTT group document indicates whether the identity matching the rule identified by the <rule> element is allowed to get the list of MCPTT users affiliated to the MCPTT group in on-network procedures. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to get the list of MCPTT users affiliated to the MCPTT group in on-network procedures. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to get the list of MCPTT users affiliated to the MCPTT group in on-network procedures.

The <on-network-allow-conference-state> element of an <actions> element of a <rule> element of the MCPTT group document indicates whether the identity matching the rule identified by the <rule> element is allowed to subscribe to the conference event package of an MCPTT group session of the MCPTT group in on-network procedures. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to subscribe to the conference event package of an MCPTT group session of the MCPTT group in on-network procedures. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to subscribe to the conference event package of an MCPTT group session of the MCPTT group in on-network procedures.

The possible values of the <off-network-queue-usage> element are:
a)
"true" which indicates that the queue shall be used in off-network. This is the default value taken in the absence of the element; and
b)
"false" which indicates that the queue shall not be used in off-network.

<anyExt> element contains elements defined by future version of the present document.

***** change *****
7.2.9
Naming conventions

Naming conventions are described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Naming conventions".
***** change *****
7.2.10.1
General
Global documents are described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Global Documents".
***** change *****
7.2.11.1
General
Resource interdependencies are described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Resource interdependencies".
The presence and values of, or the absence of:

a)
the <on-network-group-priority> child element;

b)
the <protect-media> child element;

c)
the <protect floor-control-signalling> child element; and

d)
the <require-multicast-floor-control-signalling> child element;

of the <on-network-regrouped> element of the MCPTT group document of the constituent MCTTP group are the same as the presence and values of, or the absence of, the corresponding elements in the <list-service> element of the MCPTT group document of the temporary MCPTT group.

***** change *****
7.2.12.1
General
Authorization policies are described in the OMA OMA-TS-XDM_Group-V1_1_1 [3] "Authorization policies".
An authenticated identity is authorized to read the <group> element of an MCPTT group document.

An authenticated identity is authorized to read a <list-service> element of the <group> element of the MCPTT group document and any descendant elements of the <list-service> element:

a)
except a <list> element of the <list-service> element; and

b)
except descendant elements of the <list> element of the <list-service> element;

if the authenticated identity is a member of an MCPTT group defined by the <list-service> element.

An authenticated identity is authorized to read a <list> element of a <list-service> element of the <group> element of an MCPTT group document and any descendant elements of the <list> element if:

a)
the authenticated identity is a member of MCPTT group defined by the <list-service> element; and

b)
the MCPTT group document contains a <rule> element:

1)
with the <conditions> element evaluating to true for the authenticated identity or without the <conditions> element; and

2)
with the <actions> element containing the <on-network-allow-getting-member-list> element.

An authenticated identity is authorized to read an <entry> element of a <list> element of a <list-service> element of the <group> element of the MCPTT group document and any descendant elements of the <entry> element if the "uri" attribute of the <entry> element contains the authenticated identity.

An authenticated identity is authorized to read an MCPTT group document if the authenticated identity is listed in the authorized MCPTT server list specified in subclause 6.2.5.1.

An authenticated identity is authorized to create, read, modify and delete an MCPTT group document if the MCPTT group document is stored:

a)
in users tree of the XUI equal to the authenticated identity; or

b)
in users tree of the another XUI, subject to MCPTT service provider policy. The MCPTT service provider policy can specified e.g. using an appropriate access permissions document specified in OMA OMA-TS-XDM_Core-V2_1 [2], stored in the user's tree of the other XUI;

and unless precluded by other statement of this subclause.

None is authorized to create, delete, and modify a <on-network-temporary> element of a <list-service> element of the <group> element of an existing MCPTT group document.

None is authorized to delete a group document containing a <on-network-regrouped> element of a <list-service> element of the <group> element of an MCPTT group document.
An authenticated identity is authorized to create and delete a <on-network-regrouped> element in the <list-service> element of the <group> element of an existing MCPTT group document if the authenticated identity is in authorized GMS list specified in subclause 6.2.5.1.
An authenticated identity is authorized to subscribe to notification of changes of an MCPTT group document if:

1)
the authenticated identity is a member of an MCPTT group defined by a <list-service> element of the <group> element of the MCPTT group document;

2)
the authenticated identity is listed in the authorized MCPTT server list specified in subclause 6.2.5.1; or

3)
the authenticated identity is listed in the authorized GMS list specified in subclause 6.2.5.1 and the subscription is on behalf of a constituent MCPTT group of the MCPTT group defined by the MCPTT group document.

