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i. Domain names used on the GRX/IPX DNS

The following provides a summary of the domain names that are used by Service Providers on private IP inter‑connects and on the GRX/IPX network. These domain names are only resolvable by network equipment and not by end users. That is, they are exclusively used on the Network-Network Interface (NNI) and not on the User-Network Interface (UNI).

Additional domain names that are resolvable on the GRX/IPX network's DNS may be added in the future. See section 6 for more details.

For more details about each domain name and/or sub‑domain name, refer to the referenced documents.
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		Domain name

		Sub‑domain(s)

		Explanation

		Rules of Usage

		Resolvability



		.gprs

		Service Provider domains of the form:
<Network_Label>.mnc<MNC>.mcc<MCC>.gprs



Where <Network Label> is the Network Label part of the Access Pont Name (APN) as defined in 3GPP TS 23.003 [8], section 9, and <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in GPRS for the Operator ID in APNs. See section 4.2 and also 3GPP TS 23.003 [8], section 9, for more information.

For Support of 2G/3G and EPC coexistence,  see also section 4.17

		Each Service Provider is allowed to use only sub‑domains consisting of MNC(s) and MCC(s) that are allocated to them by ITU‑T and their local national numbering authority.



Service Providers should avoid using Network Labels consisting of any of the below defined sub‑domains, in order to avoid clashes.

		Domain needs to be resolvable by at least all GPRS/PS roaming partners.



		

		rac<RAC>.lac<LAC>.mnc<MNC>.mcc<MCC>.gprs



Where <RAC> and <LAC> are the Routing Area Code and Location Area Code (respectively) represented in hexadecimal (base 16) form, and <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in inter‑SGSN handovers (i.e. Routing Area Updates) by the new SGSN (possibly in a new PLMN) to route to the old SGSN (possibly in the old PLMN). See section 4.2 and also 3GPP TS 23.003 [8], Annex C.1, for more information.

		Each Service Provider is allowed to use only sub‑domains consisting of MNC(s) and MCC(s) that are allocated to them by ITU‑T and their local national numbering authority.

		Domains need to be resolvable by at least all SGSNs to which a UE can hand over (which may be in other networks, if inter network GPRS/PS handovers are supported in a Service Provider's network).



		

		nri<NRI>.rac<RAC>.lac<LAC>.mnc<MNC>.mcc<MCC>.gprs



Where <NRI>, <RAC> and <LAC> are the Network Resource Identifier, Routing Area Code and Location Area Code (respectively) represented in hexadecimal (base 16) form, and <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in Routing Area Updates by the new SGSN (possibly in a new PLMN) to route to the old SGSN (possibly in the old PLMN), where Intra Domain Connection of RAN Nodes to Multiple CN Nodes (also known as "RAN flex" – see 3GPP TS 23.236 [22]) is applied. See section 4.2 and also 3GPP TS 23.003 [8], Annex C.1, for more information.

		

		



		

		rnc<RNC>.mnc<MNC>.mcc<MCC>.gprs



Where <RNC> is the RNC ID represented in hexadecimal (base 16) form, and <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in SRNS relocation to route to the target RNC in the new SGSN (possibly in a new PLMN). See section 4.2 and also 3GPP TS 23.003 [8], Annex C.3, for more information.

		

		



		

		mms.mnc<MNC>.mcc<MCC>.gprs



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in MMS for the domain name part of the FQDN for MMSCs. See section 4.3 and also 3GPP TS 23.140 [15], section 8.4.5.1, for more information.

		

		Domain needs to be resolvable by at least all directly connected MMS interworking partners/Service Providers and directly connected MMS Hub Providers.



		

		<Internet_assigned_domain_name>.gprs



Where <Internet_assigned_domain_name> is a domain name reserved by the Service Provider on the Internet. An example is "example.com.gprs"

		Used as an alternative Operator ID in APNs (also known as "Human Readable APNs"). See 3GPP TS 23.003 [8], section 9, for more details.

		The domain name(s) used must be owned by that Service Provider on the Internet. If the domain name(s) expire on the Internet, they also expire on the GRX/IPX. Care should be taken to ensure there is no clash with the other sub‑domains for ".gprs" as defined above.

		Domain needs to be resolvable by at least all GPRS/PS roaming partners.



		.3gppnetwork.org

		ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in IMS in SIP addressing; specifically in the Private and Public Identities used in SIP registration. See section 4.5 and 3GPP TS 23.003 [8], section 13, for more information.

		Each Service Provider is allowed to use only sub domains consisting of MNC(s) and MCC(s) that are allocated to them by ITU T and their local national numbering authority. 



Sub domains within the Service Provider's domain (i.e. mnc<MNC>.mcc<MCC>) are documented in 3GPP TS 23.003 [8]. It is recommended that Service Providers do not use other sub domains that are not specified in 3GPP, OMA or in this PRD as this could potentially cause a clash of sub domain usage in the future.

		Domain needs to be resolvable by at least all SIP/IMS based service inter working partners/Service Providers, as well as roaming partners where a visited P-CSCF is used.



		

		wlan.mnc<MNC>.mcc<MCC>.3gppnetwork.org



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in WLAN inter‑working for NAI realms. See section 4.4 and 3GPP TS 23.003 [8], section 14, for more information.

		

		Since this is a realm, not a domain name, it does not necessarily have to be resolvable by external entities. The only time this is used in DNS is when Diameter is used and the next hop is determined by DNS rather than a look up table.



		

		gan.mnc<MNC>.mcc<MCC>.3gppnetwork.org



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in the Generic Access Network for Full Authentication NAI realms and Fast Re‑authentication NAI realms. See section 4.7 and 3GPP TS 23.003 [8], section 17.2, for more information.

		

		Since this is a realm, not a domain name, it does not necessarily have to be resolvable by external entities. The only time this is used in DNS is when Diameter is used and the next hop is determined by DNS rather than a look up table.



		

		epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in the Enhanced Packet Core (EPC) architecture (previously known as Service Architecture Evolution – SAE) for NAIs and FQDNs of EPC related nodes. See section 4.9 and 3GPP TS 23.003 [8], section 19, for more information.

For support of EPC and 2G/3G coexistence see also section 4.17

		

		Domain and sub‑domains need to be resolvable by EPC/SAE roaming partners.



		

		ics.mnc<MNC>.mcc<MCC>.3gppnetwork.org



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used in the IMS Centralised Services feature in SIP addressing. See section 4.10 and 3GPP TS 23.003 [8], section 20, for more information.

		

		Domain should only be resolvable for CS roaming partners where an MSC (Server) enhanced for ICS is allowed to be used in that visited partner's network.



		

		node.mnc<MNC>.mcc<MCC>.3gppnetwork.org



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used by Service Providers to provide FQDNs to non-service specific nodes/hosts e.g. DNS/ENUM servers, routers, firewalls etc. See section 2.4 of this document for more information.

		Each Service Provider is allowed to use only sub‑domains consisting of MNC(s) and MCC(s) that are allocated to them by ITU‑T and their local national numbering authority. 

		Domain needs to be resolvable by at least all roaming/interworking partners for the services used by this domain name.



		

		oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org



Where <MNC> and <MCC> are the MNC and MCC of the Service Provider represented in decimal (base 10) form, with any 2 digit MNC padded out to 3 digits by inserting a zero ("0") on the beginning e.g. 15 becomes 015.

		Used by eNBs and possibly other network entities in network element self-configuration to discover an Operations and Maintenance (OAM) system. See section 4.16 and also 3GPP TS 23.003 [8] section 23, for more information.

		Each Service Provider is allowed to use only sub‑domains consisting of MNC(s) and MCC(s) that are allocated to them by ITU‑T and their local national numbering authority.

		Domain should only be resolvable by entities within an operator’s network, or in the case of network sharing, within the shared operator’s network.



		

		unreachable.3gppnetwork.org

		Used in WLAN inter‑working, specifically as a realm in the Alternative NAI. Its purpose is to enable the UE to retrieve a list of PLMNs behind a WLAN Access Point. See 3GPP TS 23.003 [8], section 14.6, for more information.

		Neither a Service Provider, a GRX/IPX Provider nor any other entity should use this domain name. It is simply reserved to never be used! 

		Intentionally not resolvable by any entity.



		

		mc1-encrypted.3gppnetwork.org

		Used by the MCPTT service in an XML text where confidentiality protection of a URI as specified in TS 24.379 [x] is required. See Rel-13 version of 3GPP TS 23.003 [8], section 26.2, for more information.

		Each Service Provider is allowed to include this domain name when confidentiality protection of a URI as specified in TS 24.379 [x] is required and the URI is not used for routing.

		Intentionally not resolvable by any entity.



		.ipxsp.org

		spn<SPN>.ipxsp.org



Where <SPN> is the Service Provider Number (as defined in ITU-T E.xxx [41]) of the Service Provider. An example is: "spn001.ipxsp.org".



Further sub-domains under this are the responsibility of the owning Service Provider. However, it is recommended to use/reserve the sub-domains defined above for the domain "mnc<MNC>.mcc<MCC>.3gppnetwork.org".

		Not used in any particular service, however, can be used by any Service Provider for any service they see fit. The main intention is to provide a domain name that Service Providers without an E.212 number range allocation can use when connecting to the IPX network.

		Each Service Provider is allowed to use only SPNs that are allocated to them by ITU‑T.

		Domain needs to be resolvable by at least all roaming/interworking partners for the services used by this domain name.



		.e164enum.net

		The sub‑domains of this domain name correspond to reversed ITU‑T E.164 numbers (as defined in ITU-T Recommendation E.164 [37]).

		Used as the domain name for ENUM queries to the GRX/IPX Carrier ENUM as defined in section 5 of the present document.

		Each Service Provider is allowed to use only sub‑domains relating to their subscribers. See section 5 for more information.

		See section 5 for more information.



		.in-addr.arpa

		The sub‑domains of this domain name correspond to reversed IPv4 addresses that belong to the Service Provider.

		Used for reverse lookups for IPv4 addresses i.e. mapping names to IPv4 addresses. This is useful when troubleshooting inter‑PLMN connections. Due to available tools being pre-configured to use this hierarchy for reverse look‑ups, it would not be feasible to use any different TLD.

		

Each Service Provider shall populate this domain for IP addresses assigned to them only (except with permission of the actual owner).

		Domain should be resolvable by at least all interworking partners/Service Providers, roaming partners and directly connected GRX/IPX Providers.



		.ip6.arpa

		The sub‑domains of this domain name correspond to reversed IPv6 addresses that belong to the Service Provider.

		Used for reverse lookups for IPv6 addresses i.e. mapping names to IPv6 addresses. This is useful when troubleshooting inter‑PLMN connections. Due to available tools using this hierarchy for reverse look‑ups, it would not be feasible to use any different TLD.

		

		



		ipxnetwork.org

		<IPXN>.ipxnetwork.org





Where IPXN is the IPX provider company name or acronym. It is agreed amongst IPX/GRX providers and assigned on a first come – first served basis (see section 6.2).
Further subdomains under this are the responsibility of the owning IPX provider.

		Not used in any particular service, however, can be used by any IPX Provider for any service they see fit. The main intention is to provide a domain name that IPX provider can use for IPX proxies or other equipment.

		One subdomain per IPX provider. An IPX provider shall not use two subdomains.

		Domain needs to be resolvable by at least all roaming/ interworking partners for the services used by this domain name.





Table 1 : Definitive list of domain names owned by GSMA that are used on the GRX/IPX DNS
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