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2. Reason for Change
The WID states:

	TS 24.424
	Management Object (MO) for Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary Services
	CT1
	
	CT#74 (Dec 2016)
	CT#75 (Mar 2017)
	The following UE configuration parameters:

- connectivity parameters used by UE for establishment of IP connectivity for Ut interface for manipulating supplementary services, per IP-CAN and in case of non-3GPP access, per trusted and untrusted non-3GPP access.

Rapporteur: Sedlacek, Ivo, ivo.sedlacek@ericsson.com


The possibility to provide the APN (and other connectivity parameters) differently for trusted and untrusted WLAN is not described yet.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.424v.1.0.0
* * * First Change * * * *

5.8
/<X>/XCAP_conn_params_policy/<X>/access
This leaf contains an access identifier, with values shown in table 5.8-1

-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace

-
Values: N/A

Table 5.8-1: Possible values for the access leaf

	Value
	Description

	1
	3GPP accesses

	2
	Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) IP-CAN (NOTE)

	3
	Evolved Packet Core (EPC) via trusted Wireless Local Access Network (WLAN) IP-CAN

	4
	Evolved Packet Core (EPC) via untrusted Wireless Local Access Network (WLAN) IP-CAN

	0, 5-255
	Not assigned

	NOTE:
Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) IP-CAN encompasses both the Evolved Packet Core (EPC) via trusted Wireless Local Access Network (WLAN) IP-CAN and the Evolved Packet Core (EPC) via untrusted Wireless Local Access Network (WLAN) IP-CAN.


