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	Reason for change:
	Emergency calls are detected prior to selecting a domain / access for the emergency call. TS 22.101 specifies that emergency number detection takes into account the following:
10
Emergency Calls

10.1 
General requirements

[..]

The serving network may download emergency call numbers to the UE in order to ensure that local emergency call numbers are known to the UE. The UE shall regard these emergency numbers as valid in that country only (as identified by the MCC) and shall discard them when a new country is entered.

[..]

10.1.1 
Identification of emergency numbers
[..]. Emergency number identification takes place before and takes precedence over any other (e.g. supplementary service related) number analysis.

a)
112 and 911 shall always be available. These numbers shall be stored on the ME.
b)
Any emergency call number stored on a SIM/USIM when the SIM/USIM is present.

c)
000, 08, 110, 999, 118 and 119 when a SIM/USIM is not present. These numbers shall be stored on the ME.

d)
Additional emergency call numbers that may have been downloaded by the serving network when the SIM/USIM is present.

It is possible that the the UE has received additional emergency call numbers from a serving network. The UE uses these additional numbers to detect whether the number is an emergency number. The UE may subsequently determine it needs to use WLAN for the emergency call.
Therefore, emergency numbers received from e.g. NAS are considered when they are available.

It was noted stage 2 contains the following NOTE: “In this Release of the specification, no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming”. 
Reasons for change copied from CR#4066 (CR#4066 resulted in corresponding texts in Annex B and Annex L):

SA1 requirement in TS22.101 subclause 10.1, " When emergency call establishment is initiated, the emergency call type shall be sent by the UE if it is available.", is only reflected in TS24.229 as descriptive text.

Mapping between emergency categories as specified in TS 24.008 and the emergency sub-service types in this document is not clearly specified.



	
	

	Summary of change:
	Specify how to derive an emergency service URN when making an emergency call while using WLAN to access the EPC.
Correct color and remove underlining (editorial).

Lower the case of an upper case ‘A’ (editorial).



	
	

	Consequences if not approved:
	Implementations need not detect that a number is an emergency number.
Implementations need not derive the same emergency service URN, depending on the access used.

Consequences if not approved copied from CR#4066:

Ambigious requirements related to emergency service procedures for the UE, leading to inefficient (i.e. delayed) or incorrect selection of PSAPs.

If UEs do not use the sub-service type calls will unnecessarily be routed to default PSAP, which does not fulfil legal requirements in certain countries.

If mapping between emergency categories and sub-service types is wrong calls will be routed to wrong PSAP.
UE may start emergency procedures for a non-emergency call or the network may mis-route a non-emergency call to a PSAP.
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	Other comments:
	CR#5774 contains the corresponding Rel-14 changes.


	*** First Change ***


R.2.2.6
Emergency service

In this release of the specification, emergency session is supported when the IP-CAN is the EPC over WLAN access if the UE that initiates the emergency session has sufficient credentials to access EPC and if the UE has failed or has not been able to use 3GPP access to set up an emergency session as described in 3GPP TS 23.167 [4B] annex J.

EPC procedures for emergency session using WLAN are only defined when using untrusted WLAN IP access via S2b to access EPC. 
In order to find out whether the UE can consider itself in the country of the HPLMN:
-
the UE shall compare the MCC value derived from its IMSI with the MCC of a PLMN received from the 3GPP access. If the MCC of the PLMN received from the 3GPP access does not match with the MCC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider itself in the country of the HPLMN; or
-
if the UE perform the DNS NAPTR query using Visited Country FQDN (see 3GPP TS 24.302 [8U]), and the result of this query is a set of one or more records containing service instance names of the form "epdg.epc.mnc<MNC>.mcc<MCC>.pub.3gppnework.org", and the MCC in a service instance name matches the MCC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider itself in the country of the HPLMN.
The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table R.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. If the UE considers itself in the country of the HPLMN, the UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
NOTE 1:
In this release of the specification, no specific mechanisms are defined to support the roaming case. If an UE that is roaming sets up an emergency PDN connection, an ePDG and a PDN GW in the home PLMN are used. This means that a P-CSCF in the home PLMN is always used for emergency session over WLAN access to EPC.
Table R.2.2.6.1: Mapping between type of emergency service and emergency service URN

	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


NOTE 2:
It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.

If:

-
the UE considers itself in the country of the HPLMN;
-
multiple types of emergency services can be derived for a dialled number from the information configured on the USIM; and

-
no IP-CAN provided a local emergency number that matches the dialled number (see subclause 5.1.6.1);
NOTE 3:
In this release of the specification, it is not defined how to process local emergency numbers (including information about emergency service categories) provided by the IP-CAN that is the EPC via WLAN (see subclause 5.1.6.1). 
then the UE shall map any one of these types of emergency service to an emergency service URN as specified in table R.2.2.6.1.

If the UE considers itself in the country of the HPLMN and an IP-CAN provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and if the UE:

-
can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the USIM for the dialled number; or

-
derives identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the USIM for the dialled number;

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table R.2.2.6.1.

NOTE 4:
How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from an IP-CAN, is implementation dependent.

When the UE has derived an Emergency service URN, the UE shall select an ePDG from the UE's home PLMN that can support emergency services for tunnel establishment as described in 3GPP TS 24.302 [8U].

Once IPsec tunnel setup is completed, the UE shall follow the procedures described in subclause R.2.2.1 of this specification for establishment of IP-CAN bearer and P-CSCF discovery accordingly.


Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and
-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1, if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, the UE shall proceed as follows:

1)
if a 3GPP access network is available and the UE has not already attempted to use a 3GPP access network to set up an emergency session as described in 3GPP TS 23.167 [4B] annex J, when the UE selects a domain in accordance with the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B], the UE shall attempt to select a domain of the 3GPP access network, and:

-
if the CS domain is selected, the UE behaviour is defined in subclause 7.1.2 of 3GPP TS 23.167 [4B] and in annex B or annex L; and
-
if the IM CN subsystem is selected, the UE shall apply the procedures in subclause 5.1.6 with the exception of selecting a domain for the emergency call attempt;


In addition, when the UE determines that "it has not been able to use 3GPP access to set up an emergency session" in accordance with subclause J.1 of 3GPP TS 23.167 [4B], the UE shall apply the procedures in subclause 5.1.6 using WLAN, with the exception of selecting a domain for the emergency call attempt; and

2)
if a 3GPP access network is not available, then the UE shall apply the procedures in subclause 5.1.6 using WLAN, with the exception of selecting a domain for the emergency call attempt.

When the emergency session ends, the UE:

1)
shall release the tunnel as described in 3GPP TS 24.302 [8U]; and

2)
if EPC via WLAN is the preferred IP-CAN to access IM CN subsystem or if no 3GPP access is available:

a)
shall select an ePDG for non-emergency services as described in 3GPP TS 24.302 [8U];
b)
shall follow the procedures described in subclause R.2.2.1 for establishment of an IP-CAN bearer for SIP signalling and P-CSCF discovery; and

c)
shall perform an initial registration as specified in subclause 5.1.1.2 using the IP-CAN bearer for SIP signalling.
	*** End Change ***


