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Background: This purpose of this document is to discuss the approach to be specified in 3GPP TS 24.379 for the origination of MCPTT priority calls (MCPTT emergency group call, MCPTT emergency private call, MCPTT imminent peril group call) using pre-established sessions.
Discussion:

Stage 2 of MPP TS 23.179 specifies the use of pre-established sessions as a mechanism of for implementing MCPTT priority calls.

From 23.179:

10.5.1
General

The MCPTT server may use one or more pre-established sessions for the following procedures for on-network:

-
Group calls (as specified in subclause 10.6.2.3 and subclause 10.6.2.4);

-
Private calls (as specified in subclause 10.7.2.2 and subclause 10.7.2.3);

-
MCPTT emergency group calls (as specified in subclause 10.6.2.6.1);

-
MCPTT imminent peril group calls (as specified in subclause 10.6.2.6.2);

-
MCPTT emergency private calls (as specified in subclause 10.7.2.4); and

-
MCPTT emergency alerts (as specified in subclause 10.6.2.6.3).
Requirements for originating MCPTT priority calls:
1)
client must include priority call specific XML elements in the SIP request (i.e., emergency indication, imminent peril indication, alert indication)

2)
participating function needs to validate the combination of priority call specific XML elements included in the SIP request
3)
participating function needs to check the client's authorisation for the requested priority call type

NOTE: if an emergency call request is authorised but the accompanying alert request is not, the call should proceed, the alert rejected and this status needs to be communicated to the client

4)
if the checks in bullets 4) and 5) succeed, the call origination continues
5)
controlling function performs additional authorisations

6)
success or failure of CF authorisations are communicated to client and media plane to allow management of application layer state information and media plane

7)
the client's EPS bearer needs to be adjusted to the appropriate priority level for the specific type of call

Due to the nature of pre-established sessions, some of the above requirements need to be fulfilled differently than in on-demand sessions, particular with respect to the following functionalities:
EPS bearer priority adjustment:

-on-demand sessions: achieved by including a Resource-Priority header field included in the client SIP INVITE request. When the P-CSCF processes the SDP answer, it will request the bearer adjustment to the PCRF.
-pre-established sessions: the client SIP REFER request does not create a new dialog, but points to a pre-existing dialog. Separate procedure is needed to adjust the EPS bearer of the pre-established dialog.
Communication of success/failure conditions of the request:
-on-demand sessions: achieved by 2xx response with additional application layer information provided by SIP INFO if necessary for the success case. For failure conditions, the SIP final response (e.g., SIP 4xx) provides sufficient information
-pre-established sessions: additional application layer information and some failure conditions are not known until after the 200 OK response to REFER is sent. This information needs to be communicated within the now in-use pre-established dialog. Note that call setup failure conditions detected by the controlling function are communicated to the participating function via SIP failure response codes, with the participating function forwarding the SIP response to the client. For pre-established sessions, the PF communicates this to the client by means of a media plane Disconnect message to the client generated by the participating function to place the pre-established session in a not in-use state.
Proposed Solutions:

1) Perfect Case:

The MCPTT client requests a priority call
-All validations and authorisation checks at PF are successful.

-All validations and authorisation checks at CF are successful.

-PF sends re-INVITE with RPH to client to a) provide EPS bearer adjustment and b) inform client that the priority call attempt is accepted along with any additional application layer information, allowing the client to correctly manage its priority related state information.
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Figure 1: Perfect case for priority call origination
2) Emergency call authorised, alert not authorised

The MCPTT client requests an MCPTT emergency call and MCPTT emergency alert

-All validations and authorisation checks at PF are successful.

-The authorisation checks for the emergency call at the CF is successful, the authorisation for the alert fails

-CF sends 200 OK to allow the call to proceed, sends SIP INFO containing the information that the alert request was rejected

-PF sends re-INVITE including additional state information from the SIP INFO with RPH to client to a) provide EPS bearer adjustment and b) inform client that the priority call attempt is accepted, but the alert request rejected, allowing the client to correctly manage its priority related state information
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Figure 2: Emergency call authorised, alert not authorised

3) Emergency call not authorised, alert not authorised (PF detected):
-PF determines that the MCPTT user is not authorised for the requested emergency call.
-PF rejects SIP REFER with a 403 Forbidden response
-client manages its priority related state information
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Figure 3: Emergency not authorised, PF detected

4) Emergency call not authorised, CF detected:

-CF determines an authorisation failure of the emergency call by determining from the Group configuration for example that the MCPTT group is not configured to allow for MCPTT emergency calls (a check the PF can't do).

-CF sends a 403 Forbidden to the PF

-PF SIP layer interacts with the media plane and sends a Disconnect floor control message to the MCPTT client, sending the pre-established session back to the "not-in-use" state.

-client handles this as it would have when receiving a 403 in the same scenario using an on-demand session
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Figure 4: emergency, not authorised CF detected
Recommendations: 

1) Adjust EPS bearer priority by having the PF send a SIP re-INVITE to the client within the pre-established session after all authorisation checks by PF and CF have succeeded
2) The above SIP re-INVITE will convey any needed application layer information to the client (e.g., the emergency call request is authorised and will proceed, the alert request is rejected).

3) Failed authorisation checks that can be made by the PF will result in a SIP failure response to the SIP REFER sent from PF to client 
4) Failed authorisation checks made by the CF will be conveyed to the client by means of PF interaction with the media plane, resulting with a Disconnect floor control message being sent to the client
Note that C1-165128 implements the recommendations provided in this document.
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