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Introduction
The study on determination of completeness of charging information in IMS identifies and documents methods to guarantee that all relevant charging data for an IMS session has been received in order to charge the IMS session correctly.

SA5 has agreed on a first set of requirements for the ability to determine the completeness of charging information in IMS. The following requirements were added to TS 32.240. 
 

[bookmark: _Toc462655374]5.3.4.4.1	General
The completeness of charging information is determined within the BD which itself is out of scope of 3GPP standardization. Thus based on operator policy different rules for generating and processing of charging information apply. In order to allow determination of completeness of charging information by the processing within the BD, the IMS NEs and ASs shall include additional information in SIP signalling.
This is applicable to offline charging only in this release.
Editor's Note: behaviour for subsequent update due to further applications involvement is ffs.
[bookmark: _Toc462655375]5.3.4.4.2	Tracking of IMS NEs generating charging information 
Based on operator policy, each IMS NE for which the CTF is generating charging events, shall include its own address or specific NE identifier into the initial SIP request to be sent out within the trust domain. 
The final SIP response sent back by the last element of the trust domain shall contain the list of addresses and identifiers received within the initial SIP request.
The list of addresses or identifiers received in the final response shall be included in the charging event generated by the CTF. 
[bookmark: _Toc462655376]
5.3.4.4.3	Tracking of applications generating charging information
Based on operator policy, each application for which the hosting AS CTF is generating charging events on its behalf, shall include the address or identifier of the AS as described in clause 5.3.4.4.2 and its application identifier into the initial SIP request to be sent out within the trust domain. 
The final SIP response sent back by the last element of the trust domain shall contain the list of addresses and application identifiers received within the initial SIP request.
The list of addresses or identifiers and application identifiers received in the final response shall be included in the charging event generated by the CTF. 
 
A work item for CT work on this issue was agreed at the last CT meeting.

Discussion
To fulfil the requirements by SA5, a SIP extension is needed to apply the collection of NE addresses and/or identifiers.

There are several possibilities to realize this. Within the SA5 study a couple of existing identifiers were discussed but none of them does fulfil the requirements completely.

The two requirements mentioned above can be used independently or both in combination.

Extending SIP can be done in different ways, either to define  a new or to use and extend an already existing header field.

For Charging purposes we have defined the P-Charging-Vector header field. Within this SIP header field an extension can be added for collecting the addresses and/or identifiers of the traversed NE’s for which  charging data was generated and the addresses and/or identifiers of the traversed AS’s including the applications for which  charging data was generated.

The proposed syntax for the extension of the P-Charging-Vector header field is:

      ne-identifier           	= "ne-identifier" EQUAL ne-id-list          
      ne-id-list          	= DQUOTE ne-id-param         
                                     *(COMMA ne-id-param) DQUOTE
      ne-id-param		= ne-adr/as-adr "-"ap-id
      ne-adr 		       	= "ne-adr" EQUAL gen-value
      as-adr 		       	= "as-adr" EQUAL gen-value
      ap-id 		      = "ap-id" EQUAL gen-value

Alternatively, a new header field can be created to use the same syntax for collecting the required information.

Question for both approaches is whether an index should also be added or only the names of the traversed elements and applications?

The requirements state that the initial request gradually collects the information and the final response will contain the complete information which is needed for the determination of completeness of charging Information.

These aspects needs to be reflected within TS 24.229 to describe the procedures for all NE’s creating charging information.
This will be the CSCF, AS, BGCF, IBCF, MGCF, MRFC, transit function, TRF and ATCF.

The proposal for an initial SIP Request is:
“If the CTF of the XXX generates charging events, then it shall include its own address or specific NE identifier into the ne-id-param of the P-Charging-Vector header field.” 

For including the information within the final response considerations must be taken into account.
Is the element the last element of the trust domain? If yes then the element has to store the information of the ne-identifier and has to put the ne-identifier element into the P-Charging-Vector header field sent within the final response.
Is the element the last element of the network operator domain? If yes then the element has to store the information of the ne-identifier and has to put the ne-identifier element into the P-Charging-Vector header field sent within the final response. This is because it is not known if the ne-identifier is either supported within the other networks or the operator decides not to sent the ne-identifier towards the other network.

Thus a proposal for the relevant network elements which are passing the P-Charging-Vector header field in general is (example for INVITE):
“When receiving an INVITE the XXX shall based on network operator policy forward the ne-identifier and store the ne-identifier or discard the ne-identifier and store it.”

“When the P-Charging-Vector header field received within a final response does not contain an ne-identifier the XXX shall add the previously stored ne-identifier to the P-Charging-Vector header field.”

For the elements where it is clear that it has to set the ne-identifier like the P-CSCF and MGCF the procedure may be as follows:
“When receiving an INVITE the XXX shall store the ne-identifier when received.”

“The previously stored ne-identifier shall be added to the P-Charging-Vector header field of the final response received.” 

 
Proposal for decision
It is proposed to agree on the following changes:
1. The definition of the ne-identifier for the P-Charging-Vector header field
2. Procedure for generating the ne-identifier
3. Procedure for final responses not containing the ne-Identifier

A set of CRs will created for the next but one meeting. A further proposal is to send an LS to SA5 when a mechanism fulfilling the requirements of SA5 has been agreed.

