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***** Next change *****
6.3.14.3.2
Procedure of GMS owning an MCPTT group to be combined

Upon reception of an HTTP POST request:

a)
with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group; and

b)
with an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup check specified in subclause 7.3.4.4;

the GMS:

a)
if:

1)
the Request-URI identifies an existing <on-network-regrouped> element of an existing group document of an MCPTT group;

2)
the Request-URI identifies a non-existing <on-network-regrouped> element of an existing group document defining a temporary MCPTT group;

3)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to combine to a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI; or

4)
the MIME body of the HTTP POST request is not acceptable;


then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps; and

b)
shall respond with HTTP 200 (OK) response to the HTTP POST request.

Upon reception of an HTTP POST request:

a)
with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group; and

b)
with an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup notification specified in subclause 7.3.4.5;

the GMS:

a)
if:

1)
the Request-URI identifies an existing <on-network-regrouped> element of an existing group document of an MCPTT group;

2)
the Request-URI identifies a non-existing <on-network-regrouped> element of an existing group document defining a temporary MCPTT group;

3)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to combine to a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI; or

4)
the MIME body of the HTTP POST request is not acceptable;


then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps;

b)
shall place the <on-network-regrouped> element of the GMOP document requesting group regroup notification of the HTTP POST request at the location identified by the Request-URI of the received HTTP POST request;

c)
shall respond with HTTP 200 (OK) response to the HTTP POST request; and

NOTE:
GMK, and MKFC are not included in the GMOP document requesting group regroup notification as GMK and MKFC are provided only using SIP. 

d)
shall subscribe for changes of the MCPTT GKTP document of the temporary MCPTT Group ID indicated in the "temporary-MCPTT-group-ID" attribute of the <on-network-regrouped> element of the GMOP document requesting group regroup notification according to subclause 6.3.13.2.3.

***** Next change *****
6.3.14.2
Group management client (GMC) procedures

In order to form a temporary MCPTT group, a GMC shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [y] and subclause 6.2.3. In the HTTP POST request, the GMC:

a)
shall set the Request-URI to an XCAP URI:

1)
in users tree where the XUI is set to a group creation XUI configuration parameter; and

2)
with the document selector identifying the temporary MCPTT group to be created; and

b)
shall include an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup creation specified in subclause 7.3.4.3, with a <group> element containing a group document for an MCPTT group. In the group document, the GMC shall include the <on-network-temporary> element according to subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-MCPTT-group-IDs> element according to subclause 7.2. In the <constituent-MCPTT-group-IDs> element, the GMC shall include one <constituent-MCPTT-group-ID> element according to subclause 7.2 for each MCPTT group to be combined.

Upon reception of an HTTP 2xx response to the sent HTTP POST request, the GMC shall consider the temporary MCPTT group formation as successful.

Upon reception of an HTTP 409 (Conflict) response with at least one <alt-value> element in the <uniqueness-failure> error element, the GMC may repeat procedures of the present subclause and identify the temporary MCPTT group being formed with an MCPTT Group ID indicated in an <alt-value> element.

***** Next change *****
6.3.14.3.1
Procedure of GMS creating a temporary MCPTT group

Upon reception of an HTTP POST request:

a)
with a Request-URI with an XCAP URI identifying a non-existing group document; and

b)
with an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup creation specified in subclause 7.3.4.3;

then the GMS:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in subclause 6.2.5;

b)
if the identity of the sender of the received HTTP POST request is not authorized to initiate temporary MCPTT group formation, shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps;

c)
if value of the "uri" attribute of the <list-service> element of the <group> element of the GMOP document requesting group regroup creation specified in subclause 7.3.4.3 of the received HTTP POST request does not conform to local policy, shall respond with an HTTP 409 (Conflict) response to the HTTP POST request. The <uniqueness-failure> error element shall identify the error condition. The GMS shall include at least one <alt-value> element in the <uniqueness-failure> error element, whereby each <alt-value> element contains a MCPTT Group ID acceptable for the GMS. The GMS shall not continue with rest of the steps; and

d)
for each MCPTT group ID of an MCPTT group to be combined indicated in content of a <constituent-MCPTT-group-ID> element of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element of the group document of the <group> element of the GMOP document requesting group regroup creation specified in subclause 7.3.4.3 of the received HTTP POST request:

1)
shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [y] and subclause 6.2.5. In the HTTP POST request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID as specified in subclause 7.2.10.2, where the group ID is set to the MCPTT group ID of the MCPTT group to be combined;

ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group such that the <on-network-regrouped> element has the "temporary-MCPTT-group-ID" attribute set to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

iii)
if the MCPTT group ID of the MCPTT group to be combined is owned by the MCPTT provider of the GMS, with the XCAP root URI of the MCPTT provider of the GMS; and

iv)
if the MCPTT group ID of the MCPTT group to be combined is owned by an MCPTT provider other than the MCPTT provider of the GMS, with XCAP root URI derived using the group ID routing database as specified in subclause 6.2.5.2 and the MCPTT group ID of the MCPTT group to be combined;

B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS; and

C)
shall include an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup check specified in subclause 7.3.4.4 with a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

i)
shall set the "temporary-MCPTT-group-ID" attribute to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

ii)
shall set the "temporary-MCPTT-group-requestor" attribute to the identity of the sender of the received HTTP POST request;

iii)
shall include the <constituent-MCPTT-group-IDs> element set to content of the <constituent-MCPTT-group-IDs> element of <on-network-temporary> element of the <list-service> element of the group document of the MCPTT group included in the received HTTP POST request;

iv)
if an <on-network-group-priority> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <on-network-group-priority> element set to content of the <on-network-group-priority> element of the <list-service> element of the group document included in the received HTTP POST request;

v)
if a <protect-media> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <protect-media> element set to content of the <protect-media> element of the <list-service> element of the group document included in the received HTTP POST request;

vi)
if a <protect-floor-control-signalling> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <protect-floor-control-signalling> element set to content of the <protect-floor-control-signalling> element of the <list-service> element of the group document included in the received HTTP POST request; and

vii)
if a <require-multicast-floor-control-signalling> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <require-multicast-floor-control-signalling> element.

Upon reception of a HTTP 3xx, 4xx, or 5xx responses to a sent HTTP POST request or upon timeout, the GMS shall send a HTTP 403 (Forbidden) response to the received HTTP request and shall not continue with rest of the steps.
Upon reception of HTTP 2xx responses to all sent HTTP POST requests, the GMS:
a)
for each MCPTT group ID of an MCPTT group to be combined indicated in content of a <constituent-MCPTT-group-ID> element of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element of the <group> element of the GMOP document requesting group regroup creation specified in subclause 7.3.4.3 of the received HTTP POST request:

1)
shall send an HTTP POST request according to procedures specified in IETF RFC 2616 [y] and subclause 6.2.5. In the HTTP POST request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID as specified in subclause 7.2.10.2, where the group ID is set to the MCPTT group ID of the MCPTT group to be combined;

ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group such that the <on-network-regrouped> element has the "temporary-MCPTT-group-ID" attribute set to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

iii)
if the MCPTT group ID of the MCPTT group to be combined is owned by the MCPTT provider of the GMS, with the XCAP root URI of the MCPTT provider of the GMS; and

iv)
if the MCPTT group ID of the MCPTT group to be combined is owned by an MCPTT provider other than the MCPTT provider of the GMS, with XCAP root URI derived using the group ID routing database as specified in subclause 6.2.5.2 and the MCPTT group ID of the MCPTT group to be combined;

B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS; and

C)
shall include an application/g.3gpp.GMOP+xml MIME body with a GMOP document requesting group regroup notification specified in subclause 7.3.4.5. In the GMOP document requesting group regroup notification, the GMS:

i)
shall include a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

-
shall set the "temporary-MCPTT-group-ID" attribute to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

-
shall set the "temporary-MCPTT-group-requestor" attribute to the identity of the sender of the received HTTP POST request;

-
shall include the <constituent-MCPTT-group-IDs> element set to content of the <constituent-MCPTT-group-IDs> element of <on-network-temporary> element of the <list-service> element of the group document of the MCPTT group included in the received HTTP POST request;

-
if an <on-network-group-priority> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <on-network-group-priority> element set to content of the <on-network-group-priority> element of the <list-service> element of the group document included in the received HTTP POST request;

-
if a <protect-media> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <protect-media> element set to content of the <protect-media> element of the <list-service> element of the group document included in the received HTTP POST request;

-
if a <protect-floor-control-signalling> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <protect-floor-control-signalling> element set to content of the <protect-floor-control-signalling> element of the <list-service> element of the group document included in the received HTTP POST request; and

-
if a <require-multicast-floor-control-signalling> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <require-multicast-floor-control-signalling> element.

NOTE:
GMK, and MKFC are not included in the GMOP document requesting group regroup notification as GMK and MKFC are provided only using SIP.

Upon reception of HTTP 2xx responses to all sent HTTP POST requests, the GMS shall create the group document of the temporary MCPTT group at the location specified by the Request-URI of the received HTTP POST request and shall send an HTTP 2xx response to the received HTTP request. In the HTTP 2xx response, the GMS shall include an application/g.3gpp.GMOP+xml MIME body containing a GMOP document with group regroup creation response specified in subclause 7.3.4.6 with a <temporary-group-document-ETag> element set to the current value of the entity tag for the created group document of the temporary MCPTT group.
***** Next change *****
6.3.16.2
Group management client (GMC) procedures

In order to retrieve a group document except group members, a GMC shall send an HTTP POST request according to procedures specified in IETF RFC 2616 [y] and subclause 6.2.3. In the HTTP POST request, the GMC:

a)
shall set the Request-URI to XCAP URI of the group document addressed by a group ID; and

b)
shall include an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting retrieval of a group document excluding group members specified in subclause 7.3.4.2.
Upon reception of an HTTP 2xx response to the HTTP POST request such that the HTTP 2xx response contains a MIME body of the MIME type specified in subclause 7.2.6, the GMC shall consider the MIME body as the group document excluding group members.

***** Next change *****
7.2.2
Structure

The group document structure is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Structure" with the MCPTT specific clarifications specified in this subclause.
The <list-service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
shall include a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
may include a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

c)
may include a <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

d)
may include an <on-network-invite-members> element specified in subclause 7.2.4.2;

e)
may include a <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

f)
shall include a <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

g)
may include a <on-network-disabled> element specified in subclause 7.2.4.2;

h)
may include a <on-network-group-priority> element specified in subclause 7.2.4.2;

i)
may include a <on-network-max-participant-count> element specified in subclause 7.2.4.2;

j)
may include a <on-network-temporary> element specified in subclause 7.2.4.2;

k)
may include zero or more <on-network-regrouped> elements specified in subclause 7.2.4.2;

l)
may include an <off-network-ProSe-layer-2-group-id> element specified in subclause 7.2.4.2;

m)
may include an <off-network-PDN-type> element specified in subclause 7.2.4.2. In the present document, the <event> element can only have the values specified by the off-network-PDN-type-value ABNF rule of table 7.2.2-1;
n)
may include an <off-network-IP-multicast-address> element specified in subclause 7.2.4.2 containing a IP multicast address. If the IP multicast address is an IPv4 address, its value is coded as a string representing the dotted-decimal format of the IPv4 address as specified in IETF RFC 1166 [8]. If the IP multicast address is an IPv6 address, its value is coded as a string representing the canonical text representation format of the IPv6 address as specified in IETF RFC 5952 [9];
o)
may include an <off-network-ProSe-signalling-PPPP> element specified in subclause 7.2.4.2;

p)
may include an <off-network-ProSe-emergency-call-signalling-PPPP> element specified in subclause 7.2.4.2;

q)
may include an <off-network-ProSe-imminent-peril-call-signalling-PPPP> element specified in subclause 7.2.4.2;

r)
may include an <off-network-ProSe-media-PPPP> element specified in subclause 7.2.4.2;

s)
may include an <off-network-ProSe-emergency-call-media-PPPP> element specified in subclause 7.2.4.2;

t)
may include an <off-network-ProSe-imminent-peril-call-media-PPPP> element specified in subclause 7.2.4.2;

u)
may include an <off-network-ProSe-relay-service-code> element specified in subclause 7.2.4.2;

v)
may include an <owner> element specified in subclause 7.2.4.2;
w)
may include a <preferred-voice-encodings> element specified in subclause 7.2.4.2;
x)
may include a <level-within-group-hierarchy> element specified in subclause 7.2.4.2;
y)
may include a <level-within-user-hierarchy> element specified in subclause 7.2.4.2;
z)
may include an <on-network-in-progress-emergency-state-cancellation-timeout> element specified in subclause 7.2.4.2;
aa)
may include an <on-network-in-progress-imminent-peril-state-cancellation-timeout> element specified in subclause 7.2.4.2;
ab)
may include an <off-network-in-progress-emergency-state-cancellation-timeout> element specified in subclause 7.2.4.2;
ac)
may include an <off-network-in-progress-imminent-peril-state-cancellation-timeout> element specified in subclause 7.2.4.2;
ad)
may include an <on-network-hang-timer> element specified in subclause 7.2.4.2;
ae)
may include an <on-network-maximum-duration> element specified in subclause 7.2.4.2;
af)
may include an <off-network-hang-timer> element specified in subclause 7.2.4.2;
ag)
may include an <off-network-maximum-duration> element specified in subclause 7.2.4.2;
ah)
may include an <on-network-minimum-number-to-start> element specified in subclause 7.2.4.2;
ai)
may include an <on-network-timeout-for-acknowledgement-of-required-members> element specified in subclause 7.2.4.2;
aj)
may include an <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element specified in subclause 7.2.4.2. The <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element can only have the values specified by the on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members ABNF rule of table 7.2.2-1. If a value of the <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element is other than those specified by the defined-actions ABNF rule of table 7.2.2-1, the <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element is interpreted as having the value specified by the abandon-action ABNF rule of table 7.2.2-1;

al)
may include a <protect-media> element specified in subclause 7.2.4.2;

am)
may include a <protect-floor-control-signalling> element specified in subclause 7.2.4.2; and

an)
may include a <require-multicast-floor-control-signalling> element specified in subclause 7.2.4.2.

The <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
may include zero or more <entry> elements specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
shall include a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
may include a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

c)
may include a <on-network-required> element specified in subclause 7.2.4.2;

d)
may include a <user-priority> element specified in subclause 7.2.4.2;

e)
may include an <off-network-user-info-id> element specified in subclause 7.2.4.2;
f)
may include a <participant-type> element specified in subclause 7.2.4.2; and
g)
may include an <on-network-recvonly> element specified in subclause 7.2.4.2.
The <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
may include a <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
may include a <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
may include an <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
may include an <identity> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
may include an <is-list-member> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
may include an <allow-initiate-conference> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
may include a <join-handling> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

c)
may include an <allow-MCPTT-emergency-call> element specified in subclause 7.2.4.2;

d)
may include an <allow-imminent-peril-call> element specified in subclause 7.2.4.2;

e)
may include an <allow-MCPTT-emergency-alert> element specified in subclause 7.2.4.2;

f)
may include an <on-network-allow-getting-member-list> element specified in subclause 7.2.4.2;
g)
may include an <on-network-allow-getting-affiliation-list> element specified in subclause 7.2.4.2; and

h)
may include an <on-network-allow-conference-state> element specified in subclause 7.2.4.2.

The <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
shall include a <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
shall include an "enabler" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] including a string defining an enabler. The "enabler" attribute is set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5]; and

b)
shall include a <group-media> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The <group-media> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
shall include an <mcptt-speech> element specified in subclause 7.2.4.2.
NOTE:
An MCPTT group document can contain further attributes and elements from any namespaces, according to the XML schemas of the MCPTT group document.
The <on-network-temporary> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include a <constituent-MCPTT-group-IDs> element specified in subclause 7.2.4.2; and

b)
may include an <anyExt> element specified in subclause 7.2.4.2.
The <constituent-MCPTT-group-IDs> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
may include zero, or more <constituent-MCPTT-group-ID> elements specified in subclause 7.2.4.2; and

b)
may include an <anyExt> element specified in subclause 7.2.4.2.

The <on-network-regrouped> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include a "temporary-MCPTT-group-ID" attribute specified in subclause 7.2.4.2;

b)
shall include a "temporary-MCPTT-group-requestor" attribute specified in subclause 7.2.4.2;

c)
shall include a <constituent-MCPTT-group-IDs> element specified in subclause 7.2.4.2;

d)
may include a <on-network-group-priority> element specified in subclause 7.2.4.2;

e)
may include a <protect-media> element specified in subclause 7.2.4.2;

f)
may include a <protect floor-control-signalling> element specified in subclause 7.2.4.2;

g)
may include a <require-multicast-floor-control-signalling> element specified in subclause 7.2.4.2; and

h)
may include an <anyExt> element specified in subclause 7.2.4.2.

The <preferred-voice-encodings> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include one or more <encoding> element specified in subclause 7.2.4.2.

The <encoding> element specified in subclause 7.2.4.2 of an MCPTT group document:

a)
shall include a "name" attribute with value equal to a value of the <encoding name> field of a=rtpmap attribute as defined in IETF RFC 4566 [x].

Table 7.2.2-1: ABNF syntax of values of the elements

off-network-PDN-type-values = IPv4-value / IPv6-value

IPv4-value = %x49.50.76.34 ; "IPv4"

IPv6-value = %x49.50.76.36 ; "IPv6"

on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members

 = defined-actions / future-actions

defined-actions = proceed-action / abandon-action

proceed-action = %x70.72.6f.63.65.65.64 ; "proceed"

abandon-action = %x61.62.61.6e.64.6f.6e ; "abandon"

future-actions = 1*( ALPHA / DIGIT / "-" )
Elements and attributes of the group document are defined in various namespaces. The group document refers to namespaces using prefixes specified in table 7.2.2-2.

Table 7.2.2-2: Assignment of prefixes to namespace names in group documents

	Prefix
	Namespace

	rl
	urn:ietf:params:xml:ns:resource-lists

	cp
	urn:ietf:params:xml:ns:common-policy

	ocp
	urn:oma:xml:xdm:common-policy

	oxe
	urn:oma:xml:xdm:extensions

	mcpttgi
	urn:3gpp:ns:mcpttGroupInfo:1.0

	NOTE:
The "urn:oma:xml:poc:list-service" namespace is the default namespace so no prefix is used for it in the group document.


