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	Reason for change:
	TS23.167 Annex K requires visited P-CSCF to perform following emergency registration handling. 

Steps 6-12 apply in case the UE performs IMS Emergency Registration, based on conditions specified in clause 4.1 e.g. UE is aware that it has sufficient IMS authentication material.

6.
UE initiates IMS emergency registration by sending a SIP REGISTER (UserID-1) message. The UserID-1 parameter is an IMPI and optionally an IMPU.

7a.
Upon reception of the SIP REGISTER message the P-CSCF determines that there is no IMS NNI to the user's HPLMN. The P-CSCF requests the PCRF for EPS-level identities (e.g. IMSI, IMEI(SV), MSISDN) in the Rx session establishment request.

7b.
The PCRF performs session binding based on the UE's IP address/prefix (as defined in TS 23.203 [20] clause 6.1.1.2) and provides one or more EPS-level identities and the MSISDN (if available) to the P-CSCF.

8.
Based on operator configuration and if the network supports the GIBA procedure over Gm as defined in TS 24.229 [19], the P-CSCF responds with a 420 response with sec-agree value listed in the unsupported header field. Otherwise it rejects the IMS registration request with SIP 403 (Forbidden) as defined in TS 24.229 [19]. If the network supports anonymous IMS emergency sessions, P-CSCF may add an indication whether it supports anonymous IMS emergency sessions to the 403 or 420 response.

	
	

	Summary of change:
	Upon reception of emergency registration(the 1st emergency registration as in step6 TS23.167 Annex K.3), the P-CSCF determiens if IMS NNI is supported for the serving user 

When the emergency registration is needed then P-CSCF shall respond 420. If not P-CSCF shall respond 403.
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***** Next change *****
5.2.10.5
Abnormal and rejection cases

If the IM CN subsystem to where the P-CSCF belongs to is not capable to handle emergency sessions or due to local policy does not handle emergency sessions or only handles certain type of emergency session request or does not support emergency sessions for either the geographical location of the UE is located or the IP-CAN to which the UE is attached, or the SDP of the request describes CS media (see 3GPP TS 24.292 [8O]), or for reasons described in subclause 5.2.10.4, the P-CSCF shall not forward the initial request for a dialog or standalone transaction or an unknown method. The P-CSCF:

I)
shall reject the request by returning a 380 (Alternative Service) response;

II)
if:

-
support for the 3GPP IM CN subsystem XML body as described in subclause 7.6 in the Accept header field is not indicated, the P-CSCF shall assume that the UE supports version 1 of the 3GPP XML Schema for the IM CN subsystem XML; or
-
if both the "sv" and "schemaversion" parameters are present, then the P-CSCF shall ignore the value of the "schemaversion" parameter;
III)
shall include in the 380 (Alternative Service) response:

a)
a Content-Type header field with the value set to associated MIME type of the 3GPP IM CN subsystem XML body as described in subclause 7.6.1;

b)
a P-Asserted-Identity header field set to the value of the SIP URI of the P-CSCF included in the Path header field during the registration of the user whose UE sent the request causing this response (see subclause 5.2.2.1); and
c)
if required by operator policy implementing national regulatory requirements, a Contact header field with an emergency service URN (i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]). If a type of emergency service can be deduced from the Request-URI received from the UE and if required by operator policy implementing national regulatory requirements, the P-CSCF shall include in the emergency service URN a sub-service type deduced from the Request-URI received from the UE; and

NOTE 1:
If the Request-URI identifies an emergency service with a type of emergency service, and the 380 (Alternative Service) response does not contain a Contact header field with an emergency service URN or contains a Contact header field with an emergency service URN which does not include a sub-service type, and if, upon reception of the response, the UE performs the emergency call attempt in the IM CN subsystem, then the emergency call attempt in the IM CN subsystem can be misrouted.
IV)
shall include an IM CN subsystem XML body with the following elements:

a)
an <ims-3gpp> element with the "version" attribute set to "1" and with an <alternative-service> child element, set to the parameters of the alternative service;

i)
a <type> child element, set to "emergency" (see table 7.6.2) to indicate that it was an emergency call;

ii)
a <reason> child element, set to an operator configurable reason; and

iii)
an <action> child element, set to "emergency-registration" (see table 7.6.3) if the P-CSCF is accordingly configured by the operator.

NOTE 2:
Emergency service URN in the request-URI indicates for the network that the emergency call attempt is recognized by the UE.

NOTE 3:
Some networks only allow session requests with a Request-URI containing an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69].

Upon reception of a REGISTER request containing an "sos" SIP URI parameter in the Contact header field and containing an Authorization header field, if the network supports IMS Services for roaming users in deployments without IMS-level roaming interfaces, the P-CSCF is located in the visited network, and the P-CSCF determines that there is no II-NNI supported for the serving user, the P-CSCF:

NOTE x:
The P-CSCF can determine whether the P-CSCF is located in the visited network by analysing the home domain name of the user received in the Request-URI in the REGISTER request. 
NOTE y:
The P-CSCF can know if II-NNI is supported for the serving user by analysing the home domain name of the user received in the Request-URI in the REGISTER request. 
-
shall not forward the REGISTER request;

-
if emergency registration to be attempted, shall reject the request by returning a 420 (Bad Extension) response in which the Unsupported header field contains the value "sec-agree"; and

-
if emergency registration not to be attempted, shall reject the request by returning a 403 (Forbidden) response.
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