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1. Introduction

At the July 2016 CT1#99 meeting, the new WID for RobVoLTE-CT was agreed. The following objective was made to specify stage 3 aspects based upon the normative Stage 2 technical specification work developed by SA2:
· Upon receipt of indication of QoS or bearer resources are not available for a Mobile Terminated VoLTE call over PS domain, the P-CSCF returns a response to the SCC AS and the SCC AS reattempts the terminating call establishment over CS domain.
This paper discusses the existing functions and possible enhancement and proposes a solution.


2. Discussion
In order to fulfil the objective of  this WID, P-CSCF, PCRF, AS are involved. Please find below the details.
2.1 P-CSCF 

Currently in TS 24.229, the P-CSCF behaviour has been specified in subclause 5.2.8.1.1, which describes that upon receipt of indication of QoS or bearer resources are not available for a Mobile Terminated VoLTE call over PS domain, the P-CSCF shall cancel that dialog by responding to the original INVITE request with a 500 (Server Internal Error) response.

5.2.8.1.1
Cancellation of a session currently being established

Upon receipt of an indication that radio/bearer resources is no longer available for a media negotiated in a multimedia session currently being established (e.g. an Rx interface message from PCRF) and if no SIP message removing the media for which resources are no longer available is received within an operator defined time after the reception of the indication, the P-CSCF shall cancel that dialog by applying the following steps:

1)
if the P-CSCF serves the calling user of the session, send out a CANCEL request to cancel the INVITE request towards the terminating UE that includes:

a)
if a cause or error code was received from the entity controlling radio/bearer resources, a Reason header field, with an appropriate protocol value in the protocol field, and the "cause" header field parameter set to the received cause or error code; and

b)
if no cause or error code was received from the entity controlling radio/bearer resources, a Reason header field containing a 503 (Service Unavailable) status code according to the procedures described in RFC 3261 [26] and RFC 3326 [34A]; and

2)
if the P-CSCF serves the called user of the session, send out a 500 (Server Internal Error) response to the received INVITE request. If a cause or error code was received from the entity controlling radio/bearer resources the P-CSCF shall include a Reason header field, with an appropriate protocol value in the protocol field, and the "cause" header field parameter set to the received cause or error code.

Upon receipt of an indication that QoS or bearer resources are no longer available for a media negotiated in a multimedia session currently being established (e.g. an Rx interface message from PCRF) and if no SIP message removing the media for which resources are no longer available is received within an operator defined time after the reception of the indication, the P-CSCF shall cancel that dialog by responding to the original INVITE request with a 500 (Server Internal Error) response, and by sending out a CANCEL request to the INVITE request towards the terminating UE that includes a Reason header field containing a 503 (Service Unavailable) status code according to the procedures described in RFC 3261 [26] and RFC 3326 [34A].
2.2 PCRF
The PCRF indicates that the resources requested for a particular service information cannot be successfully allocated is an existing function. This has been specified in TS 29.214, as follows.
4.4.1
Initial Provisioning of Session Information

……

If the PCRF fails in installing PCC/QoS rules based on the provided service information due to resource allocation failure as specified in 3GPP TS 29.212 [8] and if requested by the AF, the PCRF shall send an RAR command to the AF with the Specific-Action AVP set to the value INDICATION_OF_FAILED_RESOURCES_ALLOCATION to report the resource allocation failure. The AF shall send an RAA command to acknowledge the RAR command.
5.3.13
Specific-Action AVP

The Specific-Action AVP (AVP code 513) is of type Enumerated.

Within a PCRF initiated Re-Authorization Request, the Specific-Action AVP determines the type of the action.

Within an initial AA request the AF may use the Specific-Action AVP to request any specific actions from the server at the bearer events and to limit the contact to such bearer events where specific action is required. If the Specific-Action AVP is omitted within the initial AA request, no notification of any of the events defined below is requested at this time.
For one time specific actions, as identified in the value descriptions below, the AF may also provide the Specific-Action AVP with the applicable one-time-specific-action value(s) in subsequent AA-Requests. Non-one-time-specific-action value(s) may only be provided in the initial AA-Request and shall then be applicable for the entire lifetime of the Rx session.

……
The following values are defined:

……
INDICATION_OF_FAILED_RESOURCES_ALLOCATION (9)


Within a RAR, this value shall be used by the PCRF to indicate that the resources requested for a particular service information cannot be successfully allocated. The SDFs corresponding to the resources that could not be allocated shall be provided within the Flows AVP. In case of session modification failure, the status of the related service information may be reported in the Media-Component-Status AVP included within the Flows AVP.

In the AAR, this value indicates that the AF requests the PCRF to provide a notification when the resources associated to the corresponding service information cannot be allocated. Applicable to functionality introduced with the Rel8 feature as described in clause 5.4.1.
NOTE 4:
This value applies to applications for which the unsuccessful resource allocation notification is required for their operation since subscription to this value impacts the resource allocation signalling overhead towards the PCEF/BBERF.
2.3 AS
There are currently no specifications for the AS to clarify how to proceed in this scenario.
3. Proposal

In order to clarify the procedure for the AS, some text to describe the reattempt of terminating call establishment towards CS Domain considering above scenario are proposed for 3GPP TS 24.229 and TS 24.292. The proposed changes are shown below.
***** First change *****
TS 24.229 (Add a new subclause 5.7.1.23):
5.7.1.23
Reattempt the terminating call establishment towards CS Domain

Upon receipt of a 500 (Server Internal Error) response after sending the INVITE request, the AS, acting as a routeing B2BUA, shall attempt the voice call via the CS domain, following the procedures in subclause 10.4.5 3 in GPP TS 24.292 [8O] if one or more registered contacts for the URI in the Request-URI of the initial SIP INVITE request contains the g.3gpp.ics media feature tag set to "server" or subclause 10.4.7 in 3GPP TS 24.292 [8O].
***** Second change *****
TS 24.292
10.4.7
SCC AS for call termination over CS

If the SCC AS receives:

-
an initial SIP INVITE request due to the initial filter criteria;

-
a 488 (Not acceptable Here) response from the UE: 

i.
not including any SDP body; 

ii.
including an SDP body: 

a)
without a media description ("m=") indicating "audio";

b)
with a media description ("m=") only indicating "audio" with the <proto> subfield set to "PSTN" and with a connection data line ("c=") with <nettype> set to "PSTN"; or

-
a18x response from the UE including an SDP answer with a media description ("m=") set to "audio" and port portion set to "0"; or

-
a 500 (Server Internal Error) response from the P-CSCF after sending the SIP INVITE request;
then the SCC AS may select to breakout to the CS domain.

If the SCC AS selects to breakout to the CS domain, the SCC AS retrieves via procedures as defined in subclause 6.4 the correlation MSISDN associated with the private user identity associated with the public user identity which is the served party of the session. The SCC AS shall, based on the correlation MSISDN, fetch a CSRN for routing the call to the CS domain. To perform CS breakout, the SCC AS shall act as B2BUA and shall create the SIP INVITE request in accordance to the procedures in 3GPP TS 24.229 [11] with the header fields as follows;

1)
set the Request-URI of the outgoing SIP INVITE request to the CSRN;

2)
set the To header field of the outgoing SIP INVITE request to the CSRN; and

NOTE 1:
How the CSRN gets selected by the SCC AS is out of the scope of this specification.

3)
if according to operator policy, include a Feature-Caps header field according to IETF RFC 6809 [48] with a "+g.3gpp.ics" header field parameter as described in clause B.4.

If required and the SCC AS has the network provided location information available, insert the P-Access-Network-Info header field in the SIP response to the initial SIP INVITE request as specified in 3GPP TS 24.229 [11]. The P-Access-Network-Info header field shall contain:

a)
an access-type field set to "3GPP-GERAN", "3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", or an access-class field set to "3GPP-GERAN", "3GPP-UTRAN";
b)
a "cgi-3gpp" or "utran-sai-3gpp" parameter;

c)
if available a "local-time-zone" parameter;

d)
if available a "daylight-saving-time" parameter; and

e)
a "network-provided" parameter.

NOTE 2:
The method for determining User Location Information (e.g. CGI or SAI) and/or UE Time Zone Information at the SCC AS is implementation dependant.
4. Conclusion

The text for the AS behavior in TS 24.229 and TS 24.292 are proposed respectively in C1-164323 and C1-164320.
