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1 Introduction

This paper proposes a solution to the following issue addressed by CT1 in their LS S2-051048:

“CT1 discussed a possible problem if the Tel-URI that a user has in their IMS subscription is different from the MSISDN for the user’s CS subscription. If such a case exists, then the SIP routing of an OPTIONS request with an MSISDN from one UE to the other cannot be guaranteed.”

The solution proposed in this paper is that the same MSISDN be used for both CS and IMS.
2.
Proposal

It is proposed to add and change the following in the TS 23.279.

*** FIRST CHANGE ***

5
Architectural Requirements

1.1 5.1
Architectural Requirements

The following general requirements are applicable to CSI:

· The solution is applicable to GERAN and UTRAN;

· A CSI capable UE requires DTM capability (in case of GERAN access) and MultiRAB capability (in case of UTRAN access);

· IMS networks and IMS UEs without CSI support should not be impacted;

· CS core, PS core, xRAN are not to be impacted. Conclusively, changes should be restricted to the IMS elements and the UEs that support CSI for IMS.

· Procedures connecting the IMS to the CS domain, to the PSTN and to other SIP networks, including other IMS networks should remain unchanged.

· CS only UEs and PS only UEs are not to be impacted;

· CSI capable UE provides capabilities to associate the corresponding peer-to-peer CS and IMS communication  to present it within one context for the user. The IMS communication may be peer-to-peer session or session unrelated communication, e.g. IMS immediate messaging.
· The quality of the CS call (e.g. voice quality, setup delay, handover, etc…) shall not be impacted from a user perception point of view regardless of whether the CS call is combined with an IMS session or not.

· The use of CSI requires that the UE is CS attached, PS attached and IMS registered.

· The solution shall be transparent for the end-user

· Existing security mechanisms for CS and IMS shall be re-used.

For network efficiency, the UE capability exchange functionality requires the terminal to cache information about the other terminals’ capabilities.

· Functionality is required to handle remote parties who use more than one device (e.g. with the same MSISDN or the same public user ID).

· The same MSISDN should be used for the users IMS subscription and their CS subscription. The system behaviour is not specified for the case where the MSISDN for the IMS subscription and the CS subscription are different.












