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	Reason for change:
	In CR 4123 (in C1-222072, was agreed in CT1#134-e), the Serving Network Name (SNN) was extended to include the case of 5G NSWO. This was done based on some requirements that were existing in TS 33.501 as can be seen in the cover page of C1-222072.
However, SA3 has agreed another CR 1317 (S3-220283) that changed the corresponding requirements in TS 33.501, where now the "Access Network Identity" is used instead of the "Serving Network Name" to carry the "5G:NSWO" value. See Annex S.3.2 from TS 33.501 (V17.8.0) which states the following:
5. The NSWOF shall send the message Nausf_UEAuthentication_Authenticate Request with SUCI, Access Network Identity and NSWO indicator towards the AUSF. NSWO_indicator is used to indicate to the AUSF that the authentication request is for Non-seamless WLAN offload purposes. The NSWOF shall set the Access Network Identity to "5G:NSWO".

Hence the changed that were done in CT1 in C1-222072 are no longer valid and are not aligned with the last status of TS 33.501, and hence CT1 spec TS 24.501 shall be corrected, i.e. SNN does no longer carry the value of "5G:NSWO".
This issue is fixed in this CR.

	
	

	Summary of change:
	Removing 5G:NSWO from SNN.

Backward compatibility analysis:
The CR is not backward compatible since it changes the network expectation of finding the value "5G:NSWO" in the SNN. But since it is already specified is SA3 spec TS 33.501 that the Access Network Identity is used and not the SNN, then TS 24.501 must be aligned to this.

	
	

	Consequences if not approved:
	Wrongly setting the SNN to "5G:NSWO" which is not aligned with SA3 requirements and could lead to negatively impacting the NSWO authentication procedures and possible interoperability issues between the UE and the network.
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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc20233316][bookmark: _Toc27747453][bookmark: _Toc36213647][bookmark: _Toc36657824][bookmark: _Toc45287502][bookmark: _Toc51948778][bookmark: _Toc51949870][bookmark: _Toc123897231]9.12.1	Serving network name (SNN)
The serving network name (SNN) is used:
-	in the Network name field of the AT_KDF_INPUT attribute defined in IETF RFC 5448 [40];
-	in KAUSF derivation function as specified in 3GPP TS 33.501 [24] annex A; and
-	in RES* and XRES* derivation function as specified in 3GPP TS 33.501 [24] annex A.
SNN shall contain a UTF-8 string without terminating null characters.
SNN is of maximum length of 1020 octets.
SNN consists of SNN-service-code and SNN-network-identifier, delimited by a colon.
SNN-network-identifier identifies the serving PLMN or the serving SNPN or NSWO.
MCC and MNC in the SNN-PLMN-ID are MCC and MNC of the serving PLMN. If the MNC of the serving PLMN has two digits, then a zero is added at the beginning.
MCC and MNC in the SNN-SNPN-ID are MCC and MNC of the serving SNPN. If the MNC of the serving SNPN has two digits, then a zero is added at the beginning.
SNN-NID contains an NID in hexadecimal digits.
ABNF syntax of SNN is specified in table 9.12.1.1
Table 9.12.1.1: ABNF syntax of SNN
SNN = SNN-service-code ":" SNN-network-identifier

SNN-service-code = %x35.47 ; "5G"

SNN-network-identifier = SNN-PLMN-ID / SNN-SNPN-ID / NSWO

SNN-PLMN-ID = SNN-mnc-string SNN-mnc-digits "." SNN-mcc-string SNN-mcc-digits "." SNN-3gppnetwork-string "." SNN-org-string ; applicable when not operating in SNPN access operation mode.

SNN-SNPN-ID = SNN-mnc-string SNN-mnc-digits "." SNN-mcc-string SNN-mcc-digits "." SNN-3gppnetwork-string "." SNN-org-string ":" SNN-NID ; applicable when operating in SNPN access operation mode.

NSWO = %x4e.53.57.4f; applicable to NSWO in 5GS.

SNN-mnc-digits = DIGIT DIGIT DIGIT ; MNC of the PLMN ID

SNN-mcc-digits = DIGIT DIGIT DIGIT ; MCC of the PLMN ID

SNN-mnc-string = %x6d.6e.63 ; "mnc" in lower case

SNN-mcc-string = %x6d.63.63 ; "mcc" in lower case

SNN-3gppnetwork-string = %x33.67.70.70.6e.65.74.77.6f.72.6b ; "3gppnetwork" in lower case

SNN-org-string = %x6f.72.67 ; "org" in lower case

SNN-NID = 11SNN-hexadecimal-digit ; NID in hexadecimal digits

SNN-hexadecimal-digit = DIGIT / %x41 / %x42 / %x43 / %x44 / %x45 / %x46

NOTE:	SNN-service-code allows for distinguishing of ANID specified in 3GPP TS 24.302 [16] and SNN as either of SNN or ANID can be carried in the AT_KDF_INPUT attribute.
EXAMPLE 1:	In case of a PLMN, if PLMN ID contains MCC = 234 and MNC = 15, SNN is 5G:mnc015.mcc234.3gppnetwork.org.
EXAMPLE 2:	In case of an SNPN, if SNPN ID contains a PLMN ID of MCC = 234 and MNC = 15 and an NID of 123456ABCDEH, SNN is 5G:mnc015.mcc234.3gppnetwork.org:123456ABCDE.
EXAMPLE 3:	In case of NSWO in 5GS, SNN is 5G:NSWO.
***** End of changes *****

