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	Reason for change:
	1) The current description of what NAS provides to lower layers for NSAG focues on 5GSM procedure for PDU session setup or request for UP resources for a PDU session. However, sending data over control plane on a PDU session is omitted and should also be captured.

2) The UE provides the allowed NSSAI to the lower layers when the listed conditions are not met (where the conditions are again focused on 5GSM message or UP resource request). However, the UE may come to connected mode in order to send SMS which is not associated to any slice. Hence providing the allowed NSSAI may lead to use of higher priority resources although SMS is a low priority service. The same can be said for other messages which can be sent independent of any slice.
Similarly, the UE may come to connected mode to deregister from the network which is a procedure that is on the mobility management level and has no link to any slice. Such access attempts should not be linked to any slice.

3) TS 23.501 specifies the following in subclause 5.16.4:
Emergency Services are provided to normally registered UEs and to Emergency Registered UEs, that can be either normally registered or in limited service state.
In the case of Limited Service state, UE shall not include any Network Slice related parameters when communicating with the network.
TS 24.501 specifies the following in subclause 4.6.2.3:

NOTE 2:	For a REGISTRATION REQUEST message which is triggered by emergency services, a DEREGISTRATION REQUEST message, and a SERVICE REQUEST message which is triggered by emergency services (e.g. a SERVICE REQUEST message includes the service type IE set to "emergency services" or "emergency services fallback", a SERVICE REQUEST message triggered for emergency services includes the service type IE set to “high priority access” as specified in subclause 5.6.1.2.1), no NSSAI is provided to the lower layers. If the UE performs initial registration for onboarding services in SNPN or is registered for onboarding services in SNPN, the UE NAS layer shall not provide the lower layers with an NSSAI.

Observation#1: On emergency services, no slice information is provided to the lower layers.

TS 38.300 specifies the following in subclause 16.5 and 16.3.1
NG-RAN provides support for Emergency Services either directly or through fallback mechanisms towards E-UTRA. The support of Emergency Services is broadcast in system information (see TS 38.331 [12]).
….a UE is informed about if a cell supports emergency services over NG-RAN from a broadcast indication (ims-EmergencySupport)…
Resource isolation between slices
-	The NG-RAN supports resource isolation between slices. NG-RAN resource isolation may be achieved by means of RRM policies and protection mechanisms that should avoid that shortage of shared resources in one slice breaks the service level agreement for another slice. It should be possible to fully dedicate NG-RAN resources to a certain slice. Some RACH resources can be associated to specific NSAG(s). Other aspects how NG-RAN supports resource isolation is implementation dependent.
Observation#2: NR-RAN is aware of the support of emergency services and corresponding radio resource management.

Observation#3: RACH resources associated to specific NSAG to assure SLA of a slice. There’s no dedicate RACH resources for emergency services in Rel-17.


Backwards compatibility analysis

The CR is backwards compatible as it does not require sending any message to the network, but rather it is about info that is sent locally from NAS to RRC within the UE

	
	

	Summary of change:
	1) The corresponding slice is provided to the lower layer if an access attempt is for sending data over control plane on a PDU session 
2) SMS, location services message, etc, are not considered and hence no slice is provided to lower layers for these services. The same is for the case when the UE wants to deregister from the network i.e. all of which will lead to no slice being provided to the lower layers.
3) No S-NSSAI provided when access attempt is for emergency & delete the related editor’s note

	
	

	Consequences if not approved:
	1) Sending data over NAS which uses a slice is omitted and hence corresponding resource for NSAG not used
2) Wrong resources used for services which are not related to any slice
3) The UE behaviour on NSAG for emergency services not specified
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****** START CHANGE ******
[bookmark: _Toc123896116]4.6.2.6	Provision of NSAG information to lower layers
The NSAG information provided by the network and stored in the UE includes a list of NSAGs each of which contains:
a)	an NSAG ID;
b)	a list of S-NSSAI(s), which are associated with the NSAG and shall be part of the configured NSSAI;
c)	a priority value that is associated with the NSAG; and
d)	optionally a list of TAIs in which the NSAG is valid. If it is not provided by the network, the NSAG is valid in the PLMN which has sent the NSAG information.
[bookmark: _Hlk119651798]The UE NAS layer shall provide the lower layers with:
a)	the most recent NSAG information stored in the UE (see subclause 4.6.2.2);
b)	the allowed NSSAI or the requested NSSAI for the purpose of network slice-based cell reselection (see 3GPP TS 23.501 [8]); and
[bookmark: _Hlk119651750][bookmark: _Hlk119675230]c)	zeroone or more S-NSSAIs related to an access attempt for the purpose of network slice-based random access, when the access attempt is made by the UE in 5GMM-IDLE mode or 5GMM-CONNECTED mode with RRC inactive indication, determined as follows:
i)	S-NSSAI(s) triggering the initial NAS message (requested NSSAI (if any) in case of the REGISTRATION REQUEST message and S-NSSAI(s) associated with all the PDU sessions included in the Uplink data status IE (if any), PDU session status IE (if any), or Allowed PDU session status IE (if any) in case of the (CONTROL PLANE) SERVICE REQUEST message), if an access attempt occurred due to an initial NAS message;
ii)	the S-NSSAI associated with the PDU session, if an access attempt occurred due to :
-	an uplink user data packet to be sent for a PDU session with suspended user-plane resources or ;
-	an UL NAS TRANSPORT which carries a 5GSM message for a PDU session associated with an S-NSSAI (if any); or
-	CIoT user data to be sent in a CONTROL PLANE SERVICE REQUEST message or an UL NAS TRANSPORT message; or
iii)	no S-NSSAI, if an access attempt occurred due to:
-	the deregistration procedure;
-	the UE-initiated NAS transport procedure for sending SMS, LPP message, SOR transparent container, UE policy container, UE parameters update transparent container, or a location services message; or
-	emergency services; or
iiiiv)	the allowed NSSAI (if any), if an access attempt occurred for other reason than those specified in bullets i) -and iii).
Editor's note:	It is FFS how a UE operates in terms of NSAG if the UE has an emergency PDU session or attempts to establish an emergency PDU session.
NOTE:	The AMF can take local configuration, UE 5GMM capabilities, subscribed S-NSSAIs, HPLMN, etc. to determine the NSAG priority information for the associated NSAG to a UE.



****** END CHANGES ******
