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	Reason for change:
	Specification contains contradicting requirements that needs to be corrected:
· clause 6.2.1.1: incorrect HTTP request used, should be PUT, not POST;
· clause 6.2.2.4: incorrect COAP request used, should be PUT, not POST;
· clause 6.2.2.4: non existing parameter "ConfigId" used instead of "configurationId";
· clause 6.2.2.4: non existing parameter "configuration" used; and
· clause A.2.1.1: API URI not aligned with the other parts of the specification i.e. {configurationId} should be used instead of {ConfigurationId}.

The following errors should also be corrected:
· clauses 2, 5, 5.2: incorrect OMA specification is referenced for support of XDMC and XDMS roles by the SNSCE-C and SNSCE-S;
· clause B.2.1.2.2.3.1: VAL UE List should be defined as an array;
· clause B.2.1.2.2.3.1: cardinality of Requested DNN and configuration cause needs to be corrected.
· clause B.2.1.2.2.3.1: in table B.2.1.2.2.3.1-2: incorrect presence and cardinality specified for the response without body.


	
	

	Summary of change:
	Clause 2: removed OMA-TS-XDM_Group-V1_1_1-20170124-A and added OMA specification OMA-TS-XDM_Core-V2_1.
Clause 5: description of the SNSCE-C functionality moved to new clause 5.1 and OMA-TS-XDM_Core-V2_1 referenced for support of XDMC role.
Clause 5.2: OMA-TS-XDM_Core-V2_1 referenced for support of XDMs role.
Clause clause 6.2.1.1: procedure specified in more general way by not specifying which HTTP request is authenticated.
Clause 6.2.2.4: POST request replaced with PUT, and procedure restructured in the similar way as the corresponding HTTP procedure, name of parameter "configurationId" corrected.
Clause A.2.1.1: API URI corrected, and also incorrect clause reference.
Clause B.2.1.2.2.3.1: VAL UE List defined as an array, presence and cardinality in tables corrected.
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This CR introduces backward compatible corrections since it corrects contradicting requirements and therefore not possible to implement them. OMA specification OMA-TS-XDM_Core-V2_1 is already referenced by the normative requirements.
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*** First Change ***
[bookmark: _Toc114863702][bookmark: _Toc34303566][bookmark: _Toc34403848][bookmark: _Toc45281870][bookmark: _Toc51933098][bookmark: _Toc68195153][bookmark: _Toc114863713]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows;".
[2A]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2".
[3]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[bookmark: _Hlk102050923][3A]	3GPP TS 24.546: "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification;".
[4]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification;".
[5]	Void.OMA OMA-TS-XDM_Group-V1_1_1-20170124-A: "Group XDM Specification".
[6]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[7]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[8]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[9]	IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[10]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".
[ref12]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".

*** Next Change ***
[bookmark: _Toc114863707]5	Functional entities
5.1	SEAL network slice capability enablement client (SNSCE-C)
The SNSCE-C functional entity acts as the application client for managing network slice capabilities.
To be compliant with the HTTP procedures in the present document the SNSCE-C:
a)	shall support the role of XCAP client as specified in IETF RFC 4825 [6];
b)	shall support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [ref12];OMA-TS-XDM_Group-V1_1_1-20170124-A [5];
c)	shall support route selection descriptors configuration e.g. S-NSSAI and DNN adaptation due to new requirements or change of requirements for one or more application; and
d)	shall support procedure in clause 6.2.2.2.
To be compliant with the CoAP procedures in the present document the SNSCE-C:
a)	shall support the role of CoAP client as specified in IETF RFC 7252 [9];
b)	should support CoAP over TCP and Websocket as specified in IETF RFC 8323 [11];
c)	shall support route selection descriptors configuration e.g. S-NSSAI and DNN adaptation due to new requirements or change of requirements for one or more application; and
d)	shall support procedure in clause 6.2.2.4.
NOTE 1:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [4].
NOTE 2:	Support for TCP for the CoAP procedures is required if the client connects over the network which blocks or impedes the use of UDP, e.g. when NATs are present in the communication path.

*** Next Change ***
[bookmark: _Toc114863708]5.2	SEAL network slice capability enablement server (SNSCE-S)
The SNSCE-S is a functional entity which provides slice capability enablement to administer the network slice for  one or more vertical applications.
To be compliant with the HTTP procedures in the present document the SNSCE-S shall:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [6];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [ref12]OMA-TS-XDM_Group-V1_1_1-20170124-A [5];
c)	shall provide the 5GC network a guidance for route selection descriptors to assign new S-NSSAI and DNN;
d)	shall support procedure in clause 6.2.1.1; and
e)	shall support procedure in clausesublcuase 6.2.2.3.
To be compliant with the CoAP procedures in the present document the SNSCE-S shall:
a)	shall support the role of CoAP client as specified in IETF RFC 7252 [9];
b)	shall support CoAP over TCP and Websocket as specified in IETF RFC 8323 [11];
c)	shall provide the 5GC network a guidance for route selection descriptors to assign new S-NSSAI and DNN;
d)	shall support procedure in clause 6.2.1.2; and
e)	shall support procedure in clause 6.2.2.5.
NOTE:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [4].

*** Next Change ***
6.2.1.1	Authenticated identity in HTTP request
Upon receiving an HTTP POST request from SNSCE-C, the SNSCE-S shall authenticate the identity of the sender of the HTTP POST request is authorized as specified in 3GPP TS 24.547 [4], and if authentication is successful, the SNSCE-S shall use the identity of the sender of the HTTP POST request as an authenticated identity.

*** Next Change ***
[bookmark: _Toc114863719]6.2.2.4	SNSCE client CoAP procedure
In order to request for the network slice adaptation, the SNSCE-C shall send a CoAP PUTPOST request message. In the CoAP PUTPOST request message, the SNSCE-C:
NOTE:	How the requested network slice is known by the SNSCE-C is out of scope of this release.
a)	shall set the CoAP URI identifying a network configuration e.g. the network slice adaptation for a given VAL group containing one or more VAL UEs for a given VAL service according to the API URI definition in clauseAnnex B.2, by setting:
1)	the "apiRoot" to the SNSCE-S URI;
2)	the "valServiceId" to the value identifying the given VAL service; and
3)	the "configurationIdConfigId" to the value identifying the network slice adaptation; and
b)	shall include:
3)	the "configuration" to include:
1i)	the VAL group ID of the VAL group containing one or more VAL UEs; and
2ii)	the requested S-NSSAI;
c)	may include:
1iii)	optionally the requested DNN; and
2iv)	optionally the requested configuration cause;
db)	shall set the "Uri-Host" and "Uri-Port" Options to the URI identifying of SNSCE-S and the port information; and
ec)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [4].

*** Next Change ***
[bookmark: _Toc114863726]A.2.1.1	API URI
The HTTP URIs used in HTTP requests from SNSCE-C towards the SNSCE-S shall have the Resource URI structure as defined in clause A.2.1.2.1B.2.1.2.2.2 which is {apiRoot}/su_nsc/<apiVersion>/val-services/{valServiceId}/configurations/{cConfigurationId}, where
a)	{valServiceId} is set to the value of the "VAL Service ID" of the VAL application; and 
b)	{cConfigurationId} is set to the identity of the configuration.

*** Next Change ***
B.2.1.2.2.3.1	PUT
This operation is to update a given configuration for one or more VAL UEs for a given VAL service which is provided by the SNSCE-S.
This method shall support the request data structures specified in table B.2.1.2.2.3.1-1, the response data structures and response codes specified in table B.2.1.2.2.3.1-2.
Table B.2.1.2.2.3.1-1: Data structures supported by the PUT Request payload on this resource 
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	VAL UE List
	array(string)
	M
	1..N
	Represents a space-separated of VAL UE IDs within a given VAL service, for which a given network slice configuration trigger applies. The VAL service is identified by the value "valServiceId" and the network slice configuration is identified by the value "configurationId".
	

	Requested
S-NSSAI
	string
	M
	1
	The new S-NSSAI which is requested.
	

	Requested DNN
	string
	O
	0..1
	The new DNN which is requested.
	

	configuration cause
	string
	O
	0..1
	Indicates the cause for the configuration.
	



Table B.2.1.2.2.3.1-2: Data structures supported by the PUT Response payload on this resource
	Data type
	P
	Cardinality
	Response
Codes (NOTE)
	Description

	n/a
	M
	1
	2.04 Changed
	The configuration of the VAL UEs with VAL UE List within the VAL service identified by the value "valServiceId" and for the network slice configuration identified by the value "configurationId, was successfull.

	NOTE:	The mandatory CoAP error status codes for the PUT method listed in table B.1.3-1 shall also apply.




*** End of Changes ***

