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[6]	IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks".
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4.5.3.1.1	General
If user A wishes to use a native identity, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and may include the P-Preferred-Identity header field(s) as specified in TS 24.229 [3]. The From header field and the P-Preferred-Identity header field (if included) shall contain the native identity.
If user A wishes to use an alternative identity or a virtual identity that the UE has registered, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and the P-Preferred-Identity header field. The P-Preferred-Identity header field and the From header field shall contain the alternative identity or the virtual identity.
If user A wishes to use the identity C, the UE shall include in any outgoing INVITE or MESSAGE requests, an Additional-Identity header field, defined in TS 24.229 [3], set to the selected identity and shall include the native identity in the From header field. The UE can learn the identity C by device configuration as specified in TS 24.175 [13] or by using the service configuration in clause 4.8.
The UE may support being configured with the identities to be used in the "MultiIdentity" leaf node of TS 24.175 [13] using one or more of the following methods:
a)	the "MultiIdentity" leaf node of the EFMuDMiDConfigData file described in TS 31.102 [xx];
b)	the "MultiIdentity" leaf node of the EFMuDMiDConfigData file described in TS 31.103 [yy]; and
c)	the "MultiIdentity" leaf node of TS 24.175 [13].
If the UE is configured with both the "MultiIdentity" leaf node of TS 24.175 [13] and the "MultiIdentity" leaf node of the EFIMSConfigData file described in TS 31.102 [xx] or TS 31.103 [yy], then the Media_type_restriction_policy node of the EFIMSConfigData file shall take precedence.
NOTE:	Precedence for files configured on both the USIM and ISIM is defined in TS 31.103 [yy].
When establishing an emergency session and performing the emergency related procedures defined in TS 24.229 [3], the UE shall only use the native identity.
A UE supporting the MuD service may synchronize the local call log with the network stored call log as specified in OMA-TS-CPM_Message_Storage_Using_RESTFul_API [9] and OMA-TS-REST_NetAPI_NMS [10]. If the served user in the "From" header field is an identity not registered by the UE, the UE shall deduce that the call was originated using the Additional-Identity header field.
* * * End of Changes * * * *
