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* * * * Start of Changes * * * *
4.2.7
Handling of requests which collide with an existing SM Policy Association

The PCF may receive an Originating Time Stamp parameter within the 3gpp-Sbi-Origination-Timestamp header, which is set by the AMF, by the Npcf_SMPolicyControl_Create service request.

NOTE 1:
The SMF forwards the Origination Time Stamp to the PCF, when received from the AMF to allow the handling of colliding requests at the PCF based on network conditions.

Upon receipt of a Npcf_SMPolicyControl_Create service request which collides with an existing SM Policy Association for the same UE (i.e. same values of "supi" attribute) and the same PDU session Id (i.e. same values of "pduSessionId" attribute), the PCF shall accept the new request only if it contains a more recent timestamp within the 3gpp-Sbi-Origination-Timestamp header than the origination timestamp stored for the existing SM Policy Association. An incoming Npcf_SMPolicyControl_Create service request shall be considered as more recent than an existing SM Policy Association and be accepted if no 3gpp-Sbi-Origination-Timestamp header was provided for at least one of the two SM Policy Associations. The PCF shall reject an incoming request whose timestamp is less recent than the timestamp of the existing SM Policy Association with the HTTP status code "403 Forbidden" and the application error "LATE_OVERLAPPING_REQUEST".

NOTE 2:
When the PCF accepts the new request that contains a more recent timestamp within the 3gpp-Sbi-Origination-Timestamp header than the timestamp stored for the SM Policy Association, the PCF performs implementation specific, e.g. locally deletes the existing Individual SM Policy Association.

* * * * Second Change * * * *
4.2.8
UE IP address support

As specified in 3GPP TS 23.501 [2], the following types of UE IP addresses may be assigned to a PDU session and may be received by the PCF:
-
IPv4 address; and/or

-
/64 IPv6 Prefix; or

-
IPv6 prefix shorter than the default /64 prefix when IPv6 Prefix Delegation applies.

More than one UE IP addresses may be assigned to a PDU session, as specified in clause 4.2.4.11.

* * * * Third Change * * * *
C.2.1.6
UE IP address support
The UE IP address support defined in clause 4.2.8 applies with the following additions, as specified in 3GPP TS 23.316 [57]:

-
IPv6 prefix other than default /64, including individual /128 IPv6 address, for IPv6 address allocation using DHCPv6;

-
More than one UE IP addresses may be assigned to a PDU session and may be received by the PCF, where the UE IP addresses may correspond, to:

a.
multiple /128 IPv6 addresses; or
b.
an /64 default prefix used for IPv6 stateless autoconfiguration and IPv6 prefix(es) shorter than the default /64 prefix for IPv6 Prefix Delegation not including the /64 IPv6 Prefix (i.e. when the total IPv6 address space available for the PDU session cannot be aggregated into one single IPv6 prefix).

* * * * End of change * * * *
