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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc114210311][bookmark: _Toc114210396][bookmark: _Toc97203870]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
5G DDNMF	5G Direct Discovery Name Management Function
5QI	5G QoS Identifier
5G VN	5G Virtual Network
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
ARP	Allocation and Retention Priority
AW	Average Window 
BDT	Background Data Transfer
BSF	Binding Support Function
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DSCP	Differentiated Services Code Point
DN-AAA	Data Network Authentication, Authorization and Accounting
DTS	Data Transport Service
LBO	Local Breakout
MBR	Maximum Bitrate
MBS	Multicast/Broadcast Service
MBSF	Multicast/Broadcast Service Function
MB-SMF	Multicast/Broadcast Session Management Function
MCS	Mission Critical Service
MPD	Media Presentation Description
MPS	Multimedia Priority Service
NEF	Network Exposure Function
[bookmark: _Hlk16691621]NID	Network Identifier
NPLI	Network Provided Location Information
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
ON-SNPN	Onboarding Standalone Non-Public Network
PCC	Policy and Charging Control
PCF	Policy Control Function
PDB	Packet Delay Budget
PER	Packet Error Rate
PDUID	ProSe Discovery UE ID
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PMIC	Port Management Information Container
PL	Priority Level
ProSe	Proximity Services
ProSeP	5G ProSe Policy
PSA	PDU Session Anchor
PSAP	Public Safety Access Point
P-CSCF	Proxy Call Session Control Function
QFI	QoS Flow Identifier
QNC	QoS Notification Control
QoS	Quality of Service
SCP	Service Communication Proxy
SDP	Session Description Protocol
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
S-NSSAI	Single Network Slice Selection Assistance Information
SNPN	Stand-alone Non-Public Network
SPI	Security Parameter Index
TSC	Time Sensitive Communication
TSCAI	Time Sensitive Communication Assistance Information
TSN	Time Sensitive Networking
UDR	Unified Data Repository
UL CL	UpLink CLassifier
UMIC	User plane node Management Information Container
UPF	User Plane Function
UPSI	UE policy section identifier
URSP	UE Route Selection Policy
V2X	Vehicle-to-Everything
V2XP	Vehicle-to-Everything Policy

*** 2nd Change ***
5.7.2	MBS Policy Association Establishment
This clause is applicable if a new MBS Policy Association is being established.






Figure 5.7.2-1: MBS Policy Association Establishment procedure
1.	When the AF decides to create an MBS Session, the AF/NEF/MBSF may decide to interact with the PCF based on the local configuration. If it does, the procedure continues with step2; otherwise, the procedure continues with step 11.
2.	If the AF/NEF/MBSF receives the Request for location-dependent session from the AF and if there is a need to select the same PCF for the location dependent MBS Sessions, the NEF/MBSF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_Discovery service by sending an HTTP GET request to the resource "PCF for an MBS Session Bindings" in order to discover whether there is a PCF serving the MBS session with the MBS session ID as described in 3GPP TS 29.521 [22]. In the case that the NEF/MBSF receives a request without an MBS Session ID from the AF, the NEF/MBSF contacts with the MB-SMF to request allocation of a TMGI before the NEF/MBSF contacts with the PCF.
3.	If there is a PCF serving the MBS session, the BSF sends an HTTP "200 OK" with the address of another PCF to AF/NEF/MBSF; otherwise, the BSF returns an HTTP "200 OK" with empty array (i.e. "[ ]" in JSON).
4.	If the received Request is not for location-dependent session in step 1 or the BSF returned an HTTP "200 OK" with empty array (i.e. "[ ]" in JSON), the AF/NEF/MBSF discovers and selects the PCF as defined in clause 8.6.2, and then the AF/NEF/MBSF invokes the Npcf_MBSPolicyAuthorization_Create service operation by sending an HTTP POST request to the "MBS Application Session Contexts" resource as defined in clause 5.3.2.2 of 3GPP TS 29.537 [55] with the request body containing the concerned MBS Session IDd, MBS Sservice iInformation, DNN if available and S-NSSAI if available; otherwise if the BSF returned the HTTP "200 OK" with the address of another PCF, the AF/NEF/MBSF contacts with the returned PCF by invoking the Npcf_MBSPolicyAuthorization_Create service operation.
5.	If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "MBSSessionPolicyControlData" resource as specified in 3GPP TS 29.519 [12].
6.	The UDR sends an HTTP "200 OK" response to the PCF with the requested subscription data in the response message body.
7. 	The PCF determines whether the request is authorized and if the request is authorized, the PCF derives the MBS policies based on the received information and packages them into an MBS policy decision as described in clause 5.2.2 of 3GPP TS 29.537 [55].
8.	If the request is authorized and the PCF is not already handling the MBS Session IDd, the PCF may register to the BSF by sending an HTTP POST request to the "PCF for an MBS Session Bindings" resource of the Nbsf_Management_Register service as described in clause 4.2.2.4 of 3GPP TS 29.521 [22].
9.	The BSF responds with "201 Created" if the registration of the PCF was successful.
10.	The PCF sends an Npcf_MBSPolicy_Authorization_Create Response to the NEF/MBSF.
11. AF/NEF/MBSF selects the MB-SMF and sends Nmbsmf_MBSSession_Create Request to the MB-SMF as defined in clause 5.3.2.2 of 3GPP TS 29.532 [58].
12.	Upon reception of an Nmbsmf_MBSession_Create request from the NEF/MBSF, the MB-SMF discovers and selects the PCF as defined in clause 8.6.1, and then invokes the Npcf_MBSPolicyControl_Create service operation by sending an HTTP POST request to the "MBS Policies" resource as defined in clause 5.2.2.2 of 3GPP TS 29.537 [55] with the request body containing the concerned MBS Session IDd, DNN if received, S-NSSAI if received and MBS Sservice Iinformation if received..
13.	If the PCF is not handling the MBS session ID (i.e. the request from the AF/NEF/MBSF in step 11 is for location-dependent session but the PCF is not handling the MBS session ID), the PCF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_ Register service as described in 3GPP TS 29.521 [22].
14.	If there is and existing MBS Session Binding information for the MBS session ID, the the BSF rejects the request with an HTTP "403 Forbidden" status code and includes the address of the existing PCF in the response; otherwise, the BSF stores the MBS Session binding information and responds to the MB-SMF with an HTTP "201 Created".
15.	If the PCF receives MBS Sservice iInformation from the MB-SMF and the PCF does not have the subscription data (e.g. the steps 2-10 were not executed), it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "MBSSessionPolicyControlData" resource as specified in 3GPP TS 29.519 [12].
16.	The UDR sends an HTTP "200 OK" response to the PCF with the requested subscription data in the response message body.
17.	The PCF determines whether the request is authorized and if the request is authorized the PCF derives the MBS policies based on the received information and packages them into an MBS policy decision as described in clause 5.2.2 of 3GPP TS 29.537 [55]. If steps 2-10 were performed and MBS policies were derived in step 7, this step is not needed.
18.	The PCF then responds to the MB-SMF. Following responses are returned to the MB-SMF:
-	If the PCF receives the HTTP "403 Forbidden" with the address of another PCF in step 14, the PCF rejects the request and responds to the MB-SMF with an HTTP "308 Permanent Redirection" status code including an HTTP Location header field containing the "apiRoot" (e.g. FQDN or IP address) of the PCF currently serving the MBS Session as described in clause 5.2.2 of 3GPP TS 29.537 [55]. In this case, the MB-SMF contacts with the returned address of the another PCF as described in step 12; otherwise,
-	If the PCF receives the HTTP "201 Created " in step 14 and the request is authorized, the PCF responds to the MB-SMF with an HTTP "201 Created" status code with the response body including the derived MBS policy as described in clause 5.2.2 of 3GPP TS 29.537 [55].;
19.	The MB-SMF sends Nmbsmf_MBSSession_Create Response to the NEF/MBSF as defined in clause 5.3.2.2 of 3GPP TS 29.532 [58].
NOTE:	Theseis steps 2, 8 and 13 are not necessary in a deployment with a single PCF.
*** 3rd Change ***
6.5.2	MBS PCC rule Authorization for an MBS session
The MBS PCC rule authorization is the selection of the 5G QoS parameters, described in 3GPP TS 23.247 [2] clause 6.10.1, for the MBS PCC rules.
The PCF may perform the MBS PCC rule authorization in the following situations: 
-	When the MBS Sservice iInformation is received from the AF/NEF/MBSF. In this case, the MBS PCC rule authorization occurs at the reception of the information from the AF/NEF/MBSF. 
-	When the MBS sService Iinformation is received from the MB-SMF. In this case, no session binding is performed.
By the authorization process the PCF determines whether the broadcast and multicast service is authorized. If so, the MBS PCC rules are created, modified or removed. If the session information is not authorized, a negative answer shall be issued to the NF that provided the information.
For the authorization of an MBS PCC rule, the PCF shall consider any 5GC specific restrictions, the AF service information and other information available to the PCF (e.g. MBS Policy Control Data, operator policies). The PCF assigns an appropriate set of 5G QoS parameters (e.g. 5QI, QoS characteristics, ARP, GBR, MBR), that can be supported by the access network, to each MBS PCC rule.
*** 4st Change ***
8.6.2	PCF discovery and selection by the AF/NEF/MBSF
8.6.2.1	General
When the AF/NEF/MBSF decides to interact with the PCF the AF/NEF/MBSF performs discovery and selection for an MBS session, the NEF/MBSF may utilize the Nnrf_NFDiscovery service of the NRF to discover the candidate PCF instance(s). In addition, PCF information may also be locally configured in the AF/NEF/MBSF. The NEF/MBSF selects a PCF instance based on the available PCF instances (obtained from the NRF or locally configured in the NEF/MBSF) and depending on operator's policies.
When multiple and separately addressable PCFs have been deployed, the BSF, as described in clause 8.6.2.2, is required in order to ensure that a consumer NF (e.g. an AF, NEF, or MBSF) for a certain MBS session reaches over N5/N30 the PCF holding the MBS session information for MBS location dependent services.
NOTE:	This mechanism is not necessary in a deployment with a single PCF.
*** End of Changes ***
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