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Additional discussion(if needed):
Proposed changes:
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[bookmark: _Toc28012344][bookmark: _Toc36038291][bookmark: _Toc45133558][bookmark: _Toc51762312][bookmark: _Toc59016883][bookmark: _Toc120797175][bookmark: _Toc11247932][bookmark: _Toc27045114][bookmark: _Toc36034165][bookmark: _Toc45132313][bookmark: _Toc49776598][bookmark: _Toc51747518][bookmark: _Toc66361100][bookmark: _Toc68105605][bookmark: _Toc74756237][bookmark: _Toc105675114][bookmark: _Toc112943379]4.2.3.8	Update of traffic routing information
This procedure is used by NF service consumer to modify in the PCF the traffic routing information to a local access to a DNN, and/or to modify the subscription to notifications about UP path management when "InfluenceOnTrafficRouting" feature is supported.
When the "SimultConnectivity" feature is supported, this procedure may be used to modify (create, delete, update) the indication of simultaneous connectivity temporarily maintained for the source and target PSA and/or the indication of the minimum time interval to be considered for inactivity for the traffic routed via the source PSA.
When the "URLLC" feature is supported, this procedure may be used to modify (create, delete, update) the indication of UE IP address preservation.
[bookmark: _Hlk94535316][bookmark: _Hlk94535425]When the "EASIPreplacement" feature is supported, this procedure may be used to modify (initially provide, delete, update) the EAS IP replacement information to the PCF.
The NF service consumer shall use the HTTP PATCH method.
To modify traffic routing information, the NF service consumer shall include in the HTTP PATCH request message described in clause 4.2.3.2, in the "ascReqData" attribute, an updated "afRoutReq" attribute(s) with the modified traffic routing information. To modify the indication of simultaneous connectivity and/or the termination of the simultaneous connectivity, the NF service consumer shall include an updated "simConnInd" attribute and/or an updated "simConnTem" attribute, if applicable. To modify the indication of UE IP address preservation, the NF service consumer shall include the updated indication of UE IP address preservation in the "addrPreserInd" attribute, if applicable. To modify the EAS IP replacement information, the NF service consumer shall include the updated/new "easIpReplaceInfos" attribute, if applicable. To modify the maximum allowed user plane latency, the NF service consumer shall include the updated/new "maxAllowedUpLat" attribute, if applicable. To send a new indication of EAS rediscovery, the NF service consumer shall include the indication in the "easRedisInd" attribute, if applicable.
To modify the subscription to notifications about UP path management events (create, delete or modify), the NF service consumer shall include in the HTTP PATCH request message described in clause 4.2.3.2, in the "ascReqData" attribute, the updated values of the "upPathChgSub" attribute with the modified subscription to UP path management events.
When the feature "RoutingReqOutcome" is supported:
-	and the NF service consumer is creating or modifying AF routing information, the PCF may set the "servAuthInfo" attribute in the HTTP response message to "ROUT_REQ_NOT_AUTHORIZED" when the PCF determines, e.g. based on subscription, the AF influence on traffic routing is not allowed for the PDU session; 
-	when the NF service consumer requests the update of the steering of traffic to a DNAI and/or the subscription to notifications about UP path management events, the NF service consumer may subscribe to notifications of failures in the enforcement of UP path changes including within the "evSubsc" attribute the "event" attribute value "UP_PATH_CHG_FAILURE" in an entry of the "events" array, or may remove the subscription to notification of failures in the enforcement of UP path changes by not including the the "event" attribute value "UP_PATH_CHG_FAILURE" in an entry of the "events" array of the "evSubsc" attribute.
NOTE:	In the case that the PCF determines that the requested AF routing requirements cannot be applied and returns the "servAuthInfo" attribute in the HTTP response, the PCF makes the decision without considering the requested AF routing requirements.
The PCF shall reply to the NF service consumer as described in clause 4.2.3.2.
The PCF shall store the application routing requirements included in the "afRoutReq" attribute.
The PCF shall check whether the updated application routing requirements require PCC rules to be created or modified to include updated traffic steering policies, or to update the application relocation possibility as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at 3GPP TS 29.512 [8].
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