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* * * * Start of changes * * * *
[bookmark: _Toc28011945][bookmark: _Toc38876322][bookmark: _Toc43192476][bookmark: _Toc45133217][bookmark: _Toc51315085][bookmark: _Toc51761545][bookmark: _Toc56672101][bookmark: _Toc59016023][bookmark: _Toc66094782][bookmark: _Toc68167357][bookmark: _Toc75346774][bookmark: _Toc83230562][bookmark: _Toc96936750][bookmark: _Toc28011960][bookmark: _Toc38876338][bookmark: _Toc43192492][bookmark: _Toc45133233][bookmark: _Toc51315101][bookmark: _Toc51761561][bookmark: _Toc56672117][bookmark: _Toc59016039][bookmark: _Toc66094798][bookmark: _Toc68167373][bookmark: _Toc75346790][bookmark: _Toc83230578][bookmark: _Toc96936766][bookmark: _Toc28012102][bookmark: _Toc34122954][bookmark: _Toc36037904][bookmark: _Toc38875286][bookmark: _Toc43191766][bookmark: _Toc45133160][bookmark: _Toc51316664][bookmark: _Toc51761844][bookmark: _Toc56674825][bookmark: _Toc56675216][bookmark: _Toc59016202][bookmark: _Toc63167800][bookmark: _Toc66262309][bookmark: _Toc68166815][bookmark: _Toc73537932][bookmark: _Toc75351808][bookmark: _Toc83231617][bookmark: _Toc85534915][bookmark: _Toc88559378][bookmark: _Toc114210009][bookmark: _Toc120030362]4.2.4.17	UE initiates a resource modification support
In the case that the UE initiates a resource modification procedure as defined in clause 6.4.2.2 of 3GPP 3GPP TS 24.501 [20], the SMF shall within the SmPolicyUpdateContextData  data structure include the "RES_MO_RE" within the "repPolicyCtrlReqTriggers" attribute and shall include the UE request of specific QoS handling for selected SDF within the "ueInitResReq" attribute. Within the UeInitiatedResourceRequest data structure, the SMF shall include the "ruleOp" attribute, "packFiltInfo" attribute and "reqQos" attribute if applicable as follows:
-	When the UE requests to "Create new QoS rule", the SMF shall include the "ruleOp" attribute set to "CREATE_PCC_RULE", the "packFiltInfo" attribute and "reqQos" attribute containing the requested QoS for the new PCC rule. Each PacketFilterInfo instance shall contain one packet filters requested for creating the new QoS rule. If the PCF authorizes the request, the PCF shall create a new PCC rule by including the new packet filters within the service data flow template of the PCC rule. When the SMF received the PCC rule, the SMF shall derive the QoS rule based on the PCC rule, assign a new QoS rule identifier within the PDU session for the QoS rule. The SMF shall keep the mapping between the PCC rule identifier and the QoS rule identifier.
-	When the UE requests to "Modify existing QoS rule and add packet filters" for the QoS rule created as a result of the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to "MODIFY_PCC_RULE_AND_ADD_PACKET_FILTERS", the "pccRuleId" attribute including the PCC rule identifier corresponding the QoS rule identifier and the "packFiltInfo" attribute. Each PacketFilterInfo instance shall contain one packet filters requested for addition to this QoS Rule. If the UE request includes the modified QoS information the SMF shall also include the "reqQos" attribute to indicate the updated QoS for the affected PCC rule(s). If the PCF authorizes the request, the PCF shall update the PCC rule by adding the new packet filters to the service data flow template of the PCC rule.
-	When the UE requests to "Modify existing QoS rule and replace all packet filters" for the QoS rule created as a result of the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to "MODIFY_ PCC_RULE_AND_REPLACE_PACKET_FILTERS", the "pccRuleId" attribute including the PCC rule identifier corresponding the QoS rule identifier and the "packFiltInfo" attribute. Each PacketFilterInfo instance shall contain one packet filters requested for addition to this QoS Rule. If the UE request includes the modified QoS information the SMF shall also include the "reqQos" attribute to indicate the updated QoS for the affected PCC rule. If the PCF authorizes the request, the PCF shall update PCC rule by replacing the all existing packet filters within the service data flow template of the PCC rule with the new packet filter(s).
-	When the UE requests to "Modify existing QoS rule and delete packet filters" for the QoS rule created as a result of the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to "MODIFY_ PCC_RULE_AND_DELETE_PACKET_FILTERS", the "pccRuleId" attribute including the PCC rule identifier corresponding the QoS rule identifier and the "packFiltInfo" attribute. Each PacketFilterInfo instance shall within the "packFiltId" attribute include the removed packet filter identifier assigned by the PCF corresponding to the packet filter identifier received from the UE. If the UE request includes modified QoS information the SMF shall also include the "reqQos" attribute to indicate the updated QoS for the affected PCC rule(s). If the PCF authorizes the request, the PCF shall update PCC rule by removing the corresponding packet filters from the service data flow template of the PCC rule.
-	When the UE requests to "Modify existing QoS rule without modifying packet filters" for the QoS rule created as a result of the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to "MODIFY_PCC_RULE_WITHOUT_MODIFY_PACKET_FILTERS", the "pccRuleId" attribute including the PCC rule identifier corresponding the QoS rule identifier, the "packFiltInfo" attribute and the modified QoS information within the "reqQos" attribute. The "packFiltInfo" attribute shall include one PacketFilterInfo instance which includes any packet filter identifier assigned by the PCF for the PCC rule within the "packFiltId" attribute.
-	When the UE requests to "Delete existing QoS rule" the SMF shall include the "ruleOp" attribute set to "DELETE_PCC_RULE" for the QoS rule created as a result of the UE-initiated resource modification, the "pccRuleId" attribute including the PCC rule identifier corresponding the QoS rule identifier and the "packFiltInfo" attribute. The "packFiltInfo" attribute shall include one PacketFilterInfo instance which includes any packet filter identifier assigned by the PCF for the PCC rule within the "packFiltId" attribute. The PCF shall remove the PCC rule when the PCF receives the request according to the PCC rule identifier.
NOTE 1:	The UE can only modify or delete the packet filters that the UE has introduced and associated resources. The packet filter identifiers contained in the FlowInformation data structure are only used for packet filters created by the UE.
The SMF shall calculate the requested GBR, for a GBR 5QI, as the sum of the previously authorized GBR for the affected PCC rule, corresponding to the QoS rule, adjusted with the difference between the requested GBR for the QoS flow and previously negotiated GBR for the QoS flow. For the UE request to create a new QoS Rule, the GBR as requested by the UE for the QoS rule shall be used.
If the request covers all the PCC rules with a QoS flow binding to the same QoS flow, then the SMF may request a change to the 5QI for existing PCC rules.
For the purpose of creating or modifying a QoS rule with adding, replacing and modifying packet filter, within the UeInitiatedResourceRequest instance, the SMF shall include the precedence information of the QoS rule within the "precedence" attribute, and within each PacketFilterInfo instance, the SMF shall include the "packFiltCont" attribute, "tosTrafficClass" attribute, "spi" attribute, "flowLabel" attribute and "flowDirection" attribute set to the value(s) describing the packet filter provided by the UE.
NOTE 2:	The UE signalling with the network is governed by the applicable NAS signalling TS. The NAS 3GPP TS for a specific access may restrict the UE possibilities to make requests compared to what is stated above.
Upon receipt of the request from the SMF, the PCF shall check the set of services the user is allowed to access. If the user is not allowed to access AF session based services, the PCF shall check whether the user is allowed to request resources for services not known to the PCF and whether the requested QoS and/or packet filters can be authorized. If the user is not allowed to request resources for services not known to the PCF, the PCF shall reject the request with in an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "POLICY_CONTEXT_DENIED".
If the PCF authorizes the request from the UE, the PCF shall construct a PCC rule(s) based on the UeInitiatedResourceRequest data structure. For the request to add the filter(s), the PCF shall within the FlowInformation data structure include the assigned packet filter identifier within the "packFiltId" attribute. When the SMF derives the QoS based on the PCC rule, the SMF shall assign a new packet filter identifier for each added packet filter within the QoS rule and keep the mapping between the packet filter identifier for the packet filter within the PCC rule and QoS rule.
The PCF shall perform the QoS authorization for the new created or modified PCC rules if requested by the UE as defined in clause 4.2.6.6.2.
If the PCF detects that the packet filters in the request for new PCC rules received from the SMF is covered by the packet filters of outstanding PCC rules that the PCF is provisioning to the SMF, the PCF may reject the request and indicate the cause for the rejection including the "cause" attribute of the ProblemDetails data structure set to "ERROR_CONFLICTING_REQUEST" in an HTTP "403 Forbidden" response message. If the SMF receives a response message with this code, the SMF shall ignore the PDU session modification that initiated the HTTP request as specified in 3GPP TS 24.501[20] clause 6.3.2.5.
If the PCF does not accept one or more of the traffic mapping filters provided by the SMF in an HTTP Request (e.g. because the PCF does not allow the UE to request enhanced QoS for services not known to the PCF), the PCF shall reject the request and indicate the cause for the rejection including the "cause" attribute of the ProblemDetails data structure set to "ERROR_TRAFFIC_MAPPING_INFO_REJECTED" in an HTTP "403 Forbidden" response message. If the SMF receives an HTTP response with this code, the SMF shall reject the PDU session modification that initiated the HTTP request.
The PCF shall not combine a rejection with provisioning of PCC rule operations in the same HTTP response.
* * * * Next changes * * * *
5.6.3.11	Enumeration: RuleOperation
Table 5.6.3.11-1: Enumeration RuleOperation
	Enumeration value
	Description
	Applicability

	CREATE_PCC_RULE
	Indicates to create a new PCC rule to reserve the resource requested by the UE.
	

	DELETE_PCC_RULE
	Indicates to delete a PCC rule corresponding to reserve the resource requested by the UE.
	

	MODIFY_PCC_RULE_AND_ADD_PACKET_FILTERS
	Indicates to modify the PCC rule by adding new packet filter(s).
	

	MODIFY_ PCC_RULE_AND_REPLACE_PACKET_FILTERS

(NOTE)
	Indicates to modify the PCC rule by replacing the existing packet filter(s).
	

	MODIFY_ PCC_RULE_AND_DELETE_PACKET_FILTERS

(NOTE)
	Indicates to modify the PCC rule by deleting the existing packet filter(s).
	

	MODIFY_PCC_RULE_WITHOUT_MODIFY_PACKET_FILTERS
	Indicates to modify the PCC rule by modifying the QoS of the PCC rule.
	

	NOTE:	The enumeration value does not follow the related naming convention (i.e. "UPPER_WITH_UNDERSCORE") defined in clause 5.1.4 of 3GPP TS 29.501 [5]. There is a space between the "MODIFY_" part and the "PCC" part. This enumeration value is however kept as currently defined in this specification for backward compatibility considerations.



* * * * End of changes * * * *
