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* * * First Change * * * *

5.4.1	General
The MME/SGSN shall send the monitoring event configuration information to the IWK-SCEF in roaming scenarios, when the MME/SGSN receives the monitoring event configuration from the HSS. The monitoring event configuration information as received in the Monitoring-Event-Configuration AVP shall be locally consumed at the IWK-SCEF and the IWK-SCEF shall not route such information  requests beyond it.
This procedure is mapped to the commands Configuration-Information-Request/Answer in the Diameter application specified in clause 6. The tables 5.4.1-1 and 5.4.1-2 detail the involved information elements.
Table 5.4.1-1: Configuration-Information-Request
	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Monitoring Event Configuration
(see 68.4.2)
	Monitoring-Event-Configuration
	C
	If present, this Information Element shall contain the details of Monitoring event(s). 

	Monitoring Event Report
(see 68.4.3)
	Monitoring-Event-Report
	C
	If an immediate report is available this information element shall contain the event reported by the MME/SGSN. The IWK-SCEF shallmay normalize the event report and send the normalized monitoring event report towards the SCEF as a separate Reporting-Information-Request message.return it in the Configuration-Information-Answer.

	Supported Features
(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this Information Element shall contain the list of features supported by the origin host.

	User Identity
(See 6.4.16)
	User-Identifier
	O
	If present in the subscription data received from the HSS, this information element shall contain the External-Identifier or the MSISDN.



Table 5.4.1-2: Configuration-Information-Answer
	Information Element Name
	Mapping to Diameter AVP
	Cat
	Description

	Result
(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.
Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.
Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Supported Features
(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event-Configuration Status
(see 3GPP TS 29.336 [5] clause 8.4.24)
	Monitoring-Event-Config-Status
	O
	If present it shall contain the status of each monitoring event configuration identified by an SCEF-Reference-ID/SCEF-Reference-ID-Ext.
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5.4.2	Detailed Behaviour of the IWK-SCEF
When the Configuration-Information-Request is received from the MME/SGSN, the IWK-SCEF shall, in the following order:
1.	Check whether the requesting SCEF, identified by the SCEF-ID is authorized to request the specified service at the VPLMN. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration-Information-Answer.
2.	Check whether the chargeable party for the monitoring event is authorized to be charged at the VPLMN. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration-Information-Answer.
If the Configuration-Information-Requestmonitoring event configuration also carries the monitoring event report, the IWK-SCEF checks if the immediate events reported by the MME/SGSN needs to be normalized. If yes, the IWK-SCEF shall normalize the event report as per local policies. The IWK-SCEF shall then send the normalized monitoring event report towards the SCEF as a separate Reporting-Information-Request message.
If the monitoring event configuration is for a continuous monitoring (i.e. Monitoring-Duration and/or Maximum-Number-Of-Reports are set), then the IWK-SCEF shall temporarily store the monitoring event configuration until the deletion criteria for the monitoring event configuration is met. If the deletion criteria are met, the IWK-SCEF shall delete the Monitoring event locally. The stored monitoring event configuration information shall be used during subsequent monitoring event report procedure, to generate the charging records towards the right chargeable party.
If the received SCEF Reference ID for Deletion (either in SCEF-Reference-ID-for-Deletion or in SCEF-Reference-ID-for-Deletion-Ext AVPs) does not exist, the IWK-SCEF shall set the Experimental-Result-Code to DIAMETER_ERROR_CONFIGURATION_EVENT_NON_EXISTANT (5514).
If the SCEF Reference ID (either in SCEF-Reference-ID or in SCEF-Reference-ID-Ext) exists and the old configuration data could not be replaced by new Configuration event data, the HSS shall set the Experimental-Result-Code to DIAMETER_ERROR_CONFIGURATION_EVENT_STORAGE_NOT_SUCCESSFUL (5513).
If the IWK-SCEF cannot fulfil the received request for reasons not stated in the above, it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY.
The details how to handle expiring of Monitoring events is described in 3GPP TS 23.682 [2]
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[bookmark: _Toc19712409][bookmark: _Toc36020007][bookmark: _Toc120012866]6.2.3	Configuration Information Request (CIR) Command
The Configuration Information Request (CIR) command, indicated by the Command-Code field set to 8388718 and the "R" bit set in the Command Flags field, is sent from:
-	the SCEF to the MME/SGSN;
-	the SCEF to the IWK-SCEF and
-	the MME/SGSN to the IWK-SCEF
This command is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Configuration-Information-Request command format is specified as following:
Message Format:
< Configuration-Information-Request > ::=	< Diameter Header: 8388718, REQ, PXY, 16777346 >
< Session-Id >
[ DRMP ]
{ Auth-Session-State }
{ Origin-Host }
{ Origin-Realm }
[ Destination-Host ]
{ Destination-Realm }
*[ Supported-Features ]
*[ Monitoring-Event-Configuration ]
*[ Monitoring-Event-Report ]
[ User-Identifier ]
*[ Proxy-Info ]
*[ Route-Record ]
*[AVP]
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