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* * * First Change * * * *
[bookmark: _Toc19717028][bookmark: _Toc27490485][bookmark: _Toc27556778][bookmark: _Toc27723695][bookmark: _Toc36030759][bookmark: _Toc36042679][bookmark: _Toc36814003][bookmark: _Toc44688847][bookmark: _Toc44923601][bookmark: _Toc51860569][bookmark: _Toc57930336][bookmark: _Toc57930966][bookmark: _Toc122722117][bookmark: _Toc19717139][bookmark: _Toc27490606][bookmark: _Toc27556899][bookmark: _Toc27723816][bookmark: _Toc36030882][bookmark: _Toc36042802][bookmark: _Toc36814126][bookmark: _Toc44688975][bookmark: _Toc44923729][bookmark: _Toc51860696][bookmark: _Toc57930463][bookmark: _Toc57931093][bookmark: _Toc122722250]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADC	Application Detection and Control
ATSSS	Access Traffic Steering, Switching, Splitting
ATSSS-LL	ATSSS Low Layer
BAR	Buffering Action Rule
BP	Branching Point
CP	Control Plane
DDoS	Distributed Denial of Service
DEI	Drop Eligible Indicator
DNAI	Data Network Access Identifier
DSCP	Differentiated Services Code Point
DS-TT	Device-Side TSN Translator
eMPS	enhanced Multimedia Priority Service
FAR	Forwarding Action Rule
F-SEID	Fully Qualified SEID
F-TEID	Fully Qualified TEID
IP	Internet Protocol
IPUPS	Inter-PLMN User Plane Security
IPv4	Internet Protocol version 4
IPv6	Internet Protocol version 6
I-SMF	Intermediate SMF
L2TP	Layer 2 Tunneling Protocol
LAC	L2TP Access Concentrator
LMISF	LI Mirror IMS State Function
LNS	L2TP Network Server
MA	Multi-Access
MA	Multi-Access
MAR	Multi-Access Rule
MBS	Multicast/Broadcast Service
MB-SMF	Multicast/Broadcast Session Management Function
MB-UPF	Multicast/Broadcast User Plane Function
MBSF	Multicast/Broadcast Service Function	
MBSTF	Multicast/Broadcast Service Transport Function
MPQUIC	Multi-Path QUIC
MPTCP	Multi-Path TCP Protocol
MT-EDT	Mobile Terminated Early Data TransmissionNR	New Radio
NPN	Non-Public Network
NW-TT	Network-side TSN Translator
PCC	Policy and Charging Control
PCP	Priority Code Point
PCEF	Policy and Charging Enforcement Function
PCRF	Policy and Charging Rule Function
PDI	Packet Detection Information
PDR	Packet Detection Rule
PFCP	Packet Forwarding Control Protocol
PFD	Packet Flow Description
PGW	PDN Gateway
PGW-C	PDN Gateway Control plane function
PGW-U	PDN Gateway User plane function
PMF	Performance Measurement Function
PMIC	Port Management Information Container
PSA	PDU Session Anchor
PTP	Precision Time Protocol
QER	QoS Enforcement Rule
RDS	Reliable Data Service
S8HR	S8 Home Routed
SDF	Service Data Flow
SEID	Session Endpoint Identifier
SGW	Serving Gateway
SGW-C	Serving Gateway Control plane function
SGW-U	Serving Gateway User plane function
SMF	Session Management Function
SNPN	Stand-alone Non-Public Network
SRR	Session Reporting Rule
SX3LIF	Split X3 LI Interworking Function
TDF	Traffic Detection Function
TDF-C	Traffic Detection Function Control plane function
TDF-U	Traffic Detection Function User plane function
TMGI	Temporary Mobile Group Identity
ToS	Type of Service
TSC	Time Sensitive Communication
TSCTSF	Time Sensitive Communication and Time Synchronization function
TSSF	Traffic Steering Support Function
UDP	User Datagram Protocol
UL CL	Uplink Classifier
UMIC	User Plane Node Management Information Container
UP	User Plane
UPF	User Plane Function
URR	Usage Reporting Rule
VID	VLAN Identifier
* * * Next Change * * * *
5.20	Support of Access Traffic Steering, Switching and Splitting for 5GC
[bookmark: _Toc19717140][bookmark: _Toc27490607][bookmark: _Toc27556900][bookmark: _Toc27723817][bookmark: _Toc36030883][bookmark: _Toc36042803][bookmark: _Toc36814127][bookmark: _Toc44688976][bookmark: _Toc44923730][bookmark: _Toc51860697][bookmark: _Toc57930464][bookmark: _Toc57931094][bookmark: _Toc122722251][bookmark: _Toc19717141]5.20.1	General
The Access Traffic Steering, Switching and Splitting (ATSSS) feature enables the support of Multi-Access (MA) PDU sessions, using one 3GPP access network or one non-3GPP access network at a time, or simultaneously using one 3GPP access network and one non-3GPP access network as defined in clauses 4.2.10 and 5.32 of 3GPP TS 23.501 [28].
A Multi-Access (MA) PDU session may support:
-	both 3GPP access and non-3GPP access connected to 5GC, as specified in clause 4.22.2.1 and 4.22.2.2 of 3GPP TS 23.502 [29];
-	3GPP access connected to EPC while non-3GPP access is connected to 5GC, as specified in clause 4.22.2.3 of 3GPP TS 23.502 [29], subject to corresponding support by the UE.
The non-3GPP access network may be an untrusted non-3GPP access network, a trusted non-3GPP access network or a wireline 5G access network. The support of the ATSSS feature is optional for the SMF and the UPF.
When establishing a PFCP session for an MA PDU session, the SMF (H-SMF for a HR PDU session) shall select a PSA (UPF) supporting ATSSS (see MPTCP, MPQUIC and ATSSS-LL flags in UP Function Features, Table 8.2.25-1), i.e. ATSSS-LL, MPTCP, MPQUIC or all or both, and it shall provision in the PSA one Multi-Access Rule (MAR) for every downlink PDR matching non-GBR traffic sent towards the UE. See clause 5.2.7 for the handling of an MAR.
[bookmark: _Toc27490608][bookmark: _Toc27556901][bookmark: _Toc27723818][bookmark: _Toc36030884][bookmark: _Toc36042804][bookmark: _Toc36814128][bookmark: _Toc44688977][bookmark: _Toc44923731][bookmark: _Toc51860698][bookmark: _Toc57930465][bookmark: _Toc57931095]Distinct N3/N9 tunnels shall be established for each access network of the MA PDU session if the UE is registered to both 3GPP and non 3GPP access by:
-	providing two UL PDRs to the PSA UPF in PFCP Session Establishment Request or PFCP Session Modification Request message, e.g. PDR-1 for UL data from 3GPP access and PDR-2 for UL data from non-3GPP access, to trigger the PSA UPF to allocate two N3/N9 UL CN tunnels as specified in clause 4.22.2.1 and clause 4.22.3.2 of 3GPP TS 23.502 [29];
-	providing two FARs in one MAR associated to the DL PDR to the PSA UPF in PFCP Session Establishment Request or PFCP Session Modification Request message, e.g. FAR-1 for DL data forwarding to 3GPP access and FAR-2 for DL data forwarding to non-3GPP access.
[bookmark: _Toc122722252][bookmark: _Toc19717142][bookmark: _Toc27490610][bookmark: _Toc27556903][bookmark: _Toc27723820][bookmark: _Toc36030889][bookmark: _Toc36042809][bookmark: _Toc36814133][bookmark: _Toc44688982][bookmark: _Toc44923736][bookmark: _Toc51860703][bookmark: _Toc57930470][bookmark: _Toc57931100][bookmark: _Toc122722257]5.20.2	MPTCP functionality
[bookmark: _Toc36030885][bookmark: _Toc36042805][bookmark: _Toc36814129][bookmark: _Toc44688978][bookmark: _Toc44923732][bookmark: _Toc51860699][bookmark: _Toc57930466][bookmark: _Toc57931096][bookmark: _Toc122722253][bookmark: _Toc27490609][bookmark: _Toc27556902][bookmark: _Toc27723819]5.20.2.1	General
The SMF shall instruct the UPF(PSA) to activate MPTCP steering functionality for a given MA-PDU session if MPTCP needs to be used for TCP traffic flows.
The UPF(PSA) shall allocate resources for MPTCP steering functionality (e.g. MPTCP Proxy address, UE link-specific multipath IP addresses, etc.), and perform traffic steering, switching and splitting according to the instructions from the SMF.
[bookmark: _Toc36030886][bookmark: _Toc36042806][bookmark: _Toc36814130][bookmark: _Toc44688979][bookmark: _Toc44923733][bookmark: _Toc51860700][bookmark: _Toc57930467][bookmark: _Toc57931097][bookmark: _Toc122722254]5.20.2.2	Activate MPTCP functionality and Exchange MPTCP Parameters
If MPTCP steering functionality is required for a Multi-Access PDU session, the SMF shall send MPTCP Control Information to the UPF in PFCP Session Establishement Request, to instruct the UPF to activate the MPTCP functionality for this PFCP session. The SMF may also request to activate the PMF functionality for this PFCP session by sending PMF Control Information to the UPF. As a result, the UPF(PSA) shall allocate necessary resources for MPTCP and PMF and return the corresponding MPTCP and PMF Parameters (e.g. MPTCP IP address and port, UE link-specific multipath IP addresses, PMF IP address and port, etc.) to the SMF in PFCP Session Establishement Response.
[bookmark: _Toc36030887][bookmark: _Toc36042807][bookmark: _Toc36814131]The SMF may send MPTCP Control Information and/or PMF Control Information to the UPF in PFCP Session Modification Request, with updated value, e.g. if the SMF receives updated ATSSS rules from the PCF.
NOTE 1:	Such MPTCP Parameters received by the SMF are sent to the UE together with the ATSSS rules, as specified in 3GPP TS 24.193 [59].
When provisioning an UL PDR for user plane traffic for which MPTCP is applicable, the SMF shall include an MPTCP Applicable Indication IE in the Create PDR IE.
NOTE 2:	This indication can be used by the UPF to prepare itself for the reception of MPTCP traffic for the PDU session.
[bookmark: _Toc44688980][bookmark: _Toc44923734][bookmark: _Toc51860701][bookmark: _Toc57930468][bookmark: _Toc57931098][bookmark: _Toc122722255]5.20.2.3	Control of Multipath TCP Connection Establishment by MPTCP Proxy
When MPTCP steering functionality is utilized, TCP connection establishment and data exchange between an UE and a remote host shall be proxide by the MPTCP Proxy in the UPF (PSA), using the mechanism specified in IETF RFC 8684 [62] and IETF RFC 8803 [60].
Once Multipath TCP connection is set up, the MPTCP Proxy shall store the MPTCP session entry which includes the following information:
-	UE link-specific multipath IP addresses and its TCP port;
-	UE's MA-PDU session IP address and its TCP port, if the MA-PDU session IP address is used by the MPTCP Proxy for IP translation;
-	the N6 routable IP address and its TCP port, if N6 routable IP address is used by the MPTCP Proxy for IP translation;
-	the remote host IP address and its TCP port.
The stored MPTCP session entry is used by MPTCP Proxy for subsequent IP translation when receiving uplink or downlink MPTCP traffic.
[bookmark: _Toc36030888][bookmark: _Toc36042808][bookmark: _Toc36814132]An UPF implementation may use N6 routable IP address instead of UE's MA-PDU session IP address for IP translation.
NOTE:	The DL PDR from the SMF for MPTCP traffic carries the UE's MA-PDU session IP address. If the UPF uses a different N6 routable IP address, it is UPF implementation specific how to match DL PDRs for MPTCP traffic with downlink MPTCP traffic received with the destination address set to the N6 routable IP address.
[bookmark: _Toc44688981][bookmark: _Toc44923735][bookmark: _Toc51860702][bookmark: _Toc57930469][bookmark: _Toc57931099][bookmark: _Toc122722256]5.20.2.4	Traffic Steering and IP Translation by MPTCP Proxy
Once traffic for which MPTCP is applicable is detected by the UPF, the UPF shall internally forward this traffic to the MPTCP Proxy for IP translation. The MPTCP Proxy shall use the stored information in MPTCP session entry to perform IP translation to the detected MPTCP IP packets, e.g. replace the source IP address+port and/or destination IP address+port accordingly.
The UPF may detect the uplink IP packets for which MPTCP is applicable by checking whether the UL PDR matching the user plane traffic is set with an MPTCP Applicable Indication, or (UPF implementation choice) by checking whether the source or destination IP address of the user plane packets (after removing the GTP-U header) correspond to UE link-specific multipath IP address(es) and the MPTCP proxy IP address.
The UPF may detect the downlink IP packets for which MPTCP is applicable, by checking the information in the associated MAR (e.g. checking if the steering functionality is set to MPTCP) or by checking the destination IP address.
5.20.2A	MPQUIC functionality
5.20.2A.1	General
The SMF shall instruct the UPF(PSA) to activate MPQUIC steering functionality for a given MA-PDU session if MPQUIC needs to be used for UDP traffic flows.
The UPF(PSA) shall allocate resources for MPQUIC steering functionality (e.g. MPQUIC Proxy address, UE link-specific multipath IP addresses, etc.), and perform traffic steering, switching and splitting according to the instructions from the SMF.
5.20.2A.2	Activate MPQUIC functionality and Exchange MPQUIC Parameters
Editor's note:	Description of this clause requires definition of IEs for MPQUIC.
5.20.2A.3	Control of Multipath QUIC Connection Establishment by MPQUIC Proxy
Editor's note:	Description of this clause requires definition of IEs for MPQUIC.
5.20.3	ATSSS-LL functionality
[bookmark: _Toc27490611][bookmark: _Toc27556904][bookmark: _Toc27723821][bookmark: _Toc36030890][bookmark: _Toc36042810][bookmark: _Toc36814134][bookmark: _Toc44688983][bookmark: _Toc44923737][bookmark: _Toc51860704][bookmark: _Toc57930471][bookmark: _Toc57931101][bookmark: _Toc122722258][bookmark: _Toc19717143]5.20.3.1	Activate ATSSS-LL functionality and Exchange ATSSS-LL Parameters
[bookmark: _Toc27490612][bookmark: _Toc27556905][bookmark: _Toc27723822][bookmark: _Toc36030891][bookmark: _Toc36042811][bookmark: _Toc36814135][bookmark: _Toc44688984][bookmark: _Toc44923738][bookmark: _Toc51860705][bookmark: _Toc57930472][bookmark: _Toc57931102]If ATSSS-LL steering functionality is required for a Multi-Access PDU session, the SMF shall send ATSSS-LL Control Information to the UPF in PFCP Session Establishment Request, to instruct the UPF to activate the ATSSS-LL functionality for this PFCP session. The SMF may also request to activate the PMF functionality for this PFCP session by sending PMF Control Information to the UPF.
If PMF functionality is required to be activated for this MA PDU session, the SMF shall set the PMFI flag to 1 in the PMF Control Information IE, regardless whether per QoS flow access performance measurement is required. In addition, if the SMF determines that per QoS flow access performance measurements shall be applied for the MA PDU session, e.g. the threshold value(s) are received from PCF for the UL and/or DL traffic of the QoS flow, the SMF shall set the PQPM flag to 1 together with a list of QFI values for the QoS flows for which access performance measurements may be performed in the PMF Control Information IE.
Upon receiving the request from the SMF with indicating ATSSS-LL Control Information IE and PMF Control Information IE, the UPF(PSA) shall allocate necessary resources for ATSSS-LL and PMF and return the corresponding ATSSS-LL and PMF Parameters (e.g. PMF IP address and port, etc) to the SMF in PFCP Session Establishment Response:
-	If per access performance measurements are required, i.e. PMFI flag set to 1 in the PMF Control Information IE, the UPF(PSA) shall allocate a default pair of access specific UDP ports (i.e. for IP PDU sessions) or MAC addresses (i.e. for Ethernet PDU sessions) and report them to the SMF in the PMF Address Information IE of a PMF Parameters IE not including the QoS flow identifier IE.
-	If per QoS flow access performance measurements are required, i.e. PQPM flag is set to 1 in addition and a list of QFIs are indicated in the PMF Control Information IE, the UPF(PSA) shall allocate access specific UDP ports (i.e. for IP PDU sessions) or MAC addresses (i.e. for Ethernet PDU sessions) for each QoS flow indicated in the PMF Control Information and, for each QoS flow, report them to the SMF in the PMF Address Information IE of a PMF Parameters IE including the QoS flow identifier IE set to the corresponding QFI.
If the SMF provisions the UPF to apply ATSSS-LL in downlink with "Smallest Delay" steering mode, the UE does not support PMF RTT measurements (see clause 5.32.2 of 3GPP TS 23.501 [28]) and the UPF supports RTT measurements without PMF, the SMF should instruct the UPF to not use PMF RTT measurements by setting the DRTTI flag to "1" in the PMF Control Information.
NOTE 1:	The UPF can measure RTT without using the PMF protocol by using other means not defined by 3GPP such as using the RTT measurements of MPTCP if there is an MPTCP connection established between the UE and UPF.
The SMF may send ATSSS-LL Control Information and/or PMF Control Information to the UPF in PFCP Session Modification Request, with updated value, e.g. if the SMF receives updated ATSSS rules from the PCF.
NOTE 2:	Such ATSSS-LL Parameters received by the SMF are sent to the UE together with the ATSSS rules, as specified in 3GPP TS 24.193 [59].
[bookmark: _Toc122722259]5.20.4	Handling of GBR traffic of a MA PDU session
[bookmark: _Toc27490613][bookmark: _Toc27556906][bookmark: _Toc27723823][bookmark: _Toc36030892][bookmark: _Toc36042812][bookmark: _Toc36814136][bookmark: _Toc44688985][bookmark: _Toc44923739][bookmark: _Toc51860706][bookmark: _Toc57930473][bookmark: _Toc57931103][bookmark: _Toc122722260]5.20.4.1	General
[bookmark: _Toc27490614][bookmark: _Toc27556907][bookmark: _Toc27723824][bookmark: _Toc36030893][bookmark: _Toc36042813][bookmark: _Toc36814137]Traffic splitting of a GBR traffic is not supported (see clause 5.32.4 of 3GPP TS 23.501 [28]). Besides, switching GBR traffic from one access to another access requires the SMF to send N1/N2 messages to the UE and AN.
DL PDRs corresponding to GBR traffic shall be associated with DL FARs (i.e. no MAR).
[bookmark: _Toc44688986][bookmark: _Toc44923740][bookmark: _Toc51860707][bookmark: _Toc57930474][bookmark: _Toc57931104][bookmark: _Toc122722261]5.20.4.2	Access Availability Reporting
For an MA PDU session using the ATSSS Low Layer (ATSSS-LL) or, MPTCP or MPQUIC steering functionality, the SMF may request the UPF to report when it cannot send downlink GBR traffic over its on-going access, e.g. based on access availability and unavailability report from the UE, by provisioning an SRR with an Access Availability Control Information IE requesting the UPF to report when an access (3GPP or non-3GPP access) becomes available or unavailable.
If so instructed, when detecting a change in an access availability, the UPF shall send an Access Availability Report to the SMF, indicating the access type and whether the access has become available or unavailable.
[bookmark: _Toc27490615][bookmark: _Toc27556908][bookmark: _Toc27723825][bookmark: _Toc36030894][bookmark: _Toc36042814][bookmark: _Toc36814138][bookmark: _Toc44688987][bookmark: _Toc44923741][bookmark: _Toc51860708][bookmark: _Toc57930475][bookmark: _Toc57931105][bookmark: _Toc122722262]5.20.5	Access type of an MA PDU session becoming (un)available
[bookmark: _Toc27490616][bookmark: _Toc27556909][bookmark: _Toc27723826]The access type of an MA PDU session may become unavailable permanently (e.g. when the UE de-registers from one access) or transiently (e.g. when the UE has lost coverage of the 3GPP access or non-3GPP access).
When an access type of an MA PDU session becomes permanently unavailable, the SMF shall send a PFCP Session Modification Request with an Update MAR IE removing the Access Forwarding Information IE corresponding to the unavailable access. As a result, the UPF shall not send any more traffic on this access type.
Reversely, when a new access type becomes available for an MA PDU session, e.g. when the UE registers on another access and requests to establish user plane resources for that access, the SMF shall send a PFCP Session Modification Request with an Update MAR IE adding the Access Forwarding Information IE corresponding to the new available access type.
When an access type of an MA PDU session becomes transiently unavailable, the SMF shall notify the UPF that the access type has become unavailable by sending a PFCP Session Modification Request with the Access Availability Information IE indicating so. The SMF should then also notify the UPF when the access type becomes available again.
When being notified by the SMF that an access type has become transiently unavalaible, the UPF should stop sending DL traffic on this access until it receives the indication that the access becomes available again from the UE (i.e. PMF access available report) or the SMF.
[bookmark: _Toc44688988][bookmark: _Toc44923742][bookmark: _Toc51860709][bookmark: _Toc57930476][bookmark: _Toc57931106][bookmark: _Toc122722263]5.20.6	PMFP message handling in UPF
The access performance measurement supports the following procedures, as specified in clause 5.32.5.1 of 3GPP TS 23.501 [28]:
-	RTT measurement procedure initiated by the UE, or the UPF;
-	Packet Loss Rate measurement procedure initiated by the UE, or the UPF;
-	Access available/unavailable report procedure from the UE to the UPF;
-	UE Assistance Data provisioning procedure from the UE to the UPF.
The per QoS flow access performance measurement procedure includes the RTT measurement and the Packet Loss Rate measurement, which may be initiated by the UE or the UPF(PSA).
PMFP messages are used by the PMF functionality in the UE and the PMF functionality in the UPF (PSA) to perform the access performance measurement procedures, as specified in 3GPP TS 24.193 [59].
PMFP messages shall be exchanged between the UE and the UPF via the default QoS flow or a dedicated QoS flow, as specified in 3GPP TS 23.501 [28]. To support this, the UPF shall learn the QFI identifying the QoS flow on which PMFP messages from the UE are transmitted, and shall send downlink PMFP messages on that QoS flow when needed.
Once an uplink PMFP message is detected, the UPF shall internally forward the PMFP message to the PMF functionality in the UPF, for subsequent handling.
The PMF functionality in the UPF shall learn the UE's address information for PMFP from the received PMFP message, e.g. to detect the IP address and UDP port of the PMF in the UE (for IP PDU sessions) or the MAC address of the PMF in the UE (for Ethernet PDU sessions), and set the source and destination addresses of PMFP messages sent to the UE accordingly, as specified in clause 5.32.5.1A of 3GPP TS 23.501 [28].
If the Steering mode is set to Load-Balancing and the UE Assistance Indicator is set, when the UPF receives a PMF message with UE Assistance Data (i.e. PMF-UAD message) from the UE, the UPF may apply the split percentages in the UE Assistance Data to all DL traffic for which the SMF has enabled the UE assistance operation. Meanwhile, the UPF shall store the original split percentage (i.e. the weight included in 3GPP/Non-3GPP Access Forwarding Action Information IE in the MAR) provisioned by the SMF, and apply these when the UE assistance mode is terminated, i.e. when the UPF receives a PMF message indicating the termination of UE assistance mode (i.e. PMF-UAT message).
[bookmark: _Toc19717370][bookmark: _Toc27490871][bookmark: _Toc27557164][bookmark: _Toc27724081][bookmark: _Toc36031155][bookmark: _Toc36043075][bookmark: _Toc36814400][bookmark: _Toc44689258][bookmark: _Toc44924012][bookmark: _Toc51860982][bookmark: _Toc57930753][bookmark: _Toc57931383][bookmark: _Toc122722574]* * * Next Change * * * *
8.2.25	UP Function Features
The UP Function Features IE indicates the features supported by the UP function. It is coded as depicted in Figure 8.2.25-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 43 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 6
	Supported-Features
	

	
	7 to 8
	Additional Supported-Features 1
	

	
	9 to 10
	Additional Supported-Features 2
	

	
	11 to 12
	Additional Supported-Features 3
	

	
	13 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.25-1: UP Function Features
The UP Function Features IE takes the form of a bitmask where each bit set indicates that the corresponding feature is supported. Spare bits shall be ignored by the receiver. The same bitmask is defined for all PFCP interfaces.
The following table specifies the features defined on PFCP interfaces and the interfaces on which they apply.
Table 8.2.25-1: UP Function Features
	Feature Octet / Bit
	Feature
	Interface
	M/O
	Description

	5/1
	BUCP
	Sxa, N4
	O
(NOTE 2)
	Downlink Data Buffering in CP function is supported by the UP function.

	5/2
	DDND
	Sxa, N4
	O
	The buffering parameter 'Downlink Data Notification Delay' is supported by the UP function. 

	5/3
	DLBD
	Sxa, N4
	O
	The buffering parameter 'DL Buffering Duration' is supported by the UP function. 

	5/4
	TRST
	Sxb, Sxc, N4
	O
	Traffic Steering is supported by the UP function.


	5/5
	FTUP
	Sxa, Sxb, N4
	M
	F-TEID allocation / release in the UP function is supported by the UP function. 

	5/6
	PFDM
	Sxb, Sxc, N4
	O
	The PFD Management procedure is supported by the UP function. 

	5/7
	HEEU
	Sxb, Sxc, N4
	O
	Header Enrichment of Uplink traffic is supported by the UP function.

	5/8
	TREU
	Sxb, Sxc, N4
	O
(NOTE 3)
	Traffic Redirection Enforcement in the UP function is supported by the UP function. 

	6/1
	EMPU
	Sxa, Sxb, N4
	M
	Sending of End Marker packets supported by the UP function.

	6/2
	PDIU
	Sxa, Sxb, Sxc, N4, N4mb
	O
(NOTE 4)
	Support of PDI optimised signalling in UP function (see clause 5.2.1A.2).

	6/3
	UDBC
	Sxb, Sxc, N4
	O
	Support of UL/DL Buffering Control

	6/4
	QUOAC
	Sxb, Sxc, N4
	O
	The UP function supports being provisioned with the Quota Action to apply when reaching quotas. 

	6/5
	TRACE
	Sxa, Sxb, Sxc, N4
	O
	The UP function supports Trace (see clause 5.15). 

	6/6
	FRRT
	Sxb, N4
	O
	The UP function supports Framed Routing (see IETF RFC 2865 [37] and IETF RFC 3162 [38]).

	6/7
	PFDE
	Sxb, N4
	O
	The UP function supports a PFD Contents including a property with multiple values.

	6/8
	EPFAR
	Sxa, Sxb, Sxc, N4
	O
	The UP function supports the Enhanced PFCP Association Release feature (see clause 5.18).

	7/1
	DPDRA
	Sxb, Sxc, N4
	O
	The UP function supports Deferred PDR Activation or Deactivation.

	7/2
	ADPDP
	Sxa, Sxb, Sxc, N4
	O
	The UP function supports the Activation and Deactivation of Pre-defined PDRs (see clause 5.19). 

	7/3
	UEIP
	Sxb, N4
	O
(NOTE 5)
	The UP function supports allocating UE IP addresses or prefixes (see clause 5.21).

	7/4
	SSET
	N4, N4mb
	O
	(MB-)UPF support of PFCP sessions successively controlled by different (MB-)SMFs of a same (MB-)SMF Set (see clause 5.22). 

	7/5
	MNOP
	Sxa, Sxb, Sxc, N4
	O
	The UP function supports measurement of number of packets which is instructed with the flag 'Measurement of Number of Packets' in a URR. See also clause 5.2.2.2.1.

	7/6
	MTE
	N4
	O
	UPF supports multiple instances of Traffic Endpoint IDs in a PDI.

	7/7
	BUNDL
	Sxa, Sxb, Sxc, N4, N4mb
	O
	PFCP messages bundling (see clause 6.5) is supported by the UP function.

	7/8
	GCOM
	N4
	O
	UPF support of 5G VN Group Communication. (See clause 5.23)

	8/1
	MPAS
	N4, N4mb
	O
	(MB-)UPF support for multiple PFCP associations to the (MB-)SMFs in an (MB-)SMF set (see clause 5.22.3).

	8/2
	RTTL
	N4
	O
	UPF supports redundant transmission at transport layer.

	8/3
	VTIME
	Sxb,N4
	O
	UP function support of quota validity time feature.

	8/4
	NORP
	Sxa, Sxb, Sxc, N4
	O
	UP function support of Number of Reports as specified in clause 5.2.2.2.

	8/5
	IPTV
	N4
	O
	UPF support of IPTV service (see clause 5.25)

	8/6
	IP6PL
	N4
	O
	UPF supports:
[bookmark: _PERM_MCCTEMPBM_CRPT05021147___7]-	UE IPv6 address(es) allocation with IPv6 prefix length other than default /64 (including allocating /128 individual IPv6 addresses), as specified in clause 4.6.2.2 of of 3GPP TS 23.316 [57]; and
[bookmark: _PERM_MCCTEMPBM_CRPT05021148___7]-	multiple UE IPv6 addresses allocation using multiple instances of the UE IP Address IE in a same PDI or Traffic Endpoint, or using multiple PDIs or Traffic Endpoints with a different UE IP Address as specified in clause 5.21.1.

	8/7
	TSCU
	N4
	O
	Time Sensitive Communication is supported by the UPF (see clause 5.26).

	8/8
	MPTCP
	N4
	O
	UPF support of MPTCP Proxy functionality (see clause 5.20)

	9/1
	ATSSS-LL
	N4
	O
	UPF support of ATSSS-LLL steering functionality (see clause 5.20)

	9/2
	QFQM
	N4
	O
	UPF support of per QoS flow per UE QoS monitoring (see clause 5.24.4).

	9/3
	GPQM
	N4
	O
	UPF support of per GTP-U Path QoS monitoring (see clause 5.24.5).

	9/4
	MT-EDT
	Sxa
	O
	SGW-U support of reporting the size of DL Data Packets. (see clause 5.2.4.1).

	9/5
	CIOT
	Sxb, N4
	O
	UP function support of CIoT feature, e.g. small data packet rate enforcement. (see 5.4.15)

	9/6
	ETHAR
	N4
	O
	UPF support of Ethernet PDU Session Anchor Relocation (see clause 5.13.6).

	9/7
	DDDS
	N4
	O
	UPF support of reporting the first buffered / first discarded downlink data after buffering / directly dropped downlink data for downlink data delivery status notification.

	9/8
	RDS
	Sxb, N4
	O
	UP function support of Reliable Data Service (see clause 5.29).

	10/1
	RTTWP
	N4
	O
	UPF support of RTT measurements towards the UE Without PMF.

	10/2
	QUASF
	Sxb, Sxc, N4
	O
	The UP function supports being provisioned in a URR with an Exempted Application ID for Quota Action or an Exempted SDF Filter for Quota Action which is to be used when the quota is exhausted. See also clauses 5.2.2.2.1 and 5.2.2.3.1.

	10/3
	NSPOC
	Sxa, Sxb, N4
	O
	UP function supports notifying start of Pause of Charging via user plane.

	10/4
	L2TP
	Sxb, N4
	O
	UP function supports the L2TP feature as described in clause 5.31.

	10/5
	UPBER
	N4
	O
	UP function supports the uplink packets buffering during EAS relocation.

	10/6
	RESPS
	Sxb, N4
	O
	UP function supports Restoration of PFCP Sessions associated with one or more PGW-C/SMF FQ-CSID(s), Group Id(s) or CP IP address(es) (see clause 5.22.4)

	10/7
	IPREP
	N4
	O
	UP function supports IP Address and Port number replacement (see clause 5.33.3).

	10/8
	DNSTS
	N4
	O
	UP function support DNS Traffic Steering based on FQDN in the DNS Query message (see clause 5.33.4)

	11/1
	DRQOS
	N4
	O
	UP function supports Direct Reporting of QoS monitoring events to Local NEF or AF (see clause 5.33.5).

	11/2
	MBSN4
	N4
	O
	UPF supports sending MBS multicast session data to associated PDU sessions using 5GC individual delivery.

	11/3
	PSUPRM
	N4, N4mb
	O
	UP function supports Per Slice UP Resource Management (see clause 5.35).

	11/4
	EPPPI
	N4
	O
	UP function supports Enhanced Provisioning of Paging Policy Indicator feature as specified in clause 5.36.2. 

	11/5
	RATP
	Sxb, N4
	O
	UP function supports Redirection Address Types set to "Port", "IPv4 address and Port", "IPv6 address and Port", or "IPv4 and IPv6 addresses and Port".

	11/6
	UPIDP
	N4
	O
	UP function supports User Plane Inactivity Detection and reporting per PDR feature as specified in clause 5.11.3.

	x/y
	MPQUIC
	N4
	O
	[bookmark: _GoBack]UPF support of MPQUIC Proxy functionality (see clause 5.20).

	NOTE 1:	Features are defined as follows:
	- Feature Octet / Bit: The octet and bit number within the Supported-Features IE, e.g. "5 / 1".
	- Feature: A short name that can be used to refer to the octet / bit and to the feature.
	- Interface: A list of applicable interfaces to the feature.
	- M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") for a UP function complying with this release of the specification. 
A feature defined as mandatory in this release of the specification may not necessarily be defined or mandatory to support in earlier releases (see the respective specifications), therefore a CP function complying with this release of the specification shall be prepared to receive a UP Function Features IE with a mandatory feature bit set to "0".
	- Description: A clear textual description of the feature.
NOTE 2:	Downlink data should be buffered preferably in the UP function. Downlink data may be buffered in the CP function when desired, e.g. for UEs using power saving methods.
NOTE 3:	If the traffic that the UP function can support may be subject to traffic redirection, traffic redirection enforcement in the UP function shall be supported by the UP function.
NOTE 4:	CP and UP functions complying with this release of the specification should support this feature.
NOTE 5:	A UPF that supports the SSET or MPAS feature shall support this feature.



* * * End of Changes * * * *
