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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc123634522]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
5G ProSe Direct Communication: A function that supports the communications between two or more UEs in proximity that are 5G ProSe-enabled, by means of user plane transmission using NR technology via a path not traversing any network node.
5G ProSe Direct Discovery: A function employed by a 5G ProSe-enabled UE to discover other 5G ProSe-enabled UEs in its vicinity based on direct radio transmissions between the two UEs with NR technology.
5G ProSe UE-to-network relay: A function employed by a 5G ProSe-enabled UE to support the communications between a 5G ProSe UE-to-network remote UE and DN.
5G ProSe layer-2 UE-to-network relay: A function employed by a 5G ProSe-enabled UE to support the communications between a 5G ProSe layer-2 UE-to-network remote UE and DN.
5G ProSe layer-3 UE-to-network relay: A function that supports the communications between a 5G ProSe layer-3 UE-to-network remote UE and DN.
5G ProSe UE-to-network relay UE: A 5G ProSe-enabled UE that provides functionality to support connectivity to the network for 5G ProSe remote UE(s).
5G ProSe layer-2 UE-to-network relay UE: A 5G ProSe-enabled UE that provides functionality to support connectivity to the network for 5G ProSe layer-2 remote UE(s) via layer-2 protocol.
5G ProSe layer-3 UE-to-network relay UE: A 5G ProSe-enabled UE that provides functionality to support connectivity to the network for 5G ProSe layer-3 remote UE(s) via layer-3 protocol.
5G ProSe layer-2 remote UE: A 5G ProSe-enabled UE that communicates with a DN via a 5G ProSe layer-2 UE-to-network relay UE.
5G ProSe layer-3 remote UE: A 5G ProSe-enabled UE that communicates with a DN via a 5G ProSe layer-3 UE-to-network relay UE.
Open 5G ProSe direct discovery: A 5G ProSe direct discovery that takes place without explicit permission from the 5G ProSe-enabled UE being discovered.
Restricted 5G ProSe direct discovery: A 5G ProSe direct discovery that only takes place with explicit permission from the 5G ProSe-enabled UE being discovered.
5G DDNMF CTF (ADF): Accounting Data Forwarding (ADF) function block of the Charging Trigger Function (CTF) in the 5G DDNMF.
Usage information report: Usage information related to one collection period.
Usage information report list: One or more usage information report(s) associated with the UE identity of a 5G ProSe-enabled UE.
For the purposes of the present document, the following term and definition given in TS 23.304 [2] apply:
5G ProSe-enabled UE
5G ProSe remote UE
Application layer ID
Application layer group ID
Destination layer-2 ID
Discovery entry ID
Discovery filter
Discovery query filter
Discovery response filter
Geographical area
Indirect network communication
Local PLMN
Member ID
Metadata index
Metadata index mask
Model A
Model B
Mode of communication
ProSe application code
ProSe application mask
ProSe application ID
ProSe application user ID
ProSe discovery UE ID
ProSe identifier
ProSe layer-2 group ID
ProSe query code
ProSe response code
ProSe restricted code
ProSe restricted code prefix
ProSe restricted code suffix
Relay service code
Restricted ProSe application user ID
Source layer-2 ID
NR Tx profile
User info ID

***** Next change *****
[bookmark: _Toc68190853][bookmark: _Toc59198702][bookmark: _Toc525231302][bookmark: _Toc123634855]8.2.2.2	UE-to-network relay selection procedure initiation
The 5G ProSe remote UE shall trigger the UE-to-network relay selection procedure if the following conditions are met:
a)	the UE is authorised to act as a 5G ProSe remote UE towards a 5G ProSe UE-to-network relay UE as specified in clause 5.2.5:
1)	if the 5G ProSe remote UE is expected to use 5G ProSe layer-3 UE-to-network relay, the indication whether the UE is authorized to use a 5G ProSe layer-3 UE-to-network relay UE shall be set;
[bookmark: OLE_LINK2]2)	if the 5G ProSe remote UE is expected to use 5G ProSe layer-2 UE-to-network relay, the subset of the PLMN(s) provided by the 5G ProSe layer-2 UE-to-network relay UE shall be in the list of PLMNs in which the UE is authorized to use a 5G ProSe layer-2 UE-to-network relay UE; and
3)	if the 5G ProSe remote UE is expected to use 5G ProSe layer-2 UE-to-network relay, the 5G ProSe remote UE selected PLMN shall be in the list of PLMNs in which the UE is authorized to use a 5G ProSe layer-2 UE-to-network relay UE and in the subset of the PLMN(s) provided by the 5G ProSe layer-2 UE-to-network relay UE;
b)	the UE has obtained a list of 5G ProSe UE-to-network relay UE candidate(s) fulfilling ProSe layer criteria with the monitoring procedure for UE-to-network relay discovery as specified in clause 8.2.1.2.32 or the discoverer procedure for UE-to-network relay discovery as specified in clause 8.2.1.3.1; and
c)	the UE has obtained a list of 5G ProSe UE-to-network relay UE candidate(s) fulfilling lower layers criteria as specified in 3GPP TS 38.331 [13].
***** Next change *****
[bookmark: _Toc68190854][bookmark: _Toc59198703][bookmark: _Toc525231303][bookmark: _Toc123634856]8.2.2.3	UE-to-network relay selection procedure completion
If there exists only one 5G ProSe UE-to-network relay UE candidate satisfying the conditions in clause 8.2.2.2, then that 5G ProSe UE-to-network relay UE is selected. If there exist more than one 5G ProSe UE-to-network relay candidate satisfying the conditions in clause 8.2.2.2, any relay candidates not satisfying the non-radio related ProSe layer criteria shall be discarded and out of the remaining relay candidates, the relay candidate with the highest ranking of the lower layer criteria shall be selected. The UE may take the value of the resource status indicator bit of the status indicator parameter of the PROSE PC5 DISCOVERY message for UE-to-network relay discovery announcement or PROSE PC5 DISCOVERY message for UE-to-network relay discovery response into account when deciding which 5G ProSe UE-to-network relay to select. It is up to the UE implementation whether the ProSe layer or the lower layers takes the final selection on which 5G ProSe UE-to-network relay UE to select.
***** Next change *****
[bookmark: _Toc68190857][bookmark: _Toc59198706][bookmark: _Toc525231306][bookmark: _Toc123634859]8.2.3.2	UE-to-network relay reselection procedure initiation
The 5G ProSe remote UE shall trigger the UE-to-network relay reselection procedure if one of the following conditions is met:
a)	the UE has received a lower layers indication that the serving 5G ProSe UE-to-network relay UE no longer fulfills the lower layers criteria as specified in 3GPP TS 38.331 [13];
b)	the parameters related to 5G ProSe UE-to-network relay in the configuration parameters for 5G ProSe UE-to-network relay as specified in clause 5.2.5 (e.g., relay service code, User info ID, etc.) have been updated and the serving 5G ProSe UE-to-network relay UE no longer fulfills the conditions specified in clause 8.2.1.2.2;
c)	the UE has received a PROSE DIRECT LINK ESTABLISHMENT REJECT message from the 5G ProSe UE-to-network relay UE with the PC5 signalling protocol cause value #1 "direct communication to the target UE not allowed";
d)	the UE has received a PROSE DIRECT LINK RELEASE REQUEST message from the 5G ProSe UE-to-network relay UE with the PC5 signalling protocol cause value #1 "direct communication to the target UE not allowed";
e)	the UE has received a PROSE DIRECT LINK RELEASE REQUEST message from the 5G ProSe UE-to-network relay UE with the PC5 signalling protocol cause value #4 "direct connection is not available anymore";
f)	the UE has not received any response from the 5G ProSe UE-to-network relay UE after M consecutive retransmissions of PROSE DIRECT LINK ESTABLISHMENT REQUEST or PROSE DIRECT LINK KEEPALIVE REQUEST messages;
g)	the UE has not received any response from the 5G ProSe UE-to-network relay UE after M consecutive retransmissions of PROSE PC5 DISCOVERY message for UE-to-network relay discovery solicitation used to trigger the PROSE PC5 DISCOVERY message signal strength measurement between the UE and the 5G ProSe UE-to-network relay UE with which the UE has a link established;
NOTE:	The value of M is implementation specific and is less than or equal to the maximum number of retransmissions allowed for PC5 signalling protocol.
h)	the UE has received a PROSE DIRECT LINK ESTABLISHMENT REJECT message from the ProSe UE-to-network relay UE with the cause value #13 "congestion situation";
i)	the UE has received a PROSE DIRECT LINK RELEASE REQUEST message from the ProSe UE-to-network relay UE with the cause value #13 "congestion situation"; or
j)	the UE has received a PROSE DIRECT LINK ESTABLISHMENT REJECT message from the 5G ProSe UE-to-network relay UE with the cause value #15 "security procedure failure of 5G ProSe UE-to-network relay".
In cases c), d), h), i) and j), the 5G ProSe remote UE shall exclude the 5G ProSe UE-to-network relay UE which sent the message specified in cases c), d), h), i) or j) from the UE-to-network relay reselection process described below (at least for the indicated back-off time period if provided from the ProSe UE-to-network relay UE in cases h) and i)).
To conduct UE-to-network relay reselection process, the UE shall first initiate one of the following procedures or both depending on UE's configuration parameters for 5G ProSe UE-to-network relay as specified in clause 5.2.5:
a)	monitoring procedure for UE-to-network relay discovery as specified in clause 8.2.1.2.32; or
b)	discoverer procedure for UE-to-network relay discovery as specified in clause 8.2.1.3.1.
After the execution of the above discovery procedure(s), the 5G ProSe remote UE performs the UE-to-network relay selection procedure as specified in clause 8.2.2.
***** Next change *****
[bookmark: _Toc123634979]10.3.1.9	UE identity
The UE shall include this IE if the 5G ProSe direct link establishment procedure is for direct communication between the 5G ProSe layer-3 remote UE and the 5G ProSe layer-3 UE-to-network relay UE.
***** Next change *****
[bookmark: _Toc123635165]11.3.29	PC5 QoS rules
The purpose of the PC5 QoS rules information element is to indicate a set of PC5 QoS rules to be used by the UE over the direct link, where each PC5 QoS rule is a set of parameters as described in clause 5.6.1 of 3GPP TS 23.304 [2].
The PC5 QoS rules information element is a type 6 information element with a minimum length of 7 octets. The maximum length for the information element is 65538 octets.
The PC5 QoS flow rules information element is coded as shown in figure 11.3.29.1, figure 11.3.29.2, figure 11.3.29.3, figure 11.3.29.4 and table 11.3.29.1.
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Figure 11.3.29.1: PC5 QoS rules information element
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	octet 7
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Figure 11.3.29.2: PC5 QoS rule (u=a+2 or u=b)

	[bookmark: MCCQCTEMPBM_00000082]
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Figure 11.3.29.3: Packet filter list when the rule operation is "modify existing PC5 QoS rule and delete packet filters" (m=N+7)
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Figure 11.3.29.4: Packet filter list when the rule operation is "create new PC5 QoS rule", or "modify existing PC5 QoS rule and add packet filters" or "modify existing PC5 QoS rule and replace all packet filters"
Table 11.3.29.1: PC5 QoS rules information element
	PC5 QoS rule identifier (octet 4)
The PC5 QoS rule identifier field is used to identify the PC5 QoS rule.
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 0	no PC5 QoS rule identifier assigned
0 0 0 0 0 0 0 1	PQRI 1
	to
1 1 1 1 1 1 1 1	PQRI 255
The target UE shall not set the PQRI value to 0.


PC5 QoS rule precedence (octet a+1)
The PC5 QoS rule precedence field is used to specify the precedence of the PC5 QoS rule among all PC5 QoS rules associated with the PC5 direct link of the PC5 QoS flow. This field includes the binary coded value of the PC5 QoS rule precedence in the range from 0 to 255 (decimal). The higher the value of the PC5 QoS rule precedence field, the lower the precedence of that PC5 QoS rule is. For the "delete existing PC5 QoS rule" operation, the PC5 QoS rule precedence value field shall not be included. For the "create new PC5 QoS rule" operation, the PC5 QoS rule precedence value field shall be included.

PC5 QoS flow identifier (PQFI) (bits 6 to 1 of octet a+2) (see NOTE 1)
The PC5 QoS flow identifier (PQFI) field contains the PC5 QoS flow identifier.
Bits
6 5 4 3 2 1
0 0 0 0 0 0	no PC5 QoS flow identifier assigned
0 0 0 0 0 1	PQFI 1
	to
1 1 1 1 1 1	PQFI 63
The target UE shall not set the PQFI value to 0.
For the "delete existing PC5 QoS rule" operation, the PC5 QoS flow identifier value field shall not be included. For the "create new PC5 QoS rule" operation, the PC5 QoS flow identifier value field shall be included.

DQR bit (bit 5 of octet 7)
The DQR bit indicates whether the PC5 QoS rule is the default PC5 QoS rule and it is encoded as follows:
Bit
5
0	the PC5 QoS rule is not the default PC5 QoS rule.
1	the PC5 QoS rule is the default PC5 QoS rule.

Rule operation code (bits 8 to 6 of octet 7)
Bits
8 7 6
0 0 0	Reserved
0 0 1	Create new PC5 QoS rule
0 1 0	Delete existing PC5 QoS rule
0 1 1	Modify existing PC5 QoS rule and add packet filters
1 0 0	Modify existing PC5 QoS rule and replace all packet filters
1 0 1	Modify existing PC5 QoS rule and delete packet filters
1 1 0	Modify existing PC5 QoS rule without modifying packet filters
1 1 1	Reserved

ProSe identifier (octets a+3 to b) (NOTE 2)
The ProSe identifier field is used to carry the identifier of a ProSe application and shall be encoded as defined in clause 11.3.3.

Number of packet filters (bits 4 to 1 of octet 7)
The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 7 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing PC5 QoS rule" operation and for the "modify existing PC5 QoS rule without modifying packet filters" operation, the number of packet filters shall be coded as 0. For the "create new PC5 QoS rule" operation and the "modify existing PC5 QoS rule and replace all packet filters" operation, the number of packet filters shall be greater than or equal to 0 and less than or equal to 15. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 15.

Packet filter list (octets 8 to m)
The packet filter list contains a variable number of packet filters.

For the "delete existing PC5 QoS rule" operation, the length of PC5 QoS rule field is set to one.

For the "delete existing PC5 QoS rule" operation and the "modify existing PC5 QoS rule without modifying packet filters" operation, the packet filter list shall be empty.

For the "modify existing PC5 QoS rule and delete packet filters" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "create new PC5 QoS rule" operation and for the "modify existing PC5 QoS rule and replace all packet filters" operation, the packet filter list shall contain 0 or a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "modify existing PC5 QoS rule and add packet filters" operation, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

Each packet filter is of variable length and consists of
-	a packet filter identifier (4 bits);
-	the length of the packet filter contents (1 octet); and
-	the packet filter contents itself (variable amount of octets).

The packet filter identifier field is used to identify each packet filter in a PC5 QoS rule. The least significant 4 bits are used. When the UE requests to "create new PC5 QoS rule", "modify existing PC5 QoS rule and replace all packet filters" or "modify existing PC5 QoS rule and add packet filters", the packet filter identifier values shall be set to 0.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "IPv4 local address type" and "IPv6 local address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter. If the "match-all type" packet filter component is present in the packet filter, no other packet filter component shall be present in the packet filter and the length of the packet filter contents field shall be set to one. If the "Ethertype type" packet filter component is present in the packet filter and the "Ethertype type" packet filter component value is neither "0x0800" (for IPv4) nor "0x86DD" (for IPv6), no IP packet filter component shall be present in the packet filter.

The term "IP packet filter component" refers to "IPv4 remote address type", "IPv4 local address type", "IPv6 remote address/prefix length type", "IPv6 local address/prefix length type", "Protocol identifier/Next header type", "Single local port type", "Local port range type", "Single remote port type", "Remote port range type", "Security parameter index type", "Type of service/Traffic class type" and "Flow label type".

The term local refers to the initiating UE. The term remote refers to an external network entity if the initiating UE is acting as a 5G ProSe layer-3 UE-to-network relay UE. Otherwise, the term remote refers to the peer UE of the 5G ProSe direct link.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	Match-all type
0 0 0 1 0 0 0 0	IPv4 remote address type
0 0 0 1 0 0 0 1	IPv4 local address type
0 0 1 0 0 0 0 1	IPv6 remote address/prefix length type
0 0 1 0 0 0 1 1	IPv6 local address/prefix length type
0 0 1 1 0 0 0 0	Protocol identifier/Next header type
0 1 0 0 0 0 0 0	Single local port type
0 1 0 0 0 0 0 1	Local port range type
0 1 0 1 0 0 0 0	Single remote port type
0 1 0 1 0 0 0 1	Remote port range type
0 1 1 0 0 0 0 0	Security parameter index type
0 1 1 1 0 0 0 0	Type of service/Traffic class type
1 0 0 0 0 0 0 0	Flow label type
1 0 0 0 0 0 0 1	Destination MAC address type
1 0 0 0 0 0 1 0	Source MAC address type
1 0 0 0 0 0 1 1	802.1Q C-TAG VID type
1 0 0 0 0 1 0 0	802.1Q S-TAG VID type
1 0 0 0 0 1 0 1	802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0	802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1	Ethertype type
1 0 0 0 1 0 0 0	Destination MAC address range type
1 0 0 0 1 0 0 1	Source MAC address range type
1 0 0 0 1 0 1 0	ProSe identifier (NOTE 2)
1 0 0 0 1 0 1 1	Source layer-2 ID
1 0 0 0 1 1 0 0	Destination layer-2 ID
1 0 0 0 1 1 0 1	Application layer ID
All other values are reserved.

The description and valid combinations of packet filter component type identifiers in a packet filter are defined in clause 7.2.7.

For "match-all type", the packet filter component shall not include the packet filter component value field.

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv4 local address type", the packet filter component value field shall be encoded as defined for "IPv4 remote address type".

For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.


For "IPv6 local address/prefix length type", the packet filter component value field shall be encoded as defined for "IPv6 remote address /prefix length".

For "protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or Ipv6 next header.

For "single local port type" and "single remote port type", the packet filter component value field shall be encoded as two octets which specify a port number.

For "local port range type" and "remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "security parameter index", the packet filter component value field shall be encoded as four octets which specify the IPSec security parameter index.

For "type of service/traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.

For "flow label type", the packet filter component value field shall be encoded as three octets which specify the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.

For "destination MAC address type" and "source MAC address type", the packet filter component value field shall be encoded as 6 octets which specify a MAC address. When the packet filter direction field indicates "bidirectional", the destination MAC address is the remote MAC address and the source MAC address is the local MAC address.

For "802.1Q C-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q S-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID. If there are more than one S-TAG in the Ethernet frame header, the outermost S-TAG is evaluated.

For "802.1Q C-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "802.1Q S-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI. If there are more than one S-TAG in the Ethernet frame header, the outermost S-TAG is evaluated.

For "Ethertype type", the packet filter component value field shall be encoded as two octets which specify an ethertype.

For "destination MAC address range type", the packet filter component value field shall be encoded as a sequence of a 6 octet destination MAC address range low limit field and a 6 octet destination MAC address range high limit field. The destination MAC address range low limit field shall be transmitted first. When the packet filter direction field indicates "bidirectional", the destination MAC address range is the remote MAC address range.

For "source MAC address range type", the packet filter component value field shall be encoded as a sequence of a 6 octet source MAC address range low limit field and a 6 octet source MAC address range high limit field. The source MAC address range low limit field shall be transmitted first. When the packet filter direction field indicates "bidirectional", the source MAC address is the local MAC address range.

For "ProSe identifier", the packet filter component value field shall be encoded as defined in clause 11.3.3.

For "source layer-2 ID" and "destination layer-2 ID", the packet filter component value field shall be encoded as defined in clause 11.3.25.

For "application layer ID", the packet filter component value field shall be encoded as defined in clause 11.3.4.


	NOTE 1:	Octet a+2 shall not be included without octet a+1.
NOTE 2:	ProSe identifier (octets a+3 to b) can exist only when there is no packet filter including the ProSe identifier packet filter component.
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Timers of provisioning of parameters for 5G ProSe configuration are shown in table 12.2.1.
NOTE:	Timer T5040 is defined in 3GPP TS 24.587 [18].
Table 12.2.1: Timers of provisioning of parameters for 5G ProSe configuration – UE side
	TIMER NUM.
	TIMER VALUE
	CAUSE OF START
	NORMAL STOP
	ON
EXPIRY

	T5051
	Validity timer value for UE policies for 5G ProSe direct discovery over PC5 (see clause 5.2), which is specified in 3GPP TS 24.555 [17] clause 5.3.
	Start using the new UE policies for 5G ProSe direct discovery received in MANAGE UE POLICY COMMAND message
	Stop using the old UE policies for 5G ProSe direct discovery
	Initiate the UE-requested ProSeP provisioning procedure
(NOTE 1)

	T5052
	Validity timer value for UE policies for 5G ProSe direct communication over PC5 (see clause 5.2), which is specified in 3GPP TS 24.555 [17] clause 5.4.
	Start using the new UE policies for 5G ProSe direct communications received in MANAGE UE POLICY COMMAND message
	Stop using the old UE policies for 5G ProSe direct communications
	Initiate the UE-requested ProSeP provisioning procedure
(NOTE 1)

	T5053
	Validity timer value for UE policies for 5G ProSe UE-to-network relay UE (see clause 5.2), which is specified in 3GPP TS 24.555 [17] clause 5.5.
	Start using the new UE policies for 5G ProSe UE-to-network relay UE received in MANAGE UE POLICY COMMAND message
	Stop using the old UE policies for 5G ProSe UE-to-network relay UE
	Initiate the UE-requested ProSeP provisioning procedure
(NOTE 1)

	T5054
	Validity timer value for UE policies for 5G ProSe remote UE (see clause 5.2), which is specified in 3GPP TS 24.555 [17] clause 5.6.
	Start using the new UE policies for 5G ProSe Remote UE received in MANAGE UE POLICY COMMAND message
	Stop using the old UE policies for 5G ProSe Remote UE
	Initiate the UE-requested ProSeP provisioning procedure
(NOTE 1)

	T5055
	Validity timer value for the security related parameters at the 5G ProSe UE-to-network relay UE, used for UE-to-network relay discovery when the security procedure over control plane as specified in 3GPP TS 33.503 [34] is used (see clause 5.2), which is specified in 3GPP TS 24.555 [17] clause 5.5.
	Start using the security related parameters for discovery in the new UE policies for 5G ProSe UE-to-network relay UE received in MANAGE UE POLICY COMMAND message
	Stop using the security related parameters for discovery in the old UE policies for 5G ProSe UE-to-network relay UE
	Consider the existing configured security related parameters for discovery as invalid

	T5056
	Validity timer value for the security related parameters at the 5G ProSe remote UE, used for UE-to-network relay discovery when the security procedure over control plane as specified in 3GPP TS 33.503 [34] is used (see clause 5.2), which is specified in 3GPP TS 24.555 [17] clause 5.6.
	Start using the security related parameters for discovery in the new UE policies for 5G ProSe remote UE received in MANAGE UE POLICY COMMAND message
	Stop using the security related parameters for discovery in the old UE policies for 5G ProSe remote UE
	Consider the existing configured security related parameters for discovery as invalid

	T5057
	Validity timer value for UE policies for 5G ProSe usage information reporting (see clause 5.2), which is specified in 3GPP TS 24.555 [17] clause 5.7.
	Start using the new UE policies for 5G ProSe usage information reporting received in MANAGE UE POLICY COMMAND message
	Stop using the old UE policies for 5G ProSe usage information reporting
	Initiate the UE-requested ProSeP provisioning procedure
(NOTE 1)

	NOTE 1:	The timers expire only once.
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