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	Reason for change:
	TS 24.502 states in clause 7.3.2.1 the following:
Upon reception of the IKE_AUTH request message, the N3IWF shall respond with an IKE_AUTH response message including:
-	an EAP-Request/5G-Start packet to inform the UE an EAP-5G session that will be used to convey the initial NAS messages (see the EAP-5G procedure described in clause 7.3.3);
-	the IDr payload with the value set to N3IWF identity; and
-	the CERT payload containing the N3IWF's certificate if the CERTREQ payload is included in the IKE_AUTH request message.
It is not clear what is meant by "N3IWF identity" and what are the possible values of this identity, given that this is the only place which uses the term "N3IWF identity" and all other places use the term "N3IWF identifier".
Looking into the possible configurations for N3IWF identifier in clause 5.3.3.3 of TS 24.526, we can see that both IP Address and FQDN are possible identifiers.
The above needs to be clarified in TS 24.502.


	
	

	Summary of change:
	Correcting the name of "N3IWF identity" to be "N3IWF identifier ".

Clarifying the possible values of the N3IWF identifier .

	
	

	Consequences if not approved:
	Unclarity what is meant by "N3IWF identity" and what are the possible values for it remain in the spec.
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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc20212079][bookmark: _Toc27744962][bookmark: _Toc36114763][bookmark: _Toc45271357][bookmark: _Toc51936616][bookmark: _Toc58230286][bookmark: _Toc123635612]7.3.2.1	IKE SA and signalling IPsec SA establishment initiation
The UE proceeds with the establishment of IKE SA and signalling IPsec SA with the selected N3IWF by initiating an IKE_SA_INIT exchange according to IETF RFC 7296 [6]. All the IKE messages following the IKE_SA_INIT exchange are encrypted and integrity protected using the cryptographic algorithms and keys negotiated in the IKE_SA_INIT exchange as specified in IETF RFC 7296 [6].
Upon completion of the IKE_SA_INIT exchange, the UE shall initiate an IKE_AUTH exchange as specified in IETF RFC 7296 [6] to establish an IKE SA and first child SA (signalling IPsec SA).. In the initial IKE_AUTH request message, the UE shall:
-	indicate the intention to use EAP by not including the AUTH payload;
-	include the IDi payload with the ID type set to ID_KEY_ID and value set to any random number; and
-	include CERTREQ payload to request N3IWF's certificate if the UE is provisioned with the N3IWF root certificate,
as specified in IETF RFC 7296 [6].
Upon reception of the IKE_AUTH request message, the N3IWF shall respond with an IKE_AUTH response message including:
-	an EAP-Request/5G-Start packet to inform the UE an EAP-5G session that will be used to convey the initial NAS messages (see the EAP-5G procedure described in clause 7.3.3);
-	the IDr payload with the value set to N3IWF identityidentifier; and
NOTE:	The N3IWF identifier is the IP address or the FQDN of the N3IWF.
-	the CERT payload containing the N3IWF's certificate if the CERTREQ payload is included in the IKE_AUTH request message.
***** End of changes *****

