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	Reason for change:
	According to clause 5.30.2.12 of TS 23.501, additional requirements of N3IWF selection for UE accessing SNPN via untrusted non-3GPP access are specified:
· for emergency services, if the UE with SNPN subscription determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection. Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with valid SNPN credentials, in the same way as defined in clause 6.3.6.4.2 of TS 23.501 for a UE not equipped with a UICC.
· for UE onboarding, UE may select an N3IWF in the SNPN which supports UE onboarding by using a pre-configured N3IWF FQDN used for onboarding.
The corresponding stage 3 statement shall be specified.
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* * * First Change * * * *
[bookmark: _Toc51936551][bookmark: _Toc27744899][bookmark: _Toc45271293][bookmark: _Toc58230221][bookmark: _Toc36114699][bookmark: _Toc123635535][bookmark: _Toc20212017]4.3.2	FQDN for N3IWF Selection
An N3IWF FQDN is either provisioned by the home operator or constructed by the UE in either the Operator Identifier FQDN format or the Tracking Area Identity FQDN format as specified in clause 6.3.6.2 in 3GPP TS 23.501 [2]. 
The N3IWF FQDN for onboarding services in SNPN is pre-configured in the UE to select an N3IWF to register the onboarding SNPN via untrusted non-3GPP access.
The detailed format of the N3IWF FQDN is specified in clause 28.3.2.2 of 3GPP TS 23.003 [8].
The N3IWF FQDN is used as input to the DNS mechanism for N3IWF selection.
In order to access PLMN services via an SNPN, a UE operating in SNPN access operation mode registered to an SNPN has the following restrictions on N3IWF FQDN:
a)	the UE shall only use TAIs from a PLMN to construct a Tracking Area Identity based N3IWF FQDN; and
b)	the UE shall not consider an N3IWF FQDN for N3IWF selection configured by an SNPN.
[bookmark: _Toc51936612][bookmark: _Toc58230282][bookmark: _Toc123635604]* * * Next Change * * * *
[bookmark: _Toc58230271][bookmark: _Toc20212065][bookmark: _Toc27744948][bookmark: _Toc123635593][bookmark: _Toc45271343][bookmark: _Toc36114749][bookmark: _Toc51936601]7.2.1	General
The UE performs N3AN node selection procedure based on the N3AN node configuration information provisioned to the UE by the HPLMN, based on the UE's knowledge of the country the UE is located in and the PLMN the UE is registered to via 3GPP access and based on the list of "forbidden PLMNs for non-3GPP access to 5GCN".
Clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4 and 7.2.6 are applicable to a UE selecting an N3AN node in a PLMN. For a UE accessing PLMN services via an SNPN, restrictions on N3IWF FQDN are specified in clause 4.3.2.
Clause 7.2.5 is applicable to a UE selecting an N3AN node in an SNPN.
Clause 7.2.x is applicable to a UE selecting an N3IWF for onboarding SNPN.
* * * Next Change * * * *
7.2.5	Selection of an N3AN node in an SNPN
In order to access SNPN services via a PLMN or via untrusted non-3GPP access network, an SNPN enabled UE is configured with an N3IWF FQDN for the SNPN and with an MCC of the country where the configured N3IWF is located. To select an N3IWF in an SNPN, the UE shall first determine the country in which the UE is located. If the UE cannot determine the country in which the UE is located, the UE shall stop the SNPN N3IWF selection. If the UE can determine the country in which the UE is located, the UE shall proceed as follows:
NOTE 1:	It is up to UE implementation how the UE determines the country in which the UE is located.
a)	if the UE is located in the country where the configured N3IWF is located, the UE shall use the configured N3IWF FQDN for the SNPN N3IWF selection; or
b)	if the UE is located in a country different from the country where the configured N3IWF is located:
1)	the UE shall construct a Visited Country FQDN for SNPN N3IWF selection as specified in 3GPP TS 23.003 [8]; and
2)	the UE shall perform the DNS NAPTR query using the constructed Visited Country FQDN for SNPN N3IWF selection. If:
i)	the result of this DNS query includes:
A)	a set of one or more records, the UE shall select an N3IWF FQDN included in the DNS response based on UE implementation means and use the selected N3IWF FQDN for the SNPN N3IWF selection; or
NOTE 2:	If the visited country mandates the selection of the N3IWF in this country and the SNPN does not have the N3IWF in this country, DNS resolution of the selected N3IWF FQDN provides no IP addresses, resulting into stop of the SNPN N3IWF selection.
NOTE 3:	The identity (i.e. in the corresponding DNS record) of an SNPN's N3IWF in the visited country can be any FQDN and is not required to include the SNPN identity.
B)	no records, the UE shall use the configured N3IWF FQDN for the SNPN N3IWF selection; or
ii)	there is no response to the DNS query, the UE shall stop the SNPN N3IWF selection.
* * * Next Change * * * *
7.2.x	N3IWF selection for onboarding SNPN
In order to access SNPN for onboarding services via untrused non-3GPP access network, an SNPN enabled UE shall use the pre-configured N3IWF FQDN for onboarding services in SNPN to select an N3IWF supporting onboarding services in SNPN.
* * * Next Change * * * *
7.2.6.2a	UE procedure when the UE only supports connectivity with N3IWF when accessing SNPN via non-3GPP access
If the UE is in the home country of the selected entry in "list of subscriber data" and the entry is considered as valid, the UE shall follow the procedure in clause 7.2.5 bullet a).
If the UE is in a visited country of the selected entry in "list of subscriber data" or there is no valid entry in "list of subscriber data" in the UE, the UE shall construct a N3IWF FQDN for the SNPN.
Editor note:	The format of the N3IWF FQDN for SNPN in visited country is FFS.
If the emergency registration procedure has failed for the SNPNs corresponding to the entries of "list of subscriber data", the UE shall abort the procedure.
NOTE:	The UE can notifiy the user that an emergency session cannot be established.

* * * End of Changes * * * *

