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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28005447][bookmark: _Toc36038119][bookmark: _Toc45133316][bookmark: _Toc51762144][bookmark: _Toc59016549][bookmark: _Toc68167518][bookmark: _Toc122113811]5.2.2.2.2.1	AF Session Establishment
This procedure is performed when the AF/NEF requests to create an AF application session context for the requested service.
NOTE 1:	The NEF acts as an AF to support the network exposure functionality.
For the integration with TSC networks the AF represented in the figures is either the TSN AF (integration with IEEE TSN networks) or the TSCTSF (integration with other TSC networks than IEEE TSN).



Figure 5.2.2.2.2.1-1: AF Session Establishment triggers PCF-initiated SM Policy Association Modification procedure
1.	When the AF receives an internal or external trigger to set-up a new AF session, the AF invokes the Npcf_PolicyAuthorization_Create service operation to the PCF by sending the HTTP POST request to the "Application Sessions" resource. The request operation includes the IP address or the MAC address of the UE, the SUPI if available, the GPSI if available, the DNN if available, the S-NSSAI if available, service information, sponsored data connectivity if applicable, AF application identifier, Priority indicator, etc, as defined in clause 4.2.2.2 of 3GPP TS 29.514 [10]. The request operation may also include the subscription to notifications on certain user plane events, e.g. subscription to QoS notification control. To invoke MPS for DTS, the AF includes the MPS Action indication as defined in 3GPP TS 29.514 [10].
	If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication" feature is supported the TSN AF or TSCTSF may subscribe to notification of DS-TT PMIC and/or NW-TT PMIC(s) and/or UMIC availability. The TSN AF or TSCTSF may also provide TSC Assistance Container and QoS related data and/or a UMIC and/or one or more PMIC(s).
1a.	The AF provides the Service Information to the PCF by sending a Diameter AAR for a new Rx Diameter session.
2.	The PCF stores the Service Information received in step 1.
3-4.	If the PCF does not have the subscription data for the SUPI, DNN and S-NSSAI, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the subscription data.
	Additionally, when network slice data rate related policy control is supported by the PCF, the PCF may invoke the Nudr_DataRepository_Query service operation towards the UDR by sending an HTTP GET request targeting the "SlicePolicyControlData" resource as specified in clause 5.2.12 of 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response to the PCF with the network slice policy control data.
	Additionally, if the AF provided a Background Data Transfer Reference ID in step 1 or step 1a and the corresponding transfer policy is not locally stored in the PCF, the PCF sends the HTTP GET request to the "IndividualBdtData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the Background Data Transfer policy.
	If the AF session is for MPS for DTS invocation, the PCF performs MPS subscription checks if and only if requested by the AF as described in clause 4.4.11 of 3GPP TS 29.214 [18] or as described in clause 4.2.2.12.2 of 3GPP TS 29.514 [10].
5.	The PCF identifies the affected established PDU Session (s) using the information previously received from the SMF and the Service Information received from the AF.
6.	The PCF sends an HTTP "201 Created" response to the AF.
6a.	The PCF sends a Diameter AAA to the AF.
7.	The AF may invoke the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the "Events Subscription" resource to subscribe to events in the PCF. The request includes the events that subscribes and a Notification URI to indicate to the PCF where to send the notification of the subscribed events, as described in clause 4.2.6 of 3GPP TS 29.514 [10].
8.	The PCF sends an HTTP "201 Created" response to the AF.
9.	The PCF interacts with SMF according to Figure 5.2.2.2-1.

*** Next Change ***
[bookmark: _Toc28005448][bookmark: _Toc36038120][bookmark: _Toc45133317][bookmark: _Toc51762145][bookmark: _Toc59016550][bookmark: _Toc68167519][bookmark: _Toc122113812]5.2.2.2.2.2	AF Session Modification
This procedure is performed when the AF/NEF requests to update an AF application session context for the requested service.
NOTE 1:	The NEF acts as an AF to support the network exposure functionality.
For the integration with TSC networks the AF represented in the figures is either the TSN AF (integration with IEEE TSN networks) or the TSCTSF (integration with other TSC networks than IEEE TSN).


Figure 5.2.2.2.2.2-1: AF Session Modification triggers PCF-initiated SM Policy Association Modification procedure
1.	When the AF receives an internal or external trigger to modify an existing AF session, the AF invokes the Npcf_PolicyAuthorization_Update service operation to the PCF by sending the HTTP PATCH request to the "Individual Application Session Context" resource including the modified service information as defined in clause 4.2.3.2 of 3GPP TS 29.514 [10]. The AF may also provide the updated subscription to notifications on user plane events. To invoke/revoke MPS for DTS, the AF includes the MPS Action indication as defined in 3GPP TS 29.514 [10].
If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication" feature is supported the AF may also update the TSC Assistance Container and QoS related data and/or a UMIC and/or one or more PMIC(s).
1a.	The AF provides the Service Information to the PCF by sending a Diameter AAR for the existing Rx Diameter session corresponding to the modified AF session.
2.	The PCF stores the received Service Information.
3-4.	These steps are the same as steps 3-4 in clause 5.2.2.2.2.1.
5.	The PCF identifies the affected existing PDU Session(s) using the information previously received from the SMF and the Service Information received from the AF.
6.	The PCF sends an HTTP "200 OK" or HTTP "204 No Content" response to the AF.
6a.	The H-PCF sends a Diameter AAA to the AF.
7.	The AF may decide to (un)subscribe to events for the active AF application session context in relation to the corresponding PDU session.
-	If the AF decides to create a subscription to events or modify the events subscription, it invokes the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the "Events Subscription" resource. The HTTP request includes the events that subscribes and may also include a Notification URI to indicate to the PCF where to send the notification of the subscribed events.
-	If the AF decides to remove subscription to all subscribed events for the existing application session context, it invokes the Npcf_PolicyAuthorization_Unsubscribe service operation by sending the HTTP DELETE request to the "Events Subscription" resource.
8.	The PCF responses to the AF.
-	If the PCF accept the HTTP PUT request to create a subscription to events, it sends an HTTP "201 Created" response.
-	If the PCF accept the HTTP PUT request to modify the events subscription, it sends an HTTP "200 OK" or HTTP "204 No Content" response.
-	Upon receipt of the HTTP DELETE request to remove subscription to all subscribed events, the PCF sends an HTTP "204 No Content" response.
9.	The PCF interacts with SMF according to Figure 5.2.2.2-1.

*** End of Changes ***
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