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	Reason for change:
	There is no explicit mechanism for the PCRF to determine whether to authorize a UE for a priority signalling IP flow. There are two cases of signalling IP flows:

1) For a P-CSCF restoration, the AF signalling IP flow priority must not be authorized by the PCRF (must not check for an MPS subscription in the HSS) for MPS because the UE need not be an MPS subscribed user to receive MPS treatment, e.g., a UE that is terminating an MPS call. 

2) For an MPS for DTS AF signalling IP flow, the request needs to be authorized for priority by the PCRF (by checking for an MPS subscription in the HSS).

The PCRF can distinguish between the above two cases by checking the AF-Signalling-Protocol AVP. If set to "SIP", then the request is for P-CSCF restoration and the PCRF does not check the HSS for an MPS subscription. Otherwise, the PCRF checks for the MPS subscription.

A more straightforward and future-proof way for the PCRF to determine whether to authorize the request is for the AF to explicitly signal whether authorization is needed.


	
	

	Summary of change:
	First change:
Adds MPS-Action AVP to the list of parameters that the AF must supply to the PCRF.

Second change:
Adds a new value to the MPS-Action AVP to indicate MPS for DTS signalling with authorization.

Third change:
Adds AuthorizationForMpsSignalling to the table of features.
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***** First change *****
[bookmark: _Toc98142777]4.4.12	Provisioning of MPS for DTS AF Signalling Flow Information
This clause is applicable when MPS for DTS is supported according to the supported feature MPSforDTS as described in clause 5.4.1.
An AF may provision information about the AF signalling IP flows between the UE and the AF. To do so, the AF may modify an already open Rx Diameter session related to the AF signalling (e.g. an Rx Diameter session established for the purpose of DTS control as described in clause 4.4.11) or it may open a new Rx Diameter session related to the AF signalling if none exists.
To provision the AF signalling flow information, the AF shall provide the UE’s IP address using either Framed-IP-Address AVP or Framed-Ipv6-Prefix AVP. The AF shall additionally provide the MPS-Identifier AVP and a Media-Component-Description AVP including a Media-Sub-Component AVP representing the AF signalling IP flow. If the AuthorizationForMpsSignalling feature is supported, the AF shall provide the MPS-Action AVP set to value AUTHORIZE_AND_ENABLE_MPS_FOR_AF_SIGNALLING (3). The Media-Sub-Component AVP shall include the Flow-Usage AVP set to the value "AF_SIGNALLING" and the Flow-Status AVP set to "ENABLED".
When the PCRF receives from the AF an AA-Request as described in the preceding paragraph, the PCRF shall determine whether the request is accepted or not. If accepted, the PCRF shall perform session binding as described in 3GPP TS 29.213 [9] and shall acknowledge the AAR command by sending an AA‑Answer command to the AF. If  rejected, the PCRF shall indicate the cause for the rejection with the Experimental-Result-Code AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED.
The PCRF shall set appropriate QoS values for the AF signalling IP flow and install the corresponding dynamic PCC rule at the PCEF and the QoS rule at BBERF if applicable.
The AF may de-provision the information about the AF signalling IP flows at any time. To do that, if the Rx Diameter session is only used to provide information about the AF Signalling IP flows, the AF shall close the Rx Diameter session by sending a Session-Termination-Request (STR) command to the PCRF, which shall be acknowledged with a Session-Termination-Answer (STA) command. Otherwise, the AF shall remove the IP flows within the Media-Sub-Component AVP by supplying the Flow-Status AVP with value "REMOVED". In both cases, the PCRF shall remove the corresponding dynamic PCC and QoS rule if applicable for the AF signalling IP flows.
NOTE:	Combining the request for the AF signalling flow with an MPS for DTS invocation/revocation request is not supported in this release.
***** Second change *****
[bookmark: _Toc98142862][bookmark: _Hlk74854230]5.3.79	MPS-Action AVP
The MPS-Action AVP (AVP code 582) is of type Enumerated, and contains the indication whether to enable or disable MPS for DTS.
The following values are defined:
DISABLE_MPS_FOR_DTS (0)
Disable MPS for DTS. 
ENABLE_MPS_FOR_DTS (1)
Enable MPS for DTS.
AUTHORIZE_AND_ENABLE_MPS_FOR_DTS (2)
The PCRF shall check the user's MPS subscription and enable MPS for DTS.
AUTHORIZE_AND_ENABLE_MPS_FOR_AF_SIGNALLING (3)
The PCRF shall check the user's MPS subscription and enable MPS for AF signalling.
***** Third change *****

[bookmark: _Toc28001470][bookmark: _Toc36036854][bookmark: _Toc36037044][bookmark: _Toc44592165][bookmark: _Toc45132357][bookmark: _Toc51760015][bookmark: _Toc98142865]5.4.1	Use of the Supported-Features AVP on the Rx reference point
The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Rx reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [25].
The base functionality for the Rx reference point is the 3GPP Rel-7 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Rx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [25], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [25], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Rx reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Rx reference point, the Feature-List-ID AVP shall differentiate those lists from one another.
On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [25]. The following exceptions apply to the initial and stateless AAR/AAA command pair:
-	If the AF supporting post-Rel-7 Rx functionality is able to interoperate with a PCRF supporting Rel-7, the AAR shall include the features supported by the AF within Supported-Features AVP(s) with the ‘M’ bit cleared. Otherwise, the AAR shall include the supported features within the Supported-Features AVP(s) with the M-bit set.
NOTE 1:	One instance of Supported-Features AVP is needed per Feature-List-ID.
-	If the AAR command does not contain any Supported-Features AVP(s) and the PCRF supports Rel-7 Rx functionality, the AAA command shall not include the Supported-Features AVP. In this case, both AF and PCRF shall behave as specified in the Rel-7 version of this document.
-	If the AAR command contains the Supported-Features AVP(s), the PCRF shall include the Supported-Features AVP(s) in the AAA command, with the ‘M’ bit cleared, indicating only the features that both the PCRF and AF support. In this case, the PCRF should not use the 'M' bit setting of the Supported-Features AVP(s) to determine if the AAR is accepted or rejected.
NOTE 2:	The client will always declare all features that are supported according to table 5.4.1.1. When more than one feature identifying a release is supported by both AF and PCRF, the AF will work according to the latest common supported release.
Once the PCRF and AF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the Rx interfaces for the feature list with a Feature-List-ID of 1.
Table 5.4.1.1: Features of Feature-List-ID 1 used in Rx
	Feature bit
	Feature
	M/O
	Description

	0
	Rel8
	M
	This feature indicates the support of the base 3GPP Rel-8 functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-7 Rx standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel8" in Table 5.4.0.1.

	1
	Rel9
	M
	This feature indicates the support of the base 3GPP Rel-9 functionality, including the AVPs and corresponding procedures supported by the Rel8 feature bit, but excluding those features represented by separate feature bits.

	2

	ProvAFsignalFlow
	O
	This indicates support for the feature of provisioning of AF signalling flow information as described in clause 4.4.5A. If the PCRF supports this feature the AF may provision AF signalling flow information.
 NOTE:	This feature is used by the IMS Restoration Procedures to provide to the PDN-Gateway the address of the P-CSCF selected by the UE, refer to TS 23.380 [28]. 

	3
	SponsoredConnectivity
	O
	This feature indicates support for sponsored data connectivity feature. If the PCRF supports this feature, the AF may provide sponsored data connectivity to the subscriber.

	4
	Rel10
	M
	This feature indicates the support of the base 3GPP Rel-10 functionality, including the AVPs and corresponding procedures supported by the Rel8 and Rel9 feature bit, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel10" in table 5.3.0.1.

	5
	NetLoc
	O
	This feature indicates the support of the Access Network Information Reporting.

	6
	ExtendedFilter
	O
	This feature indicates the support for the local (i.e. UE) address and mask being present in filters signalled between network and UE.

	7
	SCTimeBasedUM
	O
	This feature indicates support for sponsored data connectivity feature with time-based usage monitoring control required. If the PCRF supports this feature, the AF may provide time threshold for the usage monitoring control.

	8
	Netloc-Trusted-WLAN
	O
	This feature indicates the support for the Trusted WLAN access. It requires that NetLoc feature is also supported.

	9
	RAN-NAS-Cause
	O
	This feature indicates the support for the release cause code information (NOTE 1) from the access network.

	10
	GroupComService
	O
	This feature indicates the support of Group Communication services as described in TS 23.468 [36] for unicast services.

	11
	ResShare
	O
	This feature indicates the support of resource sharing among several AF sessions.

	12
	DeferredService
	O
	This feature indicates the support of deferred transfer of service information from the AF.

	13
	DSCP
	O
	This feature indicates that the AF may provide a DSCP value when describing a service flow by supplying the ToS‑Traffic‑Class AVP.

	14
	SponsorChange
	O
	This feature indicates that the AF provides information on whether it wants to enable or disable/not enable sponsoring a service. It requires that SponsoredConnectivity is also supported.

	15
	E2EQOSMTSI
	O
	This feature indicates that the AF supports QoS End-to-end MTSI extensions as defined in 3GPP TS 26.114 [41]

	16
	NetLoc-Untrusted-WLAN
	O
	This feature indicates the support of the Untrusted WLAN access as described in 3GPP TS 23.203 [2]. It requires that NetLoc feature is also supported.

	17
	MCPTT
	O
	This feature indicates the support of Mission Critical Push To Talk services as described in 3GPP TS 23.179 [44]

	18
	PrioritySharing
	O
	This feature indicates that Priority Sharing is supported as described in 3GPP TS 23.203 [2], clause 6.1.19.

	19
	PLMNInfo
	O
	This feature indicates that reporting on changes of PLMN info is supported.

	20
	MediaComponentVersioning
	O
	This feature indicates the support of media component versioning as defined in clause 4.4.9.

	21
	MCPTT-Preemption
	O
	This feature indicates the support of service pre-emption based on the information provided by the AF. It requires that both PrioritySharing and MCPTT  features are also supported.

	22
	MCVideo
	O
	This feature indicates the support of Mission Critical Video services as described in 3GPP TS 23.281 [61].

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.
NOTE 1:	In this release, 5GS and EPS release cause code information is supported. The 3GPP-EPS and Non-3GPP EPS release cause code information from the access network is encoded in the RAN-NAS-Release-Cause AVP and can include RAN/NAS release cause(s), a TWAN release cause or an untrusted WLAN release cause. The 3GPP 5GS and Non-3GPP 5GS release cause code is encoded in the 5GS-RAN-NAS-Release-Cause AVP and is only applicable to Rx interworking with N7 as specified in Annex E.



Table 5.4.1.2: Features of Feature-List-ID 2 used in Rx
	Feature bit
	Feature
	M/O
	Description

	0
	PCSCF-Restoration-Enhancement
	O
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the PCRF and the P-CSCF to indicate if they support P-CSCF Restoration Enhancement.

	1
	Extended-Max-Requested-BW-NR
	O
	This feature indicates the support of the extended Max-Requested-Bandwidth for NR.

	2
	Extended-Min-Requested-BW-NR
	O
	This feature indicates the support of the extended Min-Requested-Bandwidth for NR. It requires that Rel-10 feature is also supported.

	3
	Extended-BW-E2EQOSMTSI-NR
	O
	This feature indicates the support of the extended E2EQOSMTSI bandwidth values for NR. It requires that E2EQOSMTSI feature and the Extended-Max-Requested-BW-NR are also supported.

	4
	VBC
	O
	This feature indicates the support of Volume Based Charging of IMS services as defined in clause A.16.

	5
	CHEM
	O
	This feature indicates the support of Coverage and Handover Enhancements for Media (CHEM)

	6
	VBCLTE
	O
	This feature indicates the support of providing the caller and callee information as defined in clause A.16.

	7
	FLUS
	O
	This feature indicates the support of FLUS functionality as described in 3GPP TS 26.238 [69].

	8
	EPSFallbackReport
	O
	This feature indicates the support of the report of EPS Fallback as defined in clause E.3.

	9
	ATSSS
	O
	This feature indicates the support of the report of multiple IP-CAN types for a MA PDU session as defined in clause E.4.

	10
	QoSHint
	O
	This feature indicates the support of specific QoS hint parameters as described in 3GPP TS 26.114 [41], clause 6.2.10.

	11
	ReallocationOfCredit
	O
	This feature indicates the support of the report of reallocation of credit. It only applies to 5GS as defined in Annex E.

	12
	Netloc-Trusted-N3GA
	O
	This feature indicates the support for the Trusted N3GA access. It requires that NetLoc-Trusted-WLAN feature is also supported.

	13
	NetLoc-Wireline
	O
	This feature indicates the support for the Wireline access as specified in in 3GPP TS 23.316 [72]. It only applies to 5GS as defined in Annex E. It requires that NetLoc feature is also supported.

	14
	MPSforDTS
	O
	This feature indicates the support of MPS for DTS as defined in clauses 4.4.11. and 4.4.12

	15
	User-Equipment-Info-Extension
	O
	This feature indicates the support of the User-Equipment-Info-Extension AVP as defined in IETF RFC 8506 [75].

	x
	AuthorizationForMpsSignalling
	O
	This feature indicates support for use of the MPS-Action AVP to signal that the UE's MPS subscription shall be checked by the PCRF prior to enabling MPS for AF signalling.

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.




***** End of changes *****


