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	Reason for change:
	In TS 29.061, the P-GW is not allowed to modify the fields Type of Service (IPv4) and Traffic Class (IPv6) and therefore is not aligned with stage 2.

In stage 2, the P-GW is allowed to modify the fields:
-	TS 23.401 § 4.4.3.3 "PDN GW"
-	"PDN functions include…transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point, based on the QCI, and optionally the ARP priority level, of the associated EPS bearer;"
-	TS 23.401 § 4.9 "Paging Policy Differentiation"
-	"Paging policy differentiation is an optional feature…The PDN GW shall not modify the received downlink IP packet e.g. the DSCP (IPv4) / TC (IPv6)."
-	TS 23.203 §6.8.1 "General": 
-	"The DSCP value indicates the value with which a TDF marks downlink application traffic identified by an ADC rule."
-	TS 23.203 §6.2.2.1 "General":
 -	"The PCEF shall enforce the authorized QoS of a service data flow according to the active PCC rule (e.g. to enforce uplink DSCP marking)."
-	TS 29.212 §5.3.45: Priority-Level AVP (All access types)
-		"NOTE: The Priority-Level AVP can be used in addition to the QoS-Class-Identifier AVP to determine the user plane transport level packet marking, e.g. to set the DSCP marking of the associated EPS bearer."
Finally, TS 29.061 refers to 
-	TS 24.229 § L.3.2.4 "Support for paging policy differentiation"
-	"The P-CSCF may support paging policy differentiation by marking packet(s) to be sent towards the UE related to that IMS capability. A specific DSCP (IPv4) value and/or a specific Traffic Class (IPv6) value are assigned by local configuration in the P-CSCF."
Conclusion: The P-GW shall not modify the DSCP in the received downlink packets if paging differentiation is supported or if TDF downlink packet marking is in effect. The P-GW should be allowed to modify DSCP on the uplink.


	
	

	Summary of change:
	
First change:
Specify how the P-GW sets DSCP in the uplink by taking into account QCI and ARP priority level.

Second change:
In §13a.1: The P-GW may modify the DSCP on uplink packets.


	
	

	Consequences if not approved:
	The P-GW will not be able to set DSCP for priority users on the uplink.
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***** First change *****

11.x	Transport Level Marking
Based on operator policy, the transport level packet marking (e.g. setting the DiffServ Code Point) by the P-GW in the uplink may be based on the QCI, and optionally the ARP priority level, of the associated EPS bearer. 

***** Second change *****
[bookmark: _Toc517273770][bookmark: _Toc44588695][bookmark: _Toc45130632][bookmark: _Toc45131031][bookmark: _Toc51746011][bookmark: _Toc51936948][bookmark: _Toc51937208][bookmark: _Toc58500215][bookmark: _Toc58500497][bookmark: _Toc59013552][bookmark: _Toc68103296][bookmark: _Toc97906518]13a.1	General
Interworking with the IP Multimedia Core Network Subsystem (IMS) puts additional requirements on the GGSN/P-GW. When the MS/UE connects to the IP Multimedia Core Network Subsystem (IMS), specific parameters in Session Management messages may be handled. The IMS specific parameters are: IMS signalling flag, P-CSCF address request, P-CSCF restoration support, returned P-CSCF address(es) and flow identifier(s).
For interworking with the IMS, the Gx interface (see 3GPP TS 29.212 [75]) is used to correlate the session (SIP/SDP) and the bearer (PDP Contexts). 
The mechanisms in GGSN/P-GW to support IMS shall be:
-	P-CSCF discovery.
-	Dedicated signalling bearer (e.g. PDP contexts) (with or without enhanced QoS) for IMS signalling; with associated packet filters to permit signalling to/from designated servers.
-	Gx interface for policy and charging control of bearer (e.g. PDP contexts) for IMS media flows.
-	P-CSCF restoration.
These mechanisms are however not restricted to the IMS and could be used for other services that could benefit from these mechanisms.
The P-GW shall not modify the fields Type of Service (IPv4) and Traffic Class (IPv6) of the received downlink packets.
NOTE:	The P-CSCF can support paging policy differentiation for different traffic or service types over LTE by marking the fields Type of Service (IPv4) and Traffic Class (IPv6) (see clause L.3.2.4 of 3GPP TS 24.229 [47]).

***** End of changes *****


