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For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADC	Application Detection and Control
5G-RG	5G Residential Gateway
AF	Application Function
AMF	Access and Mobility Management Function
API	Application Programming Interface
ATSSS	Access Traffic Steering, Switching, Splitting
ATSSS-LL	ATSSS Low-Layer
BBF	Broadband Forum
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DCS	Default Credentials Server
DDD	Downlink Data Delivery
DDN	Downlink Data Notification
DN-AAA	Data Network Authentication, Authorization and Accounting
DNN	Data Network Name
DS-TT	Device-side TSN translator
DTS	Data Transport Service
EAS	Edge Application Server
ePDG	evolved Packet Data Gateway
FN-RG	Fixed Network Residential Gateway
GEO	Geosynchronous Orbit
GFBR	Guaranteed Flow Bit Rate
GUAMI	Globally Unique AMF Identifier
HFC	Hybrid Fiber Coax
HTTP	Hypertext Transfer Protocol
I-SMF	Intermediate SMF
LEO	Low Earth Orbit
MA	Multi-Access
MEO	Medium Earth Orbit
MPTCP	Multi-Path TCP Protocol
NAS	Non-Access-Stratum
NEF	Network Exposure Function
NF	Network Function
NID	Network Identifier
NRF	Network Repository Function
NWDAF	Network Data Analytics Function
NW-TT	Network-side TSN translator
ON-SNPN	Onboarding Standalone Non-Public Network
PCC	Policy and Charging Control
PCF	Policy Control Function
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PMIC	Port Management Information Container
PSA	PDU Session Anchor
PSAP	Public Safety Answering Point
QoS	Quality of Service
RTT	Round-Trip Time
SDF	Service Data Flow
SMF	Session Management Function
SNPN	Stand-alone Non-Public Network
S-NSSAI	Single Network Slice Selection Assistance Information
SUPL	Secure User Plane for Location
TNAN	Trusted Non-3GPP Access Network
TWAN	Trusted WLAN Access Network
TSC	Time Sensitive Communication
TSCAI	Time Sensitive Communication Assistance Information
[bookmark: _Hlk79512033]TSCTSF	Time Sensitive Communication and Time Synchronization Function
TSN	Time Sensitive Networking
TSN GM	TSN Grand Master
UDM	Unified Data Management
UDR	Unified Data Repository
UE	User Equipment
UL CL	UpLink CLassifier
UMIC	User plane node Management Information Container
URLLC	Ultra Reliable Low Latency Communication
W-5GAN	Wireline 5G Access Network
W-5GBAN	Wireline BBF Access Network
W-5GCAN	Wireline 5G Cable Access Network
W-AGF	Wireline Access Gateway Function

* * * * Second Change * * * *
4.2.2.21	User Plane Remote Provisioning of UE SNPN Credentials in Onboarding Network
User Plane Remote Provisioning of UEs SNPN Credentials when in Onboarding Network is provided through a DNN and S-NSSAI used for onboarding.
When the "PvsSupport" feature is supported, the PCF may make authorization and policy decisions to restrict the use of the PDU Session established to the DNN and S-NSSAI used for onboarding in a ON-SNPN, e.g., by restricting the traffic to/from Provisioning Server address(es) and DNS server address(es) only.
When the Onboarding Network is a ON-SNPN, during the PDU session establishment procedure related to a PDU session for used for User Plane Remote Provisioning, the SMF shall include the indication that the PDU session is used for onboarding with the "onboardInd" attribute set to true and provide within "pvsInfo" attribute, if available, the information related to the Provisioning Server(s) that provisions the UE with credentials and other data to enable SNPN access.
NOTE 1:	When an SNPN that provides access to localized services is acting as ON-SNPN, the SMF includes both DCS provided and the locally configured PVS IP address(es) and/or PVS FQDN(s), in the request to the PCF.
If the "onboardInd" attribute set to true is received during the SM policy association establishment and the combination of the received DNN within "dnn" attribute and the S-NSSAI within "sliceInfo" attribute corresponds to a PDU session used for User Plane Remote Provisioning, the PCF shall omit the subscription data check with UDR. Instead, the PCF shall use the locally stored Onboarding Configuration Data for this DNN and S-NSSAI combination to make authorization and policy decisions. 
If the "pvsInfo" attribute with the Provisioning Server(s) information is received in the request, the PCF shall use the received information to create the service data flow template of the Provisioning Server(s) in the derived PCC Rule(s). If the "pvsInfo" attribute is not received, the PCF shall construct this service data flow template(s) based on the local configuration stored as part of the Onboarding Configuration Data. In addition, the PCF may create service data flow templates for the DNS server address(es) stored as part of the Onboarding Configuration Data. The "pvsInfo" attribute provided by the SMF may include, for each provided Provsioning Server, the Provisioning Server IP address(es) and/or FQDN(s).
NOTE 21:	How the PCF resolves a Provisioning Server FQDN to an IP address or IP address range with other mechanism than local configuration in the Onboarding Configuration Data is not specified in this release of the specification
The PCF shall select the QoS information of the PCC rule(s) applicable to the User Plane Remote Provisioning service based on policies locally configured at the PCF as part of the Onboarding Configuration Data.
The PCF shall install the derived PCC Rule(s) in the response. The installed PCC Rule(s) shall take precedence over the locally stored PCC Rule(s) in the SMF.
When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedures shall be performed.
NOTE 32:	When the Onboarding Network is a PLMN or a SNPN, the SMF does not provide the "onboardInd" attribute and the "pvsInfo" attribute. The PCF retrieves policy control subscription profile for this SUPI, DNN, S-NSSAI from UDR, that includes the list of allowed services. If the list of allowed services includes both PVS and DNS services, then the PCF, based on local policies, determines the PVS and DNS address(es) to be used in the SDF template of the PCC Rule(s) and allows traffic to/from these destinations as per currently specified procedures.
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