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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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Table 5.6.3.3.6-1: Definition of type AnalyticsEventFilterSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	locArea
	LocationArea5G
	O
	0..1
	Identification of network area to which the subscription applies.
(NOTE 1) (NOTE 7)
	Abnormal_Behavior
Congestion
Ue_Communication
Ue_Mobility
QoS_Sustainability
Network_Performance
Dispersion
DnPerformance
ServiceExperience

	dnn
	Dnn
	O
	0..1
	Identifies the DNN. (NOTE 7)
	Ue_Communication 
Abnormal_Behavior
ServiceExperience
DnPerformance

	dnais
	array(Dnai)
	O
	1..N
	Identification(s) of user plane access to DN(s) which the subscription applies.
	DnPerformance
ServiceExperience

	appIds
	array(ApplicationId)
	O
	1..N
	Each element identifies an application. (NOTE 7)
	Abnormal_Behavior
Ue_Communication
Dispersion
DnPerformance
ServiceExperience

	excepRequs
	array(Exception)
	O
	1..N
	Represents a list of Exception Ids with associated thresholds.
(NOTE 2, NOTE 3)
	Abnormal_Behavior

	exptAnaType
	ExpectedAnalyticsType
	O
	0..1
	Represents expected UE analytics type.
(NOTE 3)
	Abnormal_Behavior

	exptUeBehav
	ExpectedUeBehaviourData
	O
	0..1
	Represents expected UE behaviour.
	Abnormal_Behavior

	matchingDir
	MatchingDirection
	O
	0..1
	A matching direction may be provided alongside a threshold. If omitted, the default value is CROSSED.
	QoS_Sustainability
Congestion,
Network_Performance 

	reptThlds
	array(ThresholdLevel)
	O
	1..N
	Represents the levels to be reached in order to be notified by the NEF.
(NOTE 4)
	Congestion


	nwPerfReqs
	array(NetworkPerfRequirement)
	C
	1..N
	Represents the network performance requirements. This attribute shall be included when eventId is "NETWORK_PERFORMANCE".
	Network_Performance

	snssai
	Snssai
	O
	0..1
	Identifies the network slice information. (NOTE 7)
	Ue_Communication
QoS_Sustainability 
Abnormal_Behavior
Congestion
Dispersion
ServiceExperience
DnPerformance

	nsiIdInfos
	array(NsiIdInfo)
	O
	1..N
	Each element identifies the S-NSSAI and the optionally associated network slice instance(s).
May be included when subscribed event is "SERVICE_EXPERIENCE" or "DN_PERFORMANCE".
	ServiceExperience
DnPerformance

	qosReq
	QosRequirement
	C
	0..1
	Represents the QoS requirements. This attribute shall be included when eventId is "QOS_SUSTAINABILITY".
	QoS_Sustainability

	qosFlowRetThds
	array(RetainabilityThreshold)
	C
	1..N
	Represents the QoS flow retainability thresholds,
Shall be supplied for the 5QI of GBR resource type. (NOTE 5) 
	QoS_Sustainability

	ranUeThrouThds
	array(BitRate)
	C
	1..N
	Represents the RAN UE throughput thresholds.
Shall be supplied for the 5QI of non-GBR resource type. (NOTE 5)
	QoS_Sustainability

	disperReqs
	array(DispersionRequirement)
	O
	1..N
	Represents the dispersion analytics requirements.
	Dispersion

	dnPerfReqs
	array(DnPerformanceReq)
	O
	1..N
	Represents the DN performance analytics requirements.
	DnPerformance

	bwRequs
	array(BwRequirement)
	O
	1..N
	Represents the bandwidth requirement for each application.
	ServiceExperience

	ratFreqs
	array(RatFreqInformation)
	O
	1..N
	Identification(s) of the RAT type and/or frequencies of UE’s serving cell(s) which the subscriptiont applies. (NOTE 8)
	ServiceExperience

	appServerAddrs
	array(AddrFqdn)
	C
	1..N
	Each of the element represents the Application Server Instance (IP address/FQDN of the Application Server) (NOTE 9)
	ServiceExperience
DnPerformance

	listOfAnaSubsets
	array(AnalyticsSubset)
	O
	1..N
	The list of analytics subsets can be used to indicate the content of the analytics.
	EneNA

	extraReportReq
	EventReportingRequirement
	O
	0..1
	The extra event reporting requirement information. (NOTE 6)
	

	maxNumOfTopAppUl
	Uinteger
	O
	0..1
	Indicates the requested maximum number of top applications that contribute the most to the traffic in Uplink direction. 
Minimum = 1.
May be included when one of the element in the "listOfAnaSubsets" attribute is set to LIST_OF_TOP_APP_UL.
	CongestionExt

	maxNumOfTopAppDl
	Uinteger
	O
	0..1
	Indicates the requested maximum number of top applications that contribute the most to the traffic in Downlink direction.
Minimum = 1.
May be included when one of the element in the "listOfAnaSubsets" attribute is set to LIST_OF_TOP_APP_DL.
	CongestionExt

	visitedLocAreas
	array(LocationArea5G)
	O
	1..N
	Identifications of network areas which the UEs had previously been in at least one of the Visited Area(s) of Interest.
(NOTE 10)
	[bookmark: _Hlk110009316]Ue_Mobility


	NOTE 1:	The NetworkAreaInfo within the "locArea" attribute is not applicable for the untrusted AF. For "NETWORK_PERFORMANCE" or "CONGESTION" event, the "locArea" attribute shall be provided if the event applied for all UEs (i.e. "anyUeInd" attribute set to true within the TargetUeId data). For "QOS_SUSTAINABILITY" event, the "locArea" attribute shall be provided.
NOTE 2:	Only "excepId" and "excepLevel" within the Exception data type apply to the "excepRequs" attribute.
NOTE 3:	Either "excepRequs" or "exptAnaType" shall be provided if the subscribed event is "ABNORMAL_BEHAVIOR".
NOTE 4:	If the subscribed event is "CONGESTION" or "DN_PERFORMANCE", this attribute shall be provided if "notifMethod" within "analyRepInfo" sets to "ON_EVENT_DETECTION" or omitted.
NOTE 5:	For "QOS_SUSTAINABILITY", this property shall be provided if the "notifMethod" in "analyRepInfo" is set to "ON_EVENT_DETECTION" or omitted. 
NOTE 6:	The "sampRatio" attribute and "histAnaTimePeriod" attribute within EventReportingRequirement data type is not applicable for the present API. The attributes "accPerSubset", "offsetPeriod", and "timeAnaNeeded" within the EventReportingRequirement data type are applicable only if the "EneNA" feature is supported.
NOTE 7: 	For "ABNORMAL_BEHAVIOR" event with "anyUeId" attribute in "tgtUe" attribute sets to true,
-	at least one of the "locArea" and the "snssai" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs" attribute is mobility related;
-	at least one of the "locArea", "appIds", "dnn" and "snssai" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs" attribute is communication related; 
-	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute shall not be requested for both mobility and communication related analytics at the same time.
NOTE 8:	If both the "allFreq" attribute and the "allRat" attribute within the "ratFreqs" attribute are present, then the cardinality shall be 1 as the "all" indication for all the RAT type and Frequency value the NWDAF has received for the application.
NOTE 9:	This parameter shall be provided when a consumer requires analytics for an edge application over a UP path.
NOTE 10:	The NetworkAreaInfo within the "visitedLocAreas" attribute is not applicable for the untrusted AF. If this attribute is provided, the analytics target period shall be a past time period (i.e. only statistics is supported).



*** End of Changes ***
