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[bookmark: _GoBack]
* * * First Change * * * *

[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc63347658][bookmark: _Toc70168821][bookmark: _Toc94083888][bookmark: _Toc119934311][bookmark: _Toc122005447]6.1.6.2.2	Type: UAVAuthInfo
Table 6.1.6.2.2-1: Definition of type UAVAuthInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	gpsi
	Gpsi
	M
	1
	GPSI of the UAV
	

	serviceLevelId
	string
	M
	1
	Service Level Device Identity of the UAV
	

	ipAddr
	IpAddr
	O
	0..1
	This IE may be present if the NF Service Consumer is the SMF or SMF+PGW-C.

When present, this IE indicates the IP address associated with the PDU session.
	

	authMsg
	RefToBinaryData
	O
	0..1
	Contains the service-level AA message. This attribute is deprecated; the attribute "authContainer" should be used instead.
	

	authContainer
	array(AuthContainer)
	O
	1..N
	Contains the AA related data without the "authResult" attribute. This attribute deprecates "authMsg" attribute.
	

	pei
	Pei
	O
	0..1
	This IE may be present if the NF Service Consumer is the SMF or SMF+PGW-C.

When present, PEI associated with the UAV.
	

	authServerAddress
	string
	O
	0..1
	Provides the Authorization Server Address, e.g. Authorization Server FQDN.
	

	authNotificationURI
	Uri
	C
	0..1
	This IE shall be present in the initial authentication message.

It carries the notification URI to receive authentication related notifications
	

	dnn
	Dnn
	C
	0..1
	This IE shall be present if the NF Service Consumer is the SMF or SMF+PGW-C.

When present, this IE indicates DNN associated with the PDU session.
	

	sNssai
	ExtSnssai
	C
	0..1
	This IE shall be present if the NF Service Consumer is the SMF.

When present, this IE indicates the S-NSSAI associated with the PDU session.
	

	ueLocInfo
	UserLocation
	O
	0..1
	This IE shall contain the UE location information if it is available.
	

	nfType
	NFType
	M
	0..1
	NFType of the NF service consumer.
Possible NFType values supported in this release of the specification are
[bookmark: _PERM_MCCTEMPBM_CRPT19820028___2]-	AMF
-	SMF

	



* * * Next Change * * * *

[bookmark: _Toc119934314][bookmark: _Toc122005450]6.1.6.2.5	Type: UAVAuthFailure
Table 6.1.6.2.5x-1: Definition of type UAVAuthFailure
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	error
	ProblemDetails
	M
	0..1
	Represents the application error information. The application level error cause shall be encoded in the "cause" attribute.
	

	uasResourceRelease
	boolean
	C
	0..1
	This IE shall be present and used to indicate if the PDU sessions associated with the "DNN(s) subject to aerial services" can be released or not, during re-authentication failure.

It shall be included if the "cause" attribute of the ProblemDetails data structure set to "AUTHENTICATION_FAILURE".

When present, it shall be set as follows:
- true: the PDU sessions associated with the "DNN(s) subject to aerial services" release is requested;
- false (default): the PDU sessions associated with the "DNN(s) subject to aerial services" release is not requested.
	



* * * Next Change * * * *

[bookmark: _Toc90658177][bookmark: _Toc104479499][bookmark: _Toc119934315][bookmark: _Toc122005451]6.1.6.2.6	Type: AuthContainer
Table 6.1.6.2.6X-1: Definition of type AuthContainer
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authMsgType
	Bytes
	O
	0..1
	This IE, when present, carries the Service-level-AA payload type specified in clause 9.11.2.15 of 3GPP TS 24.501 [16].
	

	authMsgPayload
	RefToBinaryData
	O
	0..1
	AA message payload data.
	

	authResult
	AuthResult
	C
	0..1
	Shall be present for the final AA response conveying the AA result.
	




* * * End of Changes * * * *

