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*** First Change ***
[bookmark: _Toc483474891][bookmark: _Toc492541380][bookmark: _Toc492899706][bookmark: _Toc492899983][bookmark: _Toc492967777][bookmark: _Toc492972865][bookmark: _Toc492973085][bookmark: _Toc493774005][bookmark: _Toc494194727][bookmark: _Toc528159036][bookmark: _Toc529259048][bookmark: _Toc85723378][bookmark: _Toc85723829][bookmark: _Toc113009622]4.1.2	Service Architecture
The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging control related 5G architecture is also defined in 3GPP TS 23.503 [14] and 3GPP TS 29.513 [15].
The known NF service consumers of the Npcf_AMPolicyAuthorization service are the Application Function (AF), the Network Exposure Function (NEF), the 5G Direct Discovery Name Management Function (5G DDNMF) and the Time Sensitive Communication and Time Synchronization Function (TSCTSF).
The Npcf_AMPolicyAuthorization service is provided by the PCF and consumed by the NF service consumers (e.g. AF, NEF), as shown in figure 4.1.2-1 for the SBI representation model and in figure 4.1.2-2 for the reference point representation model.


Figure 4.1.2-1: Npcf_AMPolicyAuthorization service architecture, SBI representation



[bookmark: _Hlk68599672]Figure 4.1.2-2: Npcf_AMPolicyAuthorization service architecture, reference point representation
In the case of an Untrusted AF, i.e. when the AF interacts with the PCF via the NEF, the NEF may interact with the PCF via the N30 reference point in the same way that the AF interacts with the PCF via the N5 reference point.

*** End of Changes ***
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