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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc114149688][bookmark: _Toc114149770]5.3.2.3.2	MBS Application Session Context Update


Figure 5.3.2.3.2-1: MBS Application Session Context update procedure
1.	In order to request the modification of an existing MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP PATCH request to the PCF targeting the URI of the corresponding"Individual MBS Application Session Context" resource, with the request body containing the MbsAppSessionCtxtPatch data structure that may contain:
-	the requested modifications to the MBS Service Information, within the "mbsServInfo" attribute.
2.	Upon reception of the HTTP PATCH request from the NF service consumer, the PCF may interact with the UDR to retrieve MBS policy authorization information for the MBS session, as specified in 3GPP TS 29.519 [20]. The PCF shall perform MBS policy authorization based on the requested modifications to the MBS Service Informationreceived from the NF service consumer, and the operator policies that are pre-configured at the PCF and/or the MBS session policy control data retrieved from the UDR. Then:
-	if MBS policy authorization of the requested modifications to the MBS Service Informationis successful, the PCF shall derive the required MBS policies (e.g. QoS parameters) and determine whether they are allowed or not;
-	If the required MBS policies are allowed:
-	the PCF shall store the generated MBS policies for the MBS session together with the corresponding MBS session ID;
-	the PCF shall update the associated "Individual MBS Application Session Context" resource accordingly and respond to the NF service consumer with either an HTTP "200 OK" status code with the response body containing a representation of the updated resource within the MbsAppSessionCtxt data structure, or an HTTP "204 No Content" status code; and
-	the PCF may include within the "contactPcfInd" attribute of the returned MbsAppSessionCtxt data structure an indication that the PCF shall be contacted, i.e. to indicate the NF service consumer (MB-SMF) that it needs to trigger the MBS Policy Association Update procedure, as defined in clause 5.2.2.3, to receive updated MBS policies from the PCF;
-	If MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall reject the request with an appropriate error response as specified below in this clause:;
-	if errors occur when processing the HTTP PATCH request, the PCF shall apply the error handling procedures specified in clause 6.2.7;
-	if the targeted Individual MBS Application Session Context does not exist, the PCF shall reject the request with an HTTP "404 Not Found" status code including the ProblemDetails data structure with the "cause" attribute set to "MBS_SESSION_POL_AUTH_CTXT_NOT_FOUND".
-	if the provided MBS Service Information is invalid, incorrect or insufficient for the PCF to perform MBS policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS_SERVICE_INFO";
-	if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "FILTER_RESTRICTIONS_NOT_RESPECTED"; and
-	if the provided MBS Service Information are not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:
-	the ProblemDetails data structure with the "cause" attribute set to "MBS_SERVICE_INFO_NOT_AUTHORIZED";
and may contain:
-	the AcceptableMbsServInfo data structure including the MBS Service Information that is acceptable for the PCF.
If the updated service information provided in the body of the HTTP PATCH request is rejected because the requested MBS service is not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the ProblemDetails data structure with the "cause" attribute set to "REQUESTED_MBS_SERVICE_NOT_AUTHORIZED".
*** 2nd Change ***
6.2.3.3.3.2	PATCH
This method shall support the URI query parameters specified in table 6.2.3.3.3.2-1.
Table 6.2.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.3.2-3.
Table 6.2.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MbsAppSessionCtxtPatch
	M
	1
	Contains the parameters to request the modification of an existing Individual MBS Application Session Context resource.



Table 6.2.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsAppSessionCtxt
	M
	1
	200 OK
	Successful case. The correspondingIndividual MBS Application Session Context resource is successfully modified and a representation of the updated resource is returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The correspondingIndividual MBS Application Session Context resource is successfully modified and no content is returned in the response body.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	MbsExtProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the HTTP PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	Failure cases are described in clause 6.2.7.



Table 6.2.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 6.2.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



*** 3rd Change ***
[bookmark: _Toc114149691][bookmark: _Toc114149771]5.3.2.4.2	MBS Application Session Context Deletion


Figure 5.3.2.4.2-1: MBS Application Session Context deletion procedure
1.	In order to request the deletion of an existing MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP DELETE request to the PCF targeting the URI of the corresponding "Individual MBS Application Session Context" resource.
2.	Upon success, the PCF shall respond with an HTTP "204 No Content" status code.
If errors occur when processing the HTTP DELETE request, the PCF shall apply the error handling procedures specified in clause 6.2.7.
If the targeted Individual MBS Application Session Context does not exist, the PCF shall reject the request with an HTTP "404 Not Found" status code including the ProblemDetails data structure with the "cause" attribute set to "MBS_SESSION_POL_AUTH_CTXT_NOT_FOUND".
*** 4th Change ***
6.2.3.3.3.3	DELETE
This method shall support the URI query parameters specified in table 6.2.3.3.3.3-1.
Table 6.2.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.3-2 and the response data structures and response codes specified in table 6.2.3.3.3.3-3.
Table 6.2.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The correspondingIndividual MBS Application Session Context resource is successfully deleted.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	ProblemDetails
	O
	0..1
	404 Not Found
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the HTTP DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	Failure cases are described in clause 6.2.7.



Table 6.2.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 6.2.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



*** End of Changes ***
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