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	Reason for change:
	According to S2-2209263 Reply LS on handling of PDU sessions for emergency services when registering via both 3GPP and non-3GPP accesse, SA2 agreed that the establishment of new emergency PDU session shall override possibly existing old PDU Session irrespective of the PDU Session ID. The corresponding CR S2-2209264 removes the rejection behaviour.
In TS 24.501, two options are specified for this case.
1) To reject the PDU SESSION ESTABLISHMENT REQUEST message with 5GSM cause #31 "request rejected, unspecified"; and
2) To release locally the existing emergency PDU session and proceed the new PDU SESSION ESTABLISHMENT REQUEST message
According to the agreement in SA2, Option 1) has to be removed.

	
	

	Summary of change:
	Remove "reject the PDU SESSION ESTABLISHMENT REQUEST message with 5GSM cause #31 "request rejected, unspecified" on SMF side and clarify that it is regardless whether the PDU session ID in the PDU SESSION ESTABLISHMENT REQUEST message is identical to the PDU session ID of the existing PDU session.

Backward compatibility analysis:
The SMF compliant with previous version of the specification may reject the emergency PDU session when there is an existing emergency PDU session for the same UE in the SMF until this existing emergency PDU session will be deleted in the SMF after expiry of the related timer.
Hence, without this CR there is no malfunction happens. This CR is backward compatible.

	
	

	Consequences if not approved:
	Emergency calls from a UE will always fail if an SMF adopting Option 1) has emergency PDU session context unsynchronized with the UE.
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* * * First Change * * * *
[bookmark: _Toc114476512]6.4.1.7	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	If the received request type is "initial emergency request" and there is already anotheran existing emergency PDU session for the UE, regardless whether the PDU session ID in the PDU SESSION ESTABLISHMENT REQUEST message is identical to the PDU session ID of the existing PDU session, the SMF shall reject the PDU SESSION ESTABLISHMENT REQUEST message with 5GSM cause #31 "request rejected, unspecified" or release locally release the existing emergency PDU session and proceed the new PDU SESSION ESTABLISHMENT REQUEST message.
b)	The information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data
	If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data and the information for the PDU session authentication and authorization by the external DN in the SM PDU DN request container IE is not compliant with the local policy and user's subscription data, the SMF shall reject the PDU session establishment request including the 5GSM cause #29 "user authentication or authorization failed", in the PDU SESSION ESTABLISHMENT REJECT message.
c)	UE-requested PDU session establishment with request type set to "initial request" or "initial emergency request" for an existing PDU session:
	If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with a PDU session ID identical to the PDU session ID of an existing PDU session and with request type set to "initial request" or "initial emergency request", the SMF shall release locally release the existing PDU session and proceed with the PDU session establishment procedure.
d)	UE-requested PDU session establishment with request type "existing PDU session" or "existing emergency PDU session" for a PDU session that does not exist:
	If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with request type set to "existing PDU session" or "existing emergency PDU session", and the SMF does not have any information about that PDU session, then the SMF shall reject the PDU session establishment procedure with the 5GSM cause set to #54 "PDU session does not exist" in the PDU SESSION ESTABLISHMENT REJECT message.
e)	5G access network cannot forward the message:
	If the SMF determines based on content of the n2SmInfo attribute specified in 3GPP TS 29.502 [20A] that the DL NAS TRANSPORT message carrying the PDU SESSION ESTABLISHMENT ACCEPT was not forwarded to the UE by the 5G access network, then the SMF shall reject the PDU session establishment procedure with the 5GSM cause set to #26 "insufficient resources" in the PDU SESSION ESTABLISHMENT REJECT message.

* * * End of Changes * * * *

