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*** First Change ***
[bookmark: _Toc106888873]5.7.1.25.3	Terminating procedures
Upon receiving an initial INVITE request or a MESSAGE request containing one or more Identity header fields, an AS supporting the calling number verification using signature verification and attestation information, as defined in subclause 3.1, shall if the network indicated support for the calling number verification during registration:
-	if no "verstat" tel URI parameter is present for the identity to be verified in the From or P-Asserted-Identity header field, perform user identity verification of the originating user identity using the Identity header field containing a PASSporT SHAKEN JSON Web Token, specified in RFC 8588 [261] and based on local policy all Identity header fields containing a PASSporT div JSON Web Token, specified in RFC 8946 [265], in the received request. Based on the outcome of the verification insert a "verstat" tel URI parameter, specified in subclause 7.2A.20, with a value representing the outcome of the verification in the tel URI or SIP URI with the user=phone parameter of each P-Asserted-Identity header field or From header field where the URI contains the calling number that was tested for verification and based on local policy in all verified identities in the History-Info header field.
If no Identity header field is present in the received INVITE or MESSAGE request, but an Origination-Id header field along with an Attestation-Info header field set either to "B" or "C" is present, the AS shall set the verstat tel URI parameter to the value "No-TN-Validation".
If the AS supports priority verification using assertion of priority information as specified in subclause 3.1 and if allowed by local operator policy, the AS may verify that the Priority and Resource-Priority header field values are authorized. To do so, the AS:
· 	verifies the Identity header fields containing a PASSporT rph JSON Web Token as specified in RFC 8443 [279] and RFC 9027 [278] if included in the initial INVITE or re-INVITE request; and 
· verifies that the Priority and Resource-Priority header field values are authorized by valid "rph" PASSporT claims.
The AS shall populate the Priority-Verstat header field associated with the Resource-Priority header field and include the Priority-Verstat header field in the forwarded SIP request.
The AS may report any verification failure of an Identity header field to the appropriate upstream signing service by populating a Reason header field(s) in the next provisional or final response to the INVITE or MESSAGE request, where the Reason header field "protocol" value is set to "STIR", as specified in draft-ietf-stir-identity-header-errors-handling [294], and the "cause" header field parameter contains the 4xx response code of the failing PASSporT, as defined in RFC 8224 [252]. Additionally, the AS may include the "ppi" header field parameter containing the failing PASSporT.
NOTE 1:	For sessions originating in another domain, only one of the following entities needs to be configured to verify the Identity header field for the resource priority: the IBCF or the AS. Which functional entity inserts the Identity header field verification is subject to network configuration and local policy.
NOTE 2:	Multiple Reason header fields with the protocol value set to "STIR" are not supported in the present document.

*** Next Change ***
[bookmark: _Toc106888951]5.10.10.2	Procedures for an IBCF acting as an entry point
When receiving an initial INVITE, re-INVITE or MESSAGE request containing one or more SIP Identity header fields, the IBCF shall determine the information (originating identity, diverting identities, contents of the Resource-Priority and Priority header fields) to be verified by decoding the Identity header fields containing a PASSporT SHAKEN JSON Web Token and/or a PASSporT rph JSON Web Token with an optional PASSporT sph JSON Web Token. The IBCF uses the Identity header fields to:
1)	build and send a verificationRequest, specified in annex V, to an AS for verification over the Ms reference point; and
2)	shall upon receiving an HTTP 200 (OK) response to the above request, use:
-	the verstat claim from this response to populate the "verstat" tel URI parameter associated with the originating identity and add this parameter to the verified identity in the SIP From header field or the SIP P-Asserted-Identity header field in the forwarded SIP request. Additionally, if the HTTP 200 (OK) response included verification results for the diverting identities, the IBCF shall based on local policy add the "verstat" tel URI parameter to the verified diverting identities in the History-Info header field if this field is available;
-	the verstatPriority claim from this response to populate the Priority-Verstat header field associated with the Resource-Priority header field and with the header field value "psap-callback" of the Priority header field (if present) and include the Priority-Verstat header field in the forwarded SIP request; and
-	the verifyResults from this response, if present, to store any of the PASSporT verification failure parameters shown in Table V.2.6.2-4. 
Based on local policy, the IBCF may populate athe Reason header field(s) in the next provisional or final response of the INVITE or MESSAGE request, where the Reason header field protocol value is set to "STIR", as specified in draft-ietf-stir-identity-header-errors-handling [294], and the "cause" header field parameter contains the stored "reasonCode" value. Additionally, the IBCF may include the "ppi" header field parameter containing the failing PASSporT.
NOTE 1:	Multiple Reason header fields with the protocol value set to "STIR" are not supported in the present document.
Based on local policy, the IBCF may verify that the validated claims returned in the validClaims parameter of the verification response authorize the associated SIP header field values.
NOTE 2:	For sessions originating in another domain, only one of the following entities needs to be configured to verify the Identity header field for the resource priority: the IBCF or the AS. Which functional entity inserts the Identity header field verification is subject to network configuration and local policy.

*** End of Changes ***

