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	Reason for change:
	Explicit Communication Transfer (ECT) currently does not convey priority to the new target dialog.
Related requirements from TS 22.153:
The system shall provide MPS priority for a supplementary service associated with an MPS call or session in progress when the supplementary service is associated with the Service User authorized for MPS. 
When a supplementary service (e.g., Communication Diversion) results in an established authorized MPS call or session being redirected or extended, MPS priority shall be provided for the redirected or extended call or session.


	
	

	Summary of change:
	First change:
[bookmark: _Hlk114044083]To support priority processing of ECT invocation requests, the transferor AS stores call details from all existing dialogs that contain a Resource-Priority header (RPH) field.

Second change:
For call transfer with 3PCC, if the received REFER request pertains to an existing priority dialog that was originated by the transferee UE, the transferor AS copies the stored RPH value from the existing dialog to the INVITE request that is sent to the transfer target. 
This is only done if the transferee UE is the authorized originator of the original priority call, since only the user that has been authorized for priority for the original communication is allowed to be transferred to a new call with priority. 

Third change:
If the received REFER request pertains to an existing priority dialog that was originated by the transferee UE, the transferor AS copies the stored RPH value from the existing dialog to the REFER request that is sent to the transferee

Fourth change:
Clarify that existing requirement for the transferee UE to form a request from the URI in the Refer-To header field of a SIP REFER request is based on RFC 3261.

Fifth change:
[bookmark: _Hlk114063939]If the transferee AS receives a REFER request containing an RPH field, the transferee AS (based on operator policy) stores the RPH value and inserts it in the Refer-to URI RPH header parameter so that the resulting INVITE request indicated in the URI will include the RPH field.
Operator policy may restrict the sending of embedded RPH to the UE, consistent with TS 24.229 §4.4.6 (“Resource-Priority”) restrictions on the inclusion of RPH information to an entity (e.g., a UE) outside the trust domain.

Sixth change:
To support priority treatment when operator policy restricts the sending of embedded RPH to the UE:  If an RPH field was included in the REFER request that was sent towards the transferee, but is absent in the associated INVITE request, the transferee ECT AS inserts the RPH field (as stored above). 


	
	

	Consequences if not approved:
	A transferred dialog for a transferred MPS user might fail in congested conditions.
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	This CR's revision history:
	Changes in revision 1:
· Changed to Category B
· §4.5.2.7.2: Added transferee AS material to copy RPH field of existing dialog into RPH field of REFER request, and to RPH parameter of the SIP URI in the Refer-To header field.
· §4.5.2.7.2: Added note that P-CSCF may need to remove the latter insertion, based on the operator policy.

[bookmark: _Hlk112934002]Changes in revision 2:
· [bookmark: _Hlk113919570][bookmark: _Hlk114045939]§4.5.2.4.1.1: Added requirement for transferor AS to store call details for existing dialogs that contain an RPH
· §4.5.2.4.1.2.2A: Added material for ECT with 3PCC, for transferor AS to copy RPH field of existing dialog into RPH field of INVITE request sent to transfer target, when the transferee UE has been authorized for priority for the original call.
· [bookmark: _Hlk114061938]§4.5.2.4.1.2.3: Added material for transferor AS to copy RPH field of existing dialog into RPH field of REFER request sent towards the transferee UE, when the transferee UE has been authorized for priority for the original call.
· §4.5.2.5.1: Added material for transferee UE to use header fields within the URI in the Refer-To header field of the REFER request to generate the associated request.
· §4.5.2.7.2: Revised transferee AS material to support insertion of embedded RPH parameter in the Refer-To header field, when the transferee AS receives a REFER request containing the RPH field.
· §4.5.2.7.2: Removed note concerning possible P-CSCF behaviour. Instead, indicated that transferee AS insertion of embedded RPH parameter in the Refer-To header field is dependent on operator policy.
· §4.5.2.7.3: Added transferee AS material to copy stored RPH field (as sent to transferee in previous REFER request) into RPH field of INVITE request, if not received in INVITE request from transferee
Changes in revision3:
· §4.5.2.4.1.2.3: minor wording addition to clarify in step 6.
· §4.5.2.5.1: corrected Refer-To header terminology and added RFC 3261 reference in step 2.
· §4.5.2.7.2: AS to store dialog details and Resource-Priority header value for REFER requests that have a Resource-Priority header value 
· §4.5.2.7.3: added a check to item c) to verify that the dialog matches the REFER request details stored in 4.5.2.7.2.





***** First change *****
4.5.2.4	Actions at the transferor AS
4.5.2.4.1	Invocation of ECT service
4.5.2.4.1.1	Prerequisite for invocation of the ECT service
For ECT to be provided to end users acting as transferors, the end user's AS providing ECT shall be in the signalling path for all communications.
[bookmark: _Hlk114061021]If priority is supported, to apply appropriate priority processing of ECT invocation requests (see subclause 4.5.2.4.1.2.2A and subclause 4.5.2.4.1.2.3), the AS shall store call details for all existing dialogs that contain a Resource-Priority header field, including identification of the originating and terminating parties (e.g., based on the P-Asserted Identity header field value and the Request-URI value) and the Resource-Priority header field value most recently received within each dialog.

***** Second change *****
[bookmark: _Toc509938033][bookmark: _Toc36035273]4.5.2.4.1.2.2A	Procedures for call transfer with 3PCC
When a REFER request is received that invokes the call transfer service (see subclause 4.5.2.4.1), the AS shall follow procedures specified in 3GPP TS 24.628 [10] for special REFER request handling using 3PCC procedures. An AS supporting the assured transfer, shall put the INVITE dialog towards the transferor on HOLD, following procedures in 3GPP TS 24.610 [8].
[bookmark: _Hlk113876441]If the received REFER request contained an Expires header field in the Refer-To URI, the AS shall start a timer set to the value received in the Expires header field when the INVITE request is sent towards the transfer target, as requested by the received REFER request. If this timer expires before the transfer attempt is completed, the AS shall send a CANCEL request towards the transfer target according to RFC 3261 [4].
[bookmark: _Hlk113387476]For blind communication transfer, if required by local policy to do so, the AS shall connect a media server to the transferee UE in order to provide in-band announcement about the progress of the communication establishment with the transfer target.
[bookmark: _Hlk113832842][bookmark: _Hlk113386464]If the received REFER request pertains to an existing priority dialog that was originated by the transferee UE, the AS shall copy the stored Resource-Priority header field value from the existing dialog (see subclause 4.5.2.4.1.1) to the INVITE request that is sent towards the transfer target.
NOTE 1:	The existing dialog is identified using the Target-Dialog header field included in the REFER request for a REFER request received on a separate dialog (see subclause 4.5.2.4.1.2.1) or using the dialog of a REFER request received in a to-be-transferred dialog (see subclause 4.5.2.4.1.2.2).
NOTE 2:	This case only applies when the transferee UE has been authorized for priority for the original call.
If the assured transfer attempt fails, the AS shall resume the INVITE dialog with the transferor, following procedures in 3GPP TS 24.610 [8].

[bookmark: _Toc509938034][bookmark: _Toc36035274]***** Third change *****

4.5.2.4.1.2.3	Actions of ECT when invoked with a transfer request
When a REFER request is received that invokes the ECT service (see subclause 4.5.2.4.1), the ECT service shall perform the following actions:
1)	Create a new ECT session identifier URI addressed to this AS. The URI shall be created in such a way that a new dialog set up towards this URI can be easily correlated with the current REFER dialog.
2)	The AS stores the value of the Refer-To header field (transfer target URI) from the REFER request and links it to the ECT Session Identifier URI.
3)	The AS replaces the Refer-To header field with the ECT Session Identifier URI (this ensures that the transferor AS remains in the loop when the transferee sets up the communication with the transfer target).
NOTE 1:	If a Replaces header field parameter and/or a Require=replaces header field parameter are available in the URI contained in the Refer-To header field, the above step implies that they are not forwarded to the transferee.
4)	If a Referred-By header field is available in the request, the AS verifies if the provided Referred-By header field contains a valid public identity of the served user. If not it will replace the Referred-By header filed with a valid value matching the REFER request's P-Asserted-Identity and if "id" privacy was requested, include a Privacy header field set to "user". If the Referred-By header field does not contain a valid public identity of the served user and multiple valid public user identities are received in the REFER request's P-Asserted-Identity header field, the AS shall select the first one on the list. The AS then stores the Referred-by header field.
[bookmark: _Hlk113387429]5)	If no Referred-By header field is available in the request a Referred-By header field is added that matches the REFER request's P-Asserted-Identity and if "id" privacy was requested, include a Privacy header field set to "user". If multiple valid public user identities are received in the REFER request's P-Asserted-Identity header field, the AS shall select the first one on the list.
6)	If the received REFER request pertains to an existing priority dialog that was originated by the transferee UE, the AS shall copy the stored Resource-Priority header field value from the existing dialog (see subclause 4.5.2.4.1.1) to the Resource-Priority header field of the REFER request that is sent towards the transferee UE.
[bookmark: _Hlk115097187]NOTE 2:	The existing dialog is identified using the Target-Dialog header field included in the REFER request for a REFER request received on a separate dialog (see subclause 4.5.2.4.1.2.1) or using the dialog of a REFER request received in a to-be-transferred dialog (see subclause 4.5.2.4.1.2.2).
NOTE 3:	This case only applies when the transferee UE has been authorized for priority for the original call.
7)	The AS sends the REFER request on to the transferee using basic communication procedures according to 3GPP TS 24.229 [1].
If the AS receives a 403 (Forbidden) or 501 (Not implemented) response to a REFER request, the AS of the initiator of the REFER request may initiate the special REFER handling procedures, according to 3GPP TS 24.628 [10].
If the AS receives a NOTIFY request with a sipfrag message body indicating a 420 (Bad Extension) as defined in RFC 3892 [3], the AS of the initiator of the REFER request may initiate the special REFER handling procedures according to 3GPP TS 24.628 [10].
As a network option, the AS of the initiator of the REFER request that has prior knowledge that the remote party is not allowed to receive or does not support the REFER method, may initiate the special REFER handling procedures directly, according to 3GPP TS 24.628 [10].

***** Fourth change *****

[bookmark: _Toc509938038][bookmark: _Toc36035278]4.5.2.5.1	Actions at the transferee UE (without 3PCC)
[bookmark: _Hlk115115195]When a REFER request is received in the context of a call transfer scenario (see subclause 4.5.2.4.1), the transferee UE shall perform the following steps: 
[bookmark: _Hlk115114586]1)	apply the procedure for holding the active communication with the transferor as described in 3GPP TS 24.610 [8] subclause 4.5.2.1;
2)	form a request as specified by the "method"from the URI parameterin the Refer-To header field in accordance with RFC 3261 [6], section 19.1.5. If no "method" URI parameter is included, an INVITE request shall be formed in accordance with RFC 3261 [6];
3)	send the request to the transfer target; 
4)	if the UE does not support the Assured transfer service, send a BYE request on the INVITE dialog towards the transferor; and
5)	act as a notifier in accordance with RFC 3515[2] as updated by RFC 6665 [14].
A UE supporting the assured transfer service shall keep the INVITE dialog towards the transferor. If the request towards the transfer target fails, the UE supporting the assured transfer service shall resume the session towards the transferor as described in 3GPP TS 24.610 [8] subclause 4.5.2.1.

***** Fifth change *****

[bookmark: _Toc509938044][bookmark: _Toc36035284]4.5.2.7.2	Actions of the ECT AS when invoked with a transfer request
When a REFER request is received in the context of a call transfer scenario (see subclause 4.5.2.4.1), the ECT AS shall perform the following steps:
1)	Store the value of the Refer-To header field (used later to correlate the new communication with this REFER dialog).
2)	Optionally it may store the value of the Referred-By header field, if it wants to ensure that the Referred-By is correct on the resulting INVITE request.
[bookmark: _Hlk112759010]3)	If priority is supported and if the REFER request pertains to an existing priority dialog that contains a Resource-Priority header field, the ECT AS shall store the Resource-Priority header value along with dialog details, and based on operator policy shall copy the Resource-Priority header field value to the Resource-Priority header parameter of the SIP URI in the Refer-To header field of the REFER request.
4)	Forward the request to the transferee according to basic communication procedures 3GPP TS 24.229 [1].

***** Sixth change *****
[bookmark: _Toc509938045][bookmark: _Toc36035285]4.5.2.7.3	Actions of the ECT AS when invoked again by the transferred communication
When an INVITE request is received targeted at the SIP URI stored earlier when a transfer request was received targeted at the served user (transferee), the AS shall perform the following actions:
0)	Optionally check the following header fields in the received INVITE request:
a)	if a Referred-By header field is present in the INVITE request, the AS may check if it matches the Referred-By header field of the REFER request stored earlier. If it does not match, depending on the policy of the service provider, the AS shall reject the INVITE request or replace the Referred-By header field in the INVITE request with the value stored earlier; and
b)	if a Referred-By header is absent in the INVITE request, the AS shall insert a Referred-By header with the value stored earlier.; and
c)	if priority is supported and if a Resource-Priority header field is absent in the INVITE request, but was included in the REFER request as described in subclause 4.5.2.7.2, and the INVITE request is associated with the dialog details stored in subclause 4.5.2.7.2, the AS shall insert a Resource-Priority header field with the stored value;
1)	optionally generate charging events:
a)	to charge for the original communication between the transferee and the transferor, in case the transferee was the originating party in the original communication; and
b)	to switch off charging in case the transferee was the terminating party in the original communication; and
2)	the INVITE request is forwarded towards the transfer Target using basic communication procedures 3GPP TS 24.229 [1].

***** End of changes *****

