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[bookmark: _Toc20152349][bookmark: _Toc27495014][bookmark: _Toc36108482][bookmark: _Toc45194270][bookmark: _Toc106833453]/***************************************** First change ****************************************/
[bookmark: _Toc20155654][bookmark: _Toc27500809][bookmark: _Toc36048934][bookmark: _Toc45209697][bookmark: _Toc51860522][bookmark: _Toc114755431]6.3.3.1.13.7	Sending a SIP OPTIONS request to authorise an MCPTT user at a non-controlling MCPTT function of a MCPTT groupvoid
This clause is referenced from other procedures.
The controlling MCPTT function:
1)	if the <associated-group-id> element is included in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request, shall generate a SIP OPTIONS request according to 3GPP TS 24.229 [4] and the IETF RFC 3261 [24] populated as follows:
a)	shall set the Request-URI to the public service identity of the non-controlling MCPTT function associated with the MCPTT group ID which was present in the <associated-group-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;
NOTE 1:	The public service identity can identify the non-controlling MCPTT function in the primary MCPTT system or in a partner MCPTT system.
NOTE 2:	If the non-controlling MCPTT function is in a partner MCPTT system in a different trust domain, then the public service identity can identify the MCPTT gateway server that acts as an entry point in the partner MCPTT system from the primary MCPTT system.
NOTE 3:	If the non-controlling MCPTT function is in a partner MCPTT system in a different trust domain, then the primary MCPTT system can route the SIP request through an MCPTT gateway server that acts as an exit point from the primary MCPTT system to the partner MCPTT system
NOTE 4:	How the controlling MCPTT function determines the public service identity of the non-controlling MCPTT function associated with the targeted MCPTT group ID or of the MCPTT gateway server in the partner MCPTT system is out of the scope of the present document.
NOTE 5:	How the primary MCPTT system routes the SIP request through an exit MCPTT gateway server is out of the scope of the present document.
b)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
c)	shall include in the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function;
d)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body where:
i)	the <mcptt-request-uri> element shall be set to the value of the <associated-group-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request; and
ii)	the <mcptt-calling-user-id> element is set to the same value as in the <mcptt-calling-user-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;
e)	shall include the following in the Contact header field:
i)	the g.3gpp.mcptt media feature tag; and
ii)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
f)	send the SIP OPTIONS request as specified in 3GPP TS 24.229 [4]; and
2)	if the <associated-group-id> element is not included in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request, shall for each constituent MCPTT group ID in the <constituent-MCPTT-group-ID> element not homed at the controlling MCPTT function generate a SIP OPTIONS request according to 3GPP TS 24.229 [4] and IETF RFC 3261 [24] populated as follows:
a)	shall set the Request-URI to the public service identity of the non-controlling MCPTT function associated with the MCPTT group ID in the <constituent-MCPTT-group-ID> element;
NOTE 6:	The public service identity can identify the non-controlling MCPTT function in the primary MCPTT system or in a partner MCPTT system.
NOTE 7:	If the non-controlling MCPTT function is in a partner MCPTT system in a different trust domain, then the public service identity can identify the MCPTT gateway server that acts as an entry point in the partner MCPTT system from the primary MCPTT system.
NOTE 8:	If the non-controlling MCPTT function is in a partner MCPTT system in a different trust domain, then the primary MCPTT system can route the SIP request through an MCPTT gateway server that acts as an exit point from the primary MCPTT system to the partner MCPTT system
NOTE 9:	How the controlling MCPTT function determines the public service identity of the non-controlling MCPTT function associated with the targeted MCPTT group ID or of the MCPTT gateway server in the partner MCPTT system is out of the scope of the present document.
NOTE 10:	How the primary MCPTT system routes the SIP request through an exit MCPTT gateway server is out of the scope of the present document.
b)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
c)	shall include in the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function;
d)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body where:
i)	the <mcptt-request-uri> element shall be set to the MCPTT group ID in the <constituent-MCPTT-group-ID> element; and
ii)	the <mcptt-calling-user-id> element is set to the same value as in the <mcptt-calling-user-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;
e)	shall include the following in the Contact header field:
i)	the g.3gpp.mcptt media feature tag; and
ii)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
f)	send the SIP OPTIONS request as specified in 3GPP TS 24.229 [4].
Upon receipt of the first SIP 200 (OK) response to the SIP OPTIONS request with the mcptt-warn-code set to "147" in a Warning header field as specified in clause 4.4, the controlling MCPTT function shall return a SIP 302 (Moved Temporarily) response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group" populated as follows:
1)	the URI in the Contact header field set to the P-Asserted-Identity received in the SIP 200 (OK) response;
2)	an application/vnd.3gpp.mcptt-info MIME body with:
a)	the <mcptt-request-uri> element set to the same value as received in the <mcptt-request-uri> in the SIP 2xx response to the SIP OPTIONS request; and
b)	the <session-type> element set to the value received in the <session-type> element in the application/vnd.3gpp.mcptt.info+xml MIME body of the received SIP 2xx response to the SIP OPTIONS request; and
3)	if more than one OPTIONS request were sent, shall remove any cached SIP response and ignore any other responses to any other OPTIONS request.
Upon receipt of a SIP 404 (Not Found) response to the SIP OPTIONS request such that the mcptt-warn-code set to "113" in a Warning header field as specified in clause 4.4, the controlling MCPTT function:
1)	if more than one SIP OPTIONS request were sent and if no other responses to SIP OPTIONS request are expected; shall send a SIP 404 (Not Found) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 404 (Not Found) response; and
2)	if more than one OPTIONS request were sent and other responses to SIP OPTIONS request are expected, shall cache the received SIP 404 (Not Found) response.
Upon receipt of a SIP 403 (Forbidden) response to the SIP OPTIONS request, the mcptt-warn-code set to "106" or "109" in a Warning header field as specified in clause 4.4 and if more than one OPTIONS request were sent and if no other responses to the SIP OPTIONS request are expected, the controlling MCPTT function:
1)	if a SIP 404 (Not Found) response is cached, send a SIP 404 (Not Found) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 404 (Not Found) response; and
2)	if a SIP 404 (Not Found) response is not cached, shall return a SIP 403 (Forbidden) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 403 (Forbidden) response.
Upon receipt of any other response to the SIP OPTIONS response than specified above and if more than one OPTIONS request were sent and if no other responses to the SIP OPTIONS request are expected, the controlling MCPTT function:
1)	if a SIP 404 (Not Found) response is cached, send a SIP 404 (Not Found) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 404 (Not Found) response; and
2)	if a SIP 404 (Not Found) response is not cached, shall return a SIP 403 (Forbidden) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group".
NOTE 11:	The reason for selecting the SIP 404 (Not Found) response when a SIP 404 (Not Found) response is cached is to indicate that it was a valid request but the MCPTT user identified in the <mcptt-calling-user-id> is not a member of any of the constituent MCPTT groups in the temporary group document.
/*************************************** Second change ***************************************/
[bookmark: _Toc20155922][bookmark: _Toc27501079][bookmark: _Toc36049205][bookmark: _Toc45209971][bookmark: _Toc51860796][bookmark: _Toc114755726]10.1.1.5.4	SIP OPTIONS request authorization procedurevoid
Upon receipt of an SIP OPTIONS request containing a P-Asserted-Identity header field containing the public service identity of a MCPTT server not authorized to send the SIP OPTIONS request, the non-controlling MCPTT function of an MCPTT group shall send a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 and exit this clause.
Upon receipt of an SIP OPTIONS request containing a P-Asserted-Identity header field containing the public service identity of a MCPTT server authorized to send the SIP OPTIONS request, the non-controlling MCPTT function of an MCPTT group shall perform the actions in this clause.
The non-controlling MCPTT function shall retrieve the group document from the group management server for the MCPTT group ID contained in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP OPTIONS request with the following clarifications:
NOTE:	The action of the non-controlling MCPTT function of an MCPTT group on receipt of the SIP OPTIONS request mimics the actions of the non-controlling MCPTT function of an MCPTT group on receipt of the SIP INVITE request.
The non-controlling MCPTT function shall:
1)	if the non-controlling MCPTT function fails to retrieve the group document from the group management server, send a shall send the SIP 404 (Not Found) response to the SIP OPTIONS request with the warning text set to "113 group document does not exist" in a Warning header field as specified in clause 4.4;
2)	if the non-controlling MCPTT function successfully retrieves the group document from the group management server or if the group document was already cached and if one of the following conditions are fulfilled:
a)	if the constituent MCPTT group is a chat group and the rules for joining a group conference as specified in clause 6.3.5.3 are fulfilled; or
b)	if the constituent MCPTT group is a prearranged group and the rules for initiating a prearranged group session as specified in clause 6.3.5.4;
	then the non-controlling MCPTT function:
a)	shall send the SIP 200 (OK) response to the SIP OTIONS response as specified in 3GPP TS 24.229 [4] and the IETF RFC 3261 [24] populated as follows:
i)	shall include a warning text set to "147 user is authorized to initiate a temporary group call" in a Warning header field as specified in clause 4.4;
ii)	shall include an application/vnd.3gpp.mcptt-info MIME body with:
A)	the <session-type> element set to "chat", if the constituent MCPTT group is a chat group; and
B)	the <session-type> element set to "prearranged", if the constituent MCPTT group is a prearranged group; and
iii)	shall include the P-Asserted-Identity of the non-controlling MCPTT function of an MCPTT group; and
3)	if none of the conditions in step 2 above) are fulfilled, shall send a SIP 403 (Forbidden) response with the warning text set to "119 user is not authorised to initiate the group call" in a Warning header field as specified in clause 4.4.
/*************************************** End of changes ***************************************/

