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* * * * * * FIRST CHANGE * * * * * *
[bookmark: _Toc20152252][bookmark: _Toc27494917][bookmark: _Toc36108385][bookmark: _Toc45194173][bookmark: _Toc114847088]4.6.1	MCVideo emergency group calls
MCVideo emergency group calls as defined by 3GPP TS 23.281 [26] are supported by the procedures in this specification. The following MCVideo emergency group call functionalities are described:
-	MCVideo emergency group call origination;
-	upgrade of an MCVideo group call to an MCVideo emergency group call; and
-	in-progress group emergency cancel.
NOTE 1:	In-progress group emergency cancel means the cancellation of the in-progress emergency state of the group, which is managed by the controlling MCVideo function.
The above functionalities are supported using both MCVideo prearranged group calls and MCVideo chat group calls.
Key aspects of MCVideo emergency group calls include:
-	adjusted EPS bearer priority for all participants whether or not they themselves are in an emergency condition (i.e. have their MCVideo emergency state set). For unicast bearers this is achieved by using the Resource-Priority header field as specified in IETF RFC 4412 [33] with namespaces defined for use by MCVideo specified in IETF RFC 8101 [438], and for MBMS bearers this is achieved by having the participating MCVideo function adjust the ARP (priority, PVI, PCI) and executing the Modify MBMS Bearer Procedure per 3GPP TS 29.468 [44];
-	pre-emptive transmission control priority over MCVideo users in MCVideo emergency group calls who themselves do not have their MCVideo emergency state set;
-	restoration of normal EPS bearer priority to the call participants when the in-progress emergency group state is cancelled;
-	restoration of normal transmission control priority participants when the in-progress emergency group state is cancelled;
-	requires the MCVideo user to be authorised to either originate or cancel an MCVideo emergency group call;
-	requests to originate MCVideo emergency group calls may also include an indication of an MCVideo emergency alert; and
-	requests to cancel MCVideo emergency group calls may also include an indication of cancelling a previously issued MCVideo emergency alert.
There are a number of states that are key in managing these aspects of MCVideo emergency group calls, which include:
-	MCVideo emergency state: as defined in 3GPP TS 22.281 [36] and 3GPP TS 23.281 [26], indicates that the MCVideo user is in a life-threatening situation. Managed by the MCVideo user of the device or an authorised MCVideo user. While the MCVideo emergency state is set on the client, all calls originated by the client will be MCVideo emergency calls, assuming the MCVideo user is authorised for MCVideo emergency calls on them.
-	in-progress emergency group state: as defined in 3GPP TS 22.281 [36] and 3GPP TS 23.281 [26], indicates whether or not there is an MCVideo emergency group call ongoing on the specified group. This state is managed by the controlling MCVideo function. All group calls originated on this MCVideo group when in an in-progress emergency state are MCVideo emergency group calls until this state is cancelled, whether or not the originator is themselves in an MCVideo emergency state.
-	MCVideo emergency group (MVEG) state: this is an internal state managed by the MCVideo client which tracks the in-progress emergency state of the group as defined in 3GPP TS 22.281 [36] and 3GPP TS 23.281 [26] and managed by the controlling MCVideo function. Ideally, the MCVideo client would not need to track the in-progress emergency group state, but doing so enables the MCVideo client to request MCVideo emergency-level priority earlier than otherwise possible. For example, if the MCVideo user wishes to join an MCVideo emergency group call and is not in MCVideo emergency state itself, the MCVideo client should have emergency level priority. If it has knowledge of the in-progress emergency state of the group, it can request priority by including a Resource-Priority header field set to the MCVideo namespace specified in IETF RFC 8101 [38], and appropriate priority level in the SIP INVITE request (or SIP re-INVITE request).
-	MCVideo emergency group call (MVEGC) state: this is an internal state managed by the MCVideo client which in conjunction with the MCVideo emergency alert state aids in managing the MCVideo emergency state and related actions.
-	MCVideo emergency alert (MEA) state: this is also an internal state of the MCVideo client which in conjunction with the MCVideo emergency group call state aids in managing the MCVideo emergency state and related actions.
NOTE 2:	The above states and their transitions are described in Annex annex G.
[bookmark: _Toc20152253][bookmark: _Toc27494918][bookmark: _Toc36108386][bookmark: _Toc45194174][bookmark: _Toc114847089]4.6.2	MCVideo emergency private calls
MCVideo emergency private calls as defined by 3GPP TS 23.281 [26] are supported by the procedures in this specification. The following MCVideo emergency private call functionalities are specified in the present document:
-	MCVideo emergency private call origination with optional MCVideo emergency alert initiation;
-	upgrade of an MCVideo private call to an MCVideo emergency private; and
-	cancellation of the MCVideo emergency private call priority.
Key aspects of MCVideo emergency private calls include:
-	adjusted EPS bearer priority for both participants whether or not they are both in an emergency condition (i.e. both have their MCVideo emergency state set). This is achieved by using the Resource-Priority header field as specified in IETF RFC 4412 [33] with namespaces defined for use by MCVideo specified in IETF RFC 8101 [4338];
-	the initiator of the MCVideo emergency private call can override the other MCVideo user in the MCVideo emergency private call unless that user also has their MCVideo emergency state set;
-	restoration of normal EPS bearer priority to the call according to system policy (e.g., configured time limit for the emergency priority of an MCVideo emergency private call or cancellation of the emergency condition of the private call);
-	restoration of normal transmission control priority participants when the emergency elevated priority is cancelled;
-	requires the MCVideo user to be authorised to either originate or cancel an MCVideo emergency private call;
-	requires the targeted MCVideo user to be authorised to receive an MCVideo emergency private call;
-	requests to originate MCVideo emergency private calls may also include an indication of an MCVideo emergency alert; and
-	the originator of the MCVideo emergency private call can request that the call use either manaual or automatic commencement mode.
There are a number of states that are key in managing these aspects of MCVideo emergency private calls, which include:
-	MCVideo emergency state (MVES): as defined in 3GPP TS 22.281 [36] and 3GPP TS 23.281 [26], indicates that the MCVideo user is in a life-threatening situation. Managed by the MCVideo user of the device or an authorised MCVideo user. While the MCVideo emergency state is set on the client, all MCVideo group and private calls originated by the client will be MCVideo emergency calls, assuming the MCVideo user is authorised for MCVideo emergency calls on them.
-	MCVideo private emergency alert (MVPEA) state: this is an internal state of the MCVideo client which in conjunction with the MCVideo emergency private call state aids in managing the MCVideo emergency state and related actions.
-	MCVideo emergency private call (MVEPC) state: this is an internal state managed by the MCVideo client which in conjunction with the MCVideo emergency alert state aids in managing the MCVideo emergency state and related actions.
-	In-progress emergency private call (IPEPC) state: indicates whether or not there is an MCVideo emergency private call in-progress for the two participants. This state is managed by the controlling MCVideo function. All private calls originated between these two participants when in an in-progress emergency private call state are MCVideo emergency private calls until this state is cancelled, whether or not the originator is in an MCVideo emergency state.
-	MCVideo emergency private priority (MVEPP) state: this is an internal state managed by the MCVideo client which tracks the in-progress emergency private call state of the private call managed by the controlling MCVideo function. Ideally, the MCVideo client would not need to track the in-progress emergency private priority state, but doing so enables the MCVideo client to request MCVideo emergency-level priority earlier than otherwise possible. For example, if the MCVideo user wishes to join an MCVideo emergency private call and is not in the MCVideo emergency state, the MCVideo client should have emergency level priority. If it has knowledge of the in-progress emergency private priority state of the private call (i.e., the two participants), it can request priority by including a Resource-Priority header field set to the MCVideo namespace specified in IETF RFC 8101 [38], and appropriate priority level in the SIP INVITE request (or SIP re-INVITE request).
NOTE:	The above states and their transitions are described in Annex annex G.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152255][bookmark: _Toc27494920][bookmark: _Toc36108388][bookmark: _Toc45194176][bookmark: _Toc114847091]4.6.4	MCVideo imminent peril group call
MCVideo imminent peril group calls as defined by 3GPP TS 23.281 [26] are supported by the procedures in this specification. The following MCVideo imminent peril group calls functionalities are specified in the present document:
-	MCVideo imminent peril group calls origination;
-	upgrade of an MCVideo group call to an MCVideo imminent peril group call;
-	upgrade from an MCVideo imminent peril group call to an MCVideo emergency group call; and
-	cancellation of the in-progress imminent peril state of the group.
Key aspects of MCVideo imminent peril include:
-	adjusted EPS bearer priority for all participants when the in-progress imminent peril state of the group is set whether or not they themselves initiated an imminent peril group call. For unicast bearers this is achieved by using the Resource-Priority header field as specified in IETF RFC 4412 [33] with namespaces defined for use by MCVideo specified in IETF RFC 8101 [4338], and for MBMS bearers this is achieved by having the participating MCVideo function adjust the ARP (priority, PVI, PCI) and executing the Modify MBMS Bearer Procedure per 3GPP TS 29.468 [44];
-	restoration of normal EPS bearer priority to the call when the in-progress imminent peril group state is cancelled; and
-	requires the MCVideo user to be authorised to either originate or cancel an MCVideo imminent peril group call.
Relationship to other MCVideo priority group call types:
-	A normal MCVideo group call can be upgraded to an MCVideo imminent peril group call;
-	An MCVideo imminent peril group call can be upgraded to an MCVideo emergency group call;
-	When either an MCVideo imminent peril group call or an MCVideo emergency group call (i.e., their respective "in-progress" states) the group call returns to the priority designated for normal group calls, i.e., their is no direct transition from an MCVideo emergency group call to an MCVideo imminent peril group call;
-	MCVideo imminent peril functionality is only applicable to MCVideo group calls, not MCVideo private calls; and
-	MCVideo imminent peril group calls have no associated alert capabilities such as the MCVideo emergency alert capability which is associated with MCVideo emergency group calls.
There are a number of states that are key in managing these aspects of MCVideo imminent peril group calls, which include:
-	MCVideo imminent peril group (MVIG) state: this is an internal state of the MCVideo client which in conjunction with the MCVideo imminent peril group call state aids the client in managing the use of the Resource-Priority header field and related actions.
-	MCVideo imminent peril group call (MVIGC) state: this is an internal state managed by the MCVideo client which in conjunction with the MCVideo imminent peril group state aids the client in managing the use of the Resource-Priority header field and related actions.
-	In-progress imminent peril group (IPIG) state: this a state of the MCVideo group which is managed by the controlling MCVideo function. While an MCVideo group is in an in-progress imminent peril group state, all participants in group calls using this group will receive elevated priority.
The above states and their transitions are described in Annex annex G.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152313][bookmark: _Toc27494978][bookmark: _Toc36108446][bookmark: _Toc45194234][bookmark: _Toc114847152]6.2.8.3.1.1	Determining authorisation for initiating an MCVideo emergency private call
If the MCVideo client receives a request from the MCVideo user to originate an MCVideo emergency private call and:
1)	if the <allow-emergency-private-call> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling user (see the MCVideo user profile document in 3GPP TS 24.484 [5025]) is set to a value of "true"; and
a)	if the "entry-info" attribute of the <entry> element of the <MCVideoPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [5025]) is set to a value of "UsePreConfigured" and if the <uri-entry> element of the <entry> element of the <MCVideoPrivateRecipient> element contains the MCVideo ID of the MCVideo user targeted by the calling MCVideo user; or
b)	if the "entry-info" attribute of the <entry> element of the <MCVideoPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [5025]) is set to a value of "LocallyDetermined";
then the MCVideo client shall consider the MCVideo emergency private call request to be an authorised request for an MCVideo emergency private call. In all other cases the MCVideo client shall consider the MCVideo emergency private call request to be an unauthorised request for an MCVideo emergency private call.
[bookmark: _Toc20152314][bookmark: _Toc27494979][bookmark: _Toc36108447][bookmark: _Toc45194235][bookmark: _Toc114847153]6.2.8.3.1.2	Determining authorisation for cancelling an MCVideo emergency private call
If the MCVideo client receives a request from the MCVideo user to cancel an MCVideo emergency private call and if the <allow-cancel-private-emergency-call> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling user (see the MCVideo user profile document in 3GPP TS 24.484 [5025]) is set to a value of "true", then the MCVideo emergency private call cancellation request shall be considered to be an authorised request for an MCVideo emergency private call cancellation.
In all other cases, the MCVideo emergency private call cancellation request shall be considered to be an unauthorised request for an MCVideo emergency private call cancellation.
[bookmark: _Toc20152315][bookmark: _Toc27494980][bookmark: _Toc36108448][bookmark: _Toc45194236][bookmark: _Toc114847154]6.2.8.3.1.3	Determining authorisation for initiating or cancelling an MCVideo emergency alert to a MCVideo user
If the MCVideo client receives a request from the MCVideo user to send an MCVideo emergency alert to an MCVideo user and:
1)	if the <allow-activate-emergency-alert> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling MCVideo user as specified in 3GPP TS 24.484 [5025] is set to a value of "true"; and
2)	if the "entry-info" attribute of the <entry> element of the <PrivateEmergencyAlert> element contained within the <OnNetwork> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [5025]) is set to a value of:
a)	"UsePreConfigured", and if the <uri-entry> element of the <entry> element of the <PrivateEmergencyAlert> element of the <OnNetwork> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [5025]) contains the MCVideo ID of the targeted MCVideo user; or
b)	"LocallyDetermined";
then the MCVideo emergency alert request shall be considered to be an authorised request for an MCVideo emergency alert. In all other cases, it shall be considered to be an unauthorised request for an MCVideo emergency alert.
If the MCVideo client receives a request from the MCVideo user to cancel an MCVideo emergency alert to an MCVideo user, and if the <allow-cancel-emergency-alert> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling MCVideo user as specified in 3GPP TS 24.484 [5025] is set to a value of "true", then the MCVideo emergency alert cancellation request shall be considered to be an authorised request to cancel an MCVideo emergency alert. In all other cases, it shall be considered to be an unauthorised request to cancel an MCVideo emergency alert.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152328][bookmark: _Toc27494993][bookmark: _Toc36108461][bookmark: _Toc45194249][bookmark: _Toc114847167]6.3.1.1	SIP INVITE request
The MCVideo server needs to distinguish between the following initial SIP INVITE requests for originations and terminations:
-	SIP INVITE requests routed to the participating MCVideo function and the Request-URI is set to a public service identity of the participating MCVideo function that does not identify the pre-established session set-up. Such requests are known as "SIP INVITE request for originating participating MCVideo function" in the procedures in the present document;
-	SIP INVITE requests routed to the participating MCVideo function and the Request-URI contains a PSI of the terminating participating MCVideo function. Such requests are known as "SIP INVITE request for terminating participating MCVideo function" in the procedures in the present document;
-	SIP INVITE requests routed to the controlling MCVideo function, the Request-URI is set to a public service identity for MCVideo private call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [1622]. Such requests are known as "SIP INVITE request for controlling MCVideo function of a private call" in the procedures in the present document;
-	SIP INVITE requests routed to the controlling MCVideo function, the Request-URI is set to a public service identity serving an MCVideo group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [1622]. Such requests are known as "SIP INVITE request for controlling MCVideo function of an MCVideo group" in the procedures in the present document;
-	SIP INVITE requests routed to the controlling MCVideo function, the Request-URI is set to a public service identity for MCVideo ambient viewing call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [22]. Such requests are known as "SIP INVITE request for controlling MCVideo function of an ambient viewing call" in the procedures in the present document;
-	SIP INVITE requests routed to the non-controlling MCVideo function of an MCVideo group, the Request-URI is set to a public service identity serving an MCVideo group and the Contact header field contains the isfocus media feature tag specified in IETF RFC 3840 [1622]. Such requests are known as "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" in the procedures in the present document; and
-	SIP INVITE requests routed to the non-controlling MCVideo function of an MCVideo group, the Request-URI is set to a public service identity serving an MCVideo group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [1622]. Such requests are known as "SIP INVITE request from participating MCVideo function for non-controlling MCVideo function of an MCVideo group" in the procedures in the present document.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc114847261]6.3.4.1.3	Sending a SIP INFO request
This clause is referenced from other procedures.
The non-controlling MCVideo function shall generate a SIP INFO request according to rules and procedures of 3GPP TS 24.229 [11] and IETF RFC 6086 [5421].
The non-controlling MCVideo function:
1)	shall include the Info-Package header field set to "g.3gpp.mcvideo-transmission-request";
2)	shall include an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideo-request-uri> set to the temporary MCVideo group ID and the <mcvideo-calling-group-id> element with the constituent MCVideo group ID;
3)	shall include an application/vnd.3gpp.mcvideo-transmission-request+xml MIME body with the Content-Disposition header field set to "Info-Package". For each currently transmitting MCVideo client the application/vnd.3gpp.mcvideo-transmission-request+xml MIME body shall be populated as follows:
a)	the SSRC of the MCVideo client with the permission to send media in the <ssrc> element;
b)	the actual transmission priority in the <transmission-priority> element;
c)	the MCVideo ID of the MCVideo user with the permission to send media in the <user-id> element;
d)	the queueing capability in the <queueing-capability> element of the <track-info> element;
e)	the participant type in the <participant-type> in the <track-info> element;
f)	one or more <transmission-participant-reference> elements in the <track-info> element in the same order as the would appear in the Track Info field as specified in 3GPP TS 24.581 [5] clause 9.2.3.13; and
g)	if available, additional information in the <transmission-indicator> element.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152531][bookmark: _Toc27495196][bookmark: _Toc36108664][bookmark: _Toc45194452][bookmark: _Toc114847393]8.3.1.2	Syntax
The application/pidf+xml MIME body indicating per-user affiliation information is constructed according to IETF RFC 3863 [18] and:
1)	contains a <presence> root element according to IETF RFC 3863 [18];
2)	contains an "entity" attribute of the <presence> element set to the MCVideo ID of the MCVideo user;
3)	contains one <tuple> child element according to IETF RFC 3863 [18] per each MCVideo client of the <presence> element;
4)	can contain a <p-id> child element defined in the XML schema defined in table 8.3.1.2-1, of the <presence> element set to an identifier of a SIP PUBLISH request;
5)	contains an "id" attribute of the <tuple> element set to the MCVideo client ID;
6)	contains one <status> child element of each <tuple> element;
7)	contains one <affiliation> child element defined in the XML schema defined in table 8.3.1.2-1, of the <status> element, for each MCVideo group in which the MCVideo user is interested at the MCVideo client;
8)	contains a "group" attribute of each <affiliation> element set to the MCVideo group ID of the MCVideo group in which the MCVideo user is interested at the MCVideo client;
9)	can contain a "status" attribute of each <affiliation> element indicating the affiliation status of the MCVideo user to MCVideo group at the MCVideo client; and
10)	can contain an "expires" attribute of each <affiliation> element indicating expiration of affiliation of the MCVideo user to MCVideo group at the MCVideo client.
The application/pidf+xml MIME body indicating per-group affiliation information is constructed according to IETF RFC 3856 [13] and:
1)	contains the <presence> root element according to IETF RFC 3863 [18];
2)	contains an "entity" attribute of the <presence> element set to the MCVideo group ID of the MCVideo group;
3)	contains one <tuple> child element according to IETF RFC 3863 [18] of the <presence> element;
4)	can contain a <p-id> child element defined in the XML schema defined in table 8.3.1.2-1, of the <presence> element set to an identifier of a SIP PUBLISH request;
5)	contains an "id" attribute of the <tuple> element set to the MCVideo ID of the MCVideo user;
6)	contains one <status> child element of each <tuple> element;
7)	contains one <affiliation> child element defined in the XML schema defined in table 8.3.1.2-1, of the <status> element, for each MCVideo client at which the MCVideo user is interested in the MCVideo group;
8)	contains one "client" attribute defined in the XML schema defined in table 8.3.1.2-2, of the <affiliation> element set to the MCVideo client ID;
9)	can contain an "expires" attribute defined in the XML schema defined in table 8.3.1.2-2, of the <affiliation> element indicating expiration of affiliation of the MCVideo user to MCVideo group at the MCVideo client; and
[bookmark: _Hlk112328303][bookmark: _Hlk112328321]10)	can contain one <functionalAlias> child element defined in the XML schema defined in table 8.3.1.2-1, of the <status> element, for each functional alias that the group member identified by the "id" attribute of the <tuple> element has activated with the "functionalAliasID" attribute set to the corresponding functional alias ID.
The application/pidf+xml MIME body indicating per-group dynamic data information is constructed according to IETF RFC 3856 [5113] and:
1)	contains the <presence> root element according to IETF RFC 3863 [5218];
2)	contains an "entity" attribute of the <presence> element set to the MCVideo group ID of the MCVideo group;
3)	can contain a <groupStatus> child element defined in the XML schema , of the <presence> element set to an appropriate value specified in Table 8.3.1.2-3;
4)	can contain a "ModifiedBy" attribute of the <groupStatus> element;
5)	can contain an <additionalData> child element definied in the XML schema defined in table 8.3.1.2-1, of the <presence> element;
6)	can contain a <groupBroadcastAlias> attribute defined in the XML schema defined in table 8.3.1.2-1 of the <additionalData> element;
7)	can contain a <groupRegroupAlias> attribute defined in the XML schema defined in table 8.3.1.2-1 of the <additionalData> element;
8)	can contain a <groupCallOnoing> attribute defined in the XML schema defined in table 8.3.1.2-1 of the <additionalData> element;
9)	contains one <tuple> child element per affiliated MCVideo ID of the MCVideo group, according to IETF RFC 3863 [5218] of the <presence> element;
10)	contains an "id" attribute of the <tuple> element set to the MCVideo ID of the group member;
11)	contains one <status> child element of each <tuple> element;
12)	contains one <affiliation> child element defined in the XML schema defined in table 8.3.1.2-1, of the <status> element, for each MCVideo client at which the MCVideo user is interested in the MCVideo group;
13)	contains one "client" attribute defined in the XML schema defined in table 8.3.1.2-1, of the <affiliation> element set to the MCVideo client ID;
14)	can contain an "expires" attribute defined in the XML schema defined in table 8.3.1.2-1, of the <affiliation> element indicating expiration of affiliation of the MCVideo user to MCVideo group at the MCVideo client; and
15)	can contain one <functionalAlias> child element defined in the XML schema defined in table 8.3.1.2-1, of the <status> element, for each functional alias that the group member identified by the "id" attribute of the <tuple> element has activated with the "functionalAliasID" attribute set to the corresponding functional alias ID.
Table 8.3.1.2-1: XML schema with elements and attributes extending the application/pidf+xml MIME body
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema
  targetNamespace="urn:3gpp:ns:mcvideoPresInfo:1.0"
  xmlns:xs="http://www.w3.org/2001/XMLSchema"
  xmlns:mcvideoPI10="urn:3gpp:ns:mcvideoPresInfo:1.0"
  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- MCVideo specific child elements of presence element -->
  <xs:element name="p-id" type="xs:string"/>
  <xs:element name="groupStatus" type="mcvideoPI10:groupStatusType"/>
  <xs:element name="additionalData" type="mcvideoPI10:additionalDataType"/>

  <!-- MCVideo specific child elements of tuple element -->
  <xs:element name="affiliation" type="mcvideoPI10:affiliationType"/>
  <xs:complexType name="affiliationType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:attribute name="group" type="xs:anyURI" use="optional"/>
    <xs:attribute name="client" type="xs:anyURI" use="optional"/>
    <xs:attribute name="status" type="mcvideoPI10:statusType" use="optional"/>
    <xs:attribute name="expires" type="xs:dateTime" use="optional"/>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:simpleType name="statusType">
    <xs:restriction base="xs:string">
      <xs:enumeration value="affiliating"/>
      <xs:enumeration value="affiliated"/>
      <xs:enumeration value="deaffiliating"/>
    </xs:restriction>
  </xs:simpleType>

  <xs:complexType name="groupStatusType">
    <xs:simpleContent>
      <xs:extension base="xs:string">
        <xs:attribute name="ModifiedBy" type="xs:anyURI" use="optional"/>
        <xs:anyAttribute namespace="##any" processContents="lax"/>
      </xs:extension>
    </xs:simpleContent>
  </xs:complexType>

[bookmark: _Hlk112328362]  <!-- MCVideo specific child elements of status element -->
    <xs:element name="functionalAlias" type="mcvideoPI10:functionalAliasType"/>
  <xs:complexType name="functionalAliasType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:attribute name="functionalAliasID" type="xs:anyURI" use="optional"/>
    <xs:attribute name="expires" type="xs:dateTime" use="optional"/>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="emptyType"/>
  <xs:complexType name="additionalDataType">
    <xs:complexContent>
      <xs:extension base="mcvideoPI10:emptyType">
        <xs:attribute name="groupBroadcastAlias" type="xs:anyURI" use="optional"/>
        <xs:attribute name="groupRegroupAlias" type="xs:anyURI" use="optional"/>
        <xs:attribute name="groupCallOngoing" type="xs:boolean" use="optional"/>        <xs:anyAttribute namespace="##any" processContents="lax"/>
      </xs:extension>
    </xs:complexContent>
  </xs:complexType>
  </xs:schema>
The application/pidf+xml MIME body refers to namespaces using prefixes specified in table 8.3.1.2-2.
Table 8.3.1.2-2: Assignment of prefixes to namespace names in the application/pidf+xml MIME body
	Prefix
	Namespace

	mcvideoPI10
	urn:3gpp:ns:mcvideoPresInfo:1.0

	NOTE:	The "urn:ietf:params:xml:ns:pidf" namespace is the default namespace so no prefix is used for it in the application/pidf+xml MIME body.



Table 8.3.1.2-3 ABNF syntax of values of the <groupStatus> element
in-peril-value = %x69.6E.2D.70.65.72.69.6C ; "in-peril"
emergency-value = %x65.6D.65.72.67.65.6E.63.79 ; "emergency"

* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152534][bookmark: _Toc27495199][bookmark: _Toc36108667][bookmark: _Toc45194455][bookmark: _Toc114847396]8.3.2.2	Syntax
The application/simple-filter+xml MIME body indicating per client restrictions of presence event package notification information is constructed according to IETF RFC 4661 [19] and:
1)	contains a <filter-set> root element according to IETF RFC 4661 [19];
2)	contains a <ns-bindings> child element according to IETF RFC 4661 [19], of the <filter-set> element;
3)	contains a <ns-binding> child element according to IETF RFC 4661 [19], of the <ns-bindings> element where the <ns-binding> element:
A)	contains a "prefix" attribute according to IETF RFC 4661 [19] set to "pidf"; and
B) contains a "urn" attribute set to the "urn:ietf:params:xml:ns:pidf" value;
4)	contains a <ns-binding> child element according to IETF RFC 4661 [19], of the <ns-bindings> element where the <ns-binding> element:
A)	contains a "prefix" attribute according to IETF RFC 4661 [19], set to "mcvideoPI10"; and
B)	contains an "urn" attribute according to IETF RFC 4661 [19], set to the "urn:3gpp:ns:mcvideoPresInfo:1.0" value;
5)	contains a <filter> child element according to IETF RFC 4661 [19], of the <filter-set> element where the <filter> element;
A)	contains an "id" attribute set to a value constructed according to IETF RFC 4661 [19];
B)	does not contain an "uri" attribute of the <filter> child element according to IETF RFC 4661 [19]; and
C)	does not contain an "domain" attribute according to IETF RFC 4661 [19];
6)	contains a <what> child element according to IETF RFC 4661 [19], of the <filter> element; and
7)	contains an <include> child element according to IETF RFC 4661 [19], of the <what> element where the <include> element;
A)	does not contain a "type" attribute according to IETF RFC 4661 [19]; and
B)	contains the value, according to IETF RFC 4661 [19], set to concatenation of the '//pidf:presence/pidf::tuple[@id="' string, the MCVideo client ID, and the '"]' string.
The application/simple-filter+xml MIME body indicating per user restrictions of presence event package notification information is constructed according to IETF RFC 4661 [19] and:
1)	contains a <filter-set> root element according to IETF RFC 4661 [19];
2)	contains a <ns-bindings> child element according to IETF RFC 4661 [19], of the <filter-set> element;
3)	contains a <ns-binding> child element according to IETF RFC 4661 [19], of the <ns-bindings> element where the <ns-binding> element:
A)	contains a "prefix" attribute according to IETF RFC 4661 [19] set to "pidf"; and
B) contains a "urn" attribute set to the "urn:ietf:params:xml:ns:pidf" value;
4)	contains a <ns-binding> child element according to IETF RFC 4661 [19], of the <ns-bindings> element where the <ns-binding> element:
A)	contains a "prefix" attribute according to IETF RFC 4661 [19], set to "mcvideoPI10"; and
B)	contains an "urn" attribute according to IETF RFC 4661 [19], set to the "urn:3gpp:ns:mcvideoPresInfo:1.0" value;
5)	contains a <filter> child element according to IETF RFC 4661 [19], of the <filter-set> element where the <filter> element;
A)	contains an "id" attribute set to a value constructed according to IETF RFC 4661 [19];
B)	does not contain an "uri" attribute of the <filter> child element according to IETF RFC 4661 [19]; and
C)	does not contain an "domain" attribute according to IETF RFC 4661 [19];
6)	contains a <what> child element according to IETF RFC 4661 [19], of the <filter> element; and
7)	contains an <include> child element according to IETF RFC 4661 [19], of the <what> element where the <include> element;
A)	does not contain a "type" attribute according to IETF RFC 4661 [19]; and
B)	contains the value, according to IETF RFC 4661 [19], set to concatenation of the '//pidf:presence/pidf::tuple[@id="' string, the MCVideo ID, and the '"]' string.
The application/simple-filter+xml MIME body indicating per-group dynamic data restrictions of presence event package notification information is constructed according to IETF RFC 4661 [63][19] and:
1)	contains a <filter-set> root element according to IETF RFC 4661 [63][19];
2)	contains an <ns-bindings> child element according to IETF RFC 4661 [63][19], of the <filter-set> element;
3)	contains an <ns-binding> child element according to IETF RFC 4661 [63][19], of the <ns-bindings> element where the <ns-binding> element:
A)	contains a "prefix" attribute according to IETF RFC 4661 [63][19] set to "pidf"; and
B) contains a "urn" attribute set to the "urn:ietf:params:xml:ns:pidf" value;
4)	contains an <ns-binding> child element according to IETF RFC 4661 [63][19], of the <ns-bindings> element where the <ns-binding> element:
A)	contains a "prefix" attribute according to IETF RFC 4661 [63][19], set to "mcvideoPI10"; and
B)	contains a "urn" attribute according to IETF RFC 4661 [63][19], set to the "urn:3gpp:ns:mcvideoPresInfo:1.0" value;
5)	contains a <filter> child element according to IETF RFC 4661 [63][19], of the <filter-set> element where the <filter> element;
A)	contains an "id" attribute set to a value constructed according to IETF RFC 4661 [63][19];
B)	does not contain a "uri" attribute of the <filter> child element according to IETF RFC 4661 [63][19]; and
C)	does not contain a "domain" attribute according to IETF RFC 4661 [63][19];
6)	contains a <what> child element according to IETF RFC 4661 [63][19], of the <filter> element; and
7)	contains one or more <include> child elements according to IETF RFC 4661 [63][19], of the <what> element where the <include> element(s);
A)	does not contain a "type" attribute according to IETF RFC 4661 [63][19]; and
B)	can contain one of the values, according to IETF RFC 4661 [63][19], needed to retrieve the dynamic group data the UE is interested in:
a)	"//pidf:presence/pidf:groupStatus/@pidf:ModifiedBy" if the group status is requested;
b)	"//pidf:presence/pidf:additionalData/@pidf:groupBroadcastAlias" if the group broadcast alias is requested;
c)	"//pidf:presence/pidf:additionalData/@pidf:groupRegroupAlias" if the group regroup alias is requested;
d)	"//pidf:presence/pidf:additionalData/@pidf:groupCallOngoing" if the group call ongoing information is requested; or
e)	"//pidf:presence/pidf:tuple/pidf:status/pidf:affiliation/@pidf:client [@pidf:status="affiliated"]" if the Contact address for all affiliated users are requested.
* * * * * * NEXT CHANGE * * * * * *
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This clause covers both on-demand session.
Upon receiving a request from an MCVideo user to cancel the in-progress emergency condition on a chat MCVideo group, the MCVideo client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [11], with the clarifications given below.
The MCVideo client:
1)	if the MCVideo user is not authorised to cancel the in-progress emergency group state of the MCVideo group as determined by the procedures of clause 6.2.8.1.7, the MCVideo client:
a)	should indicate to the MCVideo user that they are not authorised to cancel the in-progress emergency group state of the MCVideo group; and
b)	shall skip the remaining steps of the current clause;
2)	shall, if the MCVideo user is cancelling an in-progress emergency condition and optionally an MCVideo emergency alert originated by the MCVideo user,  include an application/vnd.3gpp.mcvideo-info+xml MIME body populated as specified in clause 6.2.8.1.3;
3)	shall, if the MCVideo user is cancelling an in-progress emergency condition and optionally an MCVideo emergency alert originated by another MCVideo user, include an application/vnd.3gpp.mcvideo-info+xml MIME body populated as specified in clause 6.2.8.1.14;
4)	shall, if the SIP re-INVITE request is to be sent within an on-demand session, include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [5111] with the clarifications specified in clause 6.2.1;
5)	shall include a Resource-Priority header field and comply with the procedures in clause 6.2.8.1.2; and
6)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [11].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCVideo client:
1)	shall set the MCVideo emergency group state of the group to "MVEG 1: no-emergency";
2)	shall set the MCVideo emergency group call state of the group to "MVEGC 1: emergency-gc-capable"; and
3)	if the MCVideo emergency alert state is set to "MVEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcvideo-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in clause 4.4 with the warning text containing the mcvideo-warn-code set to "149", shall set the MCVideo emergency alert state to "MVEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:
1)	shall set the MCVideo emergency group state as "MVEG 2: in-progress";
2)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcvideo-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcvideo-info+xml MIME body, the MCVideo client shall set the MCVideo emergency alert state to "MVEA 3: emergency-alert-initiated"; and
3)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcvideo-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCVideo emergency alert (MVEA) state shall revert to its value prior to entering the current procedure.
NOTE 3:	If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCVideo emergency group call level priority.
On receiving a SIP INFO request where the Request-URI contains an MCVideo session ID identifying an ongoing group session, the MCVideo client shall follow the actions specified in clause 6.2.8.1.13.
* * * * * * NEXT CHANGE * * * * * *
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Upon receiving a "SIP MESSAGE request for group-selection-change for originating participating MCVideo function" the participating MCVideo function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15] and skip the rest of the steps;
2)	shall determine the MCVideo ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;
NOTE 1:	The MCVideo ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the "SIP MESSAGE request for group selection change for originating participating MCVideo function" contains the <request-type> element set to a value of "group-selection-change-request":
a)	if:
i)	the <RemoteGroupSelectionURIList> element does not exist in the MCVideo user profile document with one or more <entry> elements (see the MCVideo user profile document in 3GPP TS 24.484 [5025]); or
ii)	if the MCVideo ID contained in the <mcvideo-request-uri> element contained in the application/vnd.3gpp.mcvideo-info+xml MIME body included in the received "SIP MESSAGE request for group selection change for originating participating MCVideo function" does not match with one of the <entry> elements of the <RemoteGroupSelectionURIList> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [5025]);
then:
i)	shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "155 user not authorised to change user's selected group" in a Warning header field as specified in clause 4.4, and not continue with the rest of the steps in this clause;
4)	shall determine the public service identity of the controlling MCVideo function associated with the group identity contained in the <mcvideo-request-uri> element contained in the application/vnd.3gpp.mcvideo-info+xml MIME body;
NOTE 2:	The public service identity can identify the controlling MCVideo function in the local MCVideo system or in an interconnected MCVideo system.
NOTE 3:	If the controlling MCVideo function is in an interconnected MCVideo system in a different trust domain, then the public service identity can identify the MCVideo gateway server that acts as an entry point in the interconnected MCVideo system from the local MCVideo system.
NOTE 4:	If the controlling MCVideo function is in an interconnected MCVideo system in a different trust domain, then the local MCVideo system can route the SIP request through an MCVideo gateway server that acts as an exit point from the local MCVideo system to the interconnected MCVideo system
NOTE 5:	How the participating MCVideo function determines the public service identity of the controlling MCVideo function associated with the group identity or of the MCVideo gateway server in the interconnected MCVideo system is out of the scope of the present document.
NOTE 6:	How the local MCVideo system routes the SIP request through an exit MCVideo gateway server is out of the scope of the present document.
5)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [11] and IETF RFC 3428 [3317];
6)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCVideo function determined in step 4) ;
NOTE 7:	The public service identity can identify the controlling function in the local MCVideo system or in an interconnected MCVideo system.
NOTE 8:	If the controlling MCVideo function is in an interconnected MCVideo system in a different trust domain, then the public service identity can identify the MCVideo gateway server that acts as an entry point in the interconnected MCVideo system from the local MCVideo system.
NOTE 9:	If the controlling MCVideo function is in an interconnected MCVideo system in a different trust domain, then the local MCVideo system can route the SIP request through an MCVideo gateway server that acts as an exit point from the local MCVideo system to the interconnected MCVideo system.
NOTE 10:	How the participating MCVideo function determines the public service identity of the controlling MCVideo function associated with the group identity or of the MCVideo gateway server in the interconnected MCVideo system is out of the scope of the present document.
NOTE 11:	How the local MCVideo system routes the SIP request through an exit MCVideo gateway server is out of the scope of the present document.
7)	shall copy the contents of the application/vnd.3gpp.mcvideo-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcvideo-info+xml MIME body as specified in clause F.1 included in the outgoing SIP MESSAGE request;
8)	shall copy the contents of the application/resource-lists MIME body into the outgoing SIP MESSAGE request;
9)	shall set the <mcvideo-calling-user-id> element of the <mcvideoinfo> element containing the <mcvideo-Params> element to the MCVideo ID determined in step 2) above;
10)	shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request;
11)	shall include an Accept-Contact header field containing the g.3gpp.mcvideo media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [20];
12)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" along with parameters "require" and "explicit" according to IETF RFC 3841 [20];
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcvideo" (coded as specified in 3GPP TS 24.229 [11]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request; and
14)	shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [11].
Upon receipt of a SIP 2xx response in response to the sent SIP MESSAGE request, the participating MCVideo function shall generate a SIP 200 (OK) response and forward the SIP 200 (OK) response to the MCVideo client.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request, shall forward the error response to the MCVideo client.
* * * * * * NEXT CHANGE * * * * * *
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Upon receiving:
-	a "SIP MESSAGE request for group selection change request for controlling MCVideo function"; or
-	a "SIP MESSAGE request for group selection change response for controlling MCVideo function";
the controlling MCVideo function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15]. Otherwise, continue with the rest of the steps;
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo";
2A)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in clause 4.4 "Warning header field" and skip the rest of the steps;
3)	if there is a <request-type> element set to a value of "group-selection-change-request" contained in the <anyExt> element in the <mcvideo-Params> element contained in the <mcvideoinfo> root element contained in the application/vnd.3gpp.mcvideo-info+xml MIME body in the received SIP MESSAGE request:
a)	if the MCVideo user identified by the MCVideo ID in the application/resource-lists MIME body contained in the SIP MESSAGE request is not affiliated with the MCVideo group identified by the <mcvideo-request-uri> in the application/vnd.3gpp.mcvideo-info+xml MIME body as determined by the procedures of clause 6.3.6:
i)	shall determine if the MCVideo user is eligible to be affiliated with the MCVideo group as determined by clause 8.2.2.3.8; and
ii)	if the MCVideo user is not eligible for affiliation, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.4 and skip the rest of the steps below;
4)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [11] and IETF RFC 3428 [3317];
5)	shall include an Accept-Contact header field containing the g.3gpp.mcvideo media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [20];
6)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" along with parameters "require" and "explicit" according to IETF RFC 3841 [20];
7)	shall copy the contents of the application/vnd.3gpp.mcvideo-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcvideo-info+xml MIME body included in the outgoing SIP MESSAGE request with the following clarifications:
a)	shall set the <mcvideo-calling-group-id> to the MCVideo group identity contained in the <mcvideo-request-uri> element contained in the application/vnd.3gpp.mcvideo-info+xml MIME body included in the received SIP MESSAGE request; and
b)	shall set the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body in the outgoing SIP MESSAGE request to the MCVideo ID of the targeted MCVideo user contained in the application/resource-lists MIME body contained in the received SIP MESSAGE request;
8)	if the received SIP MESSAGE request is a "SIP MESSAGE request for group selection change request for controlling MCVideo function":
a)	if the targeted MCVideo user is not affiliated to the identified MCVideo group and was determined to be eligible to be affiliated with the MCVideo group in step 3) a) i) above, shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <anyExt> element an <affiliation-required> element set to a value of "true";
9)	shall set the Request-URI to the public service identity of the terminating participating MCVideo function associated with the targeted MCVideo user;
NOTE 1:	The public service identity can identify the terminating participating function in the local MCVideo system or in an interconnected MCVideo system.
NOTE 2:	If the terminating participating MCVideo function is in an interconnected MCVideo system in a different trust domain, then the public service identity can identify the MCVideo gateway server that acts as an entry point in the interconnected MCVideo system from the local MCVideo system.
NOTE 3:	If the terminating participating MCVideo function is in an interconnected MCVideo system in a different trust domain, then the local MCVideo system can route the SIP request through an MCVideo gateway server that acts as an exit point from the local MCVideo system to the interconnected MCVideo system.
NOTE 4:	How the controlling MCVideo function determines the public service identity of the terminating participating MCVideo function associated with the targeted MCVideo user or of the MCVideo gateway server in the interconnected MCVideo system is out of the scope of the present document.
NOTE 5:	How the local MCVideo system routes the SIP request through an exit MCVideo gateway server is out of the scope of the present document.
10)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcvideo";
11)	shall copy the public user identity of the calling MCVideo user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
12)	shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [11].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the controlling MCVideo function shall generate a SIP 200 (OK) response and forward the SIP 200 (OK) response to the originating participating MCVideo function.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request, controlling MCVideo function shall forward the error response to the originating participating MCVideo function.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152652][bookmark: _Toc27495317][bookmark: _Toc36108785][bookmark: _Toc45194573][bookmark: _Toc114847522]9.3.1.1.1	MONP MCVideo  message transport
In order to participate in a call of an MCVideo group, the MCVideo client:
1)	shall send the MONP MCVideo message transported in a MONP MCVIDEO MESSAGE CARRIER message, specified in 3GPP TS 24.379 [40 ], as a UDP message to the multicast IP address of the MCVideo group, on UDP port 8809 (as specified in 3GPP TS 24,.379 [40]), with an IP time-to-live set to 255; and
2)	shall treat UDP messages received on the multicast IP address of the MCVideo group and on port 8809  as received MONP MCVIDEO MESSAGE CARRIER messages.
The MONP MCVIDEO MESSAGE CARRIER message is the entire payload of the UDP message.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152818][bookmark: _Toc27495483][bookmark: _Toc36108951][bookmark: _Toc45194739][bookmark: _Toc114847688]10.3.1.1.1	Sending/Receiving a message
In order to participate in a private call, the MCVideo client:
1)	shall send the MONP MCVideo message transported in a MONP MCVIDEO MESSAGE CARRIER message, specified in 3GPP TS 24.379 [40 ],  as a UDP message to the local IP address of the MCVideo user, on UDP port 8809 (as specified in 3GPP TS 24,.379 [40]), with an IP time-to-live set to 255; and
2)	shall treat UDP messages received on the port 8809 as received MONP messages.
NOTE:	An MCVideo client that supports IPv6 shall listen to the IPv6 addresses.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152883][bookmark: _Toc27495548][bookmark: _Toc36109016][bookmark: _Toc45194804][bookmark: _Toc114847755]11.2.3.1	Handling of a SIP MESSAGE request for emergency notification
Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCVideo function", the controlling MCVideo function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [2415]. Otherwise, continue with the rest of the steps;
NOTE:	If the SIP MESSAGE request contains an alert indication set to a value of "true", the controlling MCVideo function can, according to local policy, choose to accept the request.
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo";
2A)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP request with a SIP 403 (Forbidden) response with the warning text set to "168 alert is not allowed on the preconfigured group" as specified in clause 4.4 "Warning header field" and skip the rest of the steps;
3)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <alert-ind> element set to a value of "false", shall perform the procedures specified in clause 11.2.3.2 and skip the rest of the steps;
4)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <alert-ind> element set to a value of "true":
a)	if the received SIP MESSAGE request is an unauthorised request for an MCVideo emergency alert as specified in clause 6.3.3.1.13.1 shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [11] with the following clarifications:
i)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcvideo-info+xml MIME body as specified in clause F.1 with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <alert-ind> element set to a value of "false"; and
ii)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11] and skip the rest of the steps; and
b)	if the received SIP MESSAGE request is an authorised request for an MCVideo emergency alert as specified in clause 6.3.3.1.13.1:
i)	if the sending MCVideo user identified by the <mcvideo-calling-user-id> element included in the application/vnd.3gpp.mcvideo-info+xml MIME body is not affiliated with the MCVideo group identified by the <mcvideo-request-uri> element of the MIME body as determined by the procedures of clause 6.3.6:
I)	shall check if the MCVideo user is eligible to be implicitly affiliated with the MCVideo group as determined by clause 9.2.2.3.6;
II)	if the MCVideo user is determined not to be eligible to be implicitly affiliated to the MCVideo group shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.4 and skip the rest of the steps below; or
III)	if the procedures of clause 9.2.2.3.6 determined the MCVideo user to be eligible to be implicitly affiliated to the MCVideo group shall, perform the implicit affiliation as specified in clause 9.2.2.3.7;
ii)	for each of the other affiliated members of the group:
A)	generate an outgoing SIP MESSAGE request notification of the MCVideo user's emergency alert indication as specified in clause 6.3.3.1.11 with the clarifications of clause 6.3.3.1.12;
B)	shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <mcvideo-calling-user-id> element set to the value of the <mcvideo-calling-user-id> element in the received SIP MESSAGE request; and
C)	send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [11];
iii)	shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [11] with the following clarifications:
A)	shall cache the information that the MCVideo user has initiated an MCVideo emergency alert;
iv)	shall send the SIP 200 (OK) response to the received SIP MESSAGE according to rules and procedures of 3GPP TS 24.229 [11].
v)	shall generate a SIP MESSAGE request as described in clause 6.3.3.1.20 to indicate successful receipt of an emergency alert, and shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body:
A)	the <alert-ind> element set to a value of "true";
B)	the <alert-ind-rcvd> element set to a value of true; and
C)	the <mcvideo-client-id> element with the MCVideo client ID that was included in the incoming SIP MESSAGE request; and
vi)	shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [11].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the controlling MCVideo function shall follow the procedures specified in 3GPP TS 24.229 [11].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152944][bookmark: _Toc27495609][bookmark: _Toc36109077][bookmark: _Toc45194865][bookmark: _Toc114847816]13.2.2.4	One-to-server video push originating procedures
In order to push a video to a MCVideo server, the MCVideo client shall perform the procedures of clause 10.2.2.2.1, with the following clarifications:
1)	shall contain an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <session-type> element set to a value of "one-to-server video push";
2)	shall not insert in the SIP INVITE request a MIME resource-lists body with the MCVideo ID of the invited MCVideo user; and
3)	shall use the automatic commencement mode.
Upon receiving a SIP INFO request within the dialog of the SIP request for a one-to-server video push call:
1)	with the Info-Package header field containing the g.3gpp.mcvido-info package name;
2)	with the application/vnd.3gpp.mcvideo-info+xml MIME body associated with the info package according to IETF RFC 6086 [5421]; and
3)	with one <video-push-url> element set in the application/vnd.3gpp.mcvideo-info+xml MIME body.
The MCVideo client shall store the received <video-push-url> element.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20152961][bookmark: _Toc27495626][bookmark: _Toc36109094][bookmark: _Toc45194882][bookmark: _Toc114847833]13.3.1.1.1	Sending/Receiving a message
In order to participate in Video Push, the MCVideo client:
1)	shall send the MONP MCVideo message transported in a MONP MCVIDEO MESSAGE CARRIER message, specified in 3GPP TS 24.379 [40],  as a UDP message to the local IP address of the MCVideo user, on UDP port 8809 (as specified in 3GPP TS 24,.379 [40]), with an IP time-to-live set to 255; and
2)	shall treat UDP messages received on the port 8809 as received MONP messages.
NOTE:	An MCVideo client that supports IPv6 shall listen to the IPv6 addresses.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20155833][bookmark: _Toc27500988][bookmark: _Toc36049114][bookmark: _Toc44602926][bookmark: _Toc45198103][bookmark: _Toc114848005]20.2.1.2	Functional alias status change procedure
In order:
-	to indicate that an MCVideo user requests to activate one or more functional aliases;
-	to indicate that the MCVideo user requests to deactivate one or more functional aliases;
-	to refresh indication of an MCVideo user interest in one or more functional aliases due to near expiration of the expiration time of a functional alias with the status set to the "activated" state received in a SIP NOTIFY request in clause 20.2.1.3;
-	to indicate that the MCVideo client entering into or exiting from a location area triggers one or more functional aliases to be activated;
-	to indicate that the MCVideo client entering into or exiting from a location area triggers one or more functional aliases to be deactivated; or
-	any combination of the above;
the MCVideo client shall generate a SIP PUBLISH request according to TS 24.229 [11], IETF RFC 3903 [12], and IETF RFC 3856 [13].
When the MCVideo user requests to deactivate a functional alias, the MCVideo client shall first check the <manual-deactivation-not-allowed-if-location-criteria-met> element within the <anyExt> element of the <entry> element corresponding to the functional alias within the <FunctionalAliasList> list element of the <anyExt> element of the <OnNetwork> element of the MCVideo user profile document (see the MCVideo user profile document in TS 24.484 [1225]). If the functional alias has been activated due to a location area trigger and the <manual-deactivation-not-allowed-if-location-criteria-met> element is set to a value of "true", the MCVideo client shall suppress the MCVideo user's request.
NOTE 1:	If the request is suppressed, a notification message can be displayed to the user.
In the SIP PUBLISH request, the MCVideo client:
1)	shall set the Request-URI to the public service identity identifying the originating participating MCVideo function serving the MCVideo user;
2)	shall include an application/vnd.3gpp.MCVideo-info+xml MIME body. In the application/vnd.3gpp.MCVideo-info+xml MIME body, the MCVideo client shall include the <mcvideo-request-uri> element set to the MCVideo ID of the MCVideo user;
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcvideo" (coded as specified in TS 24.229 [11]), in a P-Preferred-Service header field according to IETF RFC 6050 [14];
4)	if the MCVideo client requests to activate one or more functional aliases, shall set the Expires header field according to IETF RFC 3903 [12], to 4294967295;
NOTE 2:	4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [15].
5)	if the MCVideo client requests to deactivate one or more functional aliases, shall set the Expires header field according to IETF RFC 3903 [12], to zero; and
NOTE 3:	Activation and deactivation of functional alias cannot be performed with the same PUBLISH request.
6)	shall include an application/pidf+xml MIME body indicating per-user functional alias information according to clause 20.3.1. In the MIME body, the MCVideo client:
a)	shall include all functional aliases where the MCVideo user requests activation for the MCVideo ID;
b)	shall include the MCVideo client ID of the targeted MCVideo client;
c)	shall not include the "status" attribute and the "expires" attribute in the <functionalalias> element;
d)	if the MCVideo client has received an indication that take over of a functional alias is possible and intends to take over a functional alias, shall include a <take-over> child element set to "true"; and
e)	shall set the <p-id-fa> child element of the <presence> root element to a globally unique value.
The MCVideo client shall send the SIP PUBLISH request according to TS 24.229 [11].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20153204][bookmark: _Toc27495869][bookmark: _Toc36109337][bookmark: _Toc45195125][bookmark: _Toc114848178]I.2.1	Scope
This clause contains the information required for the IANA registration of info package g.3gpp.mcvideo-info in accordance with IETF RFC 6086 [6421].
* * * * END OF CHANGES * * * * *

