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1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	
	X
	

	No
	X
	
	X
	
	X

	Don't know
	
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
	
	Feature

	X
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	TEI18_SDNAEPC
	SA2
	970008
	Secondary DN Authentication and authorization in EPC IWK cases



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	N/A
	
	



3	Justification
The 5GS procedure for secondary authentication and authorization by a DN-AAA server during the establishment of a PDU session is described in stage-2 specifications TS 23.501 (clause 4.6.6) and TS 23.502 (clause 4.3.2.3). However, the secondary authentication with a DN-AAA server is not supported when the UE is in EPS, i.e. the EAP based secondary authentication mechanism in EPC interworking is not supported in pre Rel-18 3GPP releases. In order to close this gap, SA2 has initiated the normative work to specify the requirements for supporting the secondary authentication and authorization by a DN-AAA server in EPS under the work item TEI18_SDNAEPC.
This CT work item intends to address the stage-3 normative work for TEI18_SDNAEPC.
4	Objective
The objective of this work item is to specify the CT aspects of the secondary DN authentication and authorization in EPC IWK cases, to support the stage 2 requirements developed by the SA WGs for TEI18_SDNAEPC work item.
The CT work shall be started only after the applicable normative SA2 requirements are available.
The expected work per the TSG CT working group includes:
For CT1:
-	Updating the NAS protocol for indicating the UE capability of supporting secondary DN authentication and authorization over EPC in EPS and 5GS.
-	Potential updates due to the possible reuse of the "uplink traffic is allowed/not allowed" indication in the PCO, due to a pending secondary DN authentication and authorization.
-	Updating the handling of the PCO to deliver the authentication messages from UE to network and network to UE on EPS, and potentially defining new parameter(s) in the PCO to achieve these purposes.
-	Updating NAS ESM procedures and signalling on EPS for the impact of the secondary DN authentication and authorization in EPC, e.g. to allow the network to reject the PDN connection request if the UE doesn't support the secondary DN authentication and authorization in EPC when the procedure is mandatory.
For CT3:
-	Updating EAP based secondary authentication and re-authentication support for PDN connection when UE is in EPS in the interworking between 5G Network and external Data Networks for below procedures.
· Cl 6, Reference architecture - to update the architecture with support between SMF+PGW-C and DN-AAA.
· Cl 11.1.1, RADIUS Authentication and Authorization - to update support for the 5GS interworking with EPS scenario.
· Cl 11.2.1, Authentication, Authorization and Accounting procedures - to update the procedure with support between SMF+PGW-C and DN-AAA for authentication.
· Cl 12.1.1, Diameter Authentication and Authorization - to update support for the 5GS interworking with EPS scenario.
· Cl 12.2.1, Authentication, Authorization and Accounting procedures - to update the procedure with support between SMF+PGW-C and DN-AAA support for authentication.
· Cl 12.2.5, DN-AAA initiated re-authentication and re-authorization - to update the procedure with support between SMF+PGW-C and DNN-AAA support for re-authentication.
NOTE:	Further CT3 impact will be updated based on SA2 progress.
For CT4:
-	Adding the EAP-based secondary authentication and authorization by DN-AAA over EPC procedure to the list of stage 2 procedures using the GTP-C Update Bearer Request procedure.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	N/A
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 24.501
	Updating the NAS protocol for indicating the UE capability of supporting secondary DN authentication and authorization over EPC in 5GS
	TSG CT#102 (Dec 2023)
	CT1 responsibility

	TS 24.301
	Updating NAS procedures to support the Objectives specified in section 4
	TSG CT#102 (Dec 2023)
	CT1 responsibility

	TS 24.008
	Introducing new parameter(s) in the Protocol configuration options (PCO) to support the Objectives specified in section 4
	TSG CT#102 (Dec 2023)
	CT1 responsibility

	TS 29.561
	Updates to support EAP based secondary authentication and re-authentication applicable to the PDN connection when the UE is in EPS with support between SMF+PGW-C and DN-AAA interface
	TSG CT#102 (Dec 2023)
	CT3 responsibility

	TS 29.274
	Adding the EAP-based secondary authentication and authorization by DN-AAA over EPC procedure to the list of stage 2 procedures using the Update Bearer Request procedure
	TSG CT#102 (Dec 2023)

	CT4 responsibility

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



6	Work item Rapporteur(s)
Nassar, Mohamed A.	(Nokia) 
mohamed.a.nassar@nokia.com 

7	Work item leadership
CT1

8	Aspects that involve other WGs
SA3 for security aspects.
SA5 for management and charging aspects.

9	Supporting Individual Members

	Supporting IM name

	Nokia

	Nokia Shanghai Bell

	Verizon

	NTT DOCOMO 

	Vodafone

	Deutsche Telekom

	Orange

	ZTE

	Samsung

	

	



