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	Reason for change:
	TS 23.502 specifies that during the creation of a 5G VN Group, the UDM is responsible to allocate the Internal Group Identifier. 

	If a new 5G VN group is created, the UDM shall assign a unique Internal Group ID for the 5G VN group and include the newly assigned Internal Group ID in the Nudr_DM_Create Request message. If the list of 5G VN group members is changed or if 5G VN group data has changed, the UDM updates the UE and/or Group subscription data according to the AF/NEF request.
However, TS 29.503 defines that the Internal Group Identifier is allocated by the UDR instead. 

Beyond the misalignment with stage 2, the allocation of the Internal Group Identifier by the UDR has the following problems: 

· In deployments where UDM does not make use of UDR, the allocation of the Internal Group ID will be left unspecified.
 
· In deployments where UDM is segmented, the allocation of the Internal Group ID needs to correspond with the range of Internal Group Identifiers supported by the UDM so that queries based on either Internal Group ID, or the corresponding External Group ID, reach the right UDM instances. 

If the allocation of the Internal Group ID is performed by the UDM as required in stage 2, it is trivial for the UDM to allocate an Internal Group ID that falls under the range of Internal Group IDs it supports. If the allocation of the Internal Group ID is performed by the UDR as currently specified in stage 3, it is unclear how this will be ensured.   


	
	

	Summary of change:
	Align with stage 2 so Internal Group Identifiers are allocated by the UDM. 


	
	

	Consequences if not approved:
	Misalignment with stage 2. 

Allocation of Internal Group ID when UDM does not make use of UDR is left unspecified. 

In deployments where UDM is segmented, the UDR may assign an Internal Group ID, which is not supported by the UDM instances that manage the External Group ID for which the UDR allocated the Internal Group ID. Furthermore, the UDR may allocate an Internal Group ID that is not supported by any of the available UDMs within the PLMN. Subsequent requests based on Internal Group ID will then reach a wrong UDM instance or will not even be able to reach any UDM.    


	
	

	Clauses affected:
	5.6.2.3.2, 6.5.6.2.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not introduce any changes on OpenAPI descriptions.

	
	

	This CR's revision history:
	




Page 1






* * * First Change * * * *
[bookmark: _Toc27585068][bookmark: _Toc36457021][bookmark: _Toc45027905][bookmark: _Toc45028740][bookmark: _Toc67681496][bookmark: _Toc106613378] 5.6.2.3.2	5G-VN-Group creation
Figure 5.6.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to create a 5G VN Group. The request contains the group's external identifier and the group configuration.


Figure 5.6.2.3.2-1: NF service consumer creates a 5G-VN-Group
1.	The NF service consumer sends a PUT request to the resource .../5g-vn-groups/{extGroupId}, to create a 5G VN Group as present in the message body. 

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC provider and/or AF authorization check.
The UDM allocates an internal group identifier to the 5G VN Group. The UDM stores the external group identifier and the group configuration received from the NF service consumer together with the allocated internal group identifier (e.g. in UDR).
2a.	On success the UDM responds with "201 Created".
2b.	If the creation can't be accepted (e.g. MTC Provider or AF are not allowed to perform this operation for the UE), HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.
[bookmark: _Toc24937766][bookmark: _Toc33962586][bookmark: _Toc42883355][bookmark: _Toc49733223][bookmark: _Toc56690868][bookmark: _Toc106626506]* * * Next Change * * * *
[bookmark: _Toc27585547][bookmark: _Toc36457554][bookmark: _Toc45028472][bookmark: _Toc45029307][bookmark: _Toc67682080][bookmark: _Toc106613991] 6.5.6.2.6	Type: 5GVnGroupConfiguration
Table 6.5.6.2.6-1: Definition of type 5GVnGroupConfiguration
	Attribute name
	Data type
	P
	Cardinality
	Description

	5gVnGroupData
	5GVnGroupData
	C
	0..1
	Data of the 5G VN Group; may be absent in modification requests; shall be present otherwise

	members
	array(Gpsi)
	C
	1..N
	List of group members; may be absent in modification requests; shall be present in creation requests

	referenceId
	ReferenceId
	C
	1
	Transaction Reference ID; shall be absent in modification requests; shall be present otherwise.

	afInstanceId
	string
	C
	1
	The string identifying the originating AF (NOTE)

	internalGroupIdentifier
	GroupId
	C
	0..1
	Allocated by the UDR; sShall be present in successful PUT requests and GET responses on Nudr; otherwise shall be absent.

	mtcProviderInformation
	MtcProviderInformation
	O
	0..1
	Indicates MTC provider information for 5G VN Group Configuration authorization.

	NOTE:  When the service operation is originated by external AF via T8/N33 interface, information carried in {scsAsId} URI variable in resource URIs on T8/N33 interface (see clause 5 of 3GPP TS 29.122 [45]) or in {afId} URI variable in resource URIs on N33 interface (see clause 5 of 3GPP TS 29.522 [54]) can be used as the value for this IE.




* * * End of Changes * * * *
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