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	Reason for change:
	The usage of IpEndPoint data type is not well explained in the TS, and this leads frequently to misinterpretations and confusion by implementors.


A typical issue occurs when several IpEndPoint entries are defined by including pairs of IP Address an port port numbers, and the HTTP scheme of the service is "https".

In this case, the target URI shall be composed by using an FQDN (and not an IP address), and it is often the case that the HTTP/2 stack makes an FQDN resolution via DNS, and the resolved IP address is not known by the application side of the NF consumer.

Therefore, if different port numbers are bound to specific IP addresses in the NFService data of the NF producer, it is not possible to know which port to use by the NF consumer, since the application logic is unware of which IP address will actually be used by the HTTP/2 stack.


	
	

	Summary of change:
	Clarify the usage of IpEndPoint, with regards to certain combinations of properties that tend to confuse readers.

Discourage (when the service scheme is "https") the configuration of multiple [IP address – Port] entries while using different port numbers in each entry.


	
	

	Consequences if not approved:
	Lack of clarity in the specification, leading to frequent problems between different implementations of the specification.
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* * * First Change * * * *
[bookmark: _Toc24937656][bookmark: _Toc33962471][bookmark: _Toc42883233][bookmark: _Toc49733101][bookmark: _Toc56690726][bookmark: _Toc114770246]6.1.6.2.5	Type: IpEndPoint
Table 6.1.6.2.5-1: Definition of type IpEndPoint
	Attribute name
	Data type
	P
	Cardinality
	Description

	ipv4Address
	Ipv4Addr
	C
	0..1
	IPv4 address (NOTE 1)

	ipv6Address
	Ipv6Addr
	C
	0..1
	IPv6 address (NOTE 1)

	transport
	TransportProtocol
	O
	0..1
	Transport protocol

	port
	integer
	O
	0..1
	Port number (NOTE 2)
Minimum: 0 Maximum: 65535

	NOTE 1:	At most one occurrence of either ipv4Address or ipv6Address shall be included in this data structure.
NOTE 2:	If the port number is absent from the ipEndPoints attribute (see clause 6.1.6.2.3), i.e. there is no "port" attribute in any of the IpEndPoints objects of the ipEndPoints array, the NF service consumer shall use the default HTTP port number, i.e. TCP port 80 for "http" URIs or TCP port 443 for "https" URIs as specified in IETF RFC 7540 [9] when invoking the service.
NOTE X:	If the "port" attribute is present, but the ipv4Address and ipv6Address attributes are absent, the NF service consumer shall use such port number along with the FQDN or IP address parameters present in the NFService or NFProfile data types to construct the target URI where the NF Service Producer is listening for incoming service requests.
NOTE Y:	If the "port" attribute is present with any ipv4Address and ipv6Address attributes and the HTTP scheme of the service is "https", the NF service consumer shall use such port number along with the FQDN parameter present in the NFService or NFProfile data types to construct the target URI where the NF Service Producer is listening for incoming service requests.
NOTE Z:	If the HTTP scheme of the service (see clause 6.1.6.2.3) is "https", the operator should not configure IpEndPoints having pairs of IP addresses and ports, with different "port" values in each entry. This is so because the authority of the target URI shall consist of an FQDN (due to the "https" scheme), and it is not always possible to ensure which IP address will be used by the HTTP/2 stack after the DNS resolution has been performed.




* * * End of Changes * * * *
