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1	Opening of the meeting and approval of the agenda
Chairman Mr. Peter Schmitt opened the meeting on Monday 14th November 2022 at 09:00.
Vice Chairmen of the meeting was:
- Mr. Song Yue (Vice Chairman, China Mobile).
- Mr. Hiroshi Ishikawa (Vice Chairman, NTT Docomo)
ETSI/MCC support was provided by Mr Kimmo Kymalainen.
Mr Johannes Achter (Mangenta), welcomed the delegates to Toulouse, France on behalf of the host, the European Friends of 3GPP (EF3) and the North American Friends of 3GPP (NAF), explained arrangements and wished TSG CT4 a successful meeting in the state of France.
[bookmark: _Toc121556554][bookmark: _Toc121641112]1.1	IPR Call
The attention of the delegates to the meeting of this Technical Specification Group was drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of.
The delegates were asked to take note that they were thereby invited:
to investigate whether their organization or any other organization owns IPRs which were, or were likely to become Essential in respect of the work of 3GPP.
to notify their respective Organizational Partners of all potential IPRs, e.g., for ETSI, by means of the IPR Information Statement and the Licensing declaration forms.
[bookmark: _Toc121556555][bookmark: _Toc121641113]1.2	Antitrust declarations
The attention of the delegates to the meeting was drawn to the fact that 3GPP activities were subject to all applicable antitrust and competition laws and that compliance with said laws was therefore required by any participant of the meeting, including the Chairman and Vice-Chairmen and were invited to seek any clarification needed with their legal counsel. The leadership would conduct the present meeting with impartiality and in the interests of 3GPP. Delegates were reminded that timely submission of work items in advance of TSG/WG meetings was important to allow for full and fair consideration of such matters.
[bookmark: _Toc121556556][bookmark: _Toc121641114]1.3	Reminder for delegates attending the meeting
Delegates were reminded of the fair network use rules established by the PCG:
1. Users shall not use the network to engage in illegal activities. This includes activities such as copyright violation, hacking, espionage or any other activity that may be prohibited by local laws.
2. Users shall not engage in non-work related activities that are consume excessive bandwidth or cause significant degradation of the performance of the network.
[bookmark: _Toc121556557][bookmark: _Toc121641115]2	Allocation of documents to agenda items
C4-225000	Draft Agenda
					Type: agenda		For: Information
					Source: CT4 Chair
Decision: 		The document was noted.
C4-225001	eMeeting guidelines for CT4 Working Group meeting
					Type: other		For: Information
					Source: CT4 Chair
Decision: 		The document was noted.
C4-225002	Detailed agenda & time plan for CT4 meeting: status at document deadline
					Type: agenda		For: Information
					Source: CT4 Chair
Decision: 		The document was noted.
C4-225003	Detailed agenda & time plan for CT4 meeting: status on eve of meeting
					Type: agenda		For: Information
					Source: CT4 Chair
Decision: 		The document was approved.
C4-225004	Proposed allocation of documents to agenda items for CT4 meeting: status at document deadline
					Type: agenda		For: Information
					Source: CT4 Chair
Decision: 		The document was noted.
C4-225005	Proposed allocation of documents to agenda items for CT4 meeting: status on eve of meeting
					Type: agenda		For: Information
					Source: CT4 Chair
Decision: 		The document was agreed.
[bookmark: _Toc121556558][bookmark: _Toc121641116]3	Meeting Reports
C4-225006	Previous TSG CT & SA Status Report
					Type: report		For: Information
					Source: CT4 Chair
Decision: 		The document was noted.
C4-225007	Previous CT4 meeting report
					Type: report		For: Approval
					Source: MCC
Decision: 		The document was approved.
[bookmark: _Toc121556559][bookmark: _Toc121641117]4	Input liaison statements: allocation to agenda items as appropriate
C4-225017	LS on clarification for UE_NOT_FOUND cause code for UP in CT1
					Type: LS in		For: Information
					Original outgoing LS: C1-226279, to SA3, cc CT4
					Source: CT1
Abstract: 
CT1 identified that CT4 specified in TS 29.559 clause 6.1.7.3 the following error which can be provided by 5G PKMF of the 5G ProSe remote UE to 5G PKMF of the 5G ProSe relay UE.
UE_NOT_FOUND / 404 Not Found / The UE indicated by the SUCI or related to the PRUK ID is not found in the PKMF.
CT1 has not yet specified providing the error code from the 5G PKMF of the 5G ProSe relay UE to the 5G ProSe relay UE and from the 5G ProSe relay UE to the 5G ProSe remote UE.
Without specific handling for that error condition, the 5G ProSe remote UE may try to reconnect to the 5G ProSe relay UE using the same UP-PRUK ID and fail.
CT1 would like to ask SA3 whether such error can happen due to a security attack and if so whether there are stage-2 requirements on how to handle such error.
Discussion: 
No action for CT4.
Decision: 		The document was noted.
C4-225021	LS to 3GPP - Hosted SEPP
					Type: LS in		For: Information
					Original outgoing LS: GSMA DESS LS to 3GPP SA3 on SEPP certificates, to SA3, cc SA2, CT4
					Source: GSMA DESS
Abstract: 
For the purposes of enabling seamless 5G roaming, GSMA has specified a DNS-based dynamic discovery mechanism for SEPPs, both for the case where the SEPP is operated by the PMN, and the case where its operation is outsourced (hosted SEPP), see Section 8 of [1]. This mechanism works in tandem with the naming scheme defined for SEPPs and their certificates, specified in Section 5 of [2].
Moreover, GSMA is implementing a platform (as an extension to the Roaming Agreement Exchange –RAEX tool) for the distribution and update of root certificates that will be used to verify certificate chains exchanged over N32.
Due to the complexities of the roaming ecosystem, it is foreseen that no globally or even regionally accepted list of root certificates will exist. Instead, the GSMA certificate platform will enable each operator to make available the root certificate(s) of its choice. 
Therefore, a SEPP security requirement is that it shall support multiple lists of trusted root certificates, and associate each list with one or more MCC-MNC combinations (with each MCC-MNC combination being associated with exactly one list). During N32 connection setup, and certificate chain validation in particular, the SEPP shall exclusively use the list of trusted root certificates that is associated with the MCC-MNC combination found in the remote SEPP certificate in order to perform the verification. This is to ensure that a root certificate associated with operator A cannot be used as trust anchor for a SEPP certificate of operator B. 
The concept of “interconnect CAs”, as specified in clause 5.1.1.2 of TS 33.310, is currently not pursued.
The above GSMA activities take place in parallel with related 3GPP activities, including for example work on certificate format and extensions and automatic certificate management for the SBA. GSMA proposes to more clearly define the division of responsibilities between GSMA and 3GPP in this area in order to avoid duplication of work, to produce a consistent specifications set, and to help vendors in collecting the required information.
More specifically, GSMA proposes that SEPP certificate format specification remains with 3GPP, with naming scheme/conventions for the Subject and Subject Alternative Name fields remaining with GSMA. It is further proposed that aspects concerning PKI governance as well as distribution, update and revocation of root and intermediate CA certificates related to SEPP certificates over the N32 interface remain with GSMA. The possibility of interworking of the GSMA mechanisms with automatic certificate management for SEPP, as part of SBA, should be further explored.
Discussion: 
SA3 has informed GSM that SA3 is working on this topic see  S3-222304.
No action for CT4.
Decision: 		The document was noted.
C4-225022	EAP-5G change; Answer to S2-2109043
					Type: LS in		For: Discussion
					Original outgoing LS: LIAISE-508-02, to SA2, CT4, CT1, cc -
					Source: Broadband Forum
Abstract: 
In your previous liaison, you noted ‘SA2 assumes that the changes in TR-456 would only impact the way EAP-5G is transported between RG and W-AGF and has no impacts to EAP-5G as such.’
We would like to confirm that the changes in TR-456 do NOT impact EAP-5G. 
EAP-5G is no longer used in the W-5GAN procedures between AGF and 5G-RG. EAP-5G is deprecated in TR-456 issue 2.
As previously communicated, we have come to realize that the use of EAP-5G over PPP for W-CP initiation is an unsuitable choice for 5G-RG support over wireline. 
As such we have modified our call flows to initiate the VSNP procedures to establish reliable NAS transport with fragmentation and reassembly support earlier in the call flow sequence; and communicate the key elements of the EAP-5G exchange as part of W-CP initiation dialog within our framework of VSNP messaging.
We note the above change will have a number of impacts on TS23.316. We have documented the updated procedures in issue 2 of TR-456, which is now published at https://www.broadband-forum.org/technical/download/TR-456_Issue-2.pdf.
We would like to inform 3GPP that WWC phase 2 is now finished and includes the following published documents: TR-470i2 – 5G Wireless Wireline Convergence Architecture, TR-124i7 - Functional Requirements for Broadband Residential Gateway Devices , TR-456i2 - AGF Functional Requirements, available at https://www.broadband-forum.org/technical-reports. 
We look forward to continuing our fruitful relationship.
Thanks,
Lincoln Lavoie
Broadband Forum Technical Committee Chair
Discussion: 
CT4 will wait SA2 reply before CT4 action.
Decision: 		The document was noted.
C4-225023	Research highlighting potential need for granular level checks using "Additional scope" under the OAuth2.0 Token Access
					Type: LS in		For: Discussion
					Original outgoing LS: LS to 3GPP OAuth Token Scopes v4, to SA3, CT4, cc -
					Source: GSMA CVD PoE
Abstract: 
The GSMA’s CVD programme has been made aware, through a researcher submission (attached to this LS), of a potential security vulnerability within 5G network functions that encompass OAuth2.0. More specifically the research highlights how certain gaps in RFC 6749 can lead to unauthorized access. The compounding effect of these gaps in OAuth2.0 could result in potential end point manipulation within the 5G SBA.
Submission date: The researcher (Imran Saleem at Mobileum) shared his initial research to GSMA 5GSTF on 25 October 2021. A formal disclosure to the GSMA CVD programme was made by the researcher on 09 August 2022 with a vulnerability ID CVD-2022-0063.
Similar research was also submitted recently to the GSMA CVD programme by group of university researchers, Seaver Thorn, K. Virgil English, William Enck, Kevin R.B. Butler from North Carolina State University & University of Florida, under CVD-2022-0061, CVD-2022-0062. The disclosures were made on 26 July 2022.
Discussion: 
LS is mailty related to SA3 scope.
Samsung commented that they has discussion paper C4-225296 on topic.
Decision: 		The document was postponed.
C4-225296	Discussion on Security Vulnerabilities highlighted by GSMA LS C4-225023
					Type: discussion		For: Discussion
					Source: Samsung
Abstract: 
GSMA CVD PoE has sent LS C4-225023 to CT4 and SA3 highlighting potential security vulnerability within 5G Network functions encompassing OAuth2.0. This paper attempts to analyze the highlighted vulnerabilities and suggests next steps.
Discussion: 
Nokia agrees additional scopes could be  defined in Rel-18 but this needs futher and clear study.
SA3 and SA3 shoud define 3301 clear clarification when additional scopes should be used. Currently this is mainly opertor decision.
CT4 meeting agreed to start to bring contribution to next meeting on this topic.
Decision: 		The document was noted.
C4-225024	Reply LS on FS_REDCAP_Ph2 option feasibility
					Type: LS in		For: Information
					Original outgoing LS: R2-2209243, to SA2, RAN3, cc CT4, CT1
					Source: RAN2
Abstract: 
RAN2 would like to thank SA2 for the LS on FS_REDCAP_Ph2 option feasibility and provide the following view on the aspects mentioned in the LS:
“From RAN2 perspective, for a UE in RRC_INACTIVE state configured with long eDRX RAN paging cycle, CN buffering solution has less RAN impact in general and is preferred.”
Discussion: 
No action for CT4.
Decision: 		The document was noted.
C4-225027	Reply LS on Slice list and priority information for cell reselection
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2203597, to RAN2, RAN3, CT1, CT4, cc -
					Source: SA2
Abstract: 
SA2 would like to inform RAN2, RAN3, CT1, CT4 about SA2 progress of supporting Slice Groups and Network Slice priorities required for enabling RAN Slicing as per Work Item NR_Slice-Core.
SA2 confirms that the mapping of slice to the slice group is per TA, and slice group priority is sent to the UE over NAS message by the AMF. SA2 approved the attached CRs. 
SA2 would like to emphasize that the support of network sharing is required for all features unless agreed otherwise so an optional PLMN index indication or a similar concept should be considered to be added as part of the slice group format in SIB.
For your information in SA2 the slice group is referred as NSAG (Network Slice AS Group).
2. Actions To: RAN2, RAN3, CT1 and CT4
SA2 kindly asks to take the information above into consideration for the further development of related specifications.
Discussion: 
Nokia: According to the  LS is more an Operator choice so need  to add something on subscription basis no action for CT4.
Decision: 		The document was noted.
C4-225029	Reply LS On PLMN ID used in Roaming Scenarios
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2207391, to SA3, CT4, cc -
					Source: SA2
Abstract: 
SA2 thanks SA3 for the LS on PLMN ID used in Roaming Scenarios and the provided observations.
SA2 discussed the observations in the LS and the two Editor’s Notes in the attached CR and provides the following views: 
- The mandatory custom header “3gpp-Sbi-Asserted-Plmn-Id” defined in TS 29.500 can be always included by sending NF from Rel-17. The included PLMN ID represents the serving PLMN ID. In case the NF supports multiple PLMNs, the NF may consider the PLMN ID that the UE is registered to, unless something else is specified.
- Other solutions may involve, e.g. the sending SEPP determines the PLMN ID by implementation mechanism and includes it if the sending NF (e.g. pre-Rel-17 NF) has not provided the serving PLMN ID related information in the custom header.
- SA2 considers that CT4 is most suitable group to lead the discussion of this issue, with support from SA3 for security-related aspects (e.g. certificates).
- Stage 2 requirement is expected to be documented in SA3 specifications. 
- GSMA should be kept in the loop
Discussion: 
The reply from SA2 is inline with decision taken in last CT4 meeting. CT4 can note the LS.
Decision: 		The document was noted.
C4-225031	Reply LS on Inter-PLMN Handover of VoLTE calls and idle mode mobility of IMS sessions
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2207697, to SA3LI, CT1, CT4, SA3, cc -
					Source: SA2
Abstract: 
As follow up to the issue raised in the LS S3i220244 from SA3LI and the cross WG CC held in July 7th, 2022, SA2 has made the following conclusions as a way forward:
-Initially, changes will be limited to Rel-18 onwards to progress the work.
-Use the basic solution as described in the attached document S2-2205903. The “LI after inter-PLMN mobility” use case is addressed in Rel-18 as part of the solution. Note that the draft CR is NOT approved in SA2. SA2 will continue to work on this as part of Rel-18.
-Use S8HR/TEI18 work item code(s) to make the updates, whether Cat F or C CRs to be discussed in future meetings.
-Scope of the work in Rel-18 is limited to current GSMA requirements for IMS, which mandates RTP use and does not mention SRTP/media encryption, thus solution will not consider media encryption.
- VoLTE is the first priority. SA2 believe that subsequent work can re-use this solution concept for VoNR and handover between VoNR and VoLTE.
Any further usecases/requirements need to be addressed/ discussed in future releases.
Discussion: 
CT4 should wait until SA2 approves the proposed solution before CT4 work can continue.
Decision: 		The document was noted.
C4-225032	Reply LS on 5G ProSe security open items
					Type: LS in		For: Information
					Original outgoing LS: S2-2207838, to SA, SA3, cc CT, CT1, CT3, CT4, CT6
					Source: SA2
Abstract: 
SA2 appreciate SA for the decision and reply LS on 5G ProSe security open items.
In their LS, SA indicated that “SA has agreed that SA2 and SA3 should work on PDU Session Secondary Authentication in Rel-18 as per normal 3GPP working procedures.”
Related to this, SA2 expects SA3 to take the lead on the PDU Session Secondary Authentication work that it was not possible to complete during Rel-17.
SA2 requests that SA3 keeps SA2 informed of their progress. SA2 expects that any work related to architecture and procedures in this area will be performed via collaboration between the 2 WGs.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225049	Identifier availability for Lawful Interception during Inter-PLMN handover
					Type: LS in		For: Information
					Original outgoing LS: s3i220485, to SA2, cc SA3, CT3, CT4
					Source: SA3-LI
Abstract: 
SA3LI would like to thank SA2 for their recent assistance and work on issues related to inter-PLMN handover. 
To meet lawful interception requirements, it is necessary that the compelled PLMN deliver all traffic associated to the provided identifiers from time of tasking to the requesting law enforcement agency. This includes sessions which are transferred into a serving PLMN as a result of inter-PLMN handover. Both MSISDN and IMEI are used as target identifiers, and therefore need to be available at the point of inter-PLMN handover. As the association between the MSISDN, IMEI and other identifiers is not known to the visited network at the time of an inter-PLMN handover it will be unable to immediately apply lawful interception requirements.  SA3LI believe including MSISDN and IMEI in the MME UE context for all HPLMN to VPLMN, VPLMN to VPLMN and VPLMN to HPLMN scenarios would resolve this.
It is understood during an inter-PLMN handover, the PLMN receiving the handover will not be provided with the MSISDN or IMEI as part of the forward relocation requests MME UE context (TS 23.401 clause 5.5.1.2.2). SA3LI anticipate that this will create a delay in Lawful Interception leading to a loss of data when the MSISDN or IMEI is the targeted identifier.
While SA3LI understands that the current focus of work is on S8HR, the same considerations will apply for GPSI and PEI in N9HR.
Therefore, to meet lawful interception requirements, SA3LI kindly asks SA2 to review if MSISDN and IMEI can be included in the transferred MME UE context and that in the future if SA2 extends their work to include N9HR or non-voice service handover scenarios then SA3LI asks that SA2 make equivalent changes for those scenarios.
Discussion: 
Reply from SA2 in S2-2209262/ C4-225035.
Decision: 		The document was noted.
C4-225035	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2209262, to CT4, SA3, SA3-LI, cc CT3
					Source: SA2
Abstract: 
SA2 thanks SA3LI for their request regarding the transfer of MSISDN and IMEI at inter-PLMN handover in EPC and 5GC. 
SA2 has conducted a preliminary analysis of the situation but requests CT4 to do a more detailed examination of their stage 3 specifications.
From the SA2 analysis (e.g., using the specification extracts in the annex below), SA2 believe that:
a)	In EPC and 5GC, the IMEI is already always sent from the source MME/AMF to the target MME/AMF (including inter-RAT cases) during idle mode mobility and handover, and this should include inter-PLMN situations.
b)	In EPC the MSISDN is not sent at idle mode mobility or handover between MMEs, nor at inter-RAT idle mode mobility/handover between AMF and MME. 
i)	This is probably not an LI problem for idle mode mobility because the UE cannot send/receive data/SMS with the new MME/AMF until the registration process with the HPLMN has been completed and the HSS/UDM has had the opportunity to download the MSISDN/GPSI to the new MME/AMF.
ii)	For handover, as long as SA3 do not see a problem, SA2 do not see an issue with adding it to their specifications especially as there are already some situations (SRVCC and PDN connections via SCEF) where the stage 3 specification (TS 29.274) already carries the MSISDN from source MME to target MME.
c)	In 5GC, the GPSI is already sent from source AMF to target AMF at both idle mode mobility and handover.
If CT4 and SA3 do not see problems with the SA2 analysis and/or the SA3-LI request, SA2 should be able to prepare CR(s) to add the MSISDN to the stage 2 TS 23.401 for inter-MME handover (and to include inter-RAT cases, possibly TS 23.502) in Release 18.
SA2 requests CT4 to confirm or correct the SA2 analysis about IMEI/PEI and MSISDN/GPSI transfer at inter-CN node inter-PLMN mobility.
Discussion: 
Reply LS to SA3LI and SA2. See C4-225542.
Decision: 		The document was noted.
C4-225037	Response LS on Clarifications for AF specific UE ID retrieval
					Type: LS in		For: Information
					Original outgoing LS: S2-2209270, to SA6, cc CT3, CT4, SA3
					Source: SA2
Abstract: 
SA2 thanks for SA6 LS. SA2 answers the question as follows:
Question to SA2: Since TS 23.502 clause 4.15.10 describes AF utilizing NEF service to obtain AF specific UE ID and clause 6.2.10 of TS 23.501 describes that a trusted AF can be allowed to directly interact with relevant NFs instead of using NEF, SA6 would like to ask SA2 whether a trusted AF can directly utilize UDM and BSF services to obtain AF specific UE ID in Rel-17. If so, what are the interaction details among those NFs without using NEF?
SA2 Answer: TS 23.501 clause 4.15.10 is a general description allowing a trusted AF to directly interact with 5GC NF without using NEF, but the detailed function procedure to support such an interaction is case by case in TS 23.502, e.g., in clause 4.15.6 of TS 23.502, the service specific parameter provisioning does not support AF bypassing NEF to provision UE parameters. In Rel-17, there is no procedure to support AF to retrieve AF specific UE ID bypassing NEF in TS 23.502, clause 4.15.10.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225043	Progress and open issues for NPN enhancements in Rel-18
					Type: LS in		For: Information
					Original outgoing LS: S2-2209860, to SA1, SA3, CT1, cc CT3, CT4, RAN2, RAN3
					Source: SA2
Abstract: 
SA2 is progressing the work on FS_eNPN_Ph2 and intends to finalize the study in Q4 2022. Meanwhile, some conclusions have been made and an eNPN_Ph2 work item was approved at TSG SA#97e in SP-220805. While SA2 intends to further update that WID based on conclusions made in Q4 2022, impacted WGs can initiate the related work based on SA2 CRs being sent for approval to the TSG SA#98e.
While further progressing the FS_eNPN_Ph2 study, SA2 has not been able to conclude on all aspects and therefore would want to get feedback on the following.
Question 1: A UE that intends to access a hosting network, to access localized services, using home network credentials/subscription, can select a hosting network either by automatic network selection or by manual network selection. Does the home network need to authorize the use of such network selection of a hosting network for both automatic and manual network selection or only for automatic network selection, and does it depend on whose credentials the UE uses to access the hosting network?  
Question 2: For KI#2, Support of Non-3GPP access for SNPN, SA2 is not able to conclude whether it is to be possible to access to SNPN with NG-RAN and to non-3GPP (e.g., WLAN) Access Network using the same credentials. An example of such solution is described in solution #16 in the TR 23.700-08. Therefore, SA2 asks for SA3 to evaluate if there are security aspects to consider and whether to progress such functionality. 
Question 3: For KI#4 SA2 is progressing means to enable selection of a hosting network, SA2 wonder if CT1 prefers to re-use the terminology SNPN access mode when the hosting network is an SNPN?  
Question 4: When progressing normative CRs for KI#2, it was proposed to re-use SNPN access mode also when the UE selects an SNPN over non-3GPP access. SA2 understands that TS 24.501 also uses “SNPN access operation mode” and therefore wonder what would be the appropriate term to use for a UE that selects SNPN over non-3GPP access? 
SA2 would appreciate feedback as soon as possible as to be able to conclude the study in Q4 2022.
Discussion: 
Ericsson clarified they have submitted a new WID to CT1 and CT4. Also CRs are submitted to CT4 meeting.
Decision: 		The document was noted.
C4-225045	Response to “LS to 3GPP SA2 on VoLTE Roaming GBR Handling”
					Type: LS in		For: Information
					Original outgoing LS: S2-2209969, to GSMA-NRG, cc CT4, SA4, CT3
					Source: SA2
Abstract: 
SA2 thanks GSMA NRG for their LS on this topic, and thanks CT4 and SA4 for their assistance to SA2. Over the last few meetings, SA2 has been actively discussing this topic and consulting with SA4 and CT4: the related LSs are in S2-2204724, S2-2208158 (=S4-221192) and S2-2208133 (=C4-224401).
With regard to the NRG suggestion for the VPLMN to have the “possibility to override also the GBR parameter value sent by HPLMN during the bearer setup process”, SA2 do not believe that this is an advisable thing to do because of (a) the response from SA4, and (b) unilateral MME action to downgrade the GBR would cause a mismatch between the GBR on the CDRs and what the VPLMN’s RAN delivers (the SGW and PGW CDRs would have the same, inappropriate, value).
SA2 acknowledge the operational complexity of having a GBR agreed between every pair of HPLMN and VPLMN and observe that the situation is likely to get worse as:
•	the number of VoLTE roaming agreements increases (and they become bi-directional); 
•	they are expanded to cover VoNR;
•	EPS fallback is used (where IMS sees the access type as NR, but the GBR bearer is established on LTE); and 
•	satellite access (Non-Terrestrial Networks) gets deployed - where the maximum GBR might be very low (e.g. in Release 18, RAN working groups are studying NR enhancements for NTN access in order to support VoIP at 4.75 kbps).
SA2 (with CT4’s help) has discussed one (or more) potential solution(s), which would require updates to many entities in the VPLMN and HPLMN (e.g. MME, Serving GW, PDN GW, PCRF, plus a number of IMS nodes, and for VoNR also impact the AMF, SMF and PCF). Designing, specifying, implementing, and rolling out any such solution would obviously take some time. 
An alternative solution might be for GSMA to come to an agreement on a common voice GBR value to be used in all IMS roaming agreements. In SA2 view such a value can be codec rate agnostic and will need to be the minimum 5QI/QCI1 GBR value to be supported in all VPLMNs and needs to be above the maximum codec rate of the codecs specified in 3GPP TS 26.114, and/or IR.92. Alternatively, codec specific values can be defined by GSMA, and roaming partners need to agree in their roaming agreements on the codecs that are supported, also referring to the codec specific GBR values. 
SA2 also observes that GSMA has attempted this approach in IR.88 (Annex E Table 1 Roaming QoS values) with a recommend GBR 156kbps (assuming three concurrent streams), but the scenario raised in NRG 13_201r2/S2-2203630 (see below) shows that MNO A and MNO C are not following this recommendation:
The following scenario shows how this can prevent commercial VoLTE roaming launch:
•	MNO A is using a value of GBR=64kbps
•	MNO B is using a value of GBR=156kbps
•	MNO C is using a value of GBR=512kbps
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225050	Reply LS to 3GPP SA2 on VoLTE Roaming GBR Handling
					Type: LS in		For: Information
					Original outgoing LS: S4-221192, to SA2, cc CT3, CT4, GSMA NRG
					Source: SA4
Abstract: 
SA4 thanks SA2 for the LS on VoLTE Roaming GBR Handling.
SA4 has discussed the issue and can confirm the SA2 understanding that a RAN GBR (in HPLMN or VPLMN) that is lower than what is needed to support the lowest voice codec mode the UE is configured to use (by the HPLMN), would result in voice packets being delayed and/or dropped. It cannot be assumed that a UE would adapt below the lowest configured voice codec mode, even in the presence of substantial packet loss and even if the specific voice codec technology supports lower modes than what is included in the current UE configuration.
Furthermore, the current TS 26.114 specification provides several optional and recommended speech adaptation procedures and possibilities to detect the need for speech adaptation. Currently, only one speech adaptation procedure is normative for the UE; adjusting speech codec mode based on received speech Codec Mode Request (CMR). However, neither sending CMR based on observed RTP voice packet losses nor adjusting speech codec mode based on (RTCP) reported voice packet losses are normative to support in the UE. This is true both for Initial Codec Mode (ICM) procedures and dynamic adaptation during an ongoing session. 
Therefore, SA4 considers it of utmost importance to ensure that the used RAN GBR (in HPLMN or VPLMN) is never set lower than the lowest configured voice codec mode in the UE.
This reply LS is provided for information.
ACTION To CT3 / CT4: 	SA4 asks CT3 / CT4 to take the above information into account.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225051	Reply LS on User Consent Updating
					Type: LS in		For: Information
					Original outgoing LS: S5-225321, to RAN3, cc CT4, SA3
					Source: SA5
Abstract: 
SA5 thanks RAN 3 for the LS R3-224076/S5-225021 on Reply LS on liaison on User Consent Updating and would like to inform RAN3 that SA5 has agreed to mention the NG messages UE CONTEXT MODIFICATION REQUEST and PATH SWITCH REQ ACK message among the other referenced messages capable of carrying the Management Based MDT PLMN (Modification) List IE, see also the attached CR.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225053	Forward on S6-222332, LS on Network federation interface for Telco edge consideration
					Type: LS in		For: Information
					Original outgoing LS: S6-222543, to SA3, SA2, SA, cc CT, CT1, CT3, CT4
					Source: SA6
Abstract: 
Background: GSMA OPG has developed PRD for Operator Platform Telco Edge Requirements which specifies architectural requirement and a corresponding reference architecture for Operator Platform. GSMA OPAG is developing the API specifications for interfaces or the Operator Platform. GSMA OPG, 3GPP and ETSI MEC ISG are coordinating to develop a single harmonized system architecture for edge computing.
In this context, SA6, SA2 and SA5 have received the attached LS from GSMA OPAG about East West Bound Interface (EWBI) APIs PRD for feedback. The EWBI APIs PRD may have impacts to the edge computing work for Rel.18 in SA and CT WGs and hence a coordinated response to GSMA OPAG is required. SA6 is currently reviewing the EWBI APIs PRD and may provide detailed technical response for December Plenary to enable a coordinated LS response by 3GPP SA to GSMA OPAG.
SA6 asks SA2, SA3 and SA5 to review the EWBI PRD and provide any technical response to 3GPP SA by December Plenary for a coordinated LS response by 3GPP SA to GSMA OPAG. SA6 asks SA to create a coordinated response, if necessary, based upon the inputs to the December plenary from the SA WGs.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225054	Reply LS on user’s consent for EDGEAPP
					Type: LS in		For: Information
					Original outgoing LS: S6-222555, to CT3, SA2, cc SA3, CT4
					Source: SA6
Abstract: 
SA6 thanks CT3 for the LS on EDGEAPP user’s consent observations and related questions.
Question 1 to SA6: For the Eees_UEIdentfier API, whether a trusted EES can directly utilize the relevant 3GPP 5GC services or can only utilize the relevant 3GPP 5GC services via the NEF?
Answer 1: Before replying to CT3, SA6 would like to check with SA2 for AF interaction with NFs. SA6 will further update CT3 after receiving feedback from SA2.
Question to SA2: Since TS 23.502 clause 4.15.10 describes AF utilizing NEF service to obtain AF specific UE ID and clause 6.2.10 of TS 23.501 describes that a trusted AF can be allowed to directly interact with relevant NFs instead of using NEF, SA6 would like to ask SA2 whether a trusted AF can directly utilize UDM and BSF services to obtain AF specific UE ID in Rel-17. If so, what are the interaction details among those NFs without using NEF?
Question 2 to SA3, SA6: Whether the External Identifier used as GPSI needs user’s consent or not?
Answer 2: As mentioned in an editor’s note in clause 8.6.5.2 of TS 23.558, SA6 believe this is falling into SA3 remit to answer the question.
Question 3 to SA3, SA6: Whether the token is needed or not for the user’s consent mechanism required in SA3 specification?
Answer 3: Regarding EDGE-3 Eees_UELocation API, the EAS may retrieve user consent before invoking EES service. Such a case is under study in TR 23.700-95 in Rel-18. Therefore, it is not supported in TS 23.558 in Rel-17 (see attached CR for clarification).
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225293	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
					Type: LS in		For: Information
					Original outgoing LS: s3i220660, to SA2, cc CT3, CT4, SA3
					Source: SA3-LI
Decision: 		The document was noted.
C4-225370	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
					Type: LS out		For: Approval
					to SA2, SA3, SA3-LI, cc CT3
					Source: CT4
Abstract: 
CT4 thanks SA3 for their request regarding the transfer of MSISDN and IMEI at inter-PLMN handover in EPC and 5GC.
CT4 discussed the situation and agrees both with the SA3-LI request and the SA2 assessment.
As announced in the SA2 LS, CT4 encourages SA2 to prepare CR(s) to add the MSISDN to the stage 2 specification for the outlined mobility scenarios for Release 18.
CT4 will continue the work once stage 2 is finalised.
Decision: 		The document was revised to C4-225542.
C4-225542	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
					Type: LS out		For: Approval
					to SA2, SA3-LI, cc CT3, SA3
					Source: CT4
(Replaces C4-225370)
Decision: 		The document was approved.
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C4-225102	Discussion on New WID for Enhancements to NSAC procedure
					Type: discussion		For: Decision
					Source: ZTE
Abstract: 
This discussion paper provides background information for SA2 approved eNSAC WID, and analysis of potential impacts to stage 3 specs.
Discussion: 
SA5 impacts need to be clarified.
Nokia is supporting a work item.
Huawei commented that stage 2 solution is needed at first before CT4 work can be started. Huawei also believe SA5 part should be removed.
ZTE confirm SA2 details are need before work can start in CT4 (Q2/2023).
Decision: 		The document was noted.
C4-225103	New WID: Enhancement of NSAC for maximum number of UEs with at least one PDU session/PDN connection
					Type: WID new		For: Agreement
					Source: ZTE
Abstract: 
Lead by CT4
impacted : CT3
for agreement
Decision: 		The document was revised to C4-225371.
C4-225371	New WID: Enhancement of NSAC for maximum number of UEs with at least one PDU session/PDN connection
					Type: WID new		For: Agreement
					Source: ZTE
(Replaces C4-225103)
Abstract: 
Led CT4
Decision: 		The document was agreed.
C4-225130	New WID on 5GS support of NR RedCap UE with long eDRX for RRC_INACTIVE State
					Type: WID new		For: Agreement
					Source: Ericsson
Abstract: 
Led by CT14aims at specifying stage 3 system enhancements required for 5G system to support data and signalling handling enhancement when NR RedCap UE applies long eDRX (i.e. >10.24s) value in 5GMM-CONNECTED mode with RRC inactive indication.
The objective is to specify enhancements to 5GS as per stage 2 requirements for introducing support of long eDRX (i.e., >10.24s) for UEs in 5GMM-CONNECTED mode with RRC inactive indication.
The following impacts on 3GPP CT working groups are identified.
CT1
-	Removal of the limitation on the applicability of eDRX values >10.24s for UEs in 5GMM-CONNECTED mode with RRC inactive indication.
CT4
-	Enhancements for MT data/signalling handling during UE unreachable time due to long eDRX for UE in CM-CONNECTED with RRC_INACTIVE state which includes:
-	Impact on Nsmf_PDUSession service, e.g.  using SmContext Update request to inform the SMF to stop user plane DL data transmissions and apply CN based MT handling;
-	Impact on Namf_MT service, e.g. to document relevant stage 2 procedures.
Discussion: 
It was agreed in previous CT1 meeting that CT4 should be leading group in this WID.
Nokia, Nokia Shanghai Bell will be added as a supporting company.
Decision: 		The document was revised to C4-225372.
C4-225372	New WID on 5GS support of NR RedCap UE with long eDRX for RRC_INACTIVE State
					Type: WID new		For: Agreement
					Source: Ericsson
(Replaces C4-225130)
Decision: 		The document was agreed.
C4-225131	New WID on mission critical system migration and interconnection enhancements
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
Abstract: 
Lead by CT1
Interconnection and migration between mission critical systems are necessary to provide inter-system communication for purposes such as operational support and mutual aid between mission critical systems in different security domains operated by different mission critical organizations. The resulting stage 1 requirements are listed in 3GPP TS 22.280.
Stage 2 interconnection and migration has been specified in the following 3GPP specifications: 3GPP TS 23.280, 3GPP TS 23.379, 3GPP TS 23.281, 3GPP TS  23.282, and 3GPP TS  33.180 starting from Rel-15. In stage 3 and up to Release-17 only interconnection aspects have been specified. The necessary implementation details for migration support have not been realized in stage 3. 
In addition, in Rel-18 it was identified that the level on mission critical system interconnection and migration functionality has not fully addressed the needs for railway communications. Trains are crossing the border much more frequent than in public safety scenarios, and especially the need for seamless communication when crossing borders is essential for railway operations. SA6 has started the corresponding normative work in IRail (WID in SP-220098) to satisfy those specific interconnection and migration needs of railways.
This work item will provide the necessary stage-3 work for the normative requirements as specified by the parent work-items.
Discussion: 
Only few CT4 impacted specifications.
Decision: 		The document was revised to C4-225374.
C4-225374	New WID on mission critical system migration and interconnection enhancements
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225131)
Decision: 		The document was endorsed.
C4-225132	New WID on Secondary DN authentication and authorization in EPC IWK cases
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
Abstract: 
Lead by CT1 
impacted : CT4, CT3
for endorsement
The 5GS procedure for secondary authentication and authorization by a DN-AAA server during the establishment of a PDU session is described in stage-2 specifications TS 23.501 (clause 4.6.6) and TS 23.502 (clause 4.3.2.3). However, the secondary authentication with a DN-AAA server is not supported when the UE is in EPS, i.e. the EAP based secondary authentication mechanism in EPC interworking is not supported in pre Rel-18 3GPP releases. In order to close this gap, SA2 has initiated the normative work to specify the requirements for supporting the secondary authentication and authorization by a DN-AAA server in EPS under the work item TEI18_SDNAEPC.
This CT work item intends to address the stage-3 normative work for TEI18_SDNAEPC.
Discussion: 
China Mobile: For EPC do we still have 2 option for secondary authentication.
Nokia clarified that secondary authentication is done by control plane in EPC. This is just using existing mechanism.
Decision: 		The document was revised to C4-225494.
C4-225494	New WID on Secondary DN authentication and authorization in EPC IWK cases
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225132)
Decision: 		The document was endorsed.
C4-225133	New WID on support for 5WWC, Phase 2
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
Abstract: 
Lead by CT1 
impacted : CT4, CT3
for endorsement
As part of TEI17_N3SLICE it has not been possible to work on how to select a TNGF/N3IWF that supports the S-NSSAI(s) requested by the UE during registration via trusted or untrusted non-3GPP access network because TEI17_N3SLICE had the constraint not to impact the UE. 
SA2 has initiated the normative work for wireless and wireline convergence for the 5G system, phase 2 (5WWC_Ph2). The SA2 work item intends to cover how to select a TNGF/N3IWF that supports the S-NSSAI(s) requested by the UE during registration via trusted or untrusted non-3GPP access network and how to provide differentiated service for UE and Non-3GPP devices connected behind a 5G RG.
This CT work item intends to address the stage-3 normative work for 5WWC_Ph2.
Discussion: 
Nokia commented that the first editor's note in a section 4 needs to be most probably extended based on CT1 study.
Decision: 		The document was revised to C4-225495.
C4-225495	New WID on support for 5WWC, Phase 2
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225133)
Decision: 		The document was endorsed.
C4-225134	New WID on 5G Timing Resiliency and TSC & URLLC enhancements
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
Abstract: 
Lead by CT3
impacted : CT4, CT1
for endorsement
SA2 has studied system enhancements to the 5G system to enable 5GS network timing synchronization status and reporting, time synchronization service enhancements, support for controlling 5G time synchronization service based on subscription, provisioning of PER to NEF/PCF by an AF, interworking with TSN network deployed in the transport network, and adaptation of downstream scheduling based on RAN feedback for low latency communication. The conclusions of this study are captured in 3GPP TR 23.700-25.
Based on the above, SA2 has approved the Timing Resiliency and URLLC enhancements (TRS_URLLC) WID (SP-220814) and started normative work to implement the studied system enhancements based on the conclusions of 3GPP TR 23.700-25. 
This CT work item intends to address the stage-3 normative work for TRS_URLLC.
Discussion: 
29.244 to support needs to be added on impacted specification list.
Decision: 		The document was revised to C4-225373.
C4-225373	New WID on 5G Timing Resiliency and TSC & URLLC enhancements
					Type: WID new		For: Endorsement
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225134)
Decision: 		The document was endorsed.
C4-225135	DISC on 5GC Restoration solutions
					Type: discussion		For: Discussion
					Source: Nokia, Nokia Shanghai Bell, Ericsson, Orange, Vodafone, AT&T, Verizon
Abstract: 
A DISC paper [1] and SID [2] were submitted at CT4#111-e proposing that CT4 studies new restoration solutions in Rel-18 not relying on NF (service) set deployments and enabling the support of back-up NFs between NFs from different vendors. The SID was postponed to the next meeting.  
This DISC paper reminds the 5GC architecture design principles to support resiliency in the 5GS and provides views from the source companies on the way forward.
Discussion: 
Nokia commented that CT4 should not introduce a different solution for the same problem.
China Mobile For multiverdor environment cause problems between multivendors in same set. Backup of different vendors would make sure that backup may have a different bug. This increases the reliability. The operators would like to have more visibility. China Mobile would like to make sure that the SET concept is fully inline with all implementation.
ZTE would prefer to have a simple solution compared to SET concept beased restoration.
Ericsson commented that it's unfair for vendors who already implemented the SET concept. The nodes should be from same vendors.
Decision: 		The document was noted.
C4-225182	New WID on Enhancement of Network Slicing Phase 3
					Type: WID new		For: Endorsement
					Source: ZTE
Abstract: 
Lead by CT1 
impacted
SA has approved  a work item on Enhancement of Network Slicing Phase 3 (eNS_Ph3) in Rel-18. The building block is to realize the CT aspects of protocol impacts for eNS_Ph3 based on the approved SA WID.
Discussion: 
ZTE requested to offline comments related to this WID.
Decision: 		The document was noted.
C4-225183	State of Rel-18 eNS_Ph3 work and impacts to CT WGs
					Type: discussion		For: Decision
					Source: ZTE
Abstract: 
This discussion paper provides status of stage 2 work on eNS phase 3, also provides impact analysis on stage 3 specs.
Decision: 		The document was noted.
C4-225193	TEI18_MLR CT Aspects
					Type: discussion		For: Discussion
					Source: Ericsson
Decision: 		The document was noted.
C4-225194	TEI18_MLR CT Aspects
					Type: WID new		For: Agreement
					Source: Ericsson
Abstract: 
Lead by CT4
impacted :-
for agreement
SA2 agreed work item "Multiple Location Report for MT-LR Immediate Location Request for regulatory services" (TEI18_MLR) to specify the feature to get more reliable UE Location Information for regulatory services, by obtaining consecutive location estimates for a target UE in MT-LR. SA plenary approved work item "Multiple Location Report for MT-LR Immediate Location Request for regulatory services" (SP-220795) for SA2 normative work.
Discussion: 
Nokia and Nokia Shaghai Bell would like to support this WI.
UID
Decision: 		The document was revised to C4-225375.
C4-225375	TEI18_MLR CT Aspects
					Type: WID new		For: Agreement
					Source: Ericsson
(Replaces C4-225194)
Decision: 		The document was agreed.
C4-225230	CT Aspects of Edge Computing Phase 2
					Type: WID new		For: Approval
					Source: Huawei
Decision: 		The document was revised to C4-225358.
C4-225261	Status of Rel-18 work related to DetNet
					Type: discussion		For: Information
					Source: Ericsson
Decision: 		The document was noted.
C4-225262	Extensions to the TSC Framework to support DetNet
					Type: WID new		For: Endorsement
					Source: Ericsson
Abstract: 
Lead by CT3 
impacted : CT4, CT1 
for endorsement
Discussion: 
CT Chair clarified that LS from SA2 to IETF to request work in DetNet group in IETF. CT4 delegates were requested to be active in this topic on IETF group.
Decision: 		The document was revised to C4-225497.
C4-225497	Extensions to the TSC Framework to support DetNet
					Type: WID new		For: Endorsement
					Source: Ericsson
(Replaces C4-225262)
Decision: 		The document was endorsed.
C4-225263	State of Rel-18 work related to additional enhancements for non-public networks in other WGs
					Type: discussion		For: Information
					Source: Ericsson
Decision: 		The document was noted.
C4-225264	CT aspects of Enhanced support of Non-Public Networks Phase 2
					Type: WID new		For: Endorsement
					Source: Ericsson
Abstract: 
Lead by CT1
impacted : CT4, CT3
for endorsement
SA2 has been studying enhancements of support for non-public networks phase 2 under study item "Study on enhanced support of Non-Public Networks Phase 2" (FS_eNPN_Ph2). SA2 study has agreed conclusions for some key issues. The conclusions of the SA2 study are captured in 3GPP TR 23.700-08 and provide a good overview of what is to be continued into normative phase and of what impacts to other working groups are expected in normative phase. SA plenary approved work item "Enhanced support of Non-Public Networks Phase 2" (eNPN_Ph2) for SA2 normative work.
SA3 has been studying security aspects of enhanced support of non-public networks phase 2 under study item "Study on security aspects of enhanced support of Non-Public Networks phase 2" (FS_eNPN_Ph2_SEC). The outcomes of the SA3 study are captured in 3GPP TR 33.858.
Considering the above, impacts on protocols and interfaces under CT WGs' responsibilities are foreseen and the related work in CT WGs should be carried out within Rel-18.
When needed, updates of the WID will be made based on progress of SA2, SA3 and RAN WGs.
Discussion: 
WID only covers key issues 1 and 2 calrified in discussion paper C4-225263.
Decision: 		The document was revised to C4-225638.
C4-225638	CT aspects of Enhanced support of Non-Public Networks Phase 2
					Type: WID new		For: Endorsement
					Source: Ericsson
(Replaces C4-225264)
Decision: 		The document was endorsed.
C4-225265	Protocol enhancements for Mission Critical Services
					Type: WID revised		For: Endorsement
					Source: Ericsson
Abstract: 
Lead by CT1
impacted : CT4, CT3
for endorsement
Discussion: 
Related CT4 CRs submitted in agenda item 6.2.3.
Decision: 		The document was endorsed.
C4-225273	Discussion on CT aspects of enhancement to the 5GC location services - phase 3
					Type: discussion		For: Discussion
					Source: CATT
Abstract: 
Discussion on CT aspects of 5G_eLCS_Ph3
Decision: 		The document was noted.
C4-225272	New WID on CT aspects of enhancement to the 5GC location services - phase 3
					Type: WID new		For: Agreement
					Source: CATT
Abstract: 
Lead by CT4 
impacted : CT1, CT3
for agreement
SA2 has studied the Enhancement to the 5GC LoCation Services – Phase 3 under the study item FS_eLCS_Ph3. The study work has been concluded. The conclusions are captured in 3GPP TR 23.700-71 and provide a good overview of what is to be continued into normative phase and impacts to other working groups. Furthermore, work item "Enhancement to the 5GC LoCation Services - Phase 3" (5G_eLCS_Ph3) for SA2 normative work was approved in TSG SA Meeting SP#97e, and revised version approved in SA2 meeting #153E.
Therefore, impacts on protocols and interfaces under CT WGs’ responsibilities are foreseen and the related work in CT WGs should be carried out within Rel-18.
The objective of this work item is to develop the specifications under remit of CT WGs for the stage 2 requirements agreed under the stage 2 work item 5G_eLCS_Ph3. Work will start only when normative stage 2 requirements are available.
The following areas of work are expected to be covered (non-exhaustive, additional areas can be identified based on progress in normative work in SA2):
CT4:
-	For support of user plane positioning:
-	Impact to the LMF to decide to use user plane positioning and send its UP positioning address and security related information to UE;
-	Potential impact to the GMLC/AMF/LMF to deliver AF/LCS client address to UE.
-	For support of enhanced positioning architecture for NPN deployment:
-	Potential impact to the GMLC/LMF to transfer UE location from LMF to GMLC directly for all types of location request.
-	For support of local area restriction for an LMF and GMLC:
-	Impact to the AMF to support LMF ID for LMF selection;
-	Potential impact to the UDM/UDR to support LMF ID storing and fetching.
-	For support of interaction between Location Service and NWDAF:
-	Potential impact to the LMF to support indoor/outdoor indication and send it to NWDAF;
-	Potential impact to the GMLC to provide location information to NWDAF.
-	For support of assistance data provisioning for low power high accuracy GNSS positioning:
-	Impact to the NRF to support GNSS assistance data for NEF, LMF and trusted AF information.
-	For support of unawareness positioning:
-	Impact to the GMLC/AMF/LMF services to support indication of unawareness positioning and possible new reject cause.
-	For support of Positioning Reference Units:
-	Impact to the LMF to support handling PRU related information;
-	Potential impact to the NRF to support storing PRU related information in LMF profile and LMF discovery based on PRU information;
-	Potential impact to the AMF to support PRU related procedure.
-	For support of location service continuity in case of UE mobility:
-	Impact to the AMF to support new reject cause and MME ID to cancel LCS session for 5GS to EPS mobility;
-	Impact to the SLg interface to support new reject cause and MME ID to cancel LCS session for EPS to 5GS mobility;
-	Potential impact to the AMF/LMF to support notification of location information including the QoS for EPS to GMLC;
-	Potential impact to the AMF/LMF to report handover complete event to GMLC;
-	Potential impact to the SLg interface to report handover complete event to GMLC;
-	Potential impact to the AMF to transfer LCS session date between S-AMF and T-AMF.
-	For support of Positioning Requirements Related to Satellite Access:
-	Potential impact to the LMF to support verification of UE location.
-	For support of Reduced Latency:
-	Potential impact to the GMLC/LMF to use user plane positioning to reduce latency.
-	To enhance the triggered location reporting for UE power saving purpose:
-	Potential impact to the AMF/UDM/UDR/GMLC/LMF to support event report allowed area.
-	For support of low power and/or high accuracy positioning:
-	Impact to the AMF/UDM/UDR/GMLC/LMF to support LPHAP indication.
CT1:
-	For support of user plane positioning:
-	Potential impact to the control plane LCS procedure to transfer UP positioning address and security related information to UE;
-	Potential user plane connection protocol decision and design;
-	For support of Positioning Reference Units:
-	Potential impact to the control plane LCS procedure to support PRU Registration.
-	For support of location service continuity in case of UE mobility between 5GS and EPS:
-	Potential impact to the control plane LCS procedure to support triggered location event reporting applicable to the target system (e.g. with the location QoS applicable to EPS in case of mobility from 5GS to EPS).
-	To enhance the triggered location reporting for UE power saving purpose:
-	Potential impact to the control plane LCS procedure to support event report allowed area.
CT3:
-	For support of user plane positioning:
-	Potential impact to the NEF southbound interface to deliver AF/LCS client address to UE.
-	For support of interaction between Location Service and NWDAF:
-	Potential impact to the NWDAF to provide new analytics for Location Estimation Accuracy to consumer LMF.
-	For support assistance data provisioning for low power high accuracy GNSS positioning:
-	Impact to the NEF southbound service to expose GNSS assistance data;
-	Impact to the AF service to expose GNSS assistance data.
-	For support of Positioning Requirements Related to Satellite Access:
-	Potential impact to the NWDAF to provide assistance information for verification of UE location.
-	To enhance the triggered location reporting for UE power saving purpose:
-	Potential impact to the NEF southbound to support event report allowed area.
Discussion: 
Nokia and Nokia Shanghai Bell shall be added as supporting companies.
Unique ID shall be 980003.
Decision: 		The document was revised to C4-225376.
C4-225376	New WID on CT aspects of enhancement to the 5GC location services - phase 3
					Type: WID new		For: Agreement
					Source: CATT
(Replaces C4-225272)
Decision: 		The document was revised to C4-225548.
C4-225548	New WID on CT aspects of enhancement to the 5GC location services - phase 3
					Type: WID new		For: Agreement
					Source: CATT
(Replaces C4-225376)
Decision: 		The document was agreed.
C4-225279	Discussion on Rel-18 AIMLsys impacts to CT WGs
					Type: discussion		For: Information
					Source: Samsung
Abstract: 
This document provides information on potential AIMLsys (System Support for AI/ML-based Services) impacts to CT WGs.
Introduction
In Rel-18 the stage 2 work of AIMLsys started at SA#95-e with the SA2 study on 5G System Support for AI/ML-based Services (FS_AIMLsys). The approved SID is in SP-220071. 
The key issues, solutions, evaluation and conclusions of the SA2 study are captured in TR 23.700-80. 
The completion rate of the FS_AIMLsys study item is currently ~90%.
TR 23.700-80 specifies the following Key issues:
•	Key Issue #1: Monitoring of network resource utilization for support of Application AI/ML operations
•	Key Issue #2: 5GC information exposure to UE
•	Key Issue #3: 5GC Information Exposure to authorized 3rd party for Application Layer AI / ML Operation
•	Key Issue #4: Enhancing External Parameter Provisioning
•	Key Issue #5: 5GC Enhancements to enable Application AI/ML Traffic Transport
•	Key Issue #6: QoS and Policy enhancements
•	Key Issue #7: 5GS Assistance to Federated Learning Operation
TR 23.700-80 specifies a total 47 solutions. Evaluations and Conclusions have been agreed for most of the Key Issues. It is expected that SA2 will agree to remaining conclusions in SA2 Meeting #154 (Nov'2022) and the corresponding WID (S2-2210784) will also be agreed.
Discussion: 
CT4 delegates were requested to provide comments related to possible future WI which will be CT3 led.
Decision: 		The document was noted.
C4-225289	New WID on CT aspects of proximity based services in 5GS Phase 2
					Type: WID new		For: Endorsement
					Source: CATT
Abstract: 
Lead by CT1 
impacted : CT4, CT3, CT6 
for endorsement
Proximity based services in 5GS Phase 2 is a Rel-18 SA WGs work item which impacts the CT WGs. The stage 2 work is to provide enhancements of the 5G System to support proximity based services Phase 2:
a)	The SA2 WG is enhancing the 5GC and the UE as studied in TR 23.700-33 and specified in TS 23.304 for support of proximity based services Phase 2; and
b)	The SA3 WG is studying on the security aspects of proximity based services in 5GS Phase 2.
Therefore, it is necessary for a new CT work item to implement the stage-2 requirements and address the stage 3 protocol enhancement for support of proximity based services in 5GS Phase 2.
Discussion: 
Ericsson clarified that there is ongoing discussion at SA3 and possible impacts need to be covered by this WID in the future. CT4 agreed to add an editor's note.
Decision: 		The document was revised to C4-225377.
C4-225377	New WID on CT aspects of proximity based services in 5GS Phase 2
					Type: WID new		For: Endorsement
					Source: CATT
(Replaces C4-225289)
Abstract: 
CT1 led
Decision: 		The document was endorsed.
C4-225290	Discussion on CT aspects of proximity based services in 5GS Phase 2
					Type: discussion		For: Discussion
					Source: CATT
Decision: 		The document was noted.
C4-225291	Discussion on 5GC restoration improvement
					Type: discussion		For: Discussion
					Source: China Mobile
Abstract: 
The proposal of study on 5GC restoration improvement was submitted to CT4#111e meeting, see WID in C4-224315 and discussion paper in C4-224314 (attachments). During the discussion on CT4#111e, comments/questions were raised against the study proposal which can be summarized as:
1.	3GPP has defined NF set concept and related mechanisms to fulfil the restoration requirements, there is no need to develop additional mechanisms.
2.	Is there anything can be improved for the existing 5GC restoration solution?
3.	In the deployment where NF set concept is not adopted, what are the issues need to be addressed regarding restoration?
This discussion paper is aiming to answer the comments/questions above.
Discussion: 
Nokia commented that discussion related to PCF impacts should be discussed in CT3. Related to issue 3 Nokia believes this is not a proper solution since it may affect unstability in network. Issue 4 is already supported.
China Mobile clarified that issue 2 is not only limited to L2TP.
China Telecom clarified that it would be good if an operator wants to extend a network is not forced to buy a node from same vendor as before.
Nokia commented that regarding to PCF no separate study is needed. Changes if needed can be done in CT3 without study.  A study for possible enhancement to PFCP Is not needed but we should stuhy if existing specifications allow Backup NF. The remaing issues can be done via normal CR procedure.
Ericsson and Cisco support Nokia's view.
China Mobile commented that hig signalling level is what is tried to clarify with this discussion paper. Issues 1 and 2 also impact for CT3. A way forward China Mobile prefers SID to continue to work with CT3.
Nokia commented issue 1 should be discussed in CT3 if PCF part needs a separate WID. PFCP needs more offline discussion. The rest of the problems can be solved via CRs.
China Mobile believe it's better to have a WID since several CT4 TSs are affected. Nokia replied that PCF impacts shoyld decided and clarifed by CT3 at first. Ericsson also believe that more discussionon related to PCF is needed in CT3 and Ericsson do not want to have separate SID and WID in CT4.
China Mobile will come up with a new discussion paper at CT3 and CT4 in next CT WG meetings.
Decision: 		The document was noted.
C4-225292	New SID on 5GC restoration improvement
					Type: SID new		For: Agreement
					Source: China Mobile
Abstract: 
Lead by CT4 
for agreement
Decision: 		The document was noted.
C4-225294	Discussion on CT aspects of Personal IoT Network
					Type: discussion		For: Discussion
					Source: vivo
Decision: 		The document was noted.
C4-225295	new WID on Personal IoT Network
					Type: WID new		For: Endorsement
					Source: vivo
Abstract: 
Lead by CT1 
impacted : CT4, CT3 
for endorsement
SA1 rel-18 WID PIRates specify requirements for using the 5G system for Customer Premises and Personal IoT Networks as derived from TR 22.858 (FS_RESIDENT [SP-200576]) and TR 22.859( FS_PIN [SP-200592]).
SA2 rel-18 work item PIN is specifying system enhancements required for 5GC to support Personal IoT Network as per conclusions reached within TR 23.700-88 for the following aspects:
-	Support of PIN communication and corresponding 5G system resources management.
-	Support of policy and parameters provisioning for PIN.
-	Support identification of PIN.
SA3 WG is studying on the security aspects to support Personal IoT Network.
Therefore, it is necessary for a new CT work item to implement the stage-2 requirements and address the stage 3 protocol enhancement for support of Personal IoT Network.
Discussion: 
29.504 needs to be added as impacted specification.
Decision: 		The document was revised to C4-225378.
C4-225378	new WID on Personal IoT Network
					Type: WID new		For: Endorsement
					Source: vivo
(Replaces C4-225295)
Decision: 		The document was endorsed.
C4-225302	New WID on CT aspects on 5G AM Policy
					Type: WID new		For: Endorsement
					Source: China Telecom
Abstract: 
Lead by CT3 
impacted : 
CT4 
for endorsement
Decision: 		The document was postponed.
C4-225306	New WID on CT aspects of 5G System with Satellite Backhaul
					Type: WID new		For: Endorsement
					Source: CATT
Abstract: 
Lead by CT3 
impacted : T4 
for endorsement
SA2 has studied the 5G system with satellite backhaul under the study item FS_5GSATB. The study work has been concluded. The conclusions are captured in 3GPP TR 23.700-27 and provide a good overview of what is to be continued into normative phase and impacts to other working groups. Furthermore, work item “5G System with Satellite Backhaul” (5GSATB) for SA2 normative work was approved in TSG SA Meeting SP#97e.
Therefore, impacts on protocols and interfaces under CT WGs’ responsibilities are foreseen and the related work in CT WGs should be carried out within Rel-18.
Discussion: 
Ericsson view is that there are no N4 protocol impacts in this topic. CATT commented that there are possible impacts o QoS monitoring. Ericsson believe these requirements are already covered.
CT4 agreed that potential impacts to UPF shall be removed.
Decision: 		The document was revised to C4-225379.
C4-225379	New WID on CT aspects of 5G System with Satellite Backhaul
					Type: WID new		For: Endorsement
					Source: CATT
(Replaces C4-225306)
Abstract: 
Led by CT3
Decision: 		The document was endorsed.
C4-225308	Discussion on CT aspects of 5G System with Satellite Backhaul
					Type: discussion		For: Discussion
					Source: CATT
Decision: 		The document was noted.
C4-225313	Status of Rel-18 work on UAS_Ph2
					Type: discussion		For: Information
					Source: Qualcomm Incorporated
Abstract: 
The purpose of this document is to present the current status of the Rel-18 work on Phase 2 for UAS, UAV and UAM (FS_UAS_Ph2), to assess the expected CT impacts and to discuss the objectives.
Given that a stage-2 WID is agreed by SA2 in the last Oct meeting, and the noramtive work starts in Nov meeting, it is right time for a CT WID to be agreed. Next CT1 meeting will be in Feb. 2023, so CT1 can make progress with the normative stage-2 specification to be made by SA2 in the meantime.
Decision: 		The document was noted.
C4-225314	New WID on CT Aspect of Further Architecture Enhancement for UAV and UAM
					Type: WID new		For: Endorsement
					Source: Qualcomm Incorporated
Abstract: 
Lead by CT1
impacted : CT4, CT3, CT6
for endorsement
Discussion: 
WID is presented for information to have comments from CT4.
Decision: 		The document was postponed.
C4-225315	Status of Rel-18 work on Vehicle Mounted Relays (VMR)
					Type: discussion		For: Information
					Source: Qualcomm Incorporated
Abstract: 
Rel-18 work on Vehicle Mounted Relays (VMR) has been conducted in SA1 and is ongoing in SA2 as well as in RAN2 and RAN3.
The purpose of this document is to present the current status of the Rel-18 work on VMR, to assess the expected CT impacts and to discuss when it could be appropriate to consider a corresponding CT WID.
Given that a WID is submitted at SA2#154 (November 2022) and has not yet been agreed by SA2, it is too early for a CT WID to be agreed, however in order to make progress a CT WID is submitted for information in C4-225316 to gather feedback from interested companies. It will be re-submited for agreement at the February 2023 meetings.
Decision: 		The document was noted.
C4-225316	New WID on CT aspects of architecture enhancements for vehicle mounted relays
					Type: WID new		For: Information
					Source: Qualcomm Incorporated
Abstract: 
Lead by CT1
impacted : CT4, CT3
for endorsement
Discussion: 
WID is presented for information to have comments from CT4.
Decision: 		The document was postponed.
C4-225319	TEI18_IPv6PD status
					Type: discussion		For: Information
					Source: Ericsson
Decision: 		The document was noted.
C4-225320	CT aspects of General Support of IPv6 Prefix Delegation in 5GS
					Type: WID new		For: Endorsement
					Source: Ericsson
Abstract: 
Lead by CT3 
impacted : CT4, CT1
for endorsement
SA2 agreed work item "General Support of IPv6 Prefix Delegation in 5GS" (TEI18_IPv6PD) to specify IPv6 Prefix Delegation as a generic feature in 5GS to have feature parity with EPS and 5GS. SA plenary approved work item "General Support of IPv6 Prefix Delegation in 5GS " (TEI18_IPv6PD) for SA2 normative work.
Decision: 		The document was revised to C4-225496.
C4-225496	CT aspects of General Support of IPv6 Prefix Delegation in 5GS
					Type: WID new		For: Endorsement
					Source: Ericsson
(Replaces C4-225320)
Decision: 		The document was endorsed.
C4-225321	Discussion on Rel-18 Generic Group Management, Exposure and Communication Enhancements
					Type: discussion		For: Discussion
					Source: Huawei
Abstract: 
Stage 2 studies the enhancements to group management, exposure and communication functionalities under SI FS_GMEC. The conclusions as described in 3GPP TR 23.700-74 provide a overview of what need to be specified into the normative phase. TSG-SA has approved the GMEC WID (UID: 970069) in TSG-SA Meeting #97E. The normative work in stage 2 is being specified in 3GPP TS 23.501 and TS 23.502. The work requires stage 3 impacts on interfaces, services, and subscription data under CT WGs’ responsibility in Rel-18.
This paper proposes to discuss the stage 2 conclusions and requirements under FS_GMEC and GMEC and also the associated CT work to be implemented in stage 3.
Discussion: 
CT4 delegates were requested to provide comments if any. WID shall be provided in Ferbruary meeting.
Decision: 		The document was noted.
C4-225328	Discussion on Enhancement of shared data handling
					Type: discussion		For: Discussion
					Source: Huawei
Decision: 		The document was noted.
C4-225329	New WID on Enhancement of Shared Data Handling
					Type: WID new		For: Approval
					Source: Huawei
Abstract: 
Lead by CT4 
for agreement
CT4 has introduced shared data concept since Release 15, by including Shared Data IDs as reference of individual subscription data type, for example, sharedAmData and sharedSmsMngSubsData. In this case, a specific NF type may need to use different Shared Data ID to retrieve different types of shared data, and multiple Shared Data IDs would be involved if the NF needs to retrieve multiple types of shared data. However, a specific NF type normally retrieves the a full set of shared data, there is no need to divide the shared data into different part, e.g. the AMF needs to retrieve the Access and Mobility Subscription data, SMF Selection Subscription data, UE context in SMF data and LCS mobile Originated Subscription Data during the initial registration procedure. 
If the shared data ID is defined at the granularity for NF Type or identifies multiple types of shared data, the NF can use one shared-data ID to obtain multiple types of shared data from the UDM at the same time. The subscription process of shared data change event can also be facilitated under this condition.
In addition, currently the NFs need to explicitly subscribe to UDM/UDR to get notified when the shared data is modified. There is no mechanism for implicit subscription even the Callback Uri is already available or accessible by the UDM/UDR.
The work item includes the following tasks:
-	extend the granularity of shared data ID to identify multiple types of shared data or shared data for a specific NF type, which may facilitate the retrieving and notification mechanism;
-	involve implicit subscription for NFs if the shared data is modified, which could reference the method using CallbackUri in UDR restoration procedure in TS 23.527.
Discussion: 
Nokia, Nokia Shanghai Bell and Ericsson shall be listed as supporting companies.
A title and WI code needs to be updated.
UID shall be 980004.
Decision: 		The document was revised to C4-225380.
C4-225380	New WID on Enhancement on Shared Data ID and Handling
					Type: WID new		For: Approval
					Source: Huawei
(Replaces C4-225329)
Decision: 		The document was agreed.
C4-225352	New WID on CT aspects of 5G System Enabler for Service Function Chaining
					Type: WID new		For: Endorsement
					Source: Intel
Abstract: 
Lead by CT3
impacted : CT4
for endorsement
Decision: 		The document was revised to C4-225383.
C4-225383	New WID on CT aspects of 5G System Enabler for Service Function Chaining
					Type: WID new		For: Endorsement
					Source: Intel
(Replaces C4-225352)
Decision: 		The document was endorsed.
C4-225358	CT Aspects of Edge Computing Phase 2
					Type: WID new		For: Agreement
					Source: Huawei
(Replaces C4-225230)
Abstract: 
Revision of C4-225230
Lead by CT4
Impacted: CT1, CT3
for agreement
Discussion: 
Nokia, Nokia Shanghai Bell and China Mobile will be added as source companies.
Decision: 		The document was revised to C4-225384.
C4-225384	CT Aspects of Edge Computing Phase 2
					Type: WID new		For: Agreement
					Source: Huawei
(Replaces C4-225358)
Decision: 		The document was revised to C4-225563.
C4-225563	CT Aspects of Edge Computing Phase 2
					Type: WID new		For: Agreement
					Source: Huawei
(Replaces C4-225384)
Decision: 		The document was revised to C4-225632.
C4-225632	CT Aspects of Edge Computing Phase 2
					Type: WID new		For: Agreement
					Source: Huawei
(Replaces C4-225563)
Decision: 		The document was agreed.
C4-225359	State of Rel-18 SFC work and impacts to CT WGs
					Type: discussion		For: Discussion
					Source: Intel
Decision: 		The document was noted.
C4-225361	New WID on CT aspects of Enhanced support of Non-Public Networks Phase 2
					Type: WID new		For: Endorsement
					Source: Ericsson
Decision: 		The document was withdrawn.
C4-225405	CT aspect of Seamless UE context recovery
					Type: WID new		For: Endorsement
					Source: Samsung
Decision: 		The document was revised to C4-225543.
C4-225543	CT aspect of Seamless UE context recovery
					Type: WID new		For: Endorsement
					Source: Samsung
(Replaces C4-225405)
Decision: 		The document was endorsed.
C4-225460	New WID on Media Description and Event Supscription in Capability Exposure
					Type: WID new		For: Endorsement
					Source: China Mobile
Decision: 		The document was withdrawn.
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C4-225011	URI parameter alignment with yaml definitions
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0449  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225012	Cardinality of SmfRegList alignment with yaml
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0450  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Verizon
Decision: 		The document was revised to C4-225505.
C4-225505	Cardinality of SmfRegList alignment with yaml
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0450  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Verizon
(Replaces C4-225012)
Decision: 		The document was agreed.
C4-225062	Access Type Restriction
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0938  Cat: F (Rel-18)

					Source: Hewlett-Packard Enterprise
Decision: 		The document was revised to C4-225506.
C4-225506	Access Type Restriction
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0938  rev 1 Cat: F (Rel-18)

					Source: Hewlett-Packard Enterprise
(Replaces C4-225062)
Decision: 		The document was agreed.
C4-225063	Monitoring Suspension
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0939  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
Reporting of monitored UE events may not be desired when the UE is served / not served by a given PLMN. 
Upon change of serving PLMNs, e.g. inter-PLMN inter-AMF mobility, the source AMF transfers all event subscriptions to the target AMF, and the latter proceeds with events monitoring & reporting. However, depending on the use cases, the consumer of the AMF events may wish the subscription to apply only when the UE is not roaming), or always regardless of whether the UE is roaming or not (e.g. consumer willing to be notified about UE reachability wherever the UE is located). But a consumer cannot indicate so currently to the UDM.
Discussion: 
HPe in case PLMN change the AMF will redownload the subscription to the new PLMN.
Nokia proposed that we could restrict the number of PLMNs if subscriptions are getting to long.
Ericsson believe solution is not working and needs more time to analyse.
Decision: 		The document was postponed.
C4-225064	Monitoring Suspension
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0795  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
Reporting of monitored UE events may not be desired when the UE is served / not served by a given PLMN. 
Upon change of serving PLMNs, e.g. inter-PLMN inter-AMF mobility, the source AMF transfers all event subscriptions to the target AMF, and the latter proceeds with events monitoring & reporting. However, depending on the use cases, the consumer of the AMF events may wish the subscription to apply only when the UE is not roaming (e.g. NWDAF subscribing to events from the same PLMN only ), or always regardless of whether the UE is roaming or not (e.g. consumer willing to be notified about UE reachability wherever the UE is located). But a consumer cannot indicate so currently to the AMF. The same situation arises for AMF events subscribed by an NFc via UDM.
Decision: 		The document was postponed.
C4-225065	Immediate Report in subscribe response
					Type: CR		For: Agreement
					29.504 v17.8.0	  CR-0196  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Verizon
Decision: 		The document was revised to C4-225508.
C4-225508	Immediate Report in subscribe response
					Type: CR		For: Agreement
					29.504 v17.8.0	  CR-0196  rev 1 Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Verizon
(Replaces C4-225065)
Decision: 		The document was agreed.
C4-225066	Immediate Report
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0451  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Verizon
Decision: 		The document was revised to C4-225507.
C4-225507	Immediate Report
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0451  rev 1 Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Verizon
(Replaces C4-225066)
Decision: 		The document was agreed.
C4-225085	ProSe Authentication Vector Cardinality
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0942  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225509.
C4-225509	ProSe Authentication Vector Cardinality
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0942  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225085)
Decision: 		The document was revised to C4-225551.
C4-225551	ProSe Authentication Vector Cardinality
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0942  rev 2 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225509)
Decision: 		The document was agreed.
C4-225086	Query Param for immediate report in SDM subscriptions
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0943  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225510.
C4-225510	Query Param for immediate report in SDM subscriptions
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0943  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225086)
Decision: 		The document was revised to C4-225552.
C4-225552	Query Param for immediate report in SDM subscriptions
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0943  rev 2 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225510)
Decision: 		The document was agreed.
C4-225087	SubscriptionId in ModificationNotification
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0944  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225511.
C4-225511	SubscriptionId in ModificationNotification
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0944  rev 1 Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225087)
Decision: 		The document was agreed.
C4-225090	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0945  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
For the HTTP method response bodies normative table notes in clause 6 say:
In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Further, 29.501 clause 5.3.11 (Error responses) specifies that:
"OpenAPI specification files shall include in the description of an HTTP method in the "paths" segment the mandatory HTTP status codes in Table  5.2.7.1-1 of 3GPP TS 29.500 [2] and the HTTP status codes listed in response codes table of that HTTP method"
However, many mandatory HTTP status codes are missing in annex A.
Discussion: 
Huawei commented that CR aligns with 29.500. How useful is it to align the specifications? Can we have an exhaustive lis?
Nokia eplied that at least 29.500 can be aligned.
China Mobiel commented that a cover page may give wrong view that only those error codes are allowed which are listed in YAML-file.
Ericsson said they do not have problems since purpose is alignment. Anyway in some CRs the list of responcse codes are different.
Nokia: Nokia commented that listing the codes depending if they are mandatory or not.
Huawei proposed to revist in the statement of codes in TS 29.500.
Nokia commented that CT4 should stick what we have specified make sure that all our specifications are consistent.
CT4 agreed that any new specification should be inline 29.500 to avoid these kind of CRs in the future.
Decision: 		The document was revised to C4-225381.
C4-225381	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0945  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225090)
Decision: 		The document was agreed.
C4-225091	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.504 v17.8.0	  CR-0197  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Discussion: 
406 is manatory but seems to be missing in some other CRs.
Needs to be check is this is correct with other CRs.
Decision: 		The document was revised to C4-225414.
C4-225414	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.504 v17.8.0	  CR-0197  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225091)
Decision: 		The document was agreed.
C4-225092	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.509 v17.7.0	  CR-0178  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225415.
C4-225415	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.509 v17.7.0	  CR-0178  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225092)
Decision: 		The document was agreed.
C4-225093	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.511 v17.3.0	  CR-0055  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225416.
C4-225416	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.511 v17.3.0	  CR-0055  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225093)
Decision: 		The document was agreed.
C4-225094	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.544 v17.3.0	  CR-0020  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225417.
C4-225417	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.544 v17.3.0	  CR-0020  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225094)
Decision: 		The document was agreed.
C4-225095	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.578 v17.1.0	  CR-0006  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225418.
C4-225418	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.578 v17.1.0	  CR-0006  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225095)
Decision: 		The document was agreed.
C4-225106	Discussion on NF Planned Removal
					Type: discussion		For: Decision
					Source: ZTE
Abstract: 
This discussion paper provides analysis on the NF planned removal, and proposes enhancements to existing NRF procedures to support the NF planned removal.
It is proposed to discuss the NF planned removal issue and the proposed solution, and determine actions to the corresponding CR.
Decision: 		The document was noted.
C4-225107	NF Planned Removal
					Type: CR		For: Approval
					29.510 v18.0.0	  CR-0762  Cat: B (Rel-18)

					Source: ZTE
Abstract: 
In network upgrading scenario, an operator may determine some in-service NFs to be planned removed from its network. The planned removal of an NF represents that the NF is to be removed from the network after a configured period. Once the NF is announced to be planned removed, all existing service users served by that NF are expected to be smoothly transferred to other NFs which provide equivalent services within that configured period, without causing massive signalling in short period.
Current mechanism of setting the NF status to "SUSPENDED" cannot well support the NF planned removal case, since it may trigger those notification receiving NFs to immediately select alternative NFs to replace the indicated NF in "SUSPENDED" status (i.e. which is actually still in service but to be planned removed). Such behaviour may cause massive signalling in short period due to transferring service users immediately.
To overcome the above issue, it is proposed to enhance the existing NF status update and notification mechansim with less impacts, to support the NF planned removal scenario.
Discussion: 
Nokia: It is not clear what this new state and what benefits it brings. The CR propose to transfer resursses to another NF. There is no need for such signalling. Nokia believe CR is not needed.
Hpe believes this CR is not needed.
Ericsson commented that this new optimisation does not align with SA2 requirements. The planned removal is not really needed in SBI. With the SET concept this is not really needed.
Decision: 		The document was postponed.
C4-225125	IP Ranges and IP Index
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0766  Cat: B (Rel-18)

					Source: Ericsson
Abstract: 
In the DnnUpfInfoIntem, it is contains IP ranges which has been limited to be used for a PDU session with a subscribed static IP address, where the SMF need to use it find the right UPF.
However, for the scenarios when the SMF or external servers, e.g. AAA/Radius server, performs the UE IP Address allocation, the SMF still needs to select a UPF supporting that UE IP address. 
So, NOTE 1 in the DnnUpfInfoIntem should be extended, e.g.:
NOTE 1:The list of ranges of IPv4/v6 address may be used by the SMF to select a UPF which supports a UE static IP address received in user subscription, or may be used by the SMF to select a UPF when the UE IP address is allocated by the SMF or external server, e.g. AAA/Radius.
Available UE IP address(es) space for a DNN/S-NSSAI may be divided by a number of IP Indexes, the SMF may receive such IP Index from the UDM or the PCF, and then the SMF is configured to determine if the UPF, or external server or the SMF shall be requested to allocate UE IP address, the SMF needs to select a UPF to serve the PDU session (with that the allocated UE IP address) regardless which entity performing UE IP address allocation. 
So, the ipv4IndexList and ipv6IndexList in the DnnUpfInfoIntem shall contains a list of IP Index(es) that the UPF supports regardless of if the UE IP address is allocated by the UPF, or is allocated by the SMF or external server.
Then when SMF is responsible for UE IP address allocation, the SMF has to configure an UE IP address range for a given IP index. However this can be avoided, if the UPF supporting that IP index can also register the IP address range(s) corresponding to the IP index, so when the UPF is selected and the SMF can also get the IP address ranges and allocate an UE IP address from that IP range. 
So it is proposed to add new attributes ipv4IndexInfo and ipv6IndexInfo, which is defined as a map where the IP index as the key, containing ipv4AddressRanges or ipv6PrefixRanges.
In addition, the SMF would not receive IP index from the Radius server, as described in clause 5.8.2.2.1 of TS 23.501, the SMF may receive the subscribed IP index from the UDM and the PCF. This needs to be corrected.
Discussion: 
Ericsson clarified that difference to configure IP addresses in UPF or SMF is that in the UPF we already have this.
China Mobile believe this CR introduces additional configuration to UPF. Might be better to configure it in a more central node. In this CR it's proposed configuration in UPF to save more ocnfiguration in SMF does not make any sense.
Nokia does not see need for this CR for same principles as China Telecom.
Huawei believe UFP configuration might be complex and does not suppport a CR.
Decision: 		The document was revised to C4-225484.
C4-225484	IP Ranges and IP Index
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0766  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225125)
Decision: 		The document was revised to C4-225631.
C4-225631	IP Ranges and IP Index
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0766  rev 2 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225484)
Decision: 		The document was revised to C4-225639.
C4-225639	IP Ranges and IP Index
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0766  rev 3 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225631)
Decision: 		The document was agreed.
C4-225126	Default network instance for a S-NSSAI and DNN
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0767  Cat: F (Rel-18)

					Source: Ericsson
Abstract: 
Today there is no way to specify the default network instance for a S-NSSAI/DNN when there is no DNAI is configured for that S-NSSAI/DNN, the network instance can only be specified for a DNAI using dnaiNwInstanceList.
This should be corrected.
Discussion: 
China Mobile: There can be only default network instance. Also Pre Rel-18 NRF still need to be configured.
Decision: 		The document was revised to C4-225382.
C4-225382	Default network instance for a S-NSSAI and DNN
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0767  rev 1 Cat: F (Rel-18)

					Source: Ericsson
(Replaces C4-225126)
Decision: 		The document was agreed.
C4-225127	UPF Selection
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0768  Cat: B (Rel-18)

					Source: Ericsson
Decision: 		The document was revised to C4-225385.
C4-225385	UPF Selection
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0768  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225127)
Decision: 		The document was revised to C4-225545.
C4-225545	UPF Selection
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0768  rev 2 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225385)
Decision: 		The document was agreed.
C4-225136	Notification error handling
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0355  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225386.
C4-225386	Notification error handling
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0355  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225136)
Decision: 		The document was agreed.
C4-225137	Restricting SCP to perform retries
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0356  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
The 3gpp-Sbi-Selection-Info header is extended to enable an NFc to request the SCP to perform no retries.
Discussion: 
A new indepented header may be needed.
Decision: 		The document was revised to C4-225485.
C4-225485	Restricting SCP to perform retries
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0356  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225137)
Decision: 		The document was revised to C4-225650.
C4-225650	Restricting SCP to perform retries
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0356  rev 2 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225485)
Decision: 		The document was agreed.
C4-225138	Discovery by SCP of complete NF Profile
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0769  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
An NFp profile may include authorization attributes (e.g., allowed Plmns, NfTypes, Nssais, Domains) defining which NFc are allowed to discover and access the NFp services. These attributes are checked by the NRF during the NF Discovery and NF Status Subscribe procedures. 
With indirect communication with delegated discovery, the SCP provides the requester's information (e.g. requester's NF type, PLMN, S-NSSAI, Domain) in the NF Discovery Request to enable the NRF to check the NFp services the requester NF can access (see clause 6.10.3.2 of TS 29.500). 
Since the NF profiles returned to the SCP do not contain the authorization parameters, the SCP cannot reuse the cached profiles for different requester NFs when the requester's information is different. Accordingly the SCP needs to send a new NF Discovery request to the NRF and cache the corresponding response for every different set of requester's information. This causes extra discovery traffic towards the NRF, extra caching at the SCP, impacting both the NRF and SCP performances and adding undesired latency.
Decision: 		The document was revised to C4-225486.
C4-225486	Discovery by SCP of complete NF Profile
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0769  rev 1 Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225138)
Decision: 		The document was agreed.
C4-225139	Feature negotiation for subscriptions to notifications occuring via an indirect path
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0357  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
CT3 has sent an LS (C3-224496) to CT4 requesting clarifications on the feature negotiation procedure for subscriptions to notifications occuring via an indirect path. 
For subscriptions done on behalf of another NF, the NFc can signal the features it supports to the NFp via the intermediate NF, using the 3gpp-SBi-Consumer header, as already defined by CT4 in clauses 5.2.3.3.7 and 6.2.2 of TS 29.500. A cross-reference to these clauses should be added in clause 6.6.2.  
The same principles can also be used in scenarios where:
a)	the intermediate NF creates the subscription at the NF service producer by other means than a subscribe service operation (e.g. AF using the PCC framework to indicate its subscriptions to SMF events), by passing the 3gpp-Sbi-Consumer-Info header value within an attribute to the NF service producer (e.g. in a PCC rule).
b)	the NF service consumer’s subscription is indicated to the NF service producer as a service parameter data stored in the UDR (acting as the intermediate NF) by passing the 3gpp-Sbi-Consumer-Info header value within an attribute to the UDR. 
Details are to be specified by each such API. 
Besides, when required by a given API, the NF service producer may indicate the features supported by both the NF service consumer and NF service producer by including an attribute of the SupportedFeatures data type in the notification request it sends towards the NF service consumer.
Decision: 		The document was revised to C4-225481.
C4-225481	Feature negotiation for subscriptions to notifications occuring via an indirect path
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0357  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225139)
Decision: 		The document was agreed.
C4-225140	SEPP registration and discovery with N32 purpose
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0737  rev 1 Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-224180)
Abstract: 
The SEPP profile is extended with an optional IE enabling to register the N32 purposes a SEPP supports.
A new query parameter is defined enabling to discover a SEPP that supports a specific N32 purpose.
Decision: 		The document was revised to C4-225492.
C4-225492	SEPP registration and discovery with N32 purpose
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0737  rev 2 Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225140)
Decision: 		The document was agreed.
C4-225141	LS on Enabling operators to deploy N32 purpose specific SEPPs
					Type: LS out		For: Approval
					to GSMA NG, cc SA2
					Source: CT4
Abstract: 
CT4 kindly asks GSMA NG group to confirm the need for enabling operators to deploy N32 purpose specific SEPPs. If so, CT4 kindly asks GSMA NG to provide feedback on the proposed solution if any, and to consider possibly defining DNS procedure extensions to enable the discovery of a remote SEPP supporting a specific N32 purpose, if appropriate.
Decision: 		The document was revised to C4-225487.
C4-225487	LS on Enabling operators to deploy N32 purpose specific SEPPs
					Type: LS out		For: Approval
					to GSMA NG, cc SA2
					Source: CT4
(Replaces C4-225141)
Decision: 		The document was revised to C4-225493.
C4-225493	LS on Enabling operators to deploy N32 purpose specific SEPPs
					Type: LS out		For: Approval
					to GSMA NG, cc SA2
					Source: CT4
(Replaces C4-225487)
Abstract: 
CT4 kindly asks GSMA NG group to confirm the need for enabling operators to deploy N32 purpose specific SEPPs. If so, CT4 kindly asks GSMA NG to provide feedback on the proposed solution if any, and to consider possibly defining DNS procedure extensions to enable the discovery of a remote SEPP supporting a specific N32 purpose, if appropriate.
Decision: 		The document was approved.
C4-225142	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0589  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225488.
C4-225488	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0589  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225142)
Decision: 		The document was agreed.
C4-225143	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.556 v17.1.0	  CR-0008  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225489.
C4-225489	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.556 v17.1.0	  CR-0008  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225143)
Decision: 		The document was agreed.
C4-225157	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0041  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225490.
C4-225165	Discussion on Optimization of Authorization Policy in NF-Service Profile
					Type: discussion		For: Discussion
					29.510 v..
					Source: Samsung
Abstract: 
This paper attempts to highlight scenarios where NF-Producers have to register large information as part of allowedOperationsPerNfType and allowedOperationsPerNfInstance attributes in the NFService, and may need to frequently update their profiles into NRF for small changes in the network. The paper then proposes alternate ways to register the authorization policy into NRF. 
It is proposed to agree to the contribution C4-225166 to address problem.
Decision: 		The document was noted.
C4-225166	Optimization of Authorization Policy in NF-Service Profile
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0770  Cat: B (Rel-18)

					Source: Samsung
Abstract: 
As highlighted in DP C4-225165, this CR proposes to optimize authorization policy information registered by NF-Producers in the NRF.
Discussion: 
It was seen useful to find alternate ways to register the authorization policy into NRF.
CT4 agreed continue discussion and try to find more simple solution with less impacts.
Decision: 		The document was postponed.
C4-225167	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.515 v17.6.0	  CR-0084  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225432.
C4-225432	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.515 v17.6.0	  CR-0084  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225167)
Decision: 		The document was agreed.
C4-225168	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0806  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225433.
C4-225433	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0806  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225168)
Decision: 		The document was agreed.
C4-225169	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.531 v18.0.0	  CR-0143  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225434.
C4-225434	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.531 v18.0.0	  CR-0143  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225169)
Decision: 		The document was agreed.
C4-225170	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.536 v17.2.0	  CR-0016  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225435.
C4-225435	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.536 v17.2.0	  CR-0016  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225170)
Decision: 		The document was agreed.
C4-225171	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0142  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225436.
C4-225436	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0142  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225171)
Decision: 		The document was agreed.
C4-225172	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.573 v18.0.0	  CR-0121  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225437.
C4-225437	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.573 v18.0.0	  CR-0121  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225172)
Decision: 		The document was agreed.
C4-225173	Extending the problem details with supported API versions
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0359  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225402.
C4-225402	Extending the problem details with supported API versions
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0359  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225173)
Decision: 		The document was agreed.
C4-225174	Extending the problem details with supported API versions
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0383  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
For indirect communications with delegated discovery, the NFc sends a service request to the SCP. The NFc indicates the MAJOR API version in the request URI, which is used by the SCP to find a suitable producer to the service request. If the NRF does not find NF profile matching the necessary discovery and selection parameters (including the MAJOR API version) included in the received message, e.g. in roaming scenarios where the NFc and NFp are from different PLMNs, the NRF may send to the SCP NF Profile(s) with other MAJOR API versions, i.e., that do not match the preferred API version indicated in the preferred-api-versions, returned in the response. The SCP shall reject the service request to the NFc and return the error 'NF not found'. 
The SCP may indicate the MAJOR API version(s) known to be supported by the NF service producers to the NFc in the problem details. So, the NF service consumer may retry the service request with an appropriate MAJOR version.
Decision: 		The document was revised to C4-225403.
C4-225403	Extending the problem details with supported API versions
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0383  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Huawei
(Replaces C4-225174)
Decision: 		The document was revised to C4-225567.
C4-225176	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0360  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Huawei
Decision: 		The document was revised to C4-225404.
C4-225404	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0360  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225176)
Decision: 		The document was revised to C4-225570.
C4-225570	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0360  rev 2 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225404)
Decision: 		The document was agreed.
C4-225177	Optional support of 100 Continue response
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0361  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
In scenarios when the SCP or NF service producer cannot send a final response within a short delay (e.g. paging failure/repetitions at the AMF, response delayed by AMF due to collision with another on-going procedure with the UE, response delayed by SCP due to first selected NFp not providing a timely response), the SCP and the NF service producer should be allowed to send an informational response message with HTTP status code "100 Continue" to the NF service consumer, if it is supported by the NFc and it is allowed to do so by operator configuration, to indicate to the NF service consumer that the service request message has been received and is under processing.
Knowing that the request was successfully received by the SCP or NFp can assist the NFc in effectively deciding whether to perform a retry or further wait for the SCP/NFp to respond when the final response is delayed. In the absence of such information, the NFc cannot determine whether the request was lost (or the server is unavailable) or the message is being processed but the server needs more time to complete the procedure (e.g. response is delayed due to collision, awaiting a response from another NF, high processing requirements).
Discussion: 
Ericsson believe proposed changes do not have sufficent value for 3GPP SBI.
Nokia: Principle questions is does CT4 agree the principle of this CR? 
Ericsson it would be good to discuss case by case.
Decision: 		The document was postponed.
C4-225178	N32-f Interface IP address
					Type: CR		For: Agreement
					29.573 v18.0.0	  CR-0122  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225387.
C4-225387	N32-f Interface IP address
					Type: CR		For: Agreement
					29.573 v18.0.0	  CR-0122  rev 1 Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225178)
Decision: 		The document was postponed.
C4-225179	LS on N32-f addressing information
					Type: LS out		For: Approval
					to GSMA NG, SA3
					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225388.
C4-225388	LS on N32-f addressing information
					Type: LS out		For: Approval
					to GSMA NG, SA3
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225179)
Decision: 		The document was revised to C4-225571.
C4-225571	LS on N32-f addressing information
					Type: LS out		For: Approval
					to GSMA NG, SA3
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225388)
Decision: 		The document was approved.
C4-225184	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.526 v17.6.0	  CR-0065  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225419.
C4-225419	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.526 v17.6.0	  CR-0065  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225184)
Decision: 		The document was agreed.
C4-225185	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.540 v17.6.0	  CR-0108  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225420.
C4-225420	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.540 v17.6.0	  CR-0108  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225185)
Decision: 		The document was agreed.
C4-225186	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.541 v17.4.0	  CR-0032  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225421.
C4-225421	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.541 v17.4.0	  CR-0032  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225186)
Decision: 		The document was agreed.
C4-225187	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.542 v17.4.0	  CR-0029  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225422.
C4-225422	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.542 v17.4.0	  CR-0029  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225187)
Decision: 		The document was agreed.
C4-225188	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.550 v17.4.0	  CR-0035  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225423.
C4-225423	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.550 v17.4.0	  CR-0035  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225188)
Decision: 		The document was agreed.
C4-225189	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0001  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225424.
C4-225424	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0001  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225189)
Decision: 		The document was agreed.
C4-225190	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.555 v17.1.0	  CR-0005  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225425.
C4-225425	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.555 v17.1.0	  CR-0005  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225190)
Decision: 		The document was agreed.
C4-225191	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.562 v17.6.0	  CR-0125  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225426.
C4-225426	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.562 v17.6.0	  CR-0125  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225191)
Decision: 		The document was agreed.
C4-225192	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.563 v17.6.0	  CR-0068  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225427.
C4-225427	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.563 v17.6.0	  CR-0068  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225192)
Decision: 		The document was agreed.
C4-225197	Retry Timer for N1N2 Transfer Failure
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0808  Cat: B (Rel-18)

					Source: Ericsson
Decision: 		The document was revised to C4-225389.
C4-225389	Retry Timer for N1N2 Transfer Failure
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0808  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225197)
Decision: 		The document was agreed.
C4-225198	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.577 v17.1.0	  CR-0005  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225428.
C4-225428	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.577 v17.1.0	  CR-0005  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225198)
Decision: 		The document was agreed.
C4-225199	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.579 v17.1.0	  CR-0008  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225429.
C4-225429	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.579 v17.1.0	  CR-0008  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225199)
Decision: 		The document was agreed.
C4-225200	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.598 v17.6.0	  CR-0056  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225430.
C4-225430	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.598 v17.6.0	  CR-0056  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225200)
Decision: 		The document was agreed.
C4-225201	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.673 v17.4.0	  CR-0040  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225431.
C4-225431	Missing Mandatory Status Codes in OpenAPI
					Type: CR		For: Agreement
					29.673 v17.4.0	  CR-0040  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225201)
Decision: 		The document was agreed.
C4-225215	Preferred Features
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0773  Cat: B (Rel-18)

					Source: Ericsson
Abstract: 
In 3GPP 5GS, Feature Negotiation was introduced to allow the NF consumer and NF producer exchange the supported features of the service. When NRF is used for NF discovery, the NF consumer may expect to discover the NF producer supporting certain features.
For a particular use case, e.g. AMF selects an SMF, some of the features maybe mandatory (like CP CIoT) to be supported while some of the features maybe preferred only (e.g. DTSSA or PSETR). However, currently NRF only support query parameter mandating the required features, not preferred features. If AMF include all the expected features (mandatory and preferred) in the query parameters, the NRF may fail to find candidate SMF for the PDU session and AMF needs to make new discovery with less features; if AMF only includes mandatory features, the NRF may return only the candidate SMFs not supporting preferred features (due to limited numbers of candidate in discovery result) even when other SMFs supporting the preferred features.
To help NF consumer efficiently discover the candidate NF producers based on mandatory and preferred features, it is recommended to allow NF consumer to indicate the preferred features in the discovery request besides the required features. The NRF shall prioritize the matched candidates supporting preferred features in the search result.
Discussion: 
CT4 is fine with the principle of CR.
Decision: 		The document was revised to C4-225498.
C4-225498	Preferred Features
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0773  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225215)
Decision: 		The document was agreed.
C4-225216	SMSF For Roaming UEs
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0774  Cat: B (Rel-18)

					Source: Ericsson
Abstract: 
In large networks, specific SMSF(s) may deployed to serve roaming UEs or dedicatedly serving for non-roaming UEs, e.g. considering network topology for inter-PLMNs connectivity, or consideration of traffic/load separation.
In such network deployments, when AMF selects SMSF for a UE, the AMF should have the information whether the SMSF can serve roaming UEs and additionally roaming UEs from which remote PLMN(s) can be served by the SMSF.
Discussion: 
Nokia commented that corresponding query parameters needs to be defined.
Decision: 		The document was revised to C4-225499.
C4-225499	SMSF For Roaming UEs
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0774  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225216)
Decision: 		The document was revised to C4-225572.
C4-225572	SMSF For Roaming UEs
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0774  rev 2 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225499)
Decision: 		The document was revised to C4-225651.
C4-225651	SMSF For Roaming UEs
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0774  rev 3 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225572)
Decision: 		The document was agreed.
C4-225231	requestHeaders in ContextInfo
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0953  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was agreed.
C4-225232	Additional HSS Diameter Addresses in HssInfo
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0775  Cat: F (Rel-18)

					Source: Huawei
Abstract: 
The additionalHssDiamAddresses added to HssInfo in clause 6.1.6.2.57 is different with the name additionalDiamAddresses defined in OpenAPI.
It is proposed to correct the name in clause 6.1.6.2.57, and align with the definition in the OpenAPI.
Decision: 		The document was agreed.
C4-225413	OpenApi Semantic Checks
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0782  rev 1 Cat: F (Rel-18)

					Source: Mavenir
(Replaces C4-225271)
Decision: 		The document was agreed.
C4-225299	Correction on Internal Group Id creation
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0957  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225300	Correction on Internal Group Id creation
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0453  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225303	Description fields in enumerations
					Type: CR		For: Agreement
					29.501 v17.7.0	  CR-0131  Cat: F (Rel-18)

					Source: Ericsson
Abstract: 
The usage of descriptions in Enumerations is not clearly described. Usually, there is some text in the TS that describes the overall meaning and purpose of the enumeration, and also there is descriptive text for each of the values in the enumeration.
In the current example in 5.3.12, there is only mention of the latter (the text that describes each of the values), but there is no mention of where to place the overall description of the reusable schema definition.
Decision: 		The document was revised to C4-225540.
C4-225540	Description fields in enumerations
					Type: CR		For: Agreement
					29.501 v17.7.0	  CR-0131  rev 1 Cat: F (Rel-18)

					Source: Ericsson
(Replaces C4-225303)
Decision: 		The document was agreed.
C4-225305	Standalone Notifications
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0362  Cat: F (Rel-18)

					Source: Ericsson
Abstract: 
Certain APIs may consist of standalone notifications, i.e. notifications where there is no previous interaction between consumer and producer to create a subscription and provide a callback URI.
Discussion: 
Open API v.3.1 version change needs to be wait until curren tools are supporting this version.
Decision: 		The document was agreed.
C4-225307	Standalone Notifications
					Type: CR		For: Agreement
					29.501 v17.7.0	  CR-0132  Cat: F (Rel-18)

					Source: Ericsson
Abstract: 
Certain APIs may consist of standalone notifications, i.e. notifications where there is no previous interaction between consumer and producer to create a subscription and provide a callback URI.
It should be noted that OpenAPI 3.0.x does not support the definition of standalone callbacks. This mechanism has been introduced in OpenAPI 3.1.x (which has not been adopted by CT4 yet), and called "webhooks".
For those APIs, CT4 agreed to document such standalone notification by documenting a pseudo-operation that will never be invoked by the consumer, but allows to define a "callbacks" section (bound to such pseudo-operation) in the OpenAPI description.
An example of such API can be found in TS 29.564.
This CR proposes to document, as a general guideline, this agreed approach, to prevent that 3GPP APIs define standalone callbacks in a non-homogenous ways, which would be misleading for API implementors.
In addition, some existing APIs have adopted an approach to document this functional behavior which can be seen as confusing, or maybe even incorrect. E.g. in TS 29.122, the MsisdnLessMoSms API is documented by reversing the roles of producer and consumer. I.e., the entire TS 29.122 documents all other APIs as HTTP operations exposed by the producer (i.e. the SCEF/NEF), but in this case (MsisdnLessMoSms) the API contains a POST operation on a resource endpoint "/" of the SCEF, which is incorrect, since the intended operation to be documented is actually a POST operation _sent_ by the SCEF towards the SCS/AS (i.e. a callback, or webhook).
Discussion: 
Intention of this CR is provide guideline.
Decision: 		The document was agreed.
C4-225309	Clarification of IpEndPoint
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0783  Cat: F (Rel-18)

					Source: Ericsson
Abstract: 
The usage of IpEndPoint data type is not well explained in the TS, and this leads frequently to misinterpretations and confusion by implementors.
A typical issue occurs when several IpEndPoint entries are defined by including pairs of IP Address an port port numbers, and the HTTP scheme of the service is "https".
In this case, the target URI shall be composed by using an FQDN (and not an IP address), and it is often the case that the HTTP/2 stack makes an FQDN resolution via DNS, and the resolved IP address is not known by the application side of the NF consumer.
Therefore, if different port numbers are bound to specific IP addresses in the NFService data of the NF producer, it is not possible to know which port to use by the NF consumer, since the application logic is unware of which IP address will actually be used by the HTTP/2 stack.
Decision: 		The document was agreed.
C4-225310	Improvement to UDM-triggered PDU Session deregistration procedure
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0959  Cat: B (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225350	Optimization of NF service discovery for avoiding duplicated signaling overhead
					Type: CR		For: Approval
					29.510 v18.0.0	  CR-0784  Cat: F (Rel-18)

					Source: Huawei
Abstract: 
With “Enh-NF-Discovery” feature, NRF can include a map of NFInstanceInfo objects of NF instances in respone, then the NF Service Consumer may retrieve the NF profiles by issuing a service discovery request with the target-nf-instance-id parameter identifying the target NF Instance ID. This feature is helpful to reduce the response packet size.
However, with concurrent access of users, the NF Service Consumer will send a large number of NF discovery request with different query parameters(e.g. different SUPI) to NRF, and will receive responses contaning same NF Instance IDs. Then the consumer will send multiple NF discovery request with the same NF Instance ID as parameter to NRF since the profile of the NF Instance ID not exist in cache yet. That will lead to signaling overhead and can be avoided by optimization.
It’s proposed that the NF Service Consumer only triggers one query message with same target-nf-instance-id as parameter to NRF to avoid the signaling cost.
Discussion: 
ZTE believes clarification text is not need since it's repetion of normal behaviour.
Huawei clarified that addition is to avoid wrong implementation.
Ericsson and Nokia commented also that it repeats as normal behaviour even the statement is correct.
Decision: 		The document was revised to C4-225544.
C4-225544	Optimization of NF service discovery for avoiding duplicated signaling overhead
					Type: CR		For: Approval
					29.510 v18.0.0	  CR-0784  rev 1 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225350)
Decision: 		The document was revised to C4-225569.
C4-225569	Optimization of NF service discovery for avoiding duplicated signaling overhead
					Type: CR		For: Approval
					29.510 v18.0.0	  CR-0784  rev 2 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225544)
Decision: 		The document was agreed.
C4-225366	Immediate reporting for policy data
					Type: CR		For: Agreement
					29.504 v17.8.0	  CR-0198  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225407	Clarification on error handling at SEPP
					Type: CR		For: Agreement
					29.500 v16.12.0	  CR-0365  rev 1 Cat: F (Rel-18)

					Source: NTT DOCOMO INC.
(Replaces C4-225367)
Decision: 		The document was revised to C4-225547.
C4-225547	Clarification on error handling at SEPP
					Type: CR		For: Agreement
					29.500 v16.12.0	  CR-0365  rev 2 Cat: F (Rel-18)

					Source: NTT DOCOMO INC.
(Replaces C4-225407)
Decision: 		The document was revised to C4-225647.
C4-225647	Clarification on error handling at SEPP
					Type: CR		For: Agreement
					29.500 v16.12.0	  CR-0365  rev 3 Cat: F (Rel-18)

					Source: NTT DOCOMO INC.
(Replaces C4-225547)
Decision: 		The document was agreed.
C4-225567	Extending the problem details with supported API versions
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0383  rev 2 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell, Huawei
(Replaces C4-225403)
Decision: 		The document was agreed.
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C4-225088	Key Issue forSupport of NF (Service) Set Profiles
					Type: pCR		For: Agreement
					29.831 v0.1.0
					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225516.
C4-225516	Key Issue forSupport of NF (Service) Set Profiles
					Type: pCR		For: Agreement
					29.831 v0.1.0
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225088)
Decision: 		The document was revised to C4-225549.
C4-225549	Key Issue forSupport of NF (Service) Set Profiles
					Type: pCR		For: Agreement
					29.831 v0.1.0
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225516)
Decision: 		The document was agreed.
C4-225089	Solution for Support of NF (Service) Set Profiles
					Type: pCR		For: Agreement
					29.831 v0.1.0
					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225517.
C4-225517	Solution for Support of NF (Service) Set Profiles
					Type: pCR		For: Agreement
					29.831 v0.1.0
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225089)
Decision: 		The document was agreed.
C4-225096	Solution to avoid storage and transmission of duplicate profile data
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Samsung
Decision: 		The document was postponed.
C4-225097	Updates to Key Issue #1
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Samsung
Decision: 		The document was revised to C4-225518.
C4-225518	Updates to Key Issue #1
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Samsung
(Replaces C4-225097)
Decision: 		The document was revised to C4-225550.
C4-225550	Updates to Key Issue #1
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Samsung
(Replaces C4-225518)
Decision: 		The document was revised to C4-225573.
C4-225573	Updates to Key Issue #1
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Samsung
(Replaces C4-225550)
Decision: 		The document was agreed.
C4-225104	Updates to Solution #1
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: ZTE
Abstract: 
This contribution provides updates to the solution # in TR29.831 v0.1.0
Decision: 		The document was revised to C4-225520.
C4-225520	Updates to Solution #1
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: ZTE
(Replaces C4-225104)
Decision: 		The document was agreed.
C4-225105	Solution for Downloading Large Volume Data within NF Profile
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: ZTE
Abstract: 
This contribution provides a paginated downloading mechanism for those sub-items with large volume data inside NF/NFS profile.
Decision: 		The document was revised to C4-225521.
C4-225521	Solution for Downloading Large Volume Data within NF Profile
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: ZTE
(Replaces C4-225105)
Decision: 		The document was agreed.
C4-225322	Updates on Key Issue #1 for FS_NRFe
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
Decision: 		The document was revised to C4-225519.
C4-225519	Updates on Key Issue #1 for FS_NRFe
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
(Replaces C4-225322)
Decision: 		The document was revised to C4-225557.
C4-225557	Updates on Key Issue #1 for FS_NRFe
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
(Replaces C4-225519)
Decision: 		The document was agreed.
C4-225323	New Solution for Key Issue #1 of FS_NRFe with enhanced inter NRF interaction
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
Decision: 		The document was revised to C4-225522.
C4-225522	New Solution for Key Issue #1 of FS_NRFe with enhanced inter NRF interaction
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
(Replaces C4-225323)
Decision: 		The document was revised to C4-225558.
C4-225558	New Solution for Key Issue #1 of FS_NRFe with enhanced inter NRF interaction
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei, China Telecom
(Replaces C4-225522)
Decision: 		The document was agreed.
C4-225324	New Solution for Key Issue #1 of FS_NRFe to support set level shared data
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
Decision: 		The document was revised to C4-225523.
C4-225523	New Solution for Key Issue #1 of FS_NRFe to support set level shared data
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
(Replaces C4-225324)
Decision: 		The document was revised to C4-225560.
C4-225560	New Solution for Key Issue #1 of FS_NRFe to support set level shared data
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei, China Telecom
(Replaces C4-225523)
Decision: 		The document was agreed.
C4-225325	Updates on Baseline
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
Decision: 		The document was revised to C4-225524.
C4-225524	Updates on Baseline
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
(Replaces C4-225325)
Decision: 		The document was revised to C4-225561.
C4-225561	Updates on Baseline
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei, China Telecom
(Replaces C4-225524)
Decision: 		The document was agreed.
C4-225326	New KI on Avoid Duplicate Registration Messages from Different NRF Set Members
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
Decision: 		The document was merged.
C4-225327	New KI on Signaling overhead of NF discovery responses between different PLMNs
					Type: pCR		For: Approval
					29.831 v0.1.0
					Source: Huawei
Decision: 		The document was agreed.
C4-225574	3GPP TR 29.831 v0.1.0
					Type: draft TR		For: Agreement
					29.831 v0.2.0
					Source: Nokia
Decision: 		The document was agreed.
[bookmark: _Toc121556566][bookmark: _Toc121641124]6.2	CT4 Endorsed WIDs
[bookmark: _Toc121556567][bookmark: _Toc121641125]6.2.1	Enhancements of UE Policy [UEP18]
C4-225195	Discussion on Feature Negotiation for UE and AM Policies
					Type: discussion		For: Discussion
					Source: Ericsson
Decision: 		The document was noted.
C4-225196	Negotiated PCF Features during Mobility
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0807  Cat: B (Rel-18)

					Source: Ericsson
Decision: 		The document was withdrawn.
[bookmark: _Toc121556568][bookmark: _Toc121641126]6.2.2	Enhancements of UE Policy [eNPN_Ph2]
C4-225119	Inter AMF mobility when UE is registered in SNPN with different access
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0800  Cat: B (Rel-18)

					Source: Ericsson
Abstract: 
Documents that, during UEContextTransfer procedure, the source AMF uses target SNPN Id included in the UeContextTransferReqData, to determine if it is possible for relocating the N2 interface for non-3gpp access to the target AMF. 
Using data type PlmnIdNid to replace PlmnId is backward compatible.
Discussion: 
In section 6.1.6.2.23 some wording enhancement is needed.
Decision: 		The document was revised to C4-225455.
C4-225455	Inter AMF mobility when UE is registered in SNPN with different access
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0800  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225119)
Decision: 		The document was agreed.
C4-225318	NAI format for 5G registration via trusted access using SNPN
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0648  Cat: B (Rel-18)

					Source: Lenovo
Decision: 		The document was revised to C4-225401.
C4-225401	NAI format for 5G registration via trusted access using SNPN
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0648  rev 1 Cat: B (Rel-18)

					Source: Lenovo, Intel
(Replaces C4-225318)
Discussion: 
According to Qualcomm understanding, we do not have the basis to restrict the NAI format for SNPN access in this case, as in general from cl. 28.7.3 of 23.003 only in the case when SUPI is defined as an IMSI the format we have in the CR is mandatory. In the other case (SUPI as NSI), this is not required.
More clarification is needed related to proposed CR.
Decision: 		The document was revised to C4-225652.
C4-225652	NAI format for 5G registration via trusted access using SNPN
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0648  rev 2 Cat: B (Rel-18)

					Source: Lenovo, Intel
(Replaces C4-225401)
Decision: 		The document was postponed.
C4-225360	NAI used for trusted non-3GPP access supporting SNPNs
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0650  Cat: B (Rel-18)

					Source: Intel
Decision: 		The document was merged.
[bookmark: _Toc121556569][bookmark: _Toc121641127]6.2.3	Protocol enhancements for Mission Critical Services [MCPROTOC18]
C4-225266	Data Pull improvement
					Type: CR		For: Agreement
					29.283 v17.0.0	  CR-0020  Cat: F (Rel-18)

					Source: Ericsson
Discussion: 
Orange: Should this CR start from R14? Since corresponding mechanism has been existing since R14?
CT4 meeting agreed to introduce corrections from Rel-14 onwards.
Decision: 		The document was withdrawn.
C4-225267	Editor's Note on document references
					Type: CR		For: Agreement
					29.283 v17.0.0	  CR-0021  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was merged.
[bookmark: _Toc121556570][bookmark: _Toc121641128]6.2.4	Support for 5WWC Phase 2 [5WWC_Ph2]
C4-225317	Slice-specific N3IWF FQDNs
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0647  Cat: B (Rel-18)

					Source: Qualcomm Incorporated
Discussion: 
Qualcomm clarified that CT1 is aware of this and they will fix CT1 part.
Decision: 		The document was agreed.
[bookmark: _Toc121556571][bookmark: _Toc121641129]6.3	AoB for Rel-18
[bookmark: _Toc121556572][bookmark: _Toc121641130]6.3.1	UDOCOM [UDICOM, TEI18]
C4-225067	Implicit unsubscribe
					Type: CR		For: Agreement
					23.632 v17.3.0	  CR-0040  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225504.
C4-225504	Implicit unsubscribe
					Type: CR		For: Agreement
					23.632 v17.3.0	  CR-0040  rev 1 Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225067)
Decision: 		The document was agreed.
[bookmark: _Toc121556573][bookmark: _Toc121641131]6.3.2	Vertical LAN [Vertical_LAN, TEI18]
C4-225070	CAG feature support in UECM
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0940  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225071	Authentication Information Retrieval
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0941  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
[bookmark: _Toc121556574][bookmark: _Toc121641132]6.3.3	NR Red Cap [NR_RED_CAP]
C4-225128	Support of RRC_INACTIVE with long eDRX
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0803  Cat: B (Rel-18)

					Source: Ericsson
Decision: 		The document was revised to C4-225390.
C4-225390	Support of RRC_INACTIVE with long eDRX
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0803  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225128)
Decision: 		The document was agreed.
C4-225129	Support of RRC_INACTIVE with long eDRX
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0588  Cat: B (Rel-18)

					Source: Ericsson
Decision: 		The document was revised to C4-225391.
C4-225391	Support of RRC_INACTIVE with long eDRX
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0588  rev 1 Cat: B (Rel-18)

					Source: Ericsson
(Replaces C4-225129)
Decision: 		The document was agreed.
[bookmark: _Toc121556575][bookmark: _Toc121641133]6.3.4	5MBS [5MBS, TEI18]
C4-225144	Multicast MBS session (de)activation or update after an AMF failure
					Type: CR		For: Agreement
					23.527 v17.5.0	  CR-0063  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225145	Multicast MBS session (de)activation or update after an AMF failure
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0804  Cat: B (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225146	MBS session update for Broadcast
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0805  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
[bookmark: _Toc121556576][bookmark: _Toc121641134]6.3.5	FS 5MBS Ph2 [FS_5MBS_Ph2]
C4-225044	LS on re-establishment of the MBS context during mobility registration update or service request procedure
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2209965, to CT1,CT4, RAN3, cc -
					Source: SA2
Abstract: 
The study of FS_5MBS_Ph2 in SA2 is starting the evaluation and conclusion phase. The key issues and candidate solutions are documented in the latest version of TR 23.700-47. 
Among the solutions, Solution #20 and #21 propose protocol enhancements that can be summarized as follows:
-	When the UE initiates the mobility registration update (or service request) procedure (e.g. when it leaves the RNA) and in the meantime wants to join new multicast MBS session(s) and/or leave the multicast MBS session(s) (e.g. due to pending requests from upper layers), it includes the associated PDU session ID and MBS session information container (similar to the "Requested MBS container" IE in the PDU Session modification request message as specified in TS 24.501 in Rel-17) in Registration Request (or Service Request) message. There is no SM message (e.g. PDU session modification) included in the message. Per the received associated PDU session ID, the AMF routes the multicast MBS session information container to the related SMF for multicast MBS session handling, e.g. Joining or leaving the multicast MBS session. 
SA2 has not reached conclusions on these two solutions, and SA2 would like to seek the views from CT1/CT4/RAN3 group about these two solutions:
-	Q1: Considering the related N1SM and N2SM information needs to be sent to UE and NG-RAN during the multicast session join/leave procedures as specified in Rel-17, is it possible and desirable for the SMF to handle the procedure as described in the two solutions? For example, how is the MBS session related context information is sent to UE and NG-RAN without SM message? 
-	Q2: Separating the MM and the SM signalling is a design principle of the 5GS from beginning. In the solutions, the UE includes multicast MBS session information container, which is information for SM handling, in the MM signalling (i.e. Registration Request and Service Request). Do CT1/CT4/RAN3 see problems with adopting this proposed procedure in Rel-18, considering the potential issue to be solved, e.g. coordinating the MM/SM handling?
ACTION: SA2 kindly asks CT1, CT4, and RAN3 to provide feedback to the above questions.
Discussion: 
See CT4 reply LS in C4-225562.
Decision: 		The document was noted.
C4-225150	Reply LS on Re-establishment of the MBS context during mobility registration update or service request procedure
					Type: LS out		For: Approval
					to SA2, cc CT1, RAN3
					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225395.
C4-225395	Reply LS on Re-establishment of the MBS context during mobility registration update or service request procedure
					Type: LS out		For: Approval
					to SA2, cc CT1, RAN3
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225150)
Decision: 		The document was revised to C4-225562.
C4-225562	Reply LS on Re-establishment of the MBS context during mobility registration update or service request procedure
					Type: LS out		For: Approval
					to SA2, cc CT1, RAN3
					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225395)
Decision: 		The document was approved.
C4-225287	Discussion on re-establishment of the MBS context during mobility registration update or service request procedure
					Type: discussion		For: Discussion
					Source: CATT
Decision: 		The document was noted.
C4-225288	Reply LS on re-establishment of the MBS context during mobility registration update or service request procedure
					Type: LS out		For: Approval
					to SA2, cc CT1, RAN3
					Source: CATT
Discussion: 
Nokia can't agreed proposed LS since marking this as merged would mean the Nokia LS principle is changed.
Decision: 		The document was noted.
[bookmark: _Toc121556577][bookmark: _Toc121641135]6.3.6	GTP [TEI18]
C4-225124	PLMN ID related to S-NSSAI
					Type: CR		For: Agreement
					29.274 v18.0.0	  CR-2063  Cat: F (Rel-18)

					Source: Ericsson
Abstract: 
23.502 4.11.4.3.3 expects that the SMF+PGW-C can provide the ePDG with PLMN ID that the S-NSSAI relates to, and that the ePDG provides the UE with the PLMN ID that the S-NSSAI relates to, so that the UE can associate it with the PDN connection.
The S-NSSAI is delivered to the UE via a PCO and for ePDG, it is via APCO.
As specified in TS 24.008 definition of S-NSSAI PCO parameter which states:
-----------
When the container identifier indicates S-NSSAI, the container identifier contents field contains one S-NSSAI value followed by one PLMN ID that the S-NSSAI relates to. The S-NSSAI value is coded as the value part of S-NSSAI information element as specified in subclause 9.11.2.8 of 3GPP TS 24.501 [167]. The PLMN ID is encoded as the value of the PLMN identity of the CN operator IE in subclause 10.5.5.36. The usage of the S-NSSAI and the associated PLMN ID is defined in 3GPP TS 24.501 [167].
-----------
It is proposed to clarify this in GTPv2 spec.
Decision: 		The document was agreed.
C4-225149	PC5 QoS Flow IE
					Type: CR		For: Agreement
					29.274 v18.0.0	  CR-2064  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
The definition of the Range flag in the PC5 QoS Flow IE incorrectly refers to octets that are not currently defined in this IE.
Decision: 		The document was agreed.
C4-225175	USS UAV Authorization/Authentication during UE requested PDN connectivity procedure
					Type: CR		For: Agreement
					29.274 v18.0.0	  CR-2065  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225298	Per Qos Flow error notification
					Type: CR		For: Agreement
					29.281 v17.4.0	  CR-0122  Cat: B (Rel-18)

					Source: Intel
Abstract: 
When sending a G-PDU of a specific Qos Flow of a PDU session there is currently no support for a GTP-U entity to detect if the receiving GTP-U entity is able to process the data of that Qos Flow. For example the receiving GTP-U entity may drop the received G-PDU without sending Error Indication when the PDU session exists but the identified Qos Flow is currently not in use.
Discussion: 
CT4 agreed a CR needs more enhancements based on stage 2 system wide requirements before work can continue in CT4.
A topic needs to be dicsussed in close coordination of RAN3 and system wide in SA2.
Decision: 		The document was postponed.
[bookmark: _Toc121556578][bookmark: _Toc121641136]6.3.7	Diameter [TEI18]
C4-225072	UE Location (Cell-ID) missing over SGd (OFR & TFA)
					Type: CR		For: Agreement
					29.338 v17.1.0	  CR-0042  Cat: B (Rel-18)

					Source: AT&T, Ericsson, Nokia, Nokia Shanghai Bell
Abstract: 
The UE Location was available in the form of ECGI at the MGCF/MSC, provided by MME. MGCF/MSC included this UE Location Information in the SMS CDRs that it generated.
As a result of 3G Sunset, operators will lose the SMS CDRs generated by the MGCF/MSC, and will have to rely on the CDRs generated by SMSC.
UE Location was available at the MGCF but now it is not available at the SMSC, unless the MME provides it to the SMSC.
In order to do that we need to have the Diameter Messages OFR and TFA, over SGd include the UE-Location (Cell-ID).
UE Location is important to many functions within an MNO, such as Fraud Management. UE Location (Cell-ID) needs to be included in the Diameter messages for SMS over SGd, coming from MME (OFR, TFA), in order to fulfil MNO’s fraud management and other requirements.
Therefore, it is requested that an AVP for UE Location be added to the Diameter messages (OFR, TFA) originated at MME for SMS over SGd,  going to the SMSC
Discussion: 
In the last change "must not" needs to be added in table.
Decision: 		The document was revised to C4-225474.
C4-225474	UE Location (Cell-ID) missing over SGd (OFR & TFA)
					Type: CR		For: Agreement
					29.338 v17.1.0	  CR-0042  rev 1 Cat: B (Rel-18)

					Source: AT&T, Ericsson, Nokia, Nokia Shanghai Bell
(Replaces C4-225072)
Decision: 		The document was agreed.
C4-225147	Experimental Result Codes for TS 29.273
					Type: CR		For: Agreement
					29.230 v17.2.0	  CR-0702  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
CR 29.273 #0532 approved at CT#97-e has defined two new Experimental-Result codes. Corresponding codes are assigned in CR 29.230 #0702.
Decision: 		The document was agreed.
C4-225148	Experimental Result Codes for trusted / untrusted non-3GPP access not allowed
					Type: CR		For: Agreement
					29.273 v18.0.0	  CR-0534  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
CR 29.273 #0532 approved at CT#97-e has defined two new Experimental-Result codes. Corresponding codes are assigned in CR 29.230 #0702.
Decision: 		The document was agreed.
[bookmark: _Toc121556579][bookmark: _Toc121641137]6.3.8	eV2XARC [eV2XARC, TEI18]
C4-225151	Incorrect stage 2 references
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0590  Cat: F (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225233	Procedures with Create service operation
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0596  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was revised to C4-225397.
C4-225397	Procedures with Create service operation
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0596  rev 1 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225233)
Decision: 		The document was agreed.
[bookmark: _Toc121556580][bookmark: _Toc121641138]6.3.9	Common Data [TEI18]
C4-225234	Remove Uint16 and Uint16Rm
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0385  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was agreed.
[bookmark: _Toc121556581][bookmark: _Toc121641139]6.3.10	AoB [TEI18]
[bookmark: _Toc121556582][bookmark: _Toc121641140]6.3.11	Open API version and External docs
C4-225575	29.502 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0605  Cat: F (Rel-18)

					Source: Nokia
Decision: 		The document was agreed.
C4-225576	29.503 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0970  Cat: F (Rel-18)

					Source: Nokia
Decision: 		The document was agreed.
C4-225577	29.504 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.504 v17.8.0	  CR-0199  Cat: F (Rel-18)

					Source: China Mobile
Decision: 		The document was agreed.
C4-225578	29.505 Rel-18 External doc update
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0454  Cat: F (Rel-18)

					Source: China Mobile
Decision: 		The document was agreed.
C4-225579	29.509 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.509 v17.7.0	  CR-0186  Cat: F (Rel-18)

					Source: Orange
Decision: 		The document was agreed.
C4-225580	29.510 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0785  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225581	29.511 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.511 v17.3.0	  CR-0056  Cat: F (Rel-18)

					Source: Deutsche Telekom
Decision: 		The document was agreed.
C4-225582	29.515 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.515 v17.6.0	  CR-0085  Cat: F (Rel-18)

					Source: CATT
Decision: 		The document was agreed.
C4-225583	29.518 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0821  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225584	29.526 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.526 v17.6.0	  CR-0067  Cat: F (Rel-18)

					Source: ZTE
Decision: 		The document was agreed.
C4-225585	29.531 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.531 v18.0.0	  CR-0144  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was agreed.
C4-225586	29.536 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.536 v17.2.0	  CR-0017  Cat: F (Rel-18)

					Source: ZTE
Decision: 		The document was agreed.
C4-225587	29.540 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.540 v17.6.0	  CR-0109  Cat: F (Rel-18)

					Source: ZTE
Decision: 		The document was agreed.
C4-225588	29.541 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.541 v17.4.0	  CR-0033  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225589	29.542 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.542 v17.4.0	  CR-0030  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225590	29.544 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.544 v17.3.0	  CR-0021  Cat: F (Rel-18)

					Source: Nokia
Decision: 		The document was agreed.
C4-225591	29.550 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.550 v17.4.0	  CR-0036  Cat: F (Rel-18)

					Source: Orange
Decision: 		The document was agreed.
C4-225592	29.553 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0007  Cat: F (Rel-18)

					Source: CATT
Decision: 		The document was agreed.
C4-225593	29.555 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.555 v17.1.0	  CR-0006  Cat: F (Rel-18)

					Source: CATT
Decision: 		The document was agreed.
C4-225594	29.556 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.556 v17.1.0	  CR-0012  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was agreed.
C4-225595	29.562 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.562 v17.6.0	  CR-0127  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225596	29.563 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.563 v17.6.0	  CR-0069  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225597	29.571 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0391  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was agreed.
C4-225598	29.572 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0147  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225599	29.573 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.573 v18.0.0	  CR-0123  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was agreed.
C4-225600	29.577 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.577 v17.1.0	  CR-0006  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was agreed.
C4-225601	29.578 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.578 v17.1.0	  CR-0007  Cat: F (Rel-18)

					Source: Nokia
Decision: 		The document was agreed.
C4-225602	29.579 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.579 v17.1.0	  CR-0009  Cat: F (Rel-18)

					Source: China Telecom
Decision: 		The document was agreed.
C4-225603	29.598 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.598 v17.6.0	  CR-0058  Cat: F (Rel-18)

					Source: HPe
Decision: 		The document was agreed.
C4-225604	29.673 Rel-18 API version and External doc update
					Type: CR		For: Agreement
					29.673 v17.4.0	  CR-0041  Cat: F (Rel-18)

					Source: Ericsson
Decision: 		The document was agreed.
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[bookmark: _Toc121556585][bookmark: _Toc121641143]7.1.1	Service based Interface protocol improvements [SBIProtoc17]
C4-225108	Discussion on UE location provision in PDU Session Update
					Type: discussion		For: Decision
					Source: ZTE
Abstract: 
This discussion provides analysis on how to link the user plane activation / deactivation to the correct RAN node, in the case of e.g. RRC re-establishment.
Decision: 		The document was noted.
C4-225109	Provision of UE Location in User Plane Activation/Deactivation
					Type: CR		For: Approval
					29.502 v17.6.0	  CR-0587  Cat: F (Rel-17)

					Source: ZTE
Abstract: 
This contribution proposes: the AMF should indicate the correct RAN node ID associated to the User Plane activation / deactivation when sending SmContextUpdate to the SMF.
Discussion: 
CT4 meeting agreed that the content of CR should be more concrete and simpler.
ZTE will work offline until next meeting to find a more simple solution.
Decision: 		The document was not pursued.
C4-225110	Clarificaiton on Batch Operation for Subscription Retrieval
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0946  Cat: F (Rel-17)

					Source: ZTE
Abstract: 
This CR proposes correction and clarification to the batch operation for subscription retrieval procedure
Decision: 		The document was revised to C4-225525.
C4-225525	Clarificaiton on Batch Operation for Subscription Retrieval
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0946  rev 1 Cat: F (Rel-17)

					Source: ZTE
(Replaces C4-225110)
Decision: 		The document was agreed.
C4-225152	Incomplete implementation of CR 29.500 #0353
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0358  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225490	Missing mandatory status codes in OpenAPI
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0041  rev 1 Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225157)
Decision: 		The document was agreed.
C4-225180	HSS Subscription Info Storage in SubscriptionDataSubscriptions
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0452  Cat: F (Rel-17)

					Source: Hewlett-Packard Enterprise
Decision: 		The document was agreed.
C4-225351	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0363  Cat: F (Rel-17)

					Source: NTT DOCOMO INC.
Abstract: 
According to the current spec, 3gpp-Sbi-Originating-Network-Id header can be inserted by sending SEPP or the receiving SEPP even when the entity cannot uniquely determine the PLMN-ID or SNPN-ID of the message, which is left as configuration/deployment aspect.
This can lead to inconsistency at receiving NFs, where the source PLMN-ID set in HTTP header and HTTP body are not aligned.
In order to allow receiving NFs to be aware of the level of guarantee on the value in the header, it is proposed to add the entity inserting the header.
Discussion: 
Huawei generaly agree with the proposed CR, but proposed text need to be simplified.
Decision: 		The document was revised to C4-225440.
C4-225440	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0363  rev 1 Cat: F (Rel-17)

					Source: NTT DOCOMO INC.
(Replaces C4-225351)
Decision: 		The document was revised to C4-225546.
C4-225546	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0363  rev 2 Cat: F (Rel-17)

					Source: NTT DOCOMO INC.
(Replaces C4-225440)
Decision: 		The document was revised to C4-225627.
C4-225627	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0363  rev 3 Cat: F (Rel-17)

					Source: NTT DOCOMO INC.
(Replaces C4-225546)
Decision: 		The document was agreed.
[bookmark: _Toc121556586][bookmark: _Toc121641144]7.1.2	Best Practice of PFCP [BEPoP]
C4-225280	L2TP tunnel failure cause
					Type: CR		For: Approval
					29.244 v17.6.0	  CR-0670  Cat: F (Rel-17)

					Source: Samsung
Abstract: 
The existing specification at present in clause 5.3.1.2 mentions how the Cause IE can carry additional info from UP function towards CP function to convey the reason for L2TP tunnel failure.
The UP function shall send a PFCP Session Establishment Response to the CP function, carrying the Created L2TP Session IE containing information about the established L2TP session, e.g. the used LNS Address, that may be used for statistics or diagnostics. The Cause IE in the response message may carry additional L2TP specific failure information to the CP function if the L2TP tunnel or L2TP session establishment failed.
But the Cause IE only provides the value which may not be sufficient to convey the information. For e.g in case of L2TP only 82 value will be sent by UP function to CP function which indicates the L2TP tunnel failure but CP function does not know the exact reason for failure like whether the given LNS IP address or the tunnel password is incorrect.
Hence it is proposed that new cause codes are introduced to carry specific information for L2TP tunnel establishment failure case.
With this new cause code information CP function can take corrective action like updating LNS IP address or password (if locally configured) or inform DN-AAA server if it had received the L2TP information earlier.
Discussion: 
Nokia commented that in principle CR is fine, but not for Frozen releases.
Decision: 		The document was revised to C4-225453.
C4-225453	L2TP tunnel failure cause
					Type: CR		For: Approval
					29.244 v17.6.0	  CR-0670  rev 1 Cat: F (Rel-17)

					Source: Samsung
(Replaces C4-225280)
Decision: 		The document was revised to C4-225454.
C4-225454	L2TP tunnel failure cause
					Type: CR		For: Approval
					29.244 v17.6.0	  CR-0670  rev 2 Cat: F (Rel-18)

					Source: Samsung
(Replaces C4-225453)
Decision: 		The document was revised to C4-225568.
C4-225568	L2TP tunnel failure cause
					Type: CR		For: Approval
					29.244 v17.6.0	  CR-0670  rev 3 Cat: F (Rel-18)

					Source: Samsung
(Replaces C4-225454)
Decision: 		The document was agreed.
[bookmark: _Toc121556587][bookmark: _Toc121641145]7.1.3	Service-based support for SMS in 5GC [SMS_SBI]
C4-225059	Editorial correction in TS 23.540
					Type: CR		For: Approval
					23.540 v17.1.0	  CR-0006  Cat: D (Rel-17)

					Source: China Telecom Corporation Ltd.
Decision: 		The document was revised to C4-225526.
C4-225526	Editorial correction in TS 23.540
					Type: CR		For: Approval
					23.540 v17.1.0	  CR-0006  rev 1 Cat: D (Rel-17)

					Source: China Telecom Corporation Ltd.
(Replaces C4-225059)
Decision: 		The document was postponed.
[bookmark: _Toc121556588][bookmark: _Toc121641146]7.1.4	CT aspects of Integration of GBA into SBA [GBA_5G]
[bookmark: _Toc121556589][bookmark: _Toc121641147]7.1.5	Enhancement of Network Slicing Phase 2 [eNS_Ph2]
C4-225028	Response LS on Parameter adding in UE Context to support NSSRG feature
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2207388, to CT4, cc -
					Source: SA2
Abstract: 
SA2 thanks CT4 for their Reply LS on Parameter adding in UEContext to support NSSRG feature (C4-223357). 
For the parameter listed in S2-2205416/C4-223357, those parameter can be changed when UE moves to a new area. Hence SA2 agrees that not all the parameters included in the Table 5.2.2.2.2-1 of TS 23.502 need be transferred between AMFs during the inter-AMF mobility. As usual the more concrete parameters, which are transferred between AMFs, are defined in clause 6.1.6.2.25 of 3GPP TS 29.518. 
Even some parameter included in the Table 5.2.2.2.2-1 of TS 23.502 are not needed to be transferred between AMFs, but listing those parameter can help to explain some process handling. For example the Registration Area is necessarily to be stored at the AMF for paging handling. 
In light of above, SA2 suggest to keep the existing parameter defined in Table 5.2.2.2.2-1 of TS 23.502 and add a clarification related to the parameter transferring between AMFs.
ACTION: 	SA2 kindly requests CT4 to take above information into account.
Discussion: 
No impacts to CT4 specifications.
Decision: 		The document was noted.
C4-225213	Clarification NSACF Serving Area in Discovery
					Type: CR		For: Agreement
					29.510 v17.7.0	  CR-0771  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
This CR propose the following for NSACF discovery:
1/ Locality should be used for NSACF discovery and selection, instead of serving TAIs list.
2/ Deprecate the Serving TAIs in NascfInfo.
Discussion: 
Nokia agrees with a solution but needs some more clarification.
Decision: 		The document was revised to C4-225479.
C4-225479	Clarification NSACF Serving Area in Discovery
					Type: CR		For: Agreement
					29.510 v17.7.0	  CR-0771  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225213)
Decision: 		The document was revised to C4-225628.
C4-225628	NSACF Discovery with Locality
					Type: CR		For: Agreement
					29.510 v17.7.0	  CR-0771  rev 2 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225479)
Decision: 		The document was agreed.
C4-225214	Clarification NSACF Serving Area in Discovery
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0772  Cat: A (Rel-18)

					Source: Ericsson
Decision: 		The document was revised to C4-225480.
C4-225480	Clarification NSACF Serving Area in Discovery
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0772  rev 1 Cat: A (Rel-18)

					Source: Ericsson
(Replaces C4-225214)
Decision: 		The document was revised to C4-225629.
C4-225629	Clarification NSACF Serving Area in Discovery
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0772  rev 2 Cat: A (Rel-18)

					Source: Ericsson
(Replaces C4-225480)
Decision: 		The document was agreed.
[bookmark: _Toc121556590][bookmark: _Toc121641148]7.1.6	CT Aspects of 5G eEDGE [eEDGE_5GC]
C4-225019	LS on negotiation of supported features when subscription to notifications occurs via an indirect path
					Type: LS in		For: Discussion
					Original outgoing LS: C3-224496, to CT4, cc -
					Source: CT3
Abstract: 
CT3 has specified different procedures where the NF service provider subscribes to receive notifications using a different path than the one used in the requested notification. Some examples are:
-	AF may send requests to influence SMF routing decisions for User Plane traffic of PDU Sessions as described in 3GPP TS 29.513, clause 5.5.3. In this case the AF uses the PCC framework (either directly via PCF or using the NEF & UDR when non targeting individual UE addresses) to indicate its subscriptions to SMF events, e.g. UP path change. SMF receives the subscription information provisioned in the PCC rule, i.e. the event and the AF/NEF notification URI. SMF will directly notify the AF (via NEF for external applications).
-	AF may provision service parameter data to the PCF that could generate URSP Rules towards the UE as described in 3GPP TS 29.513, clause 5.5.8. Additionally, the AF may subscribe to receive notifications on URSP Rules delivery outcome. The AF subscription is indicated to the PCF as service parameter data stored in the UDR, i.e., the service parameter data provisioned in UDR includes the event and the AF/NEF notification URI.
It is also possible that the NF service consumer needs to initiate a new notification as a response to the notification generated as a consequence of an indirect subscription (i.e. callback of the received notification).
Handling of supported feature negotiation between peers in the described scenarios of indirect subscription to notifications via an indirect path cannot be resolved using the mechanism defined in TS 29.500. CT3 has considered using NRF for that purpose. However, current specification of Nnrf services does not allow the discovery of the features supported for a specific NF instance when only the Notification URI associated to that instance is known.
CT3 understands that a common solution needs to be provided for the discovery of features supported by NFs that do not have a direct connection.
Question 1: Is there any specified mechanism considered in CT4 that can resolve the feature negotiation when subscription to notifications occurs via an indirect path and can address the previously described scenarios? If yes, please refer to the mechanism and explain how it can be used in these scenarios.
Question 2: If not, can CT4 provide feedback on how to resolve this issue and update their specifications if necessary?
ACTION: 	CT3 kindly asks CT4 to respond the questions above.
Discussion: 
Nokia clarified that 5139 has more generic solution related to this LS.
Decision: 		The document was noted.
C4-225482	Reply LS on negotiation of supported features when subscription to notifications occurs via an indirect path
					Type: LS out		For: Approval
					to CT3
					Source: CT4
Decision: 		The document was approved.
C4-225153	Handling of EDNS Client Subnet option by EASDF
					Type: CR		For: Agreement
					29.556 v17.1.0	  CR-0009  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
CR 23.548 #0062 (approved at SA#97) corrects the EASDF behavior regarding the handling of the ECS option in DNS Query and DNS Response messages.
Discussion: 
Nokia clarified that there are some overlapping with Huawei CR C4-225237.
CT4 agreed to use Nokia CR as basis.
Decision: 		The document was revised to C4-225470.
C4-225470	Handling of EDNS Client Subnet option by EASDF
					Type: CR		For: Agreement
					29.556 v17.1.0	  CR-0009  rev 1 Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell, Huawei
(Replaces C4-225153)
Decision: 		The document was agreed.
C4-225237	ECS Option handling
					Type: CR		For: Agreement
					29.556 v17.1.0	  CR-0011  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
1.	Update the ECS Option handling to support the replacing of the EDNS Client Subnet option received in the DNS Query message from the UE;
2.	Information included in BD AIT of baseline DNS pattern is corrected to either include the local DNS Server IP address(es) (option B), or ECS option (option A)
Discussion: 
CR Overlaps with C4-225153.
Merged into C4-225470.
Decision: 		The document was merged.
C4-225209	Service Specific Authorization Remove
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0949  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225527.
C4-225527	Service Specific Authorization Remove
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0949  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225209)
Decision: 		The document was agreed.
C4-225210	Update to Service Specific Authorization Create and UpdateNotify
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0950  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225528.
C4-225528	Update to Service Specific Authorization Create and UpdateNotify
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0950  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225210)
Decision: 		The document was agreed.
C4-225211	Corrections on DnsServerAddressInfo
					Type: CR		For: Agreement
					29.556 v17.1.0	  CR-0010  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
3GPP TS 29.556 has specified EAS Discovery API, in DnsServerAddressInfo data type either the dnsServerAddressList or the base DnsAitId shall be present. Therefore, dnsServerAddressList is an attribute as conditional similar as the mutual exclusive counterpart baseDnsAitId IE. Current it is defined as optional.
Additionally, the dnsServerAddressList is defined as an array, where more than one IP address may be provided. Therefore, the Cardinality of the dnsServerAddressList shall be 1…N, which is defined as 0…1 in the current TS. This is also to align with the OpenAPI definition in A.2 of the TS, at least one IP address is provided.
Decision: 		The document was agreed.
C4-225235	Service Specific Authorization removal
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0954  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225236	Service Specific Authorization retrieval
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0955  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
[bookmark: _Toc121556591][bookmark: _Toc121641149]7.1.7	CT aspects on Same PCF Selection For AMF and SMF [TEI17_SPSFAS]
[bookmark: _Toc121556592][bookmark: _Toc121641150]7.1.8	Enhancement of Inter-PLMN Roaming [EoIPR]
[bookmark: _Toc121556593][bookmark: _Toc121641151]7.1.9	Restoration of PDN Connections in PGW-C/SMF S [RPCPSET]
C4-225238	PGW triggered PDN connection restoration
					Type: CR		For: Agreement
					23.007 v17.4.1	  CR-0383  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
Nokia is not supported of set of proposed CRs. At first proposed change is not FASMO. The resoration solution has beed already defined in section 31.4A of 23.007. 
Ericsson is also not favour of this CR. The reason of change is not correct.
Decision: 		The document was not pursued.
C4-225239	PGW triggered PDN connection restoration
					Type: CR		For: Agreement
					23.007 v18.0.0	  CR-0384  Cat: A (Rel-18)

					Source: Huawei
Decision: 		The document was revised to C4-225559.
C4-225559	PGW triggered PDN connection restoration
					Type: CR		For: Agreement
					23.007 v18.0.0	  CR-0384  rev 1 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225239)
Decision: 		The document was agreed.
C4-225240	PGW triggered PDN connection restoration
					Type: CR		For: Agreement
					29.274 v17.7.0	  CR-2066  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was not pursued.
C4-225241	PGW triggered PDN connection restoration
					Type: CR		For: Agreement
					29.274 v18.0.0	  CR-2067  Cat: A (Rel-18)

					Source: Huawei
Decision: 		The document was not pursued.
[bookmark: _Toc121556594][bookmark: _Toc121641152]7.1.10	Start of Pause of Charging via User Plane [SPOCUP]
[bookmark: _Toc121556595][bookmark: _Toc121641153]7.1.11	Enhancement to the 5GC LoCation Services-Phase 2 [5G_eLCS_ph2]
C4-225274	Location service description alignment
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0144  Cat: F (Rel-17)

					Source: CATT
Decision: 		The document was merged.
C4-225275	Location service API alignment
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0145  Cat: F (Rel-17)

					Source: CATT
Decision: 		The document was merged.
[bookmark: _Toc121556596][bookmark: _Toc121641154]7.1.12	CT aspects of Support of different slices over different Non 3GPP access [TEI17_N3SLICE]
[bookmark: _Toc121556597][bookmark: _Toc121641155]7.1.13	CT aspects of the architectural enhancements for 5G multicast-broadcast services [5MBS]
C4-225020	Reply LS on 5MBS User Services
					Type: LS in		For: Information
					Original outgoing LS: C3-224655, to SA4, cc SA2, SA6, CT4
					Source: CT3
Abstract: 
CT3 would like to thank SA4 for the LS reply on 5MBS User Services, the joint SA4/CT3/CT4 rapporteurs and delegates discussions on the open issues effectively, also the immediate updates on the agreed TS 26.502 CR 0007r1 at the SA4#120-e meeting, so that CT3 could update our implementation at once.
CT3 would like to update the CT3 related implementation status as below:
CT3 Feedback 1 on Nnef_MBSUserService and Nnef_MBSUserDataIngestSession services:
CT3 has implemented Nnef_MBSUserService and Nnef_MBSUserDataIngestSession services in TS 29.522 to expose the similar (or even identical) APIs as the MBSF services. The CR package attached reflects the implementations which is planned to be submitted for approval in CT#97-e plenary, which is estimated to be included in TS 29.522 v17.7.0 in September.
CT3 Feedback 2 on Nmbsf_MBSUserService and Nmbsf_MBSUserDataIngestSession services:
Upon the SA4 specificiations, joint SA3/CT3/CT4 discussions and related SA4 dCRs updates, CT3 has implemented Nmbsf_MBSUserService and Nmbsf_MBSUserDataIngestSession services in TS 29.580. The pCR package attached reflects the implementations which is planned to be submitted for approval in CT#97-e plenary, which is estimated to be included in TS 29.580 v17.0.0 in September.
CT3 futher concerns:
For the MBS User Service Announcement encoding, whether we should reuse this encoding defined by SA4 in TS 26.517, and the encoding alignment will be done between TS 26.517 and TS 26.502?
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225025	Response LS on Support of Broadcast and Multicast MBS sessions with AMF Set
					Type: LS in		For: Discussion
					Original outgoing LS: R3-225165, to CT4, cc SA2
					Source: RAN3
Abstract: 
The LS contains three questions from CT4 regarding AMF failure without restart. 
-	Question 1: CT4 would like RAN3 to confirm if CT4's assumptions [for Broadcast MBS Sessions] are correct.”
-	Question 2: CT4 would like RAN3 to confirm if CT4's assumption [for Multicast MBS Sessions] is correct.”
-	Question 3: CT4 would like to get feedback from RAN3 on whether such a local link failure scenario is a common failure scenario that should be addressed by new restoration procedures defined by 3GPP CT4.”
General Response
RAN3 asks CT4 to confirm that the respective functions are only used for restoration scenarios and represent exceptional cases, i.e. planned or unplanned AMF removal, while in normal operation, a multicast/broadcast MBS Session Context is kept in the same AMF.
Response to Question 1
RAN3 confirms that a gNB is able (under the assumptions above) to receive a NGAP Broadcast Session Modification Request message or an NGAP Broadcast Session Release Request message from another AMF in the same AMF set or a backup AMF. 
Response to Question 2
RAN3 confirms that a gNB is able (under the assumptions above) to receive a NGAP Multicast Session Activation/Update/Deactivation request message from another AMF in the same AMF set or from a backup AMF than the AMF(s) via which NGAP Distribution Setup procedure was triggered. 
Response to Question 3
RAN3 did not identify any need to be addressed by new restoration procedures defined by CT4. 
ACTION: 	RAN3 asks CT4 to take the response into account.
Discussion: 
CT4 confirms RAN assumptions are correct so no need to send an LS to RAN3 to indicate this.
Decision: 		The document was noted.
C4-225026	LS on shared NG-U Termination among gNBs
					Type: LS in		For: Discussion
					Original outgoing LS: R3-225247, to CT4, cc SA2
					Source: RAN3
Abstract: 
RAN3 has designed in release 17 the option to reuse the shared N3 termination of an MBS session of a first gNB by other gNBs. For multicast MBS sessions using unicast transport over shared N3, this means that any other gNB will send the NGAP Distribution Setup Request to setup the shared N3 including a unicast transport address for which the delivery of multicast data from the MB-UPF already exists.
RAN3 has identified the following solutions:
-	The MB-SMF has means to identify that the received unicast transport address already receives the multicast (e.g. it stores unicast transport addresses of the distribution tree) and can avoid asking the MB-UPF to add it redundantly (1).   
-	The MB-SMF doesn’t have the means above and redundantly triggers the MB-UPF to add the address. MB-UPF can identify that this address already receives the multicast delivery and can ignore it (2).
-	gNB can indicate to the MB-SMF in the NGAP Distribution Setup Request that the included unicast transport address already receives the multicast to avoid that the MB-SMF uselessly triggers the MB-UPF to add it. (3). 
ACTION: 	RAN3 kindly ask CT4 guidance on which is the correct solution.
Decision: 		The document was noted.
C4-225030	Response to LS on Questions on PCC aspects related to 5MBS
					Type: LS in		For: Information
					Original outgoing LS: S2-2207407, to CT3, cc CT4
					Source: SA2
Abstract: 
SA2 thanks CT3 for their LS and likes to provide answers to the questions as follows.
Question 1: What information is provided by the AF to the NEF? In particular what do the "service requirements" provided by the AF to the NEF consist of and what are the relationship and restrictions between them? Is it possible to receive several media components (per media type)? How should an application be identified (i.e. more details are needed on the Application Identifier, the AF Communication Service Identifier, the emergency indicator Application service provider defined today in TS 23.247).
SA2 answer: The AF provides MBS Service Information which may include 5GC QoS requirements (e.g. ARP, 5QI, GBR) or media information. SA2 has updated the description and the possible content of the MBS Service Information is now defined in clause 6.X of TS 23.247. 
An MBS session can consist of several data flows/ media components, each having independent parameters.
Similar to TS 29.514, there is the possibility to have an MBS session level "AF application identifier"
The AF Communication Service Identifier, the emergency indicator and the Application Service Provider have been removed by SA2.
Question 2: Can SA2 elaborate on the content of MBS Session "PCC rules", the supported Policy Control Request Triggers, other relevant policy information derived and provided by the PCF and possible information the NF service consumer can provide to the PCF?
SA2 answer: The details about the PCC rules for an MBS Session and the policy information that is applicable for an entire MBS Session can be found in clause 6.10 of TS 23.247. SA2 has only identified one specific MBS Policy Control Request Triggers so far which is used during the MBS Session Update with PCC procedure.
Question 3: Is an Npcf_MBSPolicyControl_Update service operation needed to convey MBS policy trigger information? If it is the case, can SA2 clarify where in the procedure this interaction applies depending on the related trigger?
SA2 answer: SA2 has updated the procedures in clause 7.1.1 in such a way that the Npcf_MBSPolicyControl_Update service operation is used by the MB-SMF during the MBS Session Update with PCC procedure. 
SA2 has not identified any other specific MBS Policy Control Request Triggers so far.
Question 4: Regarding the procedure defined in clause 7.1.1.3 of TS 23.247, CT3 would like to understand the need and motivation behind some interactions, i.e.:
-	For both alternatives, can SA2 indicate what information can be retrieved in step 15 and what is the difference with the information provided in step 18 (for alternative A) / step 24 (for alternative B)? Would it be possible to query the UDR only once?
-	For alternative B, step 20 in clause 7.1.1.3-1, can SA2 clarify what status is expected to be reported since the MBS session is not yet created?
SA2 answer: The PCF may optionally retrieve the following information from the UDR (as now described in the new clause 6.10.2): the allowed 5QI(s), the highest ARP, maximum Session-AMBR for the non-GBR QoS Flows of an MBS session, and the maximum aggregated bitrate that can be provided across all GBR QoS Flows for an MBS session. 
SA2 has updated the procedures in clause 7.1.1 in such a way that the other questions are no longer applicable and there will only be a single UDR interaction.
Discussion: 
Nokia identified some impacts in CR C4-225158.
Decision: 		The document was noted.
C4-225033	LS on response to LS on parameters preconfigured in the UE to receive MBS service
					Type: LS in		For: Information
					Original outgoing LS: S2-2207888, to CT, CT1, cc CT4, SA4, RAN2, SA, CT6
					Source: SA2
Abstract: 
SA2 would like to thank TSG CT for their "LS on parameters preconfigured in the UE to receive MBS service" and would like to provide the response: 
Regarding the questions from CT:
Question 1: Which parameters can be preconfigured in the UE to receive MBS service?
Question 2: How are these parameters used by the UE?
SA2 answer:
SA2 did not reach consensus to answer the questions from TSG CT and also could not agree CRs on this topic.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225039	Reply LS on 5MBS User Services
					Type: LS in		For: Information
					Original outgoing LS: S2-2209281, to SA4, cc SA6, CT3, CT4
					Source: SA2
Abstract: 
SA2 response:
According to clause 5.2 and Annex C of TS 23.247, SA2 confirms that Group Communication traffic from legacy GCS AS, ingested by MBSTF at MB2-U can be distributed (alternatively or simultaneously) to the MB-UPF at reference point Nmb9 and the MBMS-GW at reference point SGi-mb. 
If SA4 sees the need for further clarification, SA2 requests SA4 to reflect the changes in SA4’s
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225040	Reply LS on Multicast MBS session Deactivation and Reactivation
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2209283, to CT4, cc RAN3
					Source: SA2
Abstract: 
SA2 thanks CT4 for their LS. SA2 agreed the attached CR to clarify the points raided by CT4 and would like to answer the questions raised by CT4 as follows:
Q1:	During the MBS session deactivation procedure, does the MB-SMF instruct the MB-UPF to stop the forwarding of DL MBS data towards the N3mb DL F-TEIDs configured in the MB-UPF for the MBS session?  
SA2 Response for Q1
If session activation is to be detected by the MB-UPF, the MB-SMF requests the MB-UPF to perform Buffered Downlink Traffic detection and to stop forwarding data. If session activation is to be based on an AF request, the MB-SMF also configures the MB-UPF to stop forwarding data and possibly to buffer MBS data.
Please see the attached CR.
Q2:	If the answer to Q1 is yes, when the multicast traffic resumes (i.e. first packet arrives at MB-UPF), does the forwarding of MBS data towards the N3mb DL F-TEIDs resume only after the MB-SMF instructs the MB-UPF to forward the packets at step 15 of the MBS session activation call flow (Figure 7.2.5.2-1), i.e. after the MB-SMF activates the multicast MBS session towards the AMF(s) (and NG-RAN nodes) and receives a successful response from the AMF (and a first NG-RAN node)?
SA2 Response for Q2
It is up to implementation when to execute this step 15. Step 15 can be executed after the first successful response in step 14 to shorten the activation time, or applying buffering until the MBS session is activated at the majority of RAN nodes to minimize packet loss. However, waiting for responses from all AMFs may delay the activation and also does not guarantee that the MBS session is activated at all RAN nodes.
Please see the attached CR.
Q3:	Can SA2 confirm that during an MBS session deactivation procedure, the SMF need not and shall not request the UPF(s) to maintain the N19mb tunnels and that, after an N19m tunnel (of the MBS session) is removed in the UPF, the SMF shall not send a ContextUpdate request message towards the MB-SMF to report the removal of the N19mb tunnel in the UPF?
SA2 Response for Q3
During MBS session deactivation, the MB-SMF keeps the tunnels for data forwarding towards UPFs established. Whether the SMF keeps or releases the N19mb tunnel is up to SMF implementation.
‐	Option 1: If the SMF decides to release the N19mb tunnel, the SMF sends a ContextUpdate request message to the MB-SMF to release the tunnel between UPF and MB-UPF. At the next time of MBS session activation, the SMF sends ContextUpdate request to the MB-SMF to re-establish the N19mb tunnel if needed. 
‐	Option 2: If the SMF decides to keep the N19mb tunnel but the delivery of the data to the UE's PDU session is suspended, the SMF instructs the UPF to drop the received MBS session data. At the next time of MBS session activation, the SMF instructs the UPF to forward the MBS session data if needed.
ACTION: 	SA2 kindly requests CT4 to take above information into account.
Discussion: 
Nokia clarified there are 2 CRs related on this: There are two C4-225100 and C4-225156.
Decision: 		The document was noted.
C4-225041	Reply LS on shared NG-U Termination among gNBs
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2209285, to RAN3, CT4, cc -
					Source: SA2
Abstract: 
SA2 thanks RAN3 for the LS on shared NG-U Termination among gNBs. SA2 discussed the LS and would like to clarify that Rel-17 specification has been frozen, and any protocol change for enhancement of the feature shall be avoided.
For the solutions identified by RAN#3, SA2 thinks:
-	The alt-1 (MB-SMF-based) can work without impacting the interface/signalling.
-	The alt-2 (UPF-based) has technical issue in the tunnel release.
-	The alt-3 (RAN-based) impacts the interface/signalling (N2, N11mb)
SA2 proposes the MB-SMF based solution (alt-1) and has agreed the attached CR to clarify this.
ACTION: 	SA2 respectfully asks RAN3 and CT4 to take the above answer into account.
Discussion: 
See CT4 reply LS in C4-225556.
Decision: 		The document was revised.
C4-225042	Reply LS on the impact of MSK update on MBS multicast session update procedure
					Type: LS in		For: Information
					Original outgoing LS: S2-2209287, to SA3, cc SA4, CT1, CT4
					Source: SA2
Abstract: 
SA2 response:
According to clause 7.2.2.3 of TS 23.247 (see below), the SMF will request UE to leave the multicast session when there is authorization change in subscription: 
“When the SMF decides to remove a UE from an MBS session:
 - based on a request from the UDM (subscription change);  
With the network requested MBS Session leave for a UE that previously joined an MBS Session, such UE cannot receive the content anymore, while the other joined UEs can continue to use the MSK and MTK for the decryptions.
SA2 would also remind that MB-SMF is not supposed to handle subscription data and there is no reference point specified for interface between MB-SMF and UDM.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225046	Reply LS on the impact of MSK update on MBS multicast session update procedure
					Type: LS in		For: Information
					Original outgoing LS: S3-222391, to SA2, CT1, SA4, cc CT4
					Source: SA3
Abstract: 
SA3 thanks SA2 for the LS on the impact of MSK update on MBS multicast session update procedure. SA3 would like to provide the following feedback.
Issue 1: SA3 specified:
"The multicast session security context consists of the MBS session ID, MBS keys and the corresponding key ID. The MBS keys include MBS Service Key (MSK) and MBS Traffic Key (MTK). MBS traffic is protected with the MTK. The MSK is used to protect the MTK when the MTK is delivered to the UE. … In the multicast session join and session establishment procedure, the SMF interacts with the MB-SMF to obtain the multicast session security context. …. The SMF shall provide the multicast session security context to the UE if received from the MB-SMF and the UE is authorized to use the required multicast service"
It seems that both the MSK and MTK need to be provided from MBSF towards UE. So far the procedures give the imnpression that both MSK and MTK are communicated via the same control plane signalling messages from MBSF towards MB-SMF, SMF and then via PDU session related signalling towards the UE. Is it acceptable to send both the MSK and MTK in the same messages or at least using the same signalling channel? If different signalling channels are required, what would they be? 
Answer 1: It’s recommended to send both the MSK and MTK in the same messages or at least using the same signalling channel to reduce the complexity.
Issue 2: SA3 specified
"If security protection to be applied, then the MBSF shall create the multicast session security context by generating the MSK and its key ID for a MBS session. Afterwards, the MBSF distributes the MSK with MBS session ID and its key ID to the MB-SMF and MBSTF. The MBSF shall also distribute them to MB-SMF either upon request by the MB-SMF (i.e., pull) or when a new MSK is generated (i.e., push)."
What would be the triggers for the MB-SMF to request an MSK?
Answer 2: If the MSK is not available (e.g. the old MSK expired), it would be feasible for MB-SMF to request the MSK.
Issue 3: SA3 specified:
"The MSK may be updated based on the request from MB-SMF or AS (e.g., due to the change of authorization information) or based on the local policy (e.g., key lifetime expiration). … The MTK may be updated based on the change of the authorization information or based on the local policy (e.g. key lifetime expiration). In such cases, the MBSF or MB-SMF may trigger the MTK update to the MBSTF"
What kind of authorization information does this refer to? How does the MB-SMF obtain that changed authorization information? 
Answer 3: the authorization information refers to whether the UE is authorized to access the multicast service identified by the multicast session ID. MB-SMF subscribes the authorization information change event to UDM and acquire the information afterwards.
Issue 4: The impacts on multicast session join and session establishment procedure and session update procedure are described in W.4 of TS 33.501. SA2 expects the impacts on MBS session creation can be described as well.SA2 suggest making clearer references to related messages in the MBS session management procedures in clause 7.1.1 of TS 23.247. SA2 would prefer reusing existing messages in those procedures.
Answer 4: SA3 agrees with the suggestion.
Issue 5: The MBSF will be aware whether an AF sets the status of the MBS session to active or inactive. When an MBS session is inactive no MBS data can be distributed. Should the MTKs be distributed in the user plane together with data of the MBS session via multicast, SA2 thus recommends deferring the MTK distribution until the session is active. To ensure UEs have updated MSK/MTK to decrypt content when the MBS session is activated, SA2 recommends keeping MSK distribution when the session is inactive.
Answer 5: SA3 agrees with the suggestion.
SA3 will update the TS 33.501 accordingly and keep informed if more progress is made.
Discussion: 
No action to CT4.
Decision: 		The document was noted.
C4-225055	Shared NG-U Termination among gNBs
					Type: discussion		For: Agreement
					Source: Huawei
Decision: 		The document was noted.
C4-225056	Shared NG-U Termination among gNBs
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0661  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
CT4 agreed that this CR is not needed since there is no protocol impacts. Stage 2 is clear enough and proposedreference cause more confusion than clarification.
Decision: 		The document was withdrawn.
C4-225057	Overhaul of 5MBS description in TS 29.244
					Type: discussion		For: Agreement
					Source: Huawei
Decision: 		The document was noted.
C4-225058	Overhaul of 5MBS description in TS 29.245
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0662  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was postponed.
C4-225074	Discussion on the Namf_MBSCommunication_N2MessageTransfer service
					Type: discussion		For: Decision
					Source: Ericsson
Decision: 		The document was noted.
C4-225075	Corrections on ContextStatusNotify event for multicast transport over N19mb
					Type: CR		For: Agreement
					23.527 v17.5.0	  CR-0062  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225076	Corrections on PFCP message types for N4mb
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0664  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was merged.
C4-225077	Add the description of MBS using update SM context service
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0586  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225396.
C4-225396	Add the description of MBS using update SM context service
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0586  rev 1 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225077)
Decision: 		The document was agreed.
C4-225447	Add the description of MBS using update SM context service
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0603  Cat: A (Rel-18)

					Source: Ericsson, CATT
Abstract: 
Mirror CR
Decision: 		The document was agreed.
C4-225078	Add MBS Session procedures to the N1N2MessageTansfer service
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0796  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was merged.
C4-225079	Add MBS Update procedure to the ContextCreate service operation
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0797  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225399.
C4-225399	Add MBS Update procedure to the ContextCreate service operation
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0797  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225079)
Decision: 		The document was agreed.
C4-225080	Complete the ContextStatusEvent description
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0035  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was merged.
C4-225081	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0036  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225400.
C4-225400	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0036  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225081)
Decision: 		The document was revised to C4-225554.
C4-225554	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0036  rev 2 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225400)
Decision: 		The document was agreed.
C4-225082	Complete the applicable procedure for the ContextStatusNotify service operation
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0037  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
Clause 7.2.2.3 of TS 23.247 defines that the ContextStatusNotify procedure is used in multicast session leave requested by network or MBS session release. However, in the current TS, the procedure is not clarified while describing the ContextStatusNotify service operation. It would be a more solid and complete TS to include such description and also well align with the stage 2 TS.
Decision: 		The document was agreed.
C4-225083	Complete the description for the ContextUpdate service operation
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0038  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
Clause 7.2.6 of TS 23.247 defines that the ContextUpdate service of MB-SMF is used for multicast session update procesure. However, in the current TS, the update procedures are not listed while describing the ContextUpdate service operation. It would be a more solid and complete TS to include such description and also well align with the stage 2 TS.
Discussion: 
Nokia: This CR is related to Ericsson discussion paper referencing a wrong message flow in stage 2. This is not appropriate operation for this user case.
CT4 agreed that source company should corrected stage 2. NO LS to SA2 is needed.
Decision: 		The document was withdrawn.
C4-225084	Add mbmsGwTunAddr attibute in DistSession data type
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0015  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
The agreeed CR S2-2209282 from SA2 has stated that the MBSTF distributes the received data to the MB-UPF at reference point Nmb9 and/or the MBMS-GW at reference point SGi-mb, when supported by operator network configuration. The SGi-mb reference point is defined as a UDP/IP tunnel in 3GPP TS 29.061 clause 13b. It indicates that the mbUpfTunAddr in the MBS distribution session DistSession can target either Nmb9 or SGi-mb or both. At least one of the two tunnel endpoint addresses shall be present.
Discussion: 
Nokia: The change is not backward compatible. The first parameter should be mandatory and second one should be added as optional.
Decision: 		The document was revised to C4-225441.
C4-225441	Add mbmsGwTunAddr attibute in DistSession data type
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0015  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225084)
Decision: 		The document was agreed.
C4-225099	Adding NID to TmgiAllocated type
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0039  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
SA2#153e has agreed Rel-17 CR0135-TS23.247 (S2-2208330), which adds NID to the output of the Nmbsmf_TMGI_Allocate service operation. Currently, 'TmgiAllocated' type contains only mandatory 'Tmgi' and 'DateTime' types. TS 29.571 specifies that the 'Tmgi' type contains only MCC and MNC within the 'PlmnId' type (i.e. it does not contain the NID). It would be a backward incompatible change to replace in the 'Tmgi' type the 'PlmnId' type with the 'PlmnIdNid' type and therefore an optional NID attribute should be added somehow to the 'TmgiAllocated' type. By doing so however each NID shall be associated with each TMGI in the mandatory 'tmgiList' attribute.
Alternative solution is presented in CR0381-TS29.571 (C4-225117).
Discussion: 
Ericsson commented that there is no need to introduce an array for NID.
Decision: 		The document was revised to C4-225442.
C4-225442	Adding NID to TmgiAllocated type
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0039  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225099)
Decision: 		The document was revised to C4-225553.
C4-225553	Adding NID to TmgiAllocated type
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0039  rev 2 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225442)
Decision: 		The document was agreed.
C4-225100	MBS Session Deactivation and (Re)activation
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0665  Cat: F (Rel-17)

					Source: Ericsson, Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225398.
C4-225398	MBS Session Deactivation and (Re)activation
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0665  rev 1 Cat: F (Rel-17)

					Source: Ericsson, Nokia, Nokia Shanghai Bell
(Replaces C4-225100)
Decision: 		The document was agreed.
C4-225101	Corrections on data type of the user plane traffice flow information
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0016  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
Change the port number of UpTrafficFlowInfo into Mandatory and also change the API accordingly.
Decision: 		The document was revised to C4-225449.
C4-225449	Corrections on data type of the user plane traffice flow information
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0016  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225101)
Decision: 		The document was agreed.
C4-225117	Adding NID to TmgiAllocated type
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0381  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
Nokia commented that there is an alternative proposal in C4-225099 which was seen as a better option.
Decision: 		The document was not pursued.
C4-225121	Missing API name in Nmbsmf_MBSSession Service
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0040  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
In clause 6.2.8 and 6.2.9, Nmbsmf_MBSSession service name are missing in several places which should be corrected.
Discussion: 
Nokia: This CR overlaps with C4-225160. 
This one will be merged into C4-225443.
Decision: 		The document was merged.
C4-225160	Miscellaneous corrections (OpenAPI errors, incorrect IEs and references, etc)
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0043  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
1) The OpenAPI errors are corrected. 
2) The stage 2 procedures used by the TMGI Deallocate service operation are corrected.
3) The references to TS 38.413 are corrected in the description of the ContextUpdate service operation.
4) The table note in Table 6.2.6.2.14-1 (ContextStatusEvent) is aligned with step 1 of Figure 5.3.2.9.2-1.
5) The Subscription update service operation enables to modify the 
Notification Correlation ID.
6) apiVersion is removed from the Resource URI variables.
7) The HTTP redirection requirements are specified.
8) The name of the Nmbsmf_MBSSession API is corrected in several places in several clauses.
9) In Table 6.2.3.3.3.1-2, the reference for providing patch instructions is specified.
10) An AMF shall include the ranNodeId IE in ContextUpdateReqData. 
11) The MBS session deactivation procedure is added to the list of procedures using the ContextUpdate service operation.
12) Miscellaneous editorials are corrected.
Decision: 		The document was revised to C4-225443.
C4-225443	Miscellaneous corrections (OpenAPI errors, incorrect IEs and references, etc)
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0043  rev 1 Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell, Ericsson
(Replaces C4-225160)
Decision: 		The document was agreed.
C4-225122	Missing clauses for Namf_MBSBroadcast Service
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0801  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
Namf_MBSBroadcast service API has missed clauses 6.x.7 for error handling, 6.x.8 for Feature Negotiation, 6.x.9 Security znd 6.x.10 for HTTP redirection.
These clauses shall be added for completeness and as required by TS 29.501.
Discussion: 
The clause numbers should be aligned with the TS for SBI.
Decision: 		The document was revised to C4-225444.
C4-225444	Missing clauses for Namf_MBSBroadcast Service
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0801  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225122)
Decision: 		The document was agreed.
C4-225123	Missing clauses for Namf_MBSCommunication Service
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0802  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
Namf_MBSCommunication API has missed clauses 6.x.8 for Feature Negotiation, and 6.x.10 for HTTP redirection.
These clauses shall be added for completeness and as required by TS 29.501.
Discussion: 
The clause numbers should be aligned with the TS for SBI.
Decision: 		The document was revised to C4-225445.
C4-225445	Missing clauses for Namf_MBSCommunication Service
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0802  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225123)
Decision: 		The document was agreed.
C4-225154	Incorrect implementation of CR 29.244 #0650
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0667  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
CR 29.244 #0650 approved at CT#97-e has not been implemented correctly, i.e. a paragraph that was modified in clause 5.34.2.2 (just adding the text "or a PFCP Session Establishment Request" in the middle of the paragraph) has been kept unmodified and a duplicate paragraph has been inserted with the agreed changes.
Decision: 		The document was agreed.
C4-225155	Incomplete implementation of CR 29.244 #0658
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0668  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225156	N4 requirements for MBS session deactivation and reactivation
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0669  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225158	Corrections for MBS session with PCC
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0042  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225159	Corrections to MBS data types
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0382  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
1) The current description of the MbsSessionEventType only suits to a subscription creation request, but not to a notification request.
2) All the IEs of the MbsSessionID are currently defined as optional. However, at least one of the tmgi IE and ssm IE needs to be present.
3) All the IEs of the MbsServiceArea are currently defined as optional. However, at least one of the ncgiList IE and taiList IE needs to be present.
4) The description of the ssm IE in the MbsSession data type refers to the use of multicast transport over Nmb9. However, multicast transport is only supported over N6mb.
5) CR 23.247 #0122 (approved at SA#97e) has renamed the "MBS activation time" parameter to "MBS start time" and the "MBS session activated" event to "MBS session started" event to avoid ambiguities (MBS session activation is used in the context of multicast MBS sessions, whereas the MBS start time applies to broadcast and multicast MBS session).
Decision: 		The document was agreed.
C4-225181	Clarification on Object Distribution Method
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0017  Cat: F (Rel-17)

					Source: Samsung
Decision: 		The document was agreed.
C4-225228	Corrections to N2 MBS Session Management Information
					Type: CR		For: Approval
					29.532 v17.2.0	  CR-0044  Cat: F (Rel-17)

					Source: ZTE
Abstract: 
This CR proposes corrections to the N2 MBS Session Management Information
Decision: 		The document was revised to C4-225457.
C4-225457	Corrections to N2 MBS Session Management Information
					Type: CR		For: Approval
					29.532 v17.2.0	  CR-0044  rev 1 Cat: F (Rel-17)

					Source: ZTE
(Replaces C4-225228)
Decision: 		The document was agreed.
C4-225229	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
					Type: CR		For: Approval
					29.532 v17.2.0	  CR-0045  Cat: F (Rel-17)

					Source: ZTE
Abstract: 
This CR proposes clarification on MB-SMF behaviour on handling shared NG-U tunnel for a multicast MBS session.
Decision: 		The document was revised to C4-225392.
C4-225392	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
					Type: CR		For: Approval
					29.532 v17.2.0	  CR-0045  rev 1 Cat: F (Rel-17)

					Source: ZTE
(Replaces C4-225229)
Decision: 		The document was revised to C4-225630.
C4-225630	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
					Type: CR		For: Approval
					29.532 v17.2.0	  CR-0045  rev 2 Cat: F (Rel-17)

					Source: ZTE
(Replaces C4-225392)
Decision: 		The document was agreed.
C4-225242	MBS session removal
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0814  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
Nokia and Ericsson do not agree to add a new timer.
Decision: 		The document was postponed.
C4-225243	Miscellaneous corrections
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0018  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
It is indicated a change in section 6.1.6.2.10 but the change is not visible.
"AllOF" in API needs to be clarified.
Decision: 		The document was agreed.
C4-225450	Miscellaneous corrections
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0018  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225243)
Decision: 		The document was withdrawn.
C4-225259	MB-UPF selection during broadcast session start
					Type: discussion		For: Agreement
					Source: Huawei, HiSilicon
Abstract: 
It is proposed to agree CR 29.518 0819 Rel-17 MB-UPF selection during broadcast session start (C4-225260), which adds 'taiList' attribute to N2MbsSmInfo type.
Discussion: 
Nokia commented that 29.571 covers that this scenario cannot happen.
Decision: 		The document was noted.
C4-225260	MB-UPF selection during broadcast session start
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0819  Cat: F (Rel-17)

					Source: Huawei, HiSilicon
Discussion: 
It was seen that changes should be started first as stage 2.
Decision: 		The document was postponed.
C4-225278	Impact of Shared NG-U Termination on MBS Restoration Procedures
					Type: CR		For: Agreement
					23.527 v17.5.0	  CR-0064  Cat: F (Rel-17)

					Source: Samsung
Decision: 		The document was revised to C4-225393.
C4-225393	Impact of Shared NG-U Termination on MBS Restoration Procedures
					Type: CR		For: Agreement
					23.527 v17.5.0	  CR-0064  rev 1 Cat: F (Rel-17)

					Source: Samsung
(Replaces C4-225278)
Decision: 		The document was revised to C4-225555.
C4-225555	Impact of Shared NG-U Termination on MBS Restoration Procedures
					Type: CR		For: Agreement
					23.527 v17.5.0	  CR-0064  rev 2 Cat: F (Rel-17)

					Source: Samsung
(Replaces C4-225393)
Decision: 		The document was agreed.
C4-225282	Create SM Context service operation for multicast MBS session related procedures
					Type: CR		For: Approval
					29.502 v17.6.0	  CR-0599  Cat: F (Rel-17)

					Source: CATT
Abstract: 
As specified in clause 7.2.1.3 of TS 23.247,
"if the UE has no appropriate PDU session established with the DNN and S-NSSAI for the multicast MBS session, the UE joins the multicast MBS session by sending PDU Session Establishment Request for associated PDU session together with one or several MBS Session ID(s) and join request. In that case, before step 2, the network proceeds with establishment of the associated PDU session executing steps 4 to 10 of PDU Session Establishment procedure as specified in TS 23.502 [6] clause 4.3.2.2."
Accordingly, the create SM Context service operation can also be used for multicast MBS session join and session establishment procedure.
Decision: 		The document was revised to C4-225446.
C4-225446	Create SM Context service operation for multicast MBS session related procedures
					Type: CR		For: Approval
					29.502 v17.6.0	  CR-0599  rev 1 Cat: F (Rel-17)

					Source: CATT
(Replaces C4-225282)
Decision: 		The document was agreed.
C4-225283	Create SM Context service operation for multicast MBS session related procedures
					Type: CR		For: Approval
					29.502 v18.0.0	  CR-0600  Cat: A (Rel-18)

					Source: CATT
Decision: 		The document was revised to C4-225448.
C4-225448	Create SM Context service operation for multicast MBS session related procedures
					Type: CR		For: Approval
					29.502 v18.0.0	  CR-0600  rev 1 Cat: A (Rel-18)

					Source: CATT
(Replaces C4-225283)
Decision: 		The document was agreed.
C4-225284	Update SM Context service operation for multicast MBS session related procedures
					Type: CR		For: Approval
					29.502 v17.6.0	  CR-0601  Cat: F (Rel-17)

					Source: CATT
Discussion: 
Merged into 5396
Decision: 		The document was merged.
C4-225285	Update SM Context service operation for multicast MBS session related procedures
					Type: CR		For: Approval
					29.502 v18.0.0	  CR-0602  Cat: A (Rel-18)

					Source: CATT
Decision: 		The document was merged.
C4-225286	N1N2MessageTransfer for multicast MBS session related procedures
					Type: CR		For: Approval
					29.518 v17.7.0	  CR-0820  Cat: F (Rel-17)

					Source: CATT
Decision: 		The document was merged.
C4-225297	Correct the caption of the figure
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0019  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was merged.
C4-225394	Reply LS on shared NG-U Termination among gNBs
					Type: LS out		For: Approval
					to SA2, cc RAN3
					Source: CT4
Decision: 		The document was revised to C4-225556.
C4-225556	Reply LS on shared NG-U Termination among gNBs
					Type: LS out		For: Approval
					to SA2, cc RAN3
					Source: CT4
(Replaces C4-225394)
Decision: 		The document was approved.
[bookmark: _Toc121556598][bookmark: _Toc121641156]7.1.14	Restoration of profiles related to UDR [ReP_UDR]
C4-225304	Data Restoration Notification for Nudm_EE
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0958  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225529.
C4-225529	Data Restoration Notification for Nudm_EE
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0958  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225304)
Decision: 		The document was agreed.
[bookmark: _Toc121556599][bookmark: _Toc121641157]7.1.15	Enhancement on the GTP-U entity restart [EGTPUR]
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[bookmark: _Toc121556601][bookmark: _Toc121641159]7.1.17	Non-Seamless WLAN offload authentication in 5G [NSWO_5G]
C4-225047	LS reply on 5G NSWO roaming aspects
					Type: LS in		For: Information
					Original outgoing LS: S3-222397, to SA2, cc CT4
					Source: SA3
Decision: 		The document was noted.
C4-225060	NAI format for 5G NSWO
					Type: discussion		For: Agreement
					Source: Huawei
Decision: 		The document was noted.
C4-225061	NAI format for 5G NSWO
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0642  rev 3 Cat: F (Rel-17)

					Source: Huawei, Lenovo
(Replaces C4-224609)
Decision: 		The document was revised to C4-225369.
C4-225369	NAI format for 5G NSWO
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0642  rev 4 Cat: F (Rel-17)

					Source: Huawei, Lenovo
(Replaces C4-225061)
Abstract: 
In May 2022, SA2#151e agreed CR3623 to TS 23.501 (S2-2204751), which clarifies that "when the UE decides to use 5G NSWO to connect to the WLAN access network using its 5GS credentials but without registration to 5GS, the NAI format for 5G NSWO is used whose realm is different than the realm defined for usage of Trusted non-3GPP access to the 5GC (defined in TS 23.003 [19] clause 28.7.6 and 28.7.7)". Therefore, it is necessary to specify NAI format for 5G NSWO. See also C1-226392, CR0209-TS24.502.
Discussion: 
Nokia requested clarification how to route a message to a VPLMN proxy.
Huawei need to make internal checking with SA2 collegues.
Huawei commented that decorated NAI is an open issue.
Nokia would like to have CR technically correct before they can acceot the changes.
Huawei commented that messages should be routable without decorated NAI.
Nokia commented that 2 issues: NAI format and NAI decoration acpects need to be solved.
29.273 CR is also needed to align with this CR.
Comment provided on email reflector related to section 28.7.6 need to be captured.
Decision: 		The document was revised to C4-225483.
C4-225483	NAI format for 5G NSWO
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0642  rev 5 Cat: F (Rel-17)

					Source: Huawei, Lenovo
(Replaces C4-225369)
Decision: 		The document was revised to C4-225633.
C4-225633	NAI format for 5G NSWO
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0642  rev 6 Cat: F (Rel-17)

					Source: Huawei, Lenovo
(Replaces C4-225483)
Decision: 		The document was revised to C4-225640.
C4-225640	NAI format for 5G NSWO
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0642  rev 7 Cat: F (Rel-17)

					Source: Huawei, Lenovo
(Replaces C4-225633)
Decision: 		The document was agreed.
C4-225566	NAI format for 5G NSWO
					Type: LS out		For: Approval
					to SA2, cc CT1, SA3
					Source: CT4
Decision: 		The document was revised to C4-225634.
C4-225634	NAI format for 5G NSWO
					Type: LS out		For: Approval
					to SA2, cc CT1, SA3
					Source: CT4
(Replaces C4-225566)
Decision: 		The document was revised to C4-225641.
C4-225641	NAI format for 5G NSWO
					Type: LS out		For: Approval
					to SA2, cc CT1, SA3
					Source: CT4
(Replaces C4-225634)
Decision: 		The document was approved.
C4-225635		Correcting a label in SUCI in NAI format
					Type: CR		For: Agreement
					29.273 v17.4.0	  CR-0535  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was revised to C4-225642.
C4-225642		Correcting a label in SUCI in NAI format
					Type: CR		For: Agreement
					29.273 v17.4.0	  CR-0535  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225635)
Decision: 		The document was agreed.
C4-225643		Correcting a label in SUCI in NAI format
					Type: CR		For: Agreement
					29.273 v18.0.0	  CR-0536  Cat: A (Rel-18)

					Source: Huawei
Abstract: 
Mirror CR
Decision: 		The document was agreed.
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[bookmark: _Toc121556603][bookmark: _Toc121641161]7.2.1	Stage 3 of Multimedia Priority Service (MPS) Phase 2 [MPS2]
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C4-225010	ServingNetworkName in ProSeAuthenticationInfoRequest
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0936  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was revised to C4-225530.
C4-225530	ServingNetworkName in ProSeAuthenticationInfoRequest
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0936  rev 1 Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
(Replaces C4-225010)
Decision: 		The document was agreed.
C4-225014	Routing Indicator in ProSeAuthenticationInfoResult
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0937  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was not pursued.
C4-225015	LS on 5G DDNMF discovery
					Type: LS in		For: Information
					Original outgoing LS: C1-225229, to SA2, cc CT4
					Source: CT1
Decision: 		The document was noted.
C4-225016	LS on V2X policy or ProSe policy request during registration procedure
					Type: LS in		For: Information
					Original outgoing LS: C1-225451, to SA2, cc CT, SA, CT3, CT4, CT6
					Source: CT1
Decision: 		The document was noted.
C4-225034	Reply LS on 5G DDNMF Discovery
					Type: LS in		For: Information
					Original outgoing LS: S2-2209261, to CT1, cc CT4
					Source: SA2
Decision: 		The document was noted.
C4-225048	LS Reply on Reply LS on 5G ProSe security open items
					Type: LS in		For: Information
					Original outgoing LS: S3-222434, to SA, SA2, cc CT, CT1, CT3, CT4, CT6
					Source: SA3
Decision: 		The document was noted.
C4-225164	Definition of 5G DDNMF FQDN
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0645  Cat: F (Rel-17)

					Source: ZTE / Joy
Decision: 		The document was revised to C4-225534.
C4-225534	Definition of 5G DDNMF FQDN
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0645  rev 1 Cat: F (Rel-17)

					Source: ZTE / Joy
(Replaces C4-225164)
Decision: 		The document was agreed.
C4-225204	PRUK and 5GPRUK Name Alignment
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0646  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225362.
C4-225205	5GPRUK Name Alignment
					Type: CR		For: Agreement
					29.509 v17.7.0	  CR-0179  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225539.
C4-225539	5GPRUK Name Alignment
					Type: CR		For: Agreement
					29.509 v17.7.0	  CR-0179  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225205)
Decision: 		The document was agreed.
C4-225206	5GPRUK Name Alignment
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0002  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225363.
C4-225207	PRUK Name Alignment
					Type: CR		For: Agreement
					29.559 v17.1.0	  CR-0003  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225364.
C4-225208	5GPRUK ID Name Alignment
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0384  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225365.
C4-225276	Remove editors note and white spaces
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0003  Cat: F (Rel-17)

					Source: CATT
Decision: 		The document was revised to C4-225533.
C4-225533	Remove editors note and white spaces
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0003  rev 1 Cat: F (Rel-17)

					Source: CATT
(Replaces C4-225276)
Decision: 		The document was agreed.
C4-225277	Correct the server url and some table styles
					Type: CR		For: Agreement
					29.559 v17.1.0	  CR-0004  Cat: F (Rel-17)

					Source: CATT
Decision: 		The document was agreed.
C4-225338	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
					Type: CR		For: Approval
					23.003 v17.7.0	  CR-0649  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225339	Update on ProSeAuthenticationInfoResult
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0965  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was revised to C4-225531.
C4-225531	Update on ProSeAuthenticationInfoResult
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0965  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225339)
Discussion: 
Nokia informed that SA3 did not agree to remove routingindicator and CT4 should follow stage 2.
Huawei clarified that in stage 2 SA3 specification routingindocator is mandatory.
Ericsson clarified that information is there in a different place.
If SA3 agrees to remove this in the future CT4 should follow.
After discussion CT4 agreed to remove routingindicator part.
Decision: 		The document was revised to C4-225644.
C4-225644	Update on ProSeAuthenticationInfoResult
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0965  rev 2 Cat: F (Rel-17)

					Source: Huawei, Nokia, Nokia Shanghai Bell
(Replaces C4-225531)
Decision: 		The document was revised to C4-225653.
C4-225653	Update on ProSeAuthenticationInfoResult
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0965  rev 3 Cat: F (Rel-17)

					Source: Huawei, Nokia, Nokia Shanghai Bell
(Replaces C4-225644)
Decision: 		The document was agreed.
C4-225340	Update on the OpenAPI for missing Serving network name
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0966  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225341	Corrections on the SUCI in ProSeAuthenticationInfo
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0183  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was not pursued.
C4-225342	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0184  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225343	Update on Nausf_UEAuthentication_Authenticate service operation
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0185  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was revised to C4-225535.
C4-225535	Update on Nausf_UEAuthentication_Authenticate service operation
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0185  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225343)
Decision: 		The document was agreed.
C4-225344	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
					Type: CR		For: Approval
					29.553 v17.0.0	  CR-0004  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225345	Resolve the Editor's Note
					Type: CR		For: Approval
					29.553 v17.0.0	  CR-0005  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225346	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
					Type: CR		For: Approval
					29.559 v17.1.0	  CR-0005  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225347	Update on the procedure title
					Type: CR		For: Approval
					29.559 v17.1.0	  CR-0006  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was agreed.
C4-225348	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
					Type: CR		For: Approval
					29.571 v17.7.0	  CR-0390  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225362	PRUK and 5GPRUK Name Alignment
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0646  rev 1 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225204)
Decision: 		The document was revised to C4-225532.
C4-225532	PRUK and 5GPRUK Name Alignment
					Type: CR		For: Agreement
					23.003 v17.7.0	  CR-0646  rev 2 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225362)
Decision: 		The document was agreed.
C4-225363	5GPRUK Name Alignment
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0002  rev 1 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225206)
Decision: 		The document was revised to C4-225536.
C4-225536	5GPRUK Name Alignment
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0002  rev 2 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225363)
Decision: 		The document was agreed.
C4-225364	PRUK Name Alignment
					Type: CR		For: Agreement
					29.559 v17.1.0	  CR-0003  rev 1 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225207)
Decision: 		The document was revised to C4-225537.
C4-225537	PRUK Name Alignment
					Type: CR		For: Agreement
					29.559 v17.1.0	  CR-0003  rev 2 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225364)
Decision: 		The document was agreed.
C4-225365	5GPRUK ID Name Alignment
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0384  rev 1 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225208)
Decision: 		The document was revised to C4-225538.
C4-225538	5GPRUK ID Name Alignment
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0384  rev 2 Cat: F (Rel-17)

					Source: Ericsson, CATT
(Replaces C4-225365)
Decision: 		The document was agreed.
[bookmark: _Toc121556608][bookmark: _Toc121641166]7.2.6	CT aspects on Dynamic Management of Group-based Event Monitoring [TEI17_GEM]
[bookmark: _Toc121556609][bookmark: _Toc121641167]7.2.7	CT aspects of 5GC architecture for satellite networks [5GSAT_ARCH-CT]
C4-225244	Correction on country verification for satellite access
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0143  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was revised to C4-225515.
C4-225515	Correction on country verification for satellite access
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0143  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225244)
Decision: 		The document was agreed.
[bookmark: _Toc121556610][bookmark: _Toc121641168]7.2.8	CT aspects for Support of Uncrewed Aerial Systems Connectivity, Identification, and Tracking [ID_UAS]
C4-225038	Reply LS on UAV authorization container
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2209274, to CT4, cc CT1, CT3
					Source: SA2
Decision: 		The document was noted.
C4-225311	AA Payload type indication
					Type: discussion		For: Information
					Source: Qualcomm Incorporated
Decision: 		The document was noted.
C4-225312	Corrections for Auth message type
					Type: CR		For: Agreement
					29.256 v17.2.0	  CR-0008  rev 1 Cat: F (Rel-17)

					Source: Qualcomm Incorporated, Huawei, Nokia, Nokia Shanghai Bell, Ericsson
(Replaces C4-224331)
Decision: 		The document was revised to C4-225472.
C4-225472	Corrections for Auth message type
					Type: CR		For: Agreement
					29.256 v17.2.0	  CR-0008  rev 2 Cat: F (Rel-17)

					Source: Qualcomm Incorporated, Huawei, Nokia, Nokia Shanghai Bell, Ericsson
(Replaces C4-225312)
Decision: 		The document was agreed.
C4-225349	Update on indication of AerialUESubscriptionInfo
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0967  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
As the agrred SA2 CR S2-2209276, The UDM Update Data that the UDM delivers to the UE may contain: indication of AerialUESubscriptionInfo is enabled for the UAV.
It proposes to add the description of the indication of AerialUESubscriptionInfo to align with stage2.
Decision: 		The document was agreed.
[bookmark: _Toc121556611][bookmark: _Toc121641169]7.2.9	CT aspects of Enabling Multi-USIM devices [MUSIM]
[bookmark: _Toc121556612][bookmark: _Toc121641170]7.2.10	CT aspects of Access Traffic Steering, Switch and Splitting support in the 5G system architecture; Phase 2 [ATSSS_PH2]
[bookmark: _Toc121556613][bookmark: _Toc121641171]7.2.11	CT aspects of Enhanced support of Non-Public Networks [eNPN]
C4-225212	MSK in Primary Authentication Successful Response
					Type: CR		For: Agreement
					29.526 v17.6.0	  CR-0066  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
During Primary authentication with external domain as credential holder (See 3GPP TS 33.501 clause I.2.2.2), AAA server will send back the MSK together with the SUPI when EAP authentication is successful, which also requires NSSAAF forwards the MSK in step 10 to AUSF.
In TS 29.526, no such IE to carry the MSK on the existing Nnssaaf_AIW_Authenticate response to AUSF.
Decision: 		The document was revised to C4-225541.
C4-225541	MSK in Primary Authentication Successful Response
					Type: CR		For: Agreement
					29.526 v17.6.0	  CR-0066  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225212)
Decision: 		The document was agreed.
C4-225301	UE onboarding indication in authentication request
					Type: CR		For: Agreement
					29.509 v17.7.0	  CR-0180  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
During primary authentication with external domain as credential holder (See 33.501 Clause I.2.2.2), AUSF (step 3 and step 11) shall depend on whether the primary authenticaion is for onboarding or not to perform different service operations.
But there is lack of information in the existing Nausf_UEAuthentication_Authenticate signaling to indicate whether the primary authentication is for UE onboarding or not.
Decision: 		The document was agreed.
[bookmark: _Toc121556614][bookmark: _Toc121641172]7.2.12	CT aspects of enhanced support of industrial IoT [IIoT]
C4-225246	Mapping GPSIs and Group Identifiers to a SUPI list
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0956  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
1.	Extend the Group Identifier Translation to support the translation from External Group Identifier or GPSIs to SUPIs for TSCTSF;
2.	Includes gpsi-list as query parameter in the GET request.
Discussion: 
Ericsson believe proposal is not ideal. Ericsson propose to use a new resource.
Decision: 		The document was revised to C4-225473.
C4-225473	Mapping GPSIs and Group Identifiers to a SUPI list
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0956  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225246)
Decision: 		The document was revised to C4-225564.
C4-225564	Mapping GPSIs and Group Identifiers to a SUPI list
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0956  rev 2 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225473)
Decision: 		The document was revised to C4-225654.
C4-225654	Mapping GPSIs and Group Identifiers to a SUPI list
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0956  rev 3 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225564)
Decision: 		The document was agreed.
[bookmark: _Toc121556615][bookmark: _Toc121641173]7.2.13	Enablers for Network Automation for 5G - phase 2 [eNA_Ph2]
C4-225161	LS on Authorization of NF service consumers for data access via DCCF
					Type: LS out		For: Approval
					to SA3, cc CT3
					Source: Nokia, Nokia Shanghai Bell
Abstract: 
CT4 has identified misalignments between requirements specified in TS 29.510 and in Annex X of TS 33.501 on Authorization of NF service consumers (e.g. NWDAF) for data access via DCCF.
CT4 would like to highlight that the scenario whereby an intermediate NF service consumer subscribes to an NF service producer on behalf of another NF service consumer exists from Rel-15 onwards (see e.g. Figure 7.1.2-3 of TS 23.501, copied below), e.g. UDM subscribing to AMF event exposure on behalf of NEF, and that in this scenario, the (Rel-15 onwards) nfInstanceId IE and the subject claim in the access token are set to the NF instance ID of the intermediate NF service consumer.
Accordingly, CT4 extensions specified in Rel-17 for the authorization of NF service consumers for data access via DCCF are consistent with Rel-15 onwards requirements.
Consequently, a pre-Rel-17 NRF and NF service producer validate the NF instance ID of the Intermediate NF service consumer (e.g. DCCF), not the source NF instance ID (e.g. NWDAF).
Decision: 		The document was approved.
[bookmark: _Toc121556616][bookmark: _Toc121641174]7.2.14	System enhancement for redundant PDU session [TEI17_SE_RPS]
[bookmark: _Toc121556617][bookmark: _Toc121641175]7.2.15	CT aspects of Support for Minimization of service Interruption [MINT]
C4-225098	PLMN with disaster condition in UE-Context
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0798  Cat: F (Rel-17)

					Source: Samsung
Abstract: 
SA2 CR 23.502 3600 (S2-2209291) agreed to store PLMN with disaster condition into UE context so that it can be transferred to target AMF in case of Mobility.
The CR also addes support for disaster roaming indication which was missed earlier.
Discussion: 
Samsung clarified that C4-225247 overlaps with this one.
Merged into C4-225471.
Decision: 		The document was merged.
C4-225247	PLMN with disaster condition
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0815  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
C4-225098 overlaps with this one.
Decision: 		The document was revised to C4-225471.
C4-225471	PLMN with disaster condition
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0815  rev 1 Cat: F (Rel-17)

					Source: Huawei, Samsung
(Replaces C4-225247)
Decision: 		The document was agreed.
[bookmark: _Toc121556618][bookmark: _Toc121641176]7.2.16	CT aspects of Architecture Enhancement for NR Reduced Capability Devices [ARCH_NR_REDCAP]
C4-225111	Clarificaiton on Usage of RedCap RAT Type
					Type: CR		For: Approval
					29.571 v17.7.0	  CR-0380  Cat: F (Rel-17)

					Source: ZTE
Abstract: 
This CR clarifies that the RedCAP RAT types defined in 29.571 are only used in Core Network.
Decision: 		The document was revised to C4-225406.
C4-225406	Clarificaiton on Usage of RedCap RAT Type
					Type: CR		For: Approval
					29.571 v17.7.0	  CR-0380  rev 1 Cat: F (Rel-18)

					Source: ZTE
(Replaces C4-225111)
Decision: 		The document was agreed.
[bookmark: _Toc121556619][bookmark: _Toc121641177]7.2.17	Enhancements of 3GPP profiles for cryptographic algorithms and security protocols [eCryptPr]
[bookmark: _Toc121556620][bookmark: _Toc121641178]7.2.18	CT aspects of NB-IoT/eMTC Non-Terrestrial Networks in EPS [IoT_SAT_ARCH_EPS]
C4-225245	Correction on country verification for satellite access
					Type: CR		For: Agreement
					29.171 v17.1.0	  CR-0065  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
Correct the definition of the UE Country Determination Indication, to refer to the UE geographical area determination for PLMN selection verification indication;
Indicate the Country IE including a country or an area within a country.
Decision: 		The document was agreed.
[bookmark: _Toc121556621][bookmark: _Toc121641179]7.2.19	EDGEAPP [EDGEAPP]
[bookmark: _Toc121556622][bookmark: _Toc121641180]7.2.20	CT4 aspects of enhancement of RAN Slicing for NR [NRSlice]
[bookmark: _Toc121556623][bookmark: _Toc121641181]7.3	Any Other Business for Rel-17
[bookmark: _Toc121556624][bookmark: _Toc121641182]7.3.1	5G CIoT [5GCIoT, TEI17]
C4-225013	Feature bit alignment
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0794  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
Feature bits allocated in table 6.2.8-1 must be aligned in all releases to allow interoperability.
Decision: 		The document was agreed.
C4-225226	Event Subscription Termination Notification
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0813  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
CT4#111e has agreed CR 0774 on TS 29.518 (C4-224489) specified that the AMF may identify the subscription is no longer valid and terminate the subscription, when the AMF received certain response code on the notification URI.
When such an event subscription was subscribed by a NF consumer on behalf of another NF handling the notification (e.g., UDM on behalf of NEF), the AMF should inform the subscription requester that the subscription is terminated at the AMF. The Subscription requester can trigger some local cleanup for the invalid subscription based on the AMF notification. Similar mechanism already supported in EPC.
Additionally, an event subscription may be terminated by AMF in other scenarios, e.g., after inter-PLMN mobility, service authorization on the event subscription created at source AMF/PLMN is no longer valid in target AMF/PLMN. The AMF can in such scenarios also send a notification to the subscription requester about subscription termination, with cause IE indicate the reason. Thereby, the subscription requester can trigger some necessary actions based on the notification.
Discussion: 
Nokia do not see this one as FASMO corection for Rel-18 related to scenario 1. Scenario 2 is ok for Nokia. Second part of this CR needs SA3 decision.
Ericsson agreed that second part can wait until SA3 decision.
Decision: 		The document was revised to C4-225461.
C4-225461	Event Subscription Termination Notification
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0813  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225226)
Decision: 		The document was revised to C4-225462.
C4-225462	Event Subscription Termination Notification
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0813  rev 2 Cat: F (Rel-18)

					Source: Ericsson
(Replaces C4-225461)
Decision: 		The document was revised to C4-225637.
C4-225637	Event Subscription Termination Notification
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0813  rev 3 Cat: F (Rel-18)

					Source: Ericsson
(Replaces C4-225462)
Decision: 		The document was agreed.
[bookmark: _Toc121556625][bookmark: _Toc121641183]7.3.2	PFCP [TEI17]
C4-225073	Clarifications and corrections on Time Sensitive Communication
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0663  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
When transferring of port and user plane node management information between TSN AF or TSCTSF and NW-TT, NW-TT may support multiple ports. In this case, each port uses separate Port Management Information Container, there is may only one user plane node management information inside a User Plane Node Management Information Container;
Update reference from 3GPP TS 24.519 to 3GPP TS 24.539 since TS 24.519 is discontinued and it is stated "The contents of the present document were transferred to 3GPP TS 24.539 with necessary modifications."
Additionally, change the typo in the description of chapter 5.26.3.
Discussion: 
Nokia commented that text in proposed NOTE X needs to be enhanced.
Decision: 		The document was revised to C4-225451.
C4-225451	Clarifications and corrections on Time Sensitive Communication
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0663  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225073)
Decision: 		The document was revised to C4-225636.
C4-225636	Clarifications and corrections on Time Sensitive Communication
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0663  rev 2 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225451)
Decision: 		The document was revised to C4-225645.
C4-225645	Clarifications and corrections on Time Sensitive Communication
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0663  rev 3 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225636)
Decision: 		The document was agreed.
C4-225120	Essential clarification on Gate Status
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0666  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
It is not clear what is the behavior in the UP function when a PDR is associated with multiple QERs, where one of QERs has set the Gate Status as CLOSED? Whether the UPF shall consider the packets matching the PDR shall be discarded or shall be forwarded.
In our understanding, Gate control is related to the process within the user plane function (i.e. PGW-U and TDF-U for EPC, UPF for 5GC) of enabling or disabling the forwarding of IP packets, belonging to a service data flow or detected application's traffic, to pass through to the desired endpoint. 
A PDR may be associated with multiple QERs with different Gate Status setting, it could be the case that one of QERs is for QoS control for SDF level, while another may be for QoS control on session level. Apparently, the packets for the SDF or application shall not be forwarded.
So, it is proposed to clarify that The UP function shall discard packets matching the PDR when any of associated QERs has been provisioned with Gate Status set to CLOSED.
Decision: 		The document was revised to C4-225452.
C4-225452	Essential clarification on Gate Status
					Type: CR		For: Agreement
					29.244 v17.6.0	  CR-0666  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225120)
Decision: 		The document was agreed.
[bookmark: _Toc121556626][bookmark: _Toc121641184]7.3.3	5GS [5GS_Ph1, TEI17]
C4-225036	Reply LS on handling of PDU sessions for emergency services when registering via both 3GPP and non-3GPP accesses
					Type: LS in		For: Discussion
					Original outgoing LS: S2-2209263, to CT1, CT4, cc -
					Source: SA2
Discussion: 
Nokia has submitted related CRs in 5162 and 5163.
Decision: 		The document was noted.
C4-225118	Inter AMF mobility when UE is registered in both 3GPP and non-3GPP
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0799  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
For inter PLMN mobility when the UE registers in both 3gpp and non-3gpp access via the same PLMN but moves to another PLMN, the source AMF should transfer the UE context as specified in clause 5.2.2.2.1.1:
-	with PDU Session Contexts associated to the other access type, if the UE is registered for the other access type in the (source) AMF, unless the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF;
...
  b)	the representation of the requested UE Context including the available MM and PDU Session Contexts for the 3GPP access type, if the UE is registered for both 3GPP and non-3GPP accesses in the (source) AMF and the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF.
Basically, the source SMF shall transfer complete UE context including the contexts in both 3gpp and non-3gpp if the target PLMN is the same as the source; 
the source AMF will transfer only 3gpp context if the source AMF determines there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF, e.g. when it is in another PLMN.
The same shall be applied for handover procedure as well.
Discussion: 
Nokia do not have problem with intention of this CR. Reason for change need to be clean up to be consistent. In several place of CR "SMF" need to be changes as "AMF".
Decision: 		The document was revised to C4-225456.
C4-225456	Inter AMF mobility when UE is registered in both 3GPP and non-3GPP
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0799  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225118)
Decision: 		The document was agreed.
C4-225162	Handling of PDU sessions for Emergency services
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0591  Cat: F (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
CR 23.501 #3711 agreed by SA2 requires the SMF error handling of duplicate PDU session establishment request on the same PDU Session ID (TS 29.502 clause 5.2.2.2.1) to be re-used for emergency PDU session but with the exception that emergency PDU session establishment with any PDU Session ID shall override any possibly existing emergency PDU session.
Besides, when detecting a collision between an PDU session establishment request and an existing SM context, CHF resources should also be deleted.
Decision: 		The document was agreed.
C4-225163	Handling of PDU sessions for Emergency services
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0592  Cat: A (Rel-18)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
C4-225224	Correction on PLMN IDs on UECM Service
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0951  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
1/ SA2 has agreed TS 23.502 CR3504 (S2-2206992) which correct the PLMN IDs in the UDM services, where the SMF will register the "serving node PLMN ID" aligning with stage 3. 
On the other hand, as also stated in 29.510 an NF may serve multiple PLMN IDs. It needs to be clear that the PLMN ID registered by the V-SMF shall be the serving PLMN where the UE is registered and by H-SMF with the PLMN ID which the UE (SUPI) belongs to.
2/ In TS 23.502, for SMSF, it registers the Serving PLMN ID. As stated above, one SMSF may also supporting multiple PLMN IDs, it should be explicitly indicated that the PLMN ID of the serving PLMN where the UE registered from is to be included.
Decision: 		The document was agreed.
[bookmark: _Toc121556627][bookmark: _Toc121641185]7.3.4	ETSUN [ETSUN, TEI17]
C4-225248	UE requested PDU session modification
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0597  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
In clause 5.2.2.8.3.2, it is defined the The requestIndication shall be set to NW_REQ_PDU_SES_MOD for Network (e.g. H-SMF, SMF) requested PDU session modification.
UE requested PDU session modification is not clearly defined in Update service operation towards V-SMF or I-SMF.
requestIndication value UE_REQ_PDU_SES_REL is used for UE requested PDU session release defined in clause 5.2.2.8.3.3.
It is proposed to set the requestIndication to UE_REQ_PDU_SES_MOD for UE requested PDU session modification.
Discussion: 
Nokia commented that this CR is not backward compatible and cannot be agreed. See 24.501 clause 6.4.3.
Huawei clarified that they have tried to cover UE requested PDU session modification.
Ericsson: For the VSMF there is no difference if request is made by network or UE initiated. Ericsson is fine with the CR.
Nokia: For CSMF case it does not change much and they can't agree this change at the moment and we should not add this just for the alignment.
Ericsson proposed to change CR to allow UE initiated
Decision: 		The document was postponed.
C4-225249	UE requested PDU session modification
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0598  Cat: A (Rel-18)

					Source: Huawei
Decision: 		The document was postponed.
[bookmark: _Toc121556628][bookmark: _Toc121641186]7.3.5	UDM [TEI17}
C4-225225	Essential Clarification on SMF Deregistration
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0952  Cat: F (Rel-17)

					Source: Ericsson
Abstract: 
3GPP TS 29.503 has specified that the UDM will initiate SMF deregistration when new SMF register to UECM for the same PDU session for SMF Context Transfer or due to duplicated PDU session, but it is not clarified how exactly the UDM to identify which scenario. It is also missed that the SMF shall include the registration reason for SMF Context Transfer in the UECM registration procedure.
Additionally, for SMF registration, the reference to 23.502 clause 4.3.2.2.1 step 4 is incorrect, it should be step 16c.
Also, in deregistration notification service description, it is included that the "cause" IE being included in deregistration notification message, the correct IE name shall be the "deregReason" IE.
Decision: 		The document was agreed.
C4-225330	Boolean type IEs definition correction
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0960  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
OpenAPI definition of nswoInd in AuthenticationInfo and AuthenticationInfoRequest indicates the default value is false, which is not defined in the table.
It proposes to add the description of nswoInd attributes.
Decision: 		The document was revised to C4-225476.
C4-225476	Boolean type IEs definition correction
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0960  rev 1 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225330)
Decision: 		The document was agreed.
C4-225354	Removing editor's notes from Rel-17
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0968  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
There is a remaining editor's note in the latest Rel-17 version of the spec, while at least one Rel-18 CR is already submitted to CT4#113. Therefore, the EN needs to be removed from Rel-17. The editor's note however could be retained in Rel-18 version of the spec, if CT4 decides so.
Discussion: 
Nokia commented that the problems clarified by editor's note are not yet solved.
Decision: 		The document was withdrawn.
[bookmark: _Toc121556629][bookmark: _Toc121641187]7.3.6	AMF [TEI17]
C4-225250	Value of ageOfLocationInformation
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0816  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
In clause 5.3.2.2.2, it is defined:
if at the time of the subscription creation the UE is in RM-REGISTERED and CM-IDLE state over 3GPP access and the UE does not respond to the paging, or if the UE is in RM-REGISTERED over non-3GPP access, the AMF shall send the first event notification including the last known location and the ageOfLocationInformation IE set to a non-null value, which indicates to the NF service consumer that the AMF returned the last known location.
ageOfLocationInformation defined in TS 29.571 with the data type integer:
Any other value than "0" indicates that the location information is the last known one.
The description needs to be corrected.
Decision: 		The document was revised to C4-225458.
C4-225458	Value of ageOfLocationInformation
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0816  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225250)
Decision: 		The document was agreed.
C4-225251	Correction of boolean type IEs
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0817  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was revised to C4-225459.
C4-225459	Correction of boolean type IEs
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0817  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225251)
Decision: 		The document was agreed.
C4-225252	Notify URI change from non-roaming to roaming
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0818  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
Nokia believe this is not backward compatible change and can't agree with the proposed changes.
Huawei clarified that BC topic can be introduced by a feature flag, regarding using a header needs further analysis. Offline discussion is needed.
Nokia believe exisitng IE can be used. Huawei do not believe using exisiting IE is possible.
After discussion it was seen that further study/discussion is needed before next meeting.
Decision: 		The document was postponed.
[bookmark: _Toc121556630][bookmark: _Toc121641188]7.3.7	Common Data [TEI17]
C4-225253	Data type correction
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0386  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
Nokia commented that this CR does not full fill FASMO criteria and should be Rel-18 only.
A Title shall be changed.
Decision: 		The document was revised to C4-225438.
C4-225438	Data type correction
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0386  rev 1 Cat: F (Rel-17)

					Source: Huawei
(Replaces C4-225253)
Decision: 		The document was revised to C4-225439.
C4-225439	Data type correction
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0386  rev 2 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225438)
Decision: 		The document was agreed.
C4-225353	Removing editor's notes from Rel-17
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0364  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was postponed.
[bookmark: _Toc121556631][bookmark: _Toc121641189]7.3.8	AUSF [TEI17]
C4-225331	boolean type IEs definition correction
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0181  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
OpenAPI definition of nswoInd in AuthenticationInfo indicates the default value is false, which is not defined in the table.
It proposes to add the description of nswoInd attributes.
Discussion: 
Nokia challanged if this is aFASMO or clarification.
CT4 agreed CR from Rel-18 onwards.
Decision: 		The document was revised to C4-225475.
C4-225475	boolean type IEs definition correction
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0181  rev 1 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225331)
Decision: 		The document was agreed.
C4-225333	Editorial corrctions
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0182  Cat: F (Rel-17)

					Source: Huawei
Discussion: 
Category needs to be D. This editorial correction was ccepted only from Rel-18 onwards.
Decision: 		The document was revised to C4-225477.
C4-225477	Editorial corrctions
					Type: CR		For: Approval
					29.509 v17.7.0	  CR-0182  rev 1 Cat: D (Rel-18)

					Source: Huawei
(Replaces C4-225333)
Decision: 		The document was agreed.
[bookmark: _Toc121556632][bookmark: _Toc121641190]7.3.9	LMF [TEI17]
C4-225332	boolean type IEs definition correction
					Type: CR		For: Approval
					29.572 v17.6.0	  CR-0146  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was revised to C4-225478.
C4-225478	boolean type IEs definition correction
					Type: CR		For: Approval
					29.572 v17.6.0	  CR-0146  rev 1 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225332)
Decision: 		The document was agreed.
[bookmark: _Toc121556633][bookmark: _Toc121641191]7.3.10	PAnF [TEI17]
C4-225355	Removing editor's notes from Rel-17
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0006  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was withdrawn.
[bookmark: _Toc121556634][bookmark: _Toc121641192]7.3.11	HSS Services [TEI17]
C4-225356	Removing editor's notes from Rel-17
					Type: CR		For: Agreement
					29.562 v17.6.0	  CR-0126  Cat: F (Rel-17)

					Source: Huawei
Abstract: 
There is a remaining editor's note in the latest Rel-17 version of the spec, while at least one Rel-18 CR is already submitted to CT4#113. Therefore, the EN needs to be removed from Rel-17. The editor's note however could be retained in Rel-18 version of the spec, if CT4 decides so.
Decision: 		The document was withdrawn.
[bookmark: _Toc121556635][bookmark: _Toc121641193]7.3.12	UDSF [TEI17]
C4-225357	Removing editor's notes from Rel-17
					Type: CR		For: Agreement
					29.598 v17.6.0	  CR-0057  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was revised to C4-225646.
C4-225646	Removing editor's notes from Rel-17
					Type: CR		For: Agreement
					29.598 v17.6.0	  CR-0057  rev 1 Cat: F (Rel-17)

					Source: Huawei, Hpe
(Replaces C4-225357)
Decision: 		The document was agreed.
[bookmark: _Toc121556636][bookmark: _Toc121641194]7.3.13	SBA [TEI17]
C4-225605	29.256 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.256 v17.2.0	  CR-0011  Cat: F (Rel-17)

					Source: Qualcomm
Decision: 		The document was agreed.
C4-225606	29.502 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0606  Cat: F (Rel-17)

					Source: Nokia
Decision: 		The document was agreed.
C4-225607	29.503 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.503 v17.8.0	  CR-0971  Cat: F (Rel-17)

					Source: Nokia
Decision: 		The document was agreed.
C4-225608	29.504 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.504 v17.8.0	  CR-0200  Cat: F (Rel-17)

					Source: China Mobile
Decision: 		The document was agreed.
C4-225609	29.505 Rel-17 External doc update
					Type: CR		For: Agreement
					29.505 v17.8.0	  CR-0455  Cat: F (Rel-17)

					Source: China Mobile
Decision: 		The document was agreed.
C4-225610	29.509 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.509 v17.7.0	  CR-0187  Cat: F (Rel-17)

					Source: Orange
Decision: 		The document was agreed.
C4-225611	29.510 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.510 v17.7.0	  CR-0786  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225612	29.518 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0822  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225613	29.526 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.526 v17.6.0	  CR-0068  Cat: F (Rel-17)

					Source: ZTE
Decision: 		The document was agreed.
C4-225614	29.532 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.532 v17.2.0	  CR-0046  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was agreed.
C4-225615	29.553 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.553 v17.0.0	  CR-0008  Cat: F (Rel-17)

					Source: CATT
Decision: 		The document was agreed.
C4-225616	29.559 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.559 v17.1.0	  CR-0007  Cat: F (Rel-17)

					Source: CATT
Decision: 		The document was agreed.
C4-225617	29.571 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0392  Cat: F (Rel-17)

					Source: Huawei
Decision: 		The document was agreed.
C4-225618	29.572 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.572 v17.6.0	  CR-0148  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225619	29.579 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.579 v17.1.0	  CR-0010  Cat: F (Rel-17)

					Source: China Telecom
Decision: 		The document was withdrawn.
C4-225620	29.581 Rel-17 API version and External doc update
					Type: CR		For: Agreement
					29.581 v17.1.0	  CR-0020  Cat: F (Rel-17)

					Source: Samsung
Decision: 		The document was agreed.
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[bookmark: _Toc121556639][bookmark: _Toc121641197]8.1.1	Service based Interface protocol improvements [SBIProtoc16]
C4-225254	PCF selection
					Type: CR		For: Agreement
					29.510 v16.12.0	  CR-0776  Cat: F (Rel-16)

					Source: Huawei
Abstract: 
As defined in clause 5.2.7.2.2 of 3GPP TS 23.502:
-	If the consumer is PCF or SMF, it includes the MA PDU Session capability to indicate if the NF instance supports MA PDU session or not.
-	If the consumer is PCF, it includes the DNN replacement capability to indicate if the NF instance supports DNN replacement or not.
The MA PDU Session capability and DNN replacement capability have not been supported by the PCF in Nnrf_NFManagement_NFRegister service operation. The MA PDU Session capability is not supported by the SMF.
Discussion: 
Nokia commented that CR is not needed. Do we really need this change which may affect legacy nodes.
Decision: 		The document was postponed.
C4-225255	PCF selection
					Type: CR		For: Agreement
					29.510 v17.7.0	  CR-0777  Cat: A (Rel-17)

					Source: Huawei
Decision: 		The document was postponed.
C4-225256	PCF selection
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0778  Cat: A (Rel-18)

					Source: Huawei
Decision: 		The document was postponed.
C4-225257	Invalid API version in URI in indirect communication
					Type: CR		For: Agreement
					29.571 v16.13.0	  CR-0387  Cat: F (Rel-16)

					Source: Huawei
Discussion: 
Merged into C4-225104.
Decision: 		The document was merged.
C4-225258	Invalid API version in URI in indirect communication
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0388  Cat: A (Rel-17)

					Source: Huawei
Discussion: 
Merged into C4-225104.
Decision: 		The document was merged.
C4-225367	Clarification on error handling at SEPP
					Type: CR		For: Agreement
					29.500 v16.12.0	  CR-0365  Cat: F (Rel-16)

					Source: NTT DOCOMO INC.
Abstract: 
When using PRINS, HTTP Proxy in the IPX can return an error on behalf of HTTP server (i.e. target NFs) based on its application logic.
In such case, the originating SEPP needs to be able to return the message towards HTTP client (i.e. originating NFs) with the HTTP status codes and application error generated by the HTTP Proxy in the IPX.
The current spec is not clear in terms of whether:
-	Generic HTTP status codes as defined in Table 5.2.7.1-1 are applicable
-	SEPP is expected to transparently forward the HTTP status code and application error that HTTP Proxy generates
Discussion: 
Nokia is fine with the concept but they do not see as a FASMO CR for earlier releases, but could be acceptable to Rel-18 with some editorial changes in a cover page.
After discussion CT4 agreed this more clarification to Rel-18.
Decision: 		The document was revised to C4-225407.
C4-225368	Clarification on error handling at SEPP
					Type: CR		For: Agreement
					29.500 v17.8.0	  CR-0366  Cat: A (Rel-17)

					Source: NTT DOCOMO INC.
Decision: 		The document was not pursued.
[bookmark: _Toc121556640][bookmark: _Toc121641198]8.1.2	CT aspects on Enhancements to the Service-Based 5G System Architecture [5G_eSBA]
[bookmark: _Toc121556641][bookmark: _Toc121641199]8.1.3	CT aspects of Enhancing Topology of SMF and UPF in 5G Networks [ETSUN, TEI16]
[bookmark: _Toc121556642][bookmark: _Toc121641200]8.1.4	CT aspects of Enhancement to the 5GC LoCation Services [5G_eLCS]
C4-225112	Return GUAMI of Serving AMF to GMLC
					Type: CR		For: Approval
					29.503 v16.13.0	  CR-0947  Cat: F (Rel-16)

					Source: ZTE
Abstract: 
This CR proposes to let the UDM return GUAMI together with serving AMF ID to the GMLC in a Nudm_UECM_Get operation.
Decision: 		The document was revised to C4-225512.
C4-225512	Return GUAMI of Serving AMF to GMLC
					Type: CR		For: Approval
					29.503 v16.13.0	  CR-0947  rev 1 Cat: F (Rel-16)

					Source: ZTE
(Replaces C4-225112)
Decision: 		The document was agreed.
C4-225113	Return GUAMI of Serving AMF to GMLC
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0948  Cat: A (Rel-17)

					Source: ZTE
Abstract: 
This CR proposes to let the UDM return GUAMI together with serving AMF ID to the GMLC in a Nudm_UECM_Get operation.
Decision: 		The document was revised to C4-225513.
C4-225513	Return GUAMI of Serving AMF to GMLC
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0948  rev 1 Cat: A (Rel-17)

					Source: ZTE
(Replaces C4-225113)
Decision: 		The document was agreed.
C4-225114	Notification Type for Delivery of Ciphering Key Information
					Type: CR		For: Approval
					29.510 v16.12.0	  CR-0763  Cat: F (Rel-16)

					Source: ZTE
Abstract: 
A default callback should be registered in the NRF to allow the LMF send Ciphering Key Information to the serving AMF. However, such notification type is not defined in NRF.
Discussion: 
Nokia agree CR in principle but there are differences in this one and mirror CR.
Decision: 		The document was revised to C4-225408.
C4-225408	Notification Type for Delivery of Ciphering Key Information
					Type: CR		For: Approval
					29.510 v16.12.0	  CR-0763  rev 1 Cat: F (Rel-16)

					Source: ZTE
(Replaces C4-225114)
Decision: 		The document was agreed.
C4-225115	Notification Type for Delivery of Ciphering Key Information
					Type: CR		For: Approval
					29.510 v17.7.0	  CR-0764  Cat: A (Rel-17)

					Source: ZTE
Abstract: 
A default callback should be registered in the NRF to allow the LMF send Ciphering Key Information to the serving AMF. However, such notification type is not defined in NRF.
Decision: 		The document was revised to C4-225409.
C4-225409	Notification Type for Delivery of Ciphering Key Information
					Type: CR		For: Approval
					29.510 v17.7.0	  CR-0764  rev 1 Cat: A (Rel-17)

					Source: ZTE
(Replaces C4-225115)
Decision: 		The document was agreed.
C4-225116	Notification Type for Delivery of Ciphering Key Information
					Type: CR		For: Approval
					29.510 v18.0.0	  CR-0765  Cat: A (Rel-18)

					Source: ZTE
Abstract: 
A default callback should be registered in the NRF to allow the LMF send Ciphering Key Information to the serving AMF. However, such notification type is not defined in NRF.
Decision: 		The document was revised to C4-225410.
C4-225410	Notification Type for Delivery of Ciphering Key Information
					Type: CR		For: Approval
					29.510 v18.0.0	  CR-0765  rev 1 Cat: A (Rel-18)

					Source: ZTE
(Replaces C4-225116)
Decision: 		The document was agreed.
C4-225334	Update on LocationInfo
					Type: CR		For: Approval
					29.503 v16.13.0	  CR-0961  Cat: F (Rel-16)

					Source: Huawei
Decision: 		The document was merged.
C4-225335	Update on LocationInfo
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0962  Cat: A (Rel-17)

					Source: Huawei
Decision: 		The document was merged.
C4-225336	Update on vgmlcAddress
					Type: CR		For: Approval
					29.503 v16.13.0	  CR-0963  Cat: F (Rel-16)

					Source: Huawei
Decision: 		The document was not pursued.
C4-225337	Update on vgmlcAddress
					Type: CR		For: Approval
					29.503 v17.8.0	  CR-0964  Cat: A (Rel-17)

					Source: Huawei
Decision: 		The document was not pursued.
C4-225514	Update on vgmlcAddress
					Type: CR		For: Approval
					29.503 v..	  CR-0969  Cat: F (Rel-18)

					Source: Huawei
Decision: 		The document was revised to C4-225565.
C4-225565	Update on vgmlcAddress
					Type: CR		For: Approval
					29.503 v..	  CR-0969  rev 1 Cat: F (Rel-18)

					Source: Huawei
(Replaces C4-225514)
Decision: 		The document was agreed.
[bookmark: _Toc121556643][bookmark: _Toc121641201]8.1.5	CT Aspects of Media Handling for RAN Delay Budget Reporting in MTSI [E2E_DELAY]
[bookmark: _Toc121556644][bookmark: _Toc121641202]8.1.6	User data interworking, Coexistence and Migration [UDICOM]
[bookmark: _Toc121556645][bookmark: _Toc121641203]8.1.7	CT aspects of optimisations on UE radio capability signalling [RACS]
[bookmark: _Toc121556646][bookmark: _Toc121641204]8.1.8	CT aspect of single radio voice continuity from 5GS to 3G [5G_SRVCC]
[bookmark: _Toc121556647][bookmark: _Toc121641205]8.1.9	CT Aspects of 5G URLLC [5G_URLLC]
[bookmark: _Toc121556648][bookmark: _Toc121641206]8.1.10	SBA interactions between IMS and 5GC [eIMS5G_SBA]
[bookmark: _Toc121556649][bookmark: _Toc121641207]8.1.11	Load and Overload Control of 5GC Service Based Interfaces [LOLC]
[bookmark: _Toc121556650][bookmark: _Toc121641208]8.1.12	5GS Enhanced support of OTA mechanism for configuration parameter update [5GS_OTAF]
[bookmark: _Toc121556651][bookmark: _Toc121641209]8.1.13	CT aspects of support for integrated access and backhaul [IABARC-CT]
[bookmark: _Toc121556652][bookmark: _Toc121641210]8.1.14	Nudsf Service Based Interface [NUDSF]
[bookmark: _Toc121556653][bookmark: _Toc121641211]8.1.15	Nsoraf Service Based Interface [NSORAF]
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[bookmark: _Toc121556655][bookmark: _Toc121641213]8.2.1	CT aspects on Enablers for Network Automation for 5G [eNA]
[bookmark: _Toc121556656][bookmark: _Toc121641214]8.2.2	CT aspects of Access Traffic Steering, Switch and Splitting support in 5G system [ATSSS]
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C4-225202	AOI Status from old AMF
					Type: CR		For: Agreement
					29.518 v16.13.0	  CR-0809  Cat: F (Rel-16)

					Source: Ericsson
Abstract: 
During inter-AMF mobility, existing event subscriptions of the UE will be passed by old AMF to new AMF. The new AMF will generate event reports for the received subscriptions.
For Area of Interest event, the new AMF shall generate a event report when the UE is moved IN/OUT of the AoI, i.e. from IN to OUT, or from OUT to IN. The new can identify whether the UE is currently IN/OUT of the AoI, but new AMF can only identify whether the status has changed based on the AoI event status in the old AMF.
This CR propose the old AMF pass the Event State of the AoI event in subscription in UE context to the new AMF.
Discussion: 
Nokia commented this is not FASMO CR. Nokia propose to use a current data.
Ericsson: The scenarios happen in current implementation impactsservices so correction is needed.
Nokia clarified that there is already solution in Rel-16 exisiting IE presense info defined instead of 6.1.6.2.xx.
After discussion Nokia confirm they understand why new IE is introduced as it cover all use cases. Nokia proposed that consequences if not approved should be enhanced.
Ericsson clarified that currently a number of IoTs are ongoing based Rel-16 so it is good to start from Rel-16 onwards.
Decision: 		The document was revised to C4-225463.
C4-225463	Area of Interest Event Status from Old AMF
					Type: CR		For: Agreement
					29.518 v16.13.0	  CR-0809  rev 1 Cat: F (Rel-16)

					Source: Ericsson
(Replaces C4-225202)
Decision: 		The document was revised to C4-225648.
C4-225648	Area of Interest Event Status from Old AMF
					Type: CR		For: Agreement
					29.518 v16.13.0	  CR-0809  rev 2 Cat: F (Rel-16)

					Source: Ericsson
(Replaces C4-225463)
Decision: 		The document was revised to C4-225655.
C4-225655	Area of Interest Event Status from Old AMF
					Type: CR		For: Agreement
					29.518 v16.13.0	  CR-0809  rev 3 Cat: F (Rel-16)

					Source: Ericsson
(Replaces C4-225648)
Decision: 		The document was agreed.
C4-225203	Area of Interest Event Status from Old AMF
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0810  Cat: A (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225464.
C4-225464	Area of Interest Event Status from Old AMF
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0810  rev 1 Cat: A (Rel-17)

					Source: Ericsson
(Replaces C4-225203)
Decision: 		The document was revised to C4-225649.
C4-225649	Area of Interest Event Status from Old AMF
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0810  rev 2 Cat: A (Rel-17)

					Source: Ericsson
(Replaces C4-225464)
Decision: 		The document was revised to C4-225656.
C4-225656	Area of Interest Event Status from Old AMF
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0810  rev 3 Cat: A (Rel-17)

					Source: Ericsson
(Replaces C4-225649)
Decision: 		The document was agreed.
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C4-225018	Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism
					Type: LS in		For: Discussion
					Original outgoing LS: C3-223669, to SA5, CT4, cc -
					Source: CT3
Abstract: 
CT3 would like to thank SA5 for their LS on Enhancement on Charging Identifier Uniqueness Mechanism.
The Charging Id assigned by the (V-)SMF may be reported from the (H-)SMF to the PCF during PDU session establishment or at AF request, as per the access network charging identifier report functionality specified for the Npcf_SMPolicyControl service. 
Also, the AF may request to the PCF the report of the access network charging identifier using the Npcf_PolicyAuthorization service or the Rx interface.
Both, the Npcf_SMPolicyControl (TS 29.512) and the Npcf_PolicyAuthorization service (TS 29.514) use the ChargingId data type, Uint32, defined in TS 29.571, to forward the access network charging identifier in the “accNetChaIdValue” attribute. And consequently, both services have been updated to support from Rel-17 on a new attribute (“accNetChargIdString” data type string), controlled by feature support (AccNetChargId_String), that allows the encoding in long character strings of the SMF generated charging identifier.
Discussion: 
LS was discussed in previous CT4 meeting. 
Nokia proposed to postponed to LS to correct agenda items were related CRs are allocated. There are still some open issues which need to be discussed.
Decision: 		The document was noted.
C4-225052	Reply LS on LS in Enhancement on Charging Identifier Uniqueness Mechanism
					Type: LS in		For: Discussion
					Original outgoing LS: S5-225761, to CT3, CT4, cc -
					Source: SA5
Decision: 		The document was noted.
C4-225219	Charging Id Format
					Type: CR		For: Agreement
					29.502 v16.13.0	  CR-0593  Cat: F (Rel-16)

					Source: Ericsson
Abstract: 
As specified by 3GPP TS 29.502, the existing charging ID was transferred between V-SMF/H-SMF or V-SMFs as a string, which is assumed to carry a legacy uint32 Charging ID for the PDU session. However, it is not specified the encoding of the string value which leads to interworking issue between SMFs from different vendors.
Additionally, usage of Uint32 Charging ID for roaming scenario is not recommended, which may lead to Charging ID collision between PLMNs.
See [Observation-4] and [Observation-5] with related analysis in discussion paper C4-225227.
Decision: 		The document was revised to C4-225465.
C4-225465	Charging Id Format
					Type: CR		For: Agreement
					29.502 v16.13.0	  CR-0593  rev 1 Cat: F (Rel-16)

					Source: Ericsson, Nokia, Nokia Shanghai Bell
(Replaces C4-225219)
Decision: 		The document was agreed.
C4-225220	Charging Id Format
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0594  Cat: A (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225466.
C4-225466	Charging Id Format
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0594  rev 1 Cat: A (Rel-17)

					Source: Ericsson, Nokia, Nokia Shanghai Bell
(Replaces C4-225220)
Decision: 		The document was agreed.
C4-225467	Charging Id Format
					Type: CR		For: Agreement
					29.502 v18.0.0	  CR-0604  Cat: A (Rel-18)

					Source: Ericsson, Nokia, Nokia Shanghai Bell
Abstract: 
Mirror CR
Decision: 		The document was agreed.
C4-225221	Missing IMEISV in N1N2 Message Subscription
					Type: CR		For: Agreement
					29.518 v16.13.0	  CR-0811  Cat: F (Rel-16)

					Source: Ericsson
Decision: 		The document was revised to C4-225468.
C4-225468	Missing IMEISV in N1N2 Message Subscription
					Type: CR		For: Agreement
					29.518 v16.13.0	  CR-0811  rev 1 Cat: F (Rel-16)

					Source: Ericsson
(Replaces C4-225221)
Decision: 		The document was agreed.
C4-225222	Missing IMEISV in N1N2 Message Subscription
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0812  Cat: A (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225469.
C4-225469	Missing IMEISV in N1N2 Message Subscription
					Type: CR		For: Agreement
					29.518 v17.7.0	  CR-0812  rev 1 Cat: A (Rel-17)

					Source: Ericsson
(Replaces C4-225222)
Decision: 		The document was agreed.
C4-225223	String Based Charging Id Support
					Type: CR		For: Agreement
					29.502 v17.6.0	  CR-0595  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was postponed.
C4-225227	Discussion on Charging ID via N16&N38 interface
					Type: discussion		For: Discussion
					Source: Ericsson
Abstract: 
Based on the analysis on observations, it is recommended the following in TS 29.502:
To clarify the usage of legacy Uint32 Charging ID schema (Start from Rel-16):
-	Decimal encoding of uint32 value to be used for (base) Charging ID
To Introduce new IEs for String based Charging ID (Start from Rel-17):
-	Define a common data type for String based Charging ID, which includes the Uint32 base charging ID and the SMF ID
-	String based charging ID to be supported for Charging ID passed between V-SMF/H-SMF and between V-SMFs, i.e. chargingID in PduSessionCreateData, SmContext and homeProvidedChargingId in PduSessionCreatedData, HsmfUpdatedDta.
-	(TBD) Both legacy charging ID and String Charging ID to be provided between SMFs.
-	(TBD) Feature in SMF API indicating the support of String based Charging ID of the network.
-	(TBD) PDU session with String based charging ID shall be released when the UE roaming to a VPLMN only support Uint32 Charging ID.
Related CRs (CR0593/0594 to TS 29.502 for Rel-16, CR0595 to TS 29.502 and CR0389 to TS 29.571 for Rel-17, ...) propose the above changes, ask for CT4 discussion and agreement.
Discussion: 
Nokia agreed to cottect charging ID as proposed. It is not clear how to define a new the new charging ID
Decision: 		The document was noted.
C4-225281	String Based Charging Id Support
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0389  Cat: F (Rel-17)

					Source: Ericsson
Decision: 		The document was revised to C4-225412.
C4-225412	String Based Charging Id Support
					Type: CR		For: Agreement
					29.571 v17.7.0	  CR-0389  rev 1 Cat: F (Rel-17)

					Source: Ericsson
(Replaces C4-225281)
Decision: 		The document was postponed.
C4-225491	Discussion on Charging ID Handling Between PLMNs
					Type: discussion		For: discussion
					Source: nn
Decision: 		The document was noted.
C4-225411	LS out Rel17 Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism
					Type: LS out		For: Approval
					to SA5, cc CT3
					Source: CT4
Decision: 		The document was approved.
[bookmark: _Toc121556666][bookmark: _Toc121641224]8.3	Rel-16 or earlier
[bookmark: _Toc121556667][bookmark: _Toc121641225]8.3.1	Diameter [TEI16]
C4-225068	Idle Status Indication
					Type: CR		For: Agreement
					29.128 v16.5.0	  CR-0081  Cat: F (Rel-16)

					Source: Nokia, Nokia Shanghai Bell
Abstract: 
The Monitoring-Type value in a monitoring event reports shall not be different from the value in the corresponding  monitoring event configuration.
Decision: 		The document was agreed.
C4-225069	Idle Status Indication
					Type: CR		For: Agreement
					29.128 v17.0.0	  CR-0082  Cat: A (Rel-17)

					Source: Nokia, Nokia Shanghai Bell
Decision: 		The document was agreed.
[bookmark: _Toc121556668][bookmark: _Toc121641226]8.3.2	LCS [TEI16]
C4-225217	Correction on High Accuracy Altitude
					Type: CR		For: Agreement
					29.171 v16.4.0	  CR-0063  Cat: F (Rel-16)

					Source: Ericsson
Abstract: 
1/ Correct High Accuracy Altitude up limit to 1280000
2/ Correct ASN.1
Decision: 		The document was agreed.
C4-225218	Correction on High Accuracy Altitude
					Type: CR		For: Agreement
					29.171 v17.1.0	  CR-0064  Cat: A (Rel-17)

					Source: Ericsson
Decision: 		The document was agreed.
[bookmark: _Toc121556669][bookmark: _Toc121641227]8.3.3	NRF [TEI16]
C4-225268	OpenApi Semantic Checks
					Type: CR		For: Agreement
					29.510 v15.10.0	  CR-0779  Cat: F (Rel-15)

					Source: Mavenir
Abstract: 
The openApi file for Nnfr_NFManagement does not include semantic checks.
Discussion: 
Ericsson a CR not a fix but enhancement so this should be only Rel-18 onwards.
CT4 agreed to have this from Rel-18 onwards.
Decision: 		The document was not pursued.
C4-225269	OpenApi Semantic Checks
					Type: CR		For: Agreement
					29.510 v16.12.0	  CR-0780  Cat: A (Rel-16)

					Source: Mavenir
Decision: 		The document was not pursued.
C4-225270	OpenApi Semantic Checks
					Type: CR		For: Agreement
					29.510 v17.7.0	  CR-0781  Cat: A (Rel-17)

					Source: Mavenir
Decision: 		The document was not pursued.
C4-225271	OpenApi Semantic Checks
					Type: CR		For: Agreement
					29.510 v18.0.0	  CR-0782  Cat: A (Rel-18)

					Source: Mavenir
Decision: 		The document was revised to C4-225413.
[bookmark: _Toc121556670][bookmark: _Toc121641228]8.3.4	Open API version and External docs
C4-225621	29.502 Rel-16 API version and External doc update
					Type: CR		For: Agreement
					29.502 v16.13.0	  CR-0607  Cat: F (Rel-16)

					Source: Nokia
Decision: 		The document was agreed.
C4-225622	29.503 Rel-16 API version and External doc update
					Type: CR		For: Agreement
					29.503 v16.13.0	  CR-0972  Cat: F (Rel-16)

					Source: Nokia
Decision: 		The document was agreed.
C4-225623	29.510 Rel-16 API version and External doc update
					Type: CR		For: Agreement
					29.510 v16.12.0	  CR-0787  Cat: F (Rel-16)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225624	29.518 Rel-16 API version and External doc update
					Type: CR		For: Agreement
					29.518 v16.13.0	  CR-0823  Cat: F (Rel-16)

					Source: Ericsson
Decision: 		The document was agreed.
C4-225625	29.571 Rel-16 API version and External doc update
					Type: CR		For: Agreement
					29.571 v16.13.0	  CR-0393  Cat: F (Rel-16)

					Source: Huawei
Decision: 		The document was withdrawn.
C4-225626	29.510 Rel-15 API version and External doc update
					Type: CR		For: Agreement
					29.510 v15.10.0	  CR-0788  Cat: F (Rel-15)

					Source: Ericsson
Decision: 		The document was withdrawn.
[bookmark: _Toc121556671][bookmark: _Toc121641229]8.3.5	AoB Rel-16 and earlier
C4-225500	Data Pull improvement
					Type: CR		For: Agreement
					29.283 v14.4.0	  CR-0022  Cat: F (Rel-14)

					Source: Ericsson, Orange
Decision: 		The document was agreed.
C4-225501	Data Pull improvement
					Type: CR		For: Agreement
					29.283 v15.1.0	  CR-0023  Cat: A (Rel-15)

					Source: Ericsson, Orange
Abstract: 
Mirror CR
Decision: 		The document was agreed.
C4-225502	Data Pull improvement
					Type: CR		For: Agreement
					29.283 v16.0.0	  CR-0024  Cat: A (Rel-16)

					Source: Ericsson, Orange
Abstract: 
Mirror CR
Decision: 		The document was agreed.
C4-225503	Data Pull improvement
					Type: CR		For: Agreement
					29.283 v17.0.0	  CR-0025  Cat: A (Rel-17)

					Source: Ericsson, Orange
Abstract: 
Mirror CR
Decision: 		The document was agreed.
[bookmark: _Toc121556672][bookmark: _Toc121641230]9	Update of the Work Plan
C4-225008	Work Plan
					Type: Work Plan		For: Agreement
					Source: CT4 Chair
Decision: 		The document was agreed.
[bookmark: _Toc121556673][bookmark: _Toc121641231]10	AoB
It was discussed in CT4 should coordinate WG deadlines with other CT WGs. Common view was that current CT4 deadline gives more time to review documents.
CT4 agreed to keep current deadline Friday a week before WG meeting.
[bookmark: _Toc121556674][bookmark: _Toc121641232]10.1	Exception Sheets
[bookmark: _Toc121556675][bookmark: _Toc121641233]11	Future meetings
CT Chair clarified that May 2023 will be held in EU as well as August 2023 WG meeting,
Novemeber 2023 meeting will be held in Chicago. Invitation shall be sent out in December 2022.
Current assumption for the future meetings is that WG should have one WG meeting F2F between plenary cycle. If more F2F meetings are held this decision can be done by the WG if a host is found.
Based on the current Rel-18 deadlines CT4 agreed to cancel June 2023 meeting.
[bookmark: _Toc121556676][bookmark: _Toc121641234]12	Check of approved output documents
C4-225009	Output Documents
					Type: other		For: Information
					Source: CT4 Chair
Decision: 		The document was noted.
[bookmark: _Toc121556677][bookmark: _Toc121641235]13	Closing of the meeting
CT4 Chair thanked Vice Chairs, delegates after first face to face meeting in 3 years. Next CT4 meeting will bein February at Athens, Greece.
CT4#113 finished on Friday 18th Novemebr at 12:30.
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	Document
	Title
	Source
	Decision
	Replaces
	Replaced by

	C4-225000
	Draft Agenda
	CT4 Chair
	noted
	
	

	C4-225001
	eMeeting guidelines for CT4 Working Group meeting
	CT4 Chair
	noted
	
	

	C4-225002
	Detailed agenda & time plan for CT4 meeting: status at document deadline
	CT4 Chair
	noted
	
	

	C4-225003
	Detailed agenda & time plan for CT4 meeting: status on eve of meeting
	CT4 Chair
	approved
	
	

	C4-225004
	Proposed allocation of documents to agenda items for CT4 meeting: status at document deadline
	CT4 Chair
	noted
	
	

	C4-225005
	Proposed allocation of documents to agenda items for CT4 meeting: status on eve of meeting
	CT4 Chair
	agreed
	
	

	C4-225006
	Previous TSG CT & SA Status Report
	CT4 Chair
	noted
	
	

	C4-225007
	Previous CT4 meeting report
	MCC
	approved
	
	

	C4-225008
	Work Plan
	CT4 Chair
	agreed
	
	

	C4-225009
	Output Documents
	CT4 Chair
	noted
	
	

	C4-225010
	ServingNetworkName in ProSeAuthenticationInfoRequest
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225530

	C4-225011
	URI parameter alignment with yaml definitions
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225012
	Cardinality of SmfRegList alignment with yaml
	Nokia, Nokia Shanghai Bell, Verizon
	revised
	
	C4-225505

	C4-225013
	Feature bit alignment
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225014
	Routing Indicator in ProSeAuthenticationInfoResult
	Nokia, Nokia Shanghai Bell
	not pursued
	
	

	C4-225015
	LS on 5G DDNMF discovery
	CT1
	noted
	
	

	C4-225016
	LS on V2X policy or ProSe policy request during registration procedure
	CT1
	noted
	
	

	C4-225017
	LS on clarification for UE_NOT_FOUND cause code for UP in CT1
	CT1
	noted
	
	

	C4-225018
	Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism
	CT3
	noted
	
	

	C4-225019
	LS on negotiation of supported features when subscription to notifications occurs via an indirect path
	CT3
	noted
	
	

	C4-225020
	Reply LS on 5MBS User Services
	CT3
	noted
	
	

	C4-225021
	LS to 3GPP - Hosted SEPP
	GSMA DESS
	noted
	
	

	C4-225022
	EAP-5G change; Answer to S2-2109043
	Broadband Forum
	noted
	
	

	C4-225023
	Research highlighting potential need for granular level checks using "Additional scope" under the OAuth2.0 Token Access
	GSMA CVD PoE
	postponed
	
	

	C4-225024
	Reply LS on FS_REDCAP_Ph2 option feasibility
	RAN2
	noted
	
	

	C4-225025
	Response LS on Support of Broadcast and Multicast MBS sessions with AMF Set
	RAN3
	noted
	
	

	C4-225026
	LS on shared NG-U Termination among gNBs
	RAN3
	noted
	
	

	C4-225027
	Reply LS on Slice list and priority information for cell reselection
	SA2
	noted
	
	

	C4-225028
	Response LS on Parameter adding in UE Context to support NSSRG feature
	SA2
	noted
	
	

	C4-225029
	Reply LS On PLMN ID used in Roaming Scenarios
	SA2
	noted
	
	

	C4-225030
	Response to LS on Questions on PCC aspects related to 5MBS
	SA2
	noted
	
	

	C4-225031
	Reply LS on Inter-PLMN Handover of VoLTE calls and idle mode mobility of IMS sessions
	SA2
	noted
	
	

	C4-225032
	Reply LS on 5G ProSe security open items
	SA2
	noted
	
	

	C4-225033
	LS on response to LS on parameters preconfigured in the UE to receive MBS service
	SA2
	noted
	
	

	C4-225034
	Reply LS on 5G DDNMF Discovery
	SA2
	noted
	
	

	C4-225035
	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	SA2
	noted
	
	

	C4-225036
	Reply LS on handling of PDU sessions for emergency services when registering via both 3GPP and non-3GPP accesses
	SA2
	noted
	
	

	C4-225037
	Response LS on Clarifications for AF specific UE ID retrieval
	SA2
	noted
	
	

	C4-225038
	Reply LS on UAV authorization container
	SA2
	noted
	
	

	C4-225039
	Reply LS on 5MBS User Services
	SA2
	noted
	
	

	C4-225040
	Reply LS on Multicast MBS session Deactivation and Reactivation
	SA2
	noted
	
	

	C4-225041
	Reply LS on shared NG-U Termination among gNBs
	SA2
	revised
	
	

	C4-225042
	Reply LS on the impact of MSK update on MBS multicast session update procedure
	SA2
	noted
	
	

	C4-225043
	Progress and open issues for NPN enhancements in Rel-18
	SA2
	noted
	
	

	C4-225044
	LS on re-establishment of the MBS context during mobility registration update or service request procedure
	SA2
	noted
	
	

	C4-225045
	Response to “LS to 3GPP SA2 on VoLTE Roaming GBR Handling”
	SA2
	noted
	
	

	C4-225046
	Reply LS on the impact of MSK update on MBS multicast session update procedure
	SA3
	noted
	
	

	C4-225047
	LS reply on 5G NSWO roaming aspects
	SA3
	noted
	
	

	C4-225048
	LS Reply on Reply LS on 5G ProSe security open items
	SA3
	noted
	
	

	C4-225049
	Identifier availability for Lawful Interception during Inter-PLMN handover
	SA3-LI
	noted
	
	

	C4-225050
	Reply LS to 3GPP SA2 on VoLTE Roaming GBR Handling
	SA4
	noted
	
	

	C4-225051
	Reply LS on User Consent Updating
	SA5
	noted
	
	

	C4-225052
	Reply LS on LS in Enhancement on Charging Identifier Uniqueness Mechanism
	SA5
	noted
	
	

	C4-225053
	Forward on S6-222332, LS on Network federation interface for Telco edge consideration
	SA6
	noted
	
	

	C4-225054
	Reply LS on user’s consent for EDGEAPP
	SA6
	noted
	
	

	C4-225055
	Shared NG-U Termination among gNBs
	Huawei
	noted
	
	

	C4-225056
	Shared NG-U Termination among gNBs
	Huawei
	withdrawn
	
	

	C4-225057
	Overhaul of 5MBS description in TS 29.244
	Huawei
	noted
	
	

	C4-225058
	Overhaul of 5MBS description in TS 29.245
	Huawei
	postponed
	
	

	C4-225059
	Editorial correction in TS 23.540
	China Telecom Corporation Ltd.
	revised
	
	C4-225526

	C4-225060
	NAI format for 5G NSWO
	Huawei
	noted
	
	

	C4-225061
	NAI format for 5G NSWO
	Huawei, Lenovo
	revised
	C4-224609
	C4-225369

	C4-225062
	Access Type Restriction
	Hewlett-Packard Enterprise
	revised
	
	C4-225506

	C4-225063
	Monitoring Suspension
	Nokia, Nokia Shanghai Bell
	postponed
	
	

	C4-225064
	Monitoring Suspension
	Nokia, Nokia Shanghai Bell
	postponed
	
	

	C4-225065
	Immediate Report in subscribe response
	Nokia, Nokia Shanghai Bell, Verizon
	revised
	
	C4-225508

	C4-225066
	Immediate Report
	Nokia, Nokia Shanghai Bell, Verizon
	revised
	
	C4-225507

	C4-225067
	Implicit unsubscribe
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225504

	C4-225068
	Idle Status Indication
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225069
	Idle Status Indication
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225070
	CAG feature support in UECM
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225071
	Authentication Information Retrieval
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225072
	UE Location (Cell-ID) missing over SGd (OFR & TFA)
	AT&T, Ericsson, Nokia, Nokia Shanghai Bell
	revised
	
	C4-225474

	C4-225073
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	revised
	
	C4-225451

	C4-225074
	Discussion on the Namf_MBSCommunication_N2MessageTransfer service
	Ericsson
	noted
	
	

	C4-225075
	Corrections on ContextStatusNotify event for multicast transport over N19mb
	Ericsson
	agreed
	
	

	C4-225076
	Corrections on PFCP message types for N4mb
	Ericsson
	merged
	
	

	C4-225077
	Add the description of MBS using update SM context service
	Ericsson
	revised
	
	C4-225396

	C4-225078
	Add MBS Session procedures to the N1N2MessageTansfer service
	Ericsson
	merged
	
	

	C4-225079
	Add MBS Update procedure to the ContextCreate service operation
	Ericsson
	revised
	
	C4-225399

	C4-225080
	Complete the ContextStatusEvent description
	Ericsson
	merged
	
	

	C4-225081
	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
	Ericsson
	revised
	
	C4-225400

	C4-225082
	Complete the applicable procedure for the ContextStatusNotify service operation
	Ericsson
	agreed
	
	

	C4-225083
	Complete the description for the ContextUpdate service operation
	Ericsson
	withdrawn
	
	

	C4-225084
	Add mbmsGwTunAddr attibute in DistSession data type
	Ericsson
	revised
	
	C4-225441

	C4-225085
	ProSe Authentication Vector Cardinality
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225509

	C4-225086
	Query Param for immediate report in SDM subscriptions
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225510

	C4-225087
	SubscriptionId in ModificationNotification
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225511

	C4-225088
	Key Issue forSupport of NF (Service) Set Profiles
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225516

	C4-225089
	Solution for Support of NF (Service) Set Profiles
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225517

	C4-225090
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225381

	C4-225091
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225414

	C4-225092
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225415

	C4-225093
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225416

	C4-225094
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225417

	C4-225095
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225418

	C4-225096
	Solution to avoid storage and transmission of duplicate profile data
	Samsung
	postponed
	
	

	C4-225097
	Updates to Key Issue #1
	Samsung
	revised
	
	C4-225518

	C4-225098
	PLMN with disaster condition in UE-Context
	Samsung
	merged
	
	

	C4-225099
	Adding NID to TmgiAllocated type
	Huawei
	revised
	
	C4-225442

	C4-225100
	MBS Session Deactivation and (Re)activation
	Ericsson, Nokia, Nokia Shanghai Bell
	revised
	
	C4-225398

	C4-225101
	Corrections on data type of the user plane traffice flow information
	Ericsson
	revised
	
	C4-225449

	C4-225102
	Discussion on New WID for Enhancements to NSAC procedure
	ZTE
	noted
	
	

	C4-225103
	New WID: Enhancement of NSAC for maximum number of UEs with at least one PDU session/PDN connection
	ZTE
	revised
	
	C4-225371

	C4-225104
	Updates to Solution #1
	ZTE
	revised
	
	C4-225520

	C4-225105
	Solution for Downloading Large Volume Data within NF Profile
	ZTE
	revised
	
	C4-225521

	C4-225106
	Discussion on NF Planned Removal
	ZTE
	noted
	
	

	C4-225107
	NF Planned Removal
	ZTE
	postponed
	
	

	C4-225108
	Discussion on UE location provision in PDU Session Update
	ZTE
	noted
	
	

	C4-225109
	Provision of UE Location in User Plane Activation/Deactivation
	ZTE
	not pursued
	
	

	C4-225110
	Clarificaiton on Batch Operation for Subscription Retrieval
	ZTE
	revised
	
	C4-225525

	C4-225111
	Clarificaiton on Usage of RedCap RAT Type
	ZTE
	revised
	
	C4-225406

	C4-225112
	Return GUAMI of Serving AMF to GMLC
	ZTE
	revised
	
	C4-225512

	C4-225113
	Return GUAMI of Serving AMF to GMLC
	ZTE
	revised
	
	C4-225513

	C4-225114
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	revised
	
	C4-225408

	C4-225115
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	revised
	
	C4-225409

	C4-225116
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	revised
	
	C4-225410

	C4-225117
	Adding NID to TmgiAllocated type
	Huawei
	not pursued
	
	

	C4-225118
	Inter AMF mobility when UE is registered in both 3GPP and non-3GPP
	Ericsson
	revised
	
	C4-225456

	C4-225119
	Inter AMF mobility when UE is registered in SNPN with different access
	Ericsson
	revised
	
	C4-225455

	C4-225120
	Essential clarification on Gate Status
	Ericsson
	revised
	
	C4-225452

	C4-225121
	Missing API name in Nmbsmf_MBSSession Service
	Ericsson
	merged
	
	

	C4-225122
	Missing clauses for Namf_MBSBroadcast Service
	Ericsson
	revised
	
	C4-225444

	C4-225123
	Missing clauses for Namf_MBSCommunication Service
	Ericsson
	revised
	
	C4-225445

	C4-225124
	PLMN ID related to S-NSSAI
	Ericsson
	agreed
	
	

	C4-225125
	IP Ranges and IP Index
	Ericsson
	revised
	
	C4-225484

	C4-225126
	Default network instance for a S-NSSAI and DNN
	Ericsson
	revised
	
	C4-225382

	C4-225127
	UPF Selection
	Ericsson
	revised
	
	C4-225385

	C4-225128
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	revised
	
	C4-225390

	C4-225129
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	revised
	
	C4-225391

	C4-225130
	New WID on 5GS support of NR RedCap UE with long eDRX for RRC_INACTIVE State
	Ericsson
	revised
	
	C4-225372

	C4-225131
	New WID on mission critical system migration and interconnection enhancements
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225374

	C4-225132
	New WID on Secondary DN authentication and authorization in EPC IWK cases
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225494

	C4-225133
	New WID on support for 5WWC, Phase 2
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225495

	C4-225134
	New WID on 5G Timing Resiliency and TSC & URLLC enhancements
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225373

	C4-225135
	DISC on 5GC Restoration solutions
	Nokia, Nokia Shanghai Bell, Ericsson, Orange, Vodafone, AT&T, Verizon
	noted
	
	

	C4-225136
	Notification error handling
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225386

	C4-225137
	Restricting SCP to perform retries
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225485

	C4-225138
	Discovery by SCP of complete NF Profile
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225486

	C4-225139
	Feature negotiation for subscriptions to notifications occuring via an indirect path
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225481

	C4-225140
	SEPP registration and discovery with N32 purpose
	Nokia, Nokia Shanghai Bell
	revised
	C4-224180
	C4-225492

	C4-225141
	LS on Enabling operators to deploy N32 purpose specific SEPPs
	CT4
	revised
	
	C4-225487

	C4-225142
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225488

	C4-225143
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225489

	C4-225144
	Multicast MBS session (de)activation or update after an AMF failure
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225145
	Multicast MBS session (de)activation or update after an AMF failure
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225146
	MBS session update for Broadcast
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225147
	Experimental Result Codes for TS 29.273
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225148
	Experimental Result Codes for trusted / untrusted non-3GPP access not allowed
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225149
	PC5 QoS Flow IE
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225150
	Reply LS on Re-establishment of the MBS context during mobility registration update or service request procedure
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225395

	C4-225151
	Incorrect stage 2 references
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225152
	Incomplete implementation of CR 29.500 #0353
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225153
	Handling of EDNS Client Subnet option by EASDF
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225470

	C4-225154
	Incorrect implementation of CR 29.244 #0650
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225155
	Incomplete implementation of CR 29.244 #0658
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225156
	N4 requirements for MBS session deactivation and reactivation
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225157
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225490

	C4-225158
	Corrections for MBS session with PCC
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225159
	Corrections to MBS data types
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225160
	Miscellaneous corrections (OpenAPI errors, incorrect IEs and references, etc)
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225443

	C4-225161
	LS on Authorization of NF service consumers for data access via DCCF
	Nokia, Nokia Shanghai Bell
	approved
	
	

	C4-225162
	Handling of PDU sessions for Emergency services
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225163
	Handling of PDU sessions for Emergency services
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225164
	Definition of 5G DDNMF FQDN
	ZTE / Joy
	revised
	
	C4-225534

	C4-225165
	Discussion on Optimization of Authorization Policy in NF-Service Profile
	Samsung
	noted
	
	

	C4-225166
	Optimization of Authorization Policy in NF-Service Profile
	Samsung
	postponed
	
	

	C4-225167
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225432

	C4-225168
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225433

	C4-225169
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225434

	C4-225170
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225435

	C4-225171
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225436

	C4-225172
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225437

	C4-225173
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225402

	C4-225174
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225403

	C4-225175
	USS UAV Authorization/Authentication during UE requested PDN connectivity procedure
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225176
	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
	Nokia, Nokia Shanghai Bell, Huawei
	revised
	
	C4-225404

	C4-225177
	Optional support of 100 Continue response
	Nokia, Nokia Shanghai Bell
	postponed
	
	

	C4-225178
	N32-f Interface IP address
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225387

	C4-225179
	LS on N32-f addressing information
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225388

	C4-225180
	HSS Subscription Info Storage in SubscriptionDataSubscriptions
	Hewlett-Packard Enterprise
	agreed
	
	

	C4-225181
	Clarification on Object Distribution Method
	Samsung
	agreed
	
	

	C4-225182
	New WID on Enhancement of Network Slicing Phase 3
	ZTE
	noted
	
	

	C4-225183
	State of Rel-18 eNS_Ph3 work and impacts to CT WGs
	ZTE
	noted
	
	

	C4-225184
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225419

	C4-225185
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225420

	C4-225186
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225421

	C4-225187
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225422

	C4-225188
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225423

	C4-225189
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225424

	C4-225190
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225425

	C4-225191
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225426

	C4-225192
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225427

	C4-225193
	TEI18_MLR CT Aspects
	Ericsson
	noted
	
	

	C4-225194
	TEI18_MLR CT Aspects
	Ericsson
	revised
	
	C4-225375

	C4-225195
	Discussion on Feature Negotiation for UE and AM Policies
	Ericsson
	noted
	
	

	C4-225196
	Negotiated PCF Features during Mobility
	Ericsson
	withdrawn
	
	

	C4-225197
	Retry Timer for N1N2 Transfer Failure
	Ericsson
	revised
	
	C4-225389

	C4-225198
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225428

	C4-225199
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225429

	C4-225200
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225430

	C4-225201
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	revised
	
	C4-225431

	C4-225202
	AOI Status from old AMF
	Ericsson
	revised
	
	C4-225463

	C4-225203
	Area of Interest Event Status from Old AMF
	Ericsson
	revised
	
	C4-225464

	C4-225204
	PRUK and 5GPRUK Name Alignment
	Ericsson
	revised
	
	C4-225362

	C4-225205
	5GPRUK Name Alignment
	Ericsson
	revised
	
	C4-225539

	C4-225206
	5GPRUK Name Alignment
	Ericsson
	revised
	
	C4-225363

	C4-225207
	PRUK Name Alignment
	Ericsson
	revised
	
	C4-225364

	C4-225208
	5GPRUK ID Name Alignment
	Ericsson
	revised
	
	C4-225365

	C4-225209
	Service Specific Authorization Remove
	Ericsson
	revised
	
	C4-225527

	C4-225210
	Update to Service Specific Authorization Create and UpdateNotify
	Ericsson
	revised
	
	C4-225528

	C4-225211
	Corrections on DnsServerAddressInfo
	Ericsson
	agreed
	
	

	C4-225212
	MSK in Primary Authentication Successful Response
	Ericsson
	revised
	
	C4-225541

	C4-225213
	Clarification NSACF Serving Area in Discovery
	Ericsson
	revised
	
	C4-225479

	C4-225214
	Clarification NSACF Serving Area in Discovery
	Ericsson
	revised
	
	C4-225480

	C4-225215
	Preferred Features
	Ericsson
	revised
	
	C4-225498

	C4-225216
	SMSF For Roaming UEs
	Ericsson
	revised
	
	C4-225499

	C4-225217
	Correction on High Accuracy Altitude
	Ericsson
	agreed
	
	

	C4-225218
	Correction on High Accuracy Altitude
	Ericsson
	agreed
	
	

	C4-225219
	Charging Id Format
	Ericsson
	revised
	
	C4-225465

	C4-225220
	Charging Id Format
	Ericsson
	revised
	
	C4-225466

	C4-225221
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	revised
	
	C4-225468

	C4-225222
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	revised
	
	C4-225469

	C4-225223
	String Based Charging Id Support
	Ericsson
	postponed
	
	

	C4-225224
	Correction on PLMN IDs on UECM Service
	Ericsson
	agreed
	
	

	C4-225225
	Essential Clarification on SMF Deregistration
	Ericsson
	agreed
	
	

	C4-225226
	Event Subscription Termination Notification
	Ericsson
	revised
	
	C4-225461

	C4-225227
	Discussion on Charging ID via N16&N38 interface
	Ericsson
	noted
	
	

	C4-225228
	Corrections to N2 MBS Session Management Information
	ZTE
	revised
	
	C4-225457

	C4-225229
	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
	ZTE
	revised
	
	C4-225392

	C4-225230
	CT Aspects of Edge Computing Phase 2
	Huawei
	revised
	
	C4-225358

	C4-225231
	requestHeaders in ContextInfo
	Huawei
	agreed
	
	

	C4-225232
	Additional HSS Diameter Addresses in HssInfo
	Huawei
	agreed
	
	

	C4-225233
	Procedures with Create service operation
	Huawei
	revised
	
	C4-225397

	C4-225234
	Remove Uint16 and Uint16Rm
	Huawei
	agreed
	
	

	C4-225235
	Service Specific Authorization removal
	Huawei
	merged
	
	

	C4-225236
	Service Specific Authorization retrieval
	Huawei
	merged
	
	

	C4-225237
	ECS Option handling
	Huawei
	merged
	
	

	C4-225238
	PGW triggered PDN connection restoration
	Huawei
	not pursued
	
	

	C4-225239
	PGW triggered PDN connection restoration
	Huawei
	revised
	
	C4-225559

	C4-225240
	PGW triggered PDN connection restoration
	Huawei
	not pursued
	
	

	C4-225241
	PGW triggered PDN connection restoration
	Huawei
	not pursued
	
	

	C4-225242
	MBS session removal
	Huawei
	postponed
	
	

	C4-225243
	Miscellaneous corrections
	Huawei
	agreed
	
	C4-225450

	C4-225244
	Correction on country verification for satellite access
	Huawei
	revised
	
	C4-225515

	C4-225245
	Correction on country verification for satellite access
	Huawei
	agreed
	
	

	C4-225246
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	revised
	
	C4-225473

	C4-225247
	PLMN with disaster condition
	Huawei
	revised
	
	C4-225471

	C4-225248
	UE requested PDU session modification
	Huawei
	postponed
	
	

	C4-225249
	UE requested PDU session modification
	Huawei
	postponed
	
	

	C4-225250
	Value of ageOfLocationInformation
	Huawei
	revised
	
	C4-225458

	C4-225251
	Correction of boolean type IEs
	Huawei
	revised
	
	C4-225459

	C4-225252
	Notify URI change from non-roaming to roaming
	Huawei
	postponed
	
	

	C4-225253
	Data type correction
	Huawei
	revised
	
	C4-225438

	C4-225254
	PCF selection
	Huawei
	postponed
	
	

	C4-225255
	PCF selection
	Huawei
	postponed
	
	

	C4-225256
	PCF selection
	Huawei
	postponed
	
	

	C4-225257
	Invalid API version in URI in indirect communication
	Huawei
	merged
	
	

	C4-225258
	Invalid API version in URI in indirect communication
	Huawei
	merged
	
	

	C4-225259
	MB-UPF selection during broadcast session start
	Huawei, HiSilicon
	noted
	
	

	C4-225260
	MB-UPF selection during broadcast session start
	Huawei, HiSilicon
	postponed
	
	

	C4-225261
	Status of Rel-18 work related to DetNet
	Ericsson
	noted
	
	

	C4-225262
	Extensions to the TSC Framework to support DetNet
	Ericsson
	revised
	
	C4-225497

	C4-225263
	State of Rel-18 work related to additional enhancements for non-public networks in other WGs
	Ericsson
	noted
	
	

	C4-225264
	CT aspects of Enhanced support of Non-Public Networks Phase 2
	Ericsson
	revised
	
	C4-225638

	C4-225265
	Protocol enhancements for Mission Critical Services
	Ericsson
	endorsed
	
	

	C4-225266
	Data Pull improvement
	Ericsson
	withdrawn
	
	

	C4-225267
	Editor's Note on document references
	Ericsson
	merged
	
	

	C4-225268
	OpenApi Semantic Checks
	Mavenir
	not pursued
	
	

	C4-225269
	OpenApi Semantic Checks
	Mavenir
	not pursued
	
	

	C4-225270
	OpenApi Semantic Checks
	Mavenir
	not pursued
	
	

	C4-225271
	OpenApi Semantic Checks
	Mavenir
	revised
	
	C4-225413

	C4-225272
	New WID on CT aspects of enhancement to the 5GC location services - phase 3
	CATT
	revised
	
	C4-225376

	C4-225273
	Discussion on CT aspects of enhancement to the 5GC location services - phase 3
	CATT
	noted
	
	

	C4-225274
	Location service description alignment
	CATT
	merged
	
	

	C4-225275
	Location service API alignment
	CATT
	merged
	
	

	C4-225276
	Remove editors note and white spaces
	CATT
	revised
	
	C4-225533

	C4-225277
	Correct the server url and some table styles
	CATT
	agreed
	
	

	C4-225278
	Impact of Shared NG-U Termination on MBS Restoration Procedures
	Samsung
	revised
	
	C4-225393

	C4-225279
	Discussion on Rel-18 AIMLsys impacts to CT WGs
	Samsung
	noted
	
	

	C4-225280
	L2TP tunnel failure cause
	Samsung
	revised
	
	C4-225453

	C4-225281
	String Based Charging Id Support
	Ericsson
	revised
	
	C4-225412

	C4-225282
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	revised
	
	C4-225446

	C4-225283
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	revised
	
	C4-225448

	C4-225284
	Update SM Context service operation for multicast MBS session related procedures
	CATT
	merged
	
	

	C4-225285
	Update SM Context service operation for multicast MBS session related procedures
	CATT
	merged
	
	

	C4-225286
	N1N2MessageTransfer for multicast MBS session related procedures
	CATT
	merged
	
	

	C4-225287
	Discussion on re-establishment of the MBS context during mobility registration update or service request procedure
	CATT
	noted
	
	

	C4-225288
	Reply LS on re-establishment of the MBS context during mobility registration update or service request procedure
	CATT
	noted
	
	

	C4-225289
	New WID on CT aspects of proximity based services in 5GS Phase 2
	CATT
	revised
	
	C4-225377

	C4-225290
	Discussion on CT aspects of proximity based services in 5GS Phase 2
	CATT
	noted
	
	

	C4-225291
	Discussion on 5GC restoration improvement
	China Mobile
	noted
	
	

	C4-225292
	New SID on 5GC restoration improvement
	China Mobile
	noted
	
	

	C4-225293
	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	SA3-LI
	noted
	
	

	C4-225294
	Discussion on CT aspects of Personal IoT Network
	vivo
	noted
	
	

	C4-225295
	new WID on Personal IoT Network
	vivo
	revised
	
	C4-225378

	C4-225296
	Discussion on Security Vulnerabilities highlighted by GSMA LS C4-225023
	Samsung
	noted
	
	

	C4-225297
	Correct the caption of the figure
	Ericsson
	merged
	
	

	C4-225298
	Per Qos Flow error notification
	Intel
	postponed
	
	

	C4-225299
	Correction on Internal Group Id creation
	Ericsson
	agreed
	
	

	C4-225300
	Correction on Internal Group Id creation
	Ericsson
	agreed
	
	

	C4-225301
	UE onboarding indication in authentication request
	Ericsson
	agreed
	
	

	C4-225302
	New WID on CT aspects on 5G AM Policy
	China Telecom
	postponed
	
	

	C4-225303
	Description fields in enumerations
	Ericsson
	revised
	
	C4-225540

	C4-225304
	Data Restoration Notification for Nudm_EE
	Ericsson
	revised
	
	C4-225529

	C4-225305
	Standalone Notifications
	Ericsson
	agreed
	
	

	C4-225306
	New WID on CT aspects of 5G System with Satellite Backhaul
	CATT
	revised
	
	C4-225379

	C4-225307
	Standalone Notifications
	Ericsson
	agreed
	
	

	C4-225308
	Discussion on CT aspects of 5G System with Satellite Backhaul
	CATT
	noted
	
	

	C4-225309
	Clarification of IpEndPoint
	Ericsson
	agreed
	
	

	C4-225310
	Improvement to UDM-triggered PDU Session deregistration procedure
	Ericsson
	agreed
	
	

	C4-225311
	AA Payload type indication
	Qualcomm Incorporated
	noted
	
	

	C4-225312
	Corrections for Auth message type
	Qualcomm Incorporated, Huawei, Nokia, Nokia Shanghai Bell, Ericsson
	revised
	C4-224331
	C4-225472

	C4-225313
	Status of Rel-18 work on UAS_Ph2
	Qualcomm Incorporated
	noted
	
	

	C4-225314
	New WID on CT Aspect of Further Architecture Enhancement for UAV and UAM
	Qualcomm Incorporated
	postponed
	
	

	C4-225315
	Status of Rel-18 work on Vehicle Mounted Relays (VMR)
	Qualcomm Incorporated
	noted
	
	

	C4-225316
	New WID on CT aspects of architecture enhancements for vehicle mounted relays
	Qualcomm Incorporated
	postponed
	
	

	C4-225317
	Slice-specific N3IWF FQDNs
	Qualcomm Incorporated
	agreed
	
	

	C4-225318
	NAI format for 5G registration via trusted access using SNPN
	Lenovo
	revised
	
	C4-225401

	C4-225319
	TEI18_IPv6PD status
	Ericsson
	noted
	
	

	C4-225320
	CT aspects of General Support of IPv6 Prefix Delegation in 5GS
	Ericsson
	revised
	
	C4-225496

	C4-225321
	Discussion on Rel-18 Generic Group Management, Exposure and Communication Enhancements
	Huawei
	noted
	
	

	C4-225322
	Updates on Key Issue #1 for FS_NRFe
	Huawei
	revised
	
	C4-225519

	C4-225323
	New Solution for Key Issue #1 of FS_NRFe with enhanced inter NRF interaction
	Huawei
	revised
	
	C4-225522

	C4-225324
	New Solution for Key Issue #1 of FS_NRFe to support set level shared data
	Huawei
	revised
	
	C4-225523

	C4-225325
	Updates on Baseline
	Huawei
	revised
	
	C4-225524

	C4-225326
	New KI on Avoid Duplicate Registration Messages from Different NRF Set Members
	Huawei
	merged
	
	

	C4-225327
	New KI on Signaling overhead of NF discovery responses between different PLMNs
	Huawei
	agreed
	
	

	C4-225328
	Discussion on Enhancement of shared data handling
	Huawei
	noted
	
	

	C4-225329
	New WID on Enhancement of Shared Data Handling
	Huawei
	revised
	
	C4-225380

	C4-225330
	Boolean type IEs definition correction
	Huawei
	revised
	
	C4-225476

	C4-225331
	boolean type IEs definition correction
	Huawei
	revised
	
	C4-225475

	C4-225332
	boolean type IEs definition correction
	Huawei
	revised
	
	C4-225478

	C4-225333
	Editorial corrctions
	Huawei
	revised
	
	C4-225477

	C4-225334
	Update on LocationInfo
	Huawei
	merged
	
	

	C4-225335
	Update on LocationInfo
	Huawei
	merged
	
	

	C4-225336
	Update on vgmlcAddress
	Huawei
	not pursued
	
	

	C4-225337
	Update on vgmlcAddress
	Huawei
	not pursued
	
	

	C4-225338
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	merged
	
	

	C4-225339
	Update on ProSeAuthenticationInfoResult
	Huawei
	revised
	
	C4-225531

	C4-225340
	Update on the OpenAPI for missing Serving network name
	Huawei
	merged
	
	

	C4-225341
	Corrections on the SUCI in ProSeAuthenticationInfo
	Huawei
	not pursued
	
	

	C4-225342
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	merged
	
	

	C4-225343
	Update on Nausf_UEAuthentication_Authenticate service operation
	Huawei
	revised
	
	C4-225535

	C4-225344
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	merged
	
	

	C4-225345
	Resolve the Editor's Note
	Huawei
	merged
	
	

	C4-225346
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	merged
	
	

	C4-225347
	Update on the procedure title
	Huawei
	agreed
	
	

	C4-225348
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	merged
	
	

	C4-225349
	Update on indication of AerialUESubscriptionInfo
	Huawei
	agreed
	
	

	C4-225350
	Optimization of NF service discovery for avoiding duplicated signaling overhead
	Huawei
	revised
	
	C4-225544

	C4-225351
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	revised
	
	C4-225440

	C4-225352
	New WID on CT aspects of 5G System Enabler for Service Function Chaining
	Intel
	revised
	
	C4-225383

	C4-225353
	Removing editor's notes from Rel-17
	Huawei
	postponed
	
	

	C4-225354
	Removing editor's notes from Rel-17
	Huawei
	withdrawn
	
	

	C4-225355
	Removing editor's notes from Rel-17
	Huawei
	withdrawn
	
	

	C4-225356
	Removing editor's notes from Rel-17
	Huawei
	withdrawn
	
	

	C4-225357
	Removing editor's notes from Rel-17
	Huawei
	revised
	
	C4-225646

	C4-225358
	CT Aspects of Edge Computing Phase 2
	Huawei
	revised
	C4-225230
	C4-225384

	C4-225359
	State of Rel-18 SFC work and impacts to CT WGs
	Intel
	noted
	
	

	C4-225360
	NAI used for trusted non-3GPP access supporting SNPNs
	Intel
	merged
	
	

	C4-225361
	New WID on CT aspects of Enhanced support of Non-Public Networks Phase 2
	Ericsson
	withdrawn
	
	

	C4-225362
	PRUK and 5GPRUK Name Alignment
	Ericsson, CATT
	revised
	C4-225204
	C4-225532

	C4-225363
	5GPRUK Name Alignment
	Ericsson, CATT
	revised
	C4-225206
	C4-225536

	C4-225364
	PRUK Name Alignment
	Ericsson, CATT
	revised
	C4-225207
	C4-225537

	C4-225365
	5GPRUK ID Name Alignment
	Ericsson, CATT
	revised
	C4-225208
	C4-225538

	C4-225366
	Immediate reporting for policy data
	Nokia, Nokia Shanghai Bell
	agreed
	
	

	C4-225367
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	revised
	
	C4-225407

	C4-225368
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	not pursued
	
	

	C4-225369
	NAI format for 5G NSWO
	Huawei, Lenovo
	revised
	C4-225061
	C4-225483

	C4-225370
	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	CT4
	revised
	-
	C4-225542

	C4-225371
	New WID: Enhancement of NSAC for maximum number of UEs with at least one PDU session/PDN connection
	ZTE
	agreed
	C4-225103
	-

	C4-225372
	New WID on 5GS support of NR RedCap UE with long eDRX for RRC_INACTIVE State
	Ericsson
	agreed
	C4-225130
	-

	C4-225373
	New WID on 5G Timing Resiliency and TSC & URLLC enhancements
	Nokia, Nokia Shanghai Bell
	endorsed
	C4-225134
	-

	C4-225374
	New WID on mission critical system migration and interconnection enhancements
	Nokia, Nokia Shanghai Bell
	endorsed
	C4-225131
	-

	C4-225375
	TEI18_MLR CT Aspects
	Ericsson
	agreed
	C4-225194
	-

	C4-225376
	New WID on CT aspects of enhancement to the 5GC location services - phase 3
	CATT
	revised
	C4-225272
	C4-225548

	C4-225377
	New WID on CT aspects of proximity based services in 5GS Phase 2
	CATT
	endorsed
	C4-225289
	-

	C4-225378
	new WID on Personal IoT Network
	vivo
	endorsed
	C4-225295
	-

	C4-225379
	New WID on CT aspects of 5G System with Satellite Backhaul
	CATT
	endorsed
	C4-225306
	-

	C4-225380
	New WID on Enhancement on Shared Data ID and Handling
	Huawei
	agreed
	C4-225329
	-

	C4-225381
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225090
	-

	C4-225382
	Default network instance for a S-NSSAI and DNN
	Ericsson
	agreed
	C4-225126
	-

	C4-225383
	New WID on CT aspects of 5G System Enabler for Service Function Chaining
	Intel
	endorsed
	C4-225352
	-

	C4-225384
	CT Aspects of Edge Computing Phase 2
	Huawei
	revised
	C4-225358
	C4-225563

	C4-225385
	UPF Selection
	Ericsson
	revised
	C4-225127
	C4-225545

	C4-225386
	Notification error handling
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225136
	-

	C4-225387
	N32-f Interface IP address
	Nokia, Nokia Shanghai Bell
	postponed
	C4-225178
	-

	C4-225388
	LS on N32-f addressing information
	Nokia, Nokia Shanghai Bell
	revised
	C4-225179
	C4-225571

	C4-225389
	Retry Timer for N1N2 Transfer Failure
	Ericsson
	agreed
	C4-225197
	-

	C4-225390
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	agreed
	C4-225128
	-

	C4-225391
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	agreed
	C4-225129
	-

	C4-225392
	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
	ZTE
	revised
	C4-225229
	C4-225630

	C4-225393
	Impact of Shared NG-U Termination on MBS Restoration Procedures
	Samsung
	revised
	C4-225278
	C4-225555

	C4-225394
	Reply LS on shared NG-U Termination among gNBs
	CT4
	revised
	-
	C4-225556

	C4-225395
	Reply LS on Re-establishment of the MBS context during mobility registration update or service request procedure
	Nokia, Nokia Shanghai Bell
	revised
	C4-225150
	C4-225562

	C4-225396
	Add the description of MBS using update SM context service
	Ericsson, CATT
	agreed
	C4-225077
	-

	C4-225397
	Procedures with Create service operation
	Huawei
	agreed
	C4-225233
	-

	C4-225398
	MBS Session Deactivation and (Re)activation
	Ericsson, Nokia, Nokia Shanghai Bell
	agreed
	C4-225100
	-

	C4-225399
	Add MBS Update procedure to the ContextCreate service operation
	Ericsson
	agreed
	C4-225079
	-

	C4-225400
	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
	Ericsson
	revised
	C4-225081
	C4-225554

	C4-225401
	NAI format for 5G registration via trusted access using SNPN
	Lenovo, Intel
	revised
	C4-225318
	C4-225652

	C4-225402
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225173
	-

	C4-225403
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell, Huawei
	revised
	C4-225174
	C4-225567

	C4-225404
	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
	Nokia, Nokia Shanghai Bell
	revised
	C4-225176
	C4-225570

	C4-225405
	CT aspect of Seamless UE context recovery
	Samsung
	revised
	-
	C4-225543

	C4-225406
	Clarificaiton on Usage of RedCap RAT Type
	ZTE
	agreed
	C4-225111
	-

	C4-225407
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	revised
	C4-225367
	C4-225547

	C4-225408
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	agreed
	C4-225114
	-

	C4-225409
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	agreed
	C4-225115
	-

	C4-225410
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	agreed
	C4-225116
	-

	C4-225411
	LS out Rel17 Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism
	CT4
	approved
	-
	-

	C4-225412
	String Based Charging Id Support
	Ericsson
	postponed
	C4-225281
	-

	C4-225413
	OpenApi Semantic Checks
	Mavenir
	agreed
	C4-225271
	-

	C4-225414
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225091
	-

	C4-225415
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225092
	-

	C4-225416
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225093
	-

	C4-225417
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225094
	-

	C4-225418
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225095
	-

	C4-225419
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225184
	-

	C4-225420
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225185
	-

	C4-225421
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225186
	-

	C4-225422
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225187
	-

	C4-225423
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225188
	-

	C4-225424
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225189
	-

	C4-225425
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225190
	-

	C4-225426
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225191
	-

	C4-225427
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225192
	-

	C4-225428
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225198
	-

	C4-225429
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225199
	-

	C4-225430
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225200
	-

	C4-225431
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225201
	-

	C4-225432
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225167
	-

	C4-225433
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225168
	-

	C4-225434
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225169
	-

	C4-225435
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225170
	-

	C4-225436
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225171
	-

	C4-225437
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225172
	-

	C4-225438
	Data type correction
	Huawei
	revised
	C4-225253
	C4-225439

	C4-225439
	Data type correction
	Huawei
	agreed
	C4-225438
	-

	C4-225440
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	revised
	C4-225351
	C4-225546

	C4-225441
	Add mbmsGwTunAddr attibute in DistSession data type
	Ericsson
	agreed
	C4-225084
	-

	C4-225442
	Adding NID to TmgiAllocated type
	Huawei
	revised
	C4-225099
	C4-225553

	C4-225443
	Miscellaneous corrections (OpenAPI errors, incorrect IEs and references, etc)
	Nokia, Nokia Shanghai Bell, Ericsson
	agreed
	C4-225160
	-

	C4-225444
	Missing clauses for Namf_MBSBroadcast Service
	Ericsson
	agreed
	C4-225122
	-

	C4-225445
	Missing clauses for Namf_MBSCommunication Service
	Ericsson
	agreed
	C4-225123
	-

	C4-225446
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	agreed
	C4-225282
	-

	C4-225447
	Add the description of MBS using update SM context service
	Ericsson, CATT
	agreed
	-
	-

	C4-225448
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	agreed
	C4-225283
	-

	C4-225449
	Corrections on data type of the user plane traffice flow information
	Ericsson
	agreed
	C4-225101
	-

	C4-225450
	Miscellaneous corrections
	Huawei
	withdrawn
	C4-225243
	-

	C4-225451
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	revised
	C4-225073
	C4-225636

	C4-225452
	Essential clarification on Gate Status
	Ericsson
	agreed
	C4-225120
	-

	C4-225453
	L2TP tunnel failure cause
	Samsung
	revised
	C4-225280
	C4-225454

	C4-225454
	L2TP tunnel failure cause
	Samsung
	revised
	C4-225453
	C4-225568

	C4-225455
	Inter AMF mobility when UE is registered in SNPN with different access
	Ericsson
	agreed
	C4-225119
	-

	C4-225456
	Inter AMF mobility when UE is registered in both 3GPP and non-3GPP
	Ericsson
	agreed
	C4-225118
	-

	C4-225457
	Corrections to N2 MBS Session Management Information
	ZTE
	agreed
	C4-225228
	-

	C4-225458
	Value of ageOfLocationInformation
	Huawei
	agreed
	C4-225250
	-

	C4-225459
	Correction of boolean type IEs
	Huawei
	agreed
	C4-225251
	-

	C4-225460
	New WID on Media Description and Event Supscription in Capability Exposure
	China Mobile
	withdrawn
	-
	-

	C4-225461
	Event Subscription Termination Notification
	Ericsson
	revised
	C4-225226
	C4-225462

	C4-225462
	Event Subscription Termination Notification
	Ericsson
	revised
	C4-225461
	C4-225637

	C4-225463
	Area of Interest Event Status from Old AMF
	Ericsson
	revised
	C4-225202
	C4-225648

	C4-225464
	Area of Interest Event Status from Old AMF
	Ericsson
	revised
	C4-225203
	C4-225649

	C4-225465
	Charging Id Format
	Ericsson, Nokia, Nokia Shanghai Bell
	agreed
	C4-225219
	-

	C4-225466
	Charging Id Format
	Ericsson, Nokia, Nokia Shanghai Bell
	agreed
	C4-225220
	-

	C4-225467
	Charging Id Format
	Ericsson, Nokia, Nokia Shanghai Bell
	agreed
	-
	-

	C4-225468
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	agreed
	C4-225221
	-

	C4-225469
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	agreed
	C4-225222
	-

	C4-225470
	Handling of EDNS Client Subnet option by EASDF
	Nokia, Nokia Shanghai Bell, Huawei
	agreed
	C4-225153
	-

	C4-225471
	PLMN with disaster condition
	Huawei, Samsung
	agreed
	C4-225247
	-

	C4-225472
	Corrections for Auth message type
	Qualcomm Incorporated, Huawei, Nokia, Nokia Shanghai Bell, Ericsson
	agreed
	C4-225312
	-

	C4-225473
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	revised
	C4-225246
	C4-225564

	C4-225474
	UE Location (Cell-ID) missing over SGd (OFR & TFA)
	AT&T, Ericsson, Nokia, Nokia Shanghai Bell
	agreed
	C4-225072
	-

	C4-225475
	boolean type IEs definition correction
	Huawei
	agreed
	C4-225331
	-

	C4-225476
	Boolean type IEs definition correction
	Huawei
	agreed
	C4-225330
	-

	C4-225477
	Editorial corrctions
	Huawei
	agreed
	C4-225333
	-

	C4-225478
	boolean type IEs definition correction
	Huawei
	agreed
	C4-225332
	-

	C4-225479
	Clarification NSACF Serving Area in Discovery
	Ericsson
	revised
	C4-225213
	C4-225628

	C4-225480
	Clarification NSACF Serving Area in Discovery
	Ericsson
	revised
	C4-225214
	C4-225629

	C4-225481
	Feature negotiation for subscriptions to notifications occuring via an indirect path
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225139
	-

	C4-225482
	Reply LS on negotiation of supported features when subscription to notifications occurs via an indirect path
	CT4
	approved
	-
	-

	C4-225483
	NAI format for 5G NSWO
	Huawei, Lenovo
	revised
	C4-225369
	C4-225633

	C4-225484
	IP Ranges and IP Index
	Ericsson
	revised
	C4-225125
	C4-225631

	C4-225485
	Restricting SCP to perform retries
	Nokia, Nokia Shanghai Bell
	revised
	C4-225137
	C4-225650

	C4-225486
	Discovery by SCP of complete NF Profile
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225138
	-

	C4-225487
	LS on Enabling operators to deploy N32 purpose specific SEPPs
	CT4
	revised
	C4-225141
	C4-225493

	C4-225488
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225142
	-

	C4-225489
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225143
	-

	C4-225490
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225157
	-

	C4-225491
	Discussion on Charging ID Handling Between PLMNs
	nn
	noted
	-
	-

	C4-225492
	SEPP registration and discovery with N32 purpose
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225140
	-

	C4-225493
	LS on Enabling operators to deploy N32 purpose specific SEPPs
	CT4
	approved
	C4-225487
	-

	C4-225494
	New WID on Secondary DN authentication and authorization in EPC IWK cases
	Nokia, Nokia Shanghai Bell
	endorsed
	C4-225132
	-

	C4-225495
	New WID on support for 5WWC, Phase 2
	Nokia, Nokia Shanghai Bell
	endorsed
	C4-225133
	-

	C4-225496
	CT aspects of General Support of IPv6 Prefix Delegation in 5GS
	Ericsson
	endorsed
	C4-225320
	-

	C4-225497
	Extensions to the TSC Framework to support DetNet
	Ericsson
	endorsed
	C4-225262
	-

	C4-225498
	Preferred Features
	Ericsson
	agreed
	C4-225215
	-

	C4-225499
	SMSF For Roaming UEs
	Ericsson
	revised
	C4-225216
	C4-225572

	C4-225500
	Data Pull improvement
	Ericsson, Orange
	agreed
	-
	-

	C4-225501
	Data Pull improvement
	Ericsson, Orange
	agreed
	-
	-

	C4-225502
	Data Pull improvement
	Ericsson, Orange
	agreed
	-
	-

	C4-225503
	Data Pull improvement
	Ericsson, Orange
	agreed
	-
	-

	C4-225504
	Implicit unsubscribe
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225067
	-

	C4-225505
	Cardinality of SmfRegList alignment with yaml
	Nokia, Nokia Shanghai Bell, Verizon
	agreed
	C4-225012
	-

	C4-225506
	Access Type Restriction
	Hewlett-Packard Enterprise
	agreed
	C4-225062
	-

	C4-225507
	Immediate Report
	Nokia, Nokia Shanghai Bell, Verizon
	agreed
	C4-225066
	-

	C4-225508
	Immediate Report in subscribe response
	Nokia, Nokia Shanghai Bell, Verizon
	agreed
	C4-225065
	-

	C4-225509
	ProSe Authentication Vector Cardinality
	Nokia, Nokia Shanghai Bell
	revised
	C4-225085
	C4-225551

	C4-225510
	Query Param for immediate report in SDM subscriptions
	Nokia, Nokia Shanghai Bell
	revised
	C4-225086
	C4-225552

	C4-225511
	SubscriptionId in ModificationNotification
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225087
	-

	C4-225512
	Return GUAMI of Serving AMF to GMLC
	ZTE
	agreed
	C4-225112
	-

	C4-225513
	Return GUAMI of Serving AMF to GMLC
	ZTE
	agreed
	C4-225113
	-

	C4-225514
	Update on vgmlcAddress
	Huawei
	revised
	-
	C4-225565

	C4-225515
	Correction on country verification for satellite access
	Huawei
	agreed
	C4-225244
	-

	C4-225516
	Key Issue forSupport of NF (Service) Set Profiles
	Nokia, Nokia Shanghai Bell
	revised
	C4-225088
	C4-225549

	C4-225517
	Solution for Support of NF (Service) Set Profiles
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225089
	-

	C4-225518
	Updates to Key Issue #1
	Samsung
	revised
	C4-225097
	C4-225550

	C4-225519
	Updates on Key Issue #1 for FS_NRFe
	Huawei
	revised
	C4-225322
	C4-225557

	C4-225520
	Updates to Solution #1
	ZTE
	agreed
	C4-225104
	-

	C4-225521
	Solution for Downloading Large Volume Data within NF Profile
	ZTE
	agreed
	C4-225105
	-

	C4-225522
	New Solution for Key Issue #1 of FS_NRFe with enhanced inter NRF interaction
	Huawei
	revised
	C4-225323
	C4-225558

	C4-225523
	New Solution for Key Issue #1 of FS_NRFe to support set level shared data
	Huawei
	revised
	C4-225324
	C4-225560

	C4-225524
	Updates on Baseline
	Huawei
	revised
	C4-225325
	C4-225561

	C4-225525
	Clarificaiton on Batch Operation for Subscription Retrieval
	ZTE
	agreed
	C4-225110
	-

	C4-225526
	Editorial correction in TS 23.540
	China Telecom Corporation Ltd.
	postponed
	C4-225059
	-

	C4-225527
	Service Specific Authorization Remove
	Ericsson
	agreed
	C4-225209
	-

	C4-225528
	Update to Service Specific Authorization Create and UpdateNotify
	Ericsson
	agreed
	C4-225210
	-

	C4-225529
	Data Restoration Notification for Nudm_EE
	Ericsson
	agreed
	C4-225304
	-

	C4-225530
	ServingNetworkName in ProSeAuthenticationInfoRequest
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225010
	-

	C4-225531
	Update on ProSeAuthenticationInfoResult
	Huawei
	revised
	C4-225339
	C4-225644

	C4-225532
	PRUK and 5GPRUK Name Alignment
	Ericsson, CATT
	agreed
	C4-225362
	-

	C4-225533
	Remove editors note and white spaces
	CATT
	agreed
	C4-225276
	-

	C4-225534
	Definition of 5G DDNMF FQDN
	ZTE / Joy
	agreed
	C4-225164
	-

	C4-225535
	Update on Nausf_UEAuthentication_Authenticate service operation
	Huawei
	agreed
	C4-225343
	-

	C4-225536
	5GPRUK Name Alignment
	Ericsson, CATT
	agreed
	C4-225363
	-

	C4-225537
	PRUK Name Alignment
	Ericsson, CATT
	agreed
	C4-225364
	-

	C4-225538
	5GPRUK ID Name Alignment
	Ericsson, CATT
	agreed
	C4-225365
	-

	C4-225539
	5GPRUK Name Alignment
	Ericsson
	agreed
	C4-225205
	-

	C4-225540
	Description fields in enumerations
	Ericsson
	agreed
	C4-225303
	-

	C4-225541
	MSK in Primary Authentication Successful Response
	Ericsson
	agreed
	C4-225212
	-

	C4-225542
	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	CT4
	approved
	C4-225370
	-

	C4-225543
	CT aspect of Seamless UE context recovery
	Samsung
	endorsed
	C4-225405
	-

	C4-225544
	Optimization of NF service discovery for avoiding duplicated signaling overhead
	Huawei
	revised
	C4-225350
	C4-225569

	C4-225545
	UPF Selection
	Ericsson
	agreed
	C4-225385
	-

	C4-225546
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	revised
	C4-225440
	C4-225627

	C4-225547
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	revised
	C4-225407
	C4-225647

	C4-225548
	New WID on CT aspects of enhancement to the 5GC location services - phase 3
	CATT
	agreed
	C4-225376
	-

	C4-225549
	Key Issue forSupport of NF (Service) Set Profiles
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225516
	-

	C4-225550
	Updates to Key Issue #1
	Samsung
	revised
	C4-225518
	C4-225573

	C4-225551
	ProSe Authentication Vector Cardinality
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225509
	-

	C4-225552
	Query Param for immediate report in SDM subscriptions
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225510
	-

	C4-225553
	Adding NID to TmgiAllocated type
	Huawei
	agreed
	C4-225442
	-

	C4-225554
	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
	Ericsson
	agreed
	C4-225400
	-

	C4-225555
	Impact of Shared NG-U Termination on MBS Restoration Procedures
	Samsung
	agreed
	C4-225393
	-

	C4-225556
	Reply LS on shared NG-U Termination among gNBs
	CT4
	approved
	C4-225394
	-

	C4-225557
	Updates on Key Issue #1 for FS_NRFe
	Huawei
	agreed
	C4-225519
	-

	C4-225558
	New Solution for Key Issue #1 of FS_NRFe with enhanced inter NRF interaction
	Huawei, China Telecom
	agreed
	C4-225522
	-

	C4-225559
	PGW triggered PDN connection restoration
	Huawei
	agreed
	C4-225239
	-

	C4-225560
	New Solution for Key Issue #1 of FS_NRFe to support set level shared data
	Huawei, China Telecom
	agreed
	C4-225523
	-

	C4-225561
	Updates on Baseline
	Huawei, China Telecom
	agreed
	C4-225524
	-

	C4-225562
	Reply LS on Re-establishment of the MBS context during mobility registration update or service request procedure
	Nokia, Nokia Shanghai Bell
	approved
	C4-225395
	-

	C4-225563
	CT Aspects of Edge Computing Phase 2
	Huawei
	revised
	C4-225384
	C4-225632

	C4-225564
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	revised
	C4-225473
	C4-225654

	C4-225565
	Update on vgmlcAddress
	Huawei
	agreed
	C4-225514
	-

	C4-225566
	NAI format for 5G NSWO
	CT4
	revised
	-
	C4-225634

	C4-225567
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell, Huawei
	agreed
	C4-225403
	

	C4-225568
	L2TP tunnel failure cause
	Samsung
	agreed
	C4-225454
	-

	C4-225569
	Optimization of NF service discovery for avoiding duplicated signaling overhead
	Huawei
	agreed
	C4-225544
	-

	C4-225570
	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225404
	-

	C4-225571
	LS on N32-f addressing information
	Nokia, Nokia Shanghai Bell
	approved
	C4-225388
	-

	C4-225572
	SMSF For Roaming UEs
	Ericsson
	revised
	C4-225499
	C4-225651

	C4-225573
	Updates to Key Issue #1
	Samsung
	agreed
	C4-225550
	-

	C4-225574
	3GPP TR 29.831 v0.1.0
	Nokia
	agreed
	
	

	C4-225575
	29.502 Rel-18 API version and External doc update
	Nokia
	agreed
	
	

	C4-225576
	29.503 Rel-18 API version and External doc update
	Nokia
	agreed
	
	

	C4-225577
	29.504 Rel-18 API version and External doc update
	China Mobile
	agreed
	
	

	C4-225578
	29.505 Rel-18 External doc update
	China Mobile
	agreed
	
	

	C4-225579
	29.509 Rel-18 API version and External doc update
	Orange
	agreed
	
	

	C4-225580
	29.510 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225581
	29.511 Rel-18 API version and External doc update
	Deutsche Telekom
	agreed
	
	

	C4-225582
	29.515 Rel-18 API version and External doc update
	CATT
	agreed
	
	

	C4-225583
	29.518 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225584
	29.526 Rel-18 API version and External doc update
	ZTE
	agreed
	
	

	C4-225585
	29.531 Rel-18 API version and External doc update
	Huawei
	agreed
	
	

	C4-225586
	29.536 Rel-18 API version and External doc update
	ZTE
	agreed
	
	

	C4-225587
	29.540 Rel-18 API version and External doc update
	ZTE
	agreed
	
	

	C4-225588
	29.541 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225589
	29.542 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225590
	29.544 Rel-18 API version and External doc update
	Nokia
	agreed
	
	

	C4-225591
	29.550 Rel-18 API version and External doc update
	Orange
	agreed
	
	

	C4-225592
	29.553 Rel-18 API version and External doc update
	CATT
	agreed
	
	

	C4-225593
	29.555 Rel-18 API version and External doc update
	CATT
	agreed
	
	

	C4-225594
	29.556 Rel-18 API version and External doc update
	Huawei
	agreed
	
	

	C4-225595
	29.562 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225596
	29.563 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225597
	29.571 Rel-18 API version and External doc update
	Huawei
	agreed
	
	

	C4-225598
	29.572 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225599
	29.573 Rel-18 API version and External doc update
	Huawei
	agreed
	
	

	C4-225600
	29.577 Rel-18 API version and External doc update
	Huawei
	agreed
	
	

	C4-225601
	29.578 Rel-18 API version and External doc update
	Nokia
	agreed
	
	

	C4-225602
	29.579 Rel-18 API version and External doc update
	China Telecom
	agreed
	
	

	C4-225603
	29.598 Rel-18 API version and External doc update
	HPe
	agreed
	
	

	C4-225604
	29.673 Rel-18 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225605
	29.256 Rel-17 API version and External doc update
	Qualcomm
	agreed
	
	

	C4-225606
	29.502 Rel-17 API version and External doc update
	Nokia
	agreed
	
	

	C4-225607
	29.503 Rel-17 API version and External doc update
	Nokia
	agreed
	
	

	C4-225608
	29.504 Rel-17 API version and External doc update
	China Mobile
	agreed
	
	

	C4-225609
	29.505 Rel-17 External doc update
	China Mobile
	agreed
	
	

	C4-225610
	29.509 Rel-17 API version and External doc update
	Orange
	agreed
	
	

	C4-225611
	29.510 Rel-17 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225612
	29.518 Rel-17 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225613
	29.526 Rel-17 API version and External doc update
	ZTE
	agreed
	
	

	C4-225614
	29.532 Rel-17 API version and External doc update
	Huawei
	agreed
	
	

	C4-225615
	29.553 Rel-17 API version and External doc update
	CATT
	agreed
	
	

	C4-225616
	29.559 Rel-17 API version and External doc update
	CATT
	agreed
	
	

	C4-225617
	29.571 Rel-17 API version and External doc update
	Huawei
	agreed
	
	

	C4-225618
	29.572 Rel-17 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225619
	29.579 Rel-17 API version and External doc update
	China Telecom
	withdrawn
	
	

	C4-225620
	29.581 Rel-17 API version and External doc update
	Samsung
	agreed
	
	

	C4-225621
	29.502 Rel-16 API version and External doc update
	Nokia
	agreed
	
	

	C4-225622
	29.503 Rel-16 API version and External doc update
	Nokia
	agreed
	
	

	C4-225623
	29.510 Rel-16 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225624
	29.518 Rel-16 API version and External doc update
	Ericsson
	agreed
	
	

	C4-225625
	29.571 Rel-16 API version and External doc update
	Huawei
	withdrawn
	
	

	C4-225626
	29.510 Rel-15 API version and External doc update
	Ericsson
	withdrawn
	
	

	C4-225627
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	agreed
	C4-225546
	-

	C4-225628
	NSACF Discovery with Locality
	Ericsson
	agreed
	C4-225479
	-

	C4-225629
	Clarification NSACF Serving Area in Discovery
	Ericsson
	agreed
	C4-225480
	-

	C4-225630
	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
	ZTE
	agreed
	C4-225392
	-

	C4-225631
	IP Ranges and IP Index
	Ericsson
	revised
	C4-225484
	C4-225639

	C4-225632
	CT Aspects of Edge Computing Phase 2
	Huawei
	agreed
	C4-225563
	-

	C4-225633
	NAI format for 5G NSWO
	Huawei, Lenovo
	revised
	C4-225483
	C4-225640

	C4-225634
	NAI format for 5G NSWO
	CT4
	revised
	C4-225566
	C4-225641

	C4-225635
		Correcting a label in SUCI in NAI format
	Huawei
	revised
	-
	C4-225642

	C4-225636
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	revised
	C4-225451
	C4-225645

	C4-225637
	Event Subscription Termination Notification
	Ericsson
	agreed
	C4-225462
	-

	C4-225638
	CT aspects of Enhanced support of Non-Public Networks Phase 2
	Ericsson
	endorsed
	C4-225264
	-

	C4-225639
	IP Ranges and IP Index
	Ericsson
	agreed
	C4-225631
	-

	C4-225640
	NAI format for 5G NSWO
	Huawei, Lenovo
	agreed
	C4-225633
	-

	C4-225641
	NAI format for 5G NSWO
	CT4
	approved
	C4-225634
	-

	C4-225642
		Correcting a label in SUCI in NAI format
	Huawei
	agreed
	C4-225635
	-

	C4-225643
		Correcting a label in SUCI in NAI format
	Huawei
	agreed
	-
	-

	C4-225644
	Update on ProSeAuthenticationInfoResult
	Huawei, Nokia, Nokia Shanghai Bell
	revised
	C4-225531
	C4-225653

	C4-225645
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	agreed
	C4-225636
	-

	C4-225646
	Removing editor's notes from Rel-17
	Huawei, Hpe
	agreed
	C4-225357
	-

	C4-225647
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	agreed
	C4-225547
	-

	C4-225648
	Area of Interest Event Status from Old AMF
	Ericsson
	revised
	C4-225463
	C4-225655

	C4-225649
	Area of Interest Event Status from Old AMF
	Ericsson
	revised
	C4-225464
	C4-225656

	C4-225650
	Restricting SCP to perform retries
	Nokia, Nokia Shanghai Bell
	agreed
	C4-225485
	-

	C4-225651
	SMSF For Roaming UEs
	Ericsson
	agreed
	C4-225572
	-

	C4-225652
	NAI format for 5G registration via trusted access using SNPN
	Lenovo, Intel
	postponed
	C4-225401
	-

	C4-225653
	Update on ProSeAuthenticationInfoResult
	Huawei, Nokia, Nokia Shanghai Bell
	agreed
	C4-225644
	-

	C4-225654
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	agreed
	C4-225564
	-

	C4-225655
	Area of Interest Event Status from Old AMF
	Ericsson
	agreed
	C4-225648
	-

	C4-225656
	Area of Interest Event Status from Old AMF
	Ericsson
	agreed
	C4-225649
	-
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	Document
	Title
	Source
	Spec
	CR
	Rev
	Rel
	Cat
	WI
	Decision

	C4-225061
	NAI format for 5G NSWO
	Huawei, Lenovo
	23.003
	0642
	3
	Rel-17
	F
	NSWO_5G
	revised

	C4-225369
	NAI format for 5G NSWO
	Huawei, Lenovo
	23.003
	0642
	4
	Rel-17
	F
	NSWO_5G
	revised

	C4-225483
	NAI format for 5G NSWO
	Huawei, Lenovo
	23.003
	0642
	5
	Rel-17
	F
	NSWO_5G
	revised

	C4-225633
	NAI format for 5G NSWO
	Huawei, Lenovo
	23.003
	0642
	6
	Rel-17
	F
	NSWO_5G
	revised

	C4-225640
	NAI format for 5G NSWO
	Huawei, Lenovo
	23.003
	0642
	7
	Rel-17
	F
	NSWO_5G
	agreed

	C4-225164
	Definition of 5G DDNMF FQDN
	ZTE / Joy
	23.003
	0645
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225534
	Definition of 5G DDNMF FQDN
	ZTE / Joy
	23.003
	0645
	1
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225204
	PRUK and 5GPRUK Name Alignment
	Ericsson
	23.003
	0646
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225362
	PRUK and 5GPRUK Name Alignment
	Ericsson, CATT
	23.003
	0646
	1
	Rel-17
	F
	5G_ProSe
	revised

	C4-225532
	PRUK and 5GPRUK Name Alignment
	Ericsson, CATT
	23.003
	0646
	2
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225317
	Slice-specific N3IWF FQDNs
	Qualcomm Incorporated
	23.003
	0647
	-
	Rel-18
	B
	5WWC_Ph2
	agreed

	C4-225318
	NAI format for 5G registration via trusted access using SNPN
	Lenovo
	23.003
	0648
	-
	Rel-18
	B
	eNPN_Ph2
	revised

	C4-225401
	NAI format for 5G registration via trusted access using SNPN
	Lenovo, Intel
	23.003
	0648
	1
	Rel-18
	B
	eNPN_Ph2
	revised

	C4-225652
	NAI format for 5G registration via trusted access using SNPN
	Lenovo, Intel
	23.003
	0648
	2
	Rel-18
	B
	eNPN_Ph2
	postponed

	C4-225338
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	23.003
	0649
	-
	Rel-17
	F
	5G_ProSe
	merged

	C4-225360
	NAI used for trusted non-3GPP access supporting SNPNs
	Intel
	23.003
	0650
	-
	Rel-18
	B
	eNPN_Ph2
	merged

	C4-225238
	PGW triggered PDN connection restoration
	Huawei
	23.007
	0383
	-
	Rel-17
	F
	RPCPSET
	not pursued

	C4-225239
	PGW triggered PDN connection restoration
	Huawei
	23.007
	0384
	-
	Rel-18
	A
	RPCPSET
	revised

	C4-225559
	PGW triggered PDN connection restoration
	Huawei
	23.007
	0384
	1
	Rel-18
	F
	TEI18, RPCPSET
	agreed

	C4-225075
	Corrections on ContextStatusNotify event for multicast transport over N19mb
	Ericsson
	23.527
	0062
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225144
	Multicast MBS session (de)activation or update after an AMF failure
	Nokia, Nokia Shanghai Bell
	23.527
	0063
	-
	Rel-18
	B
	TEI18, 5MBS
	agreed

	C4-225278
	Impact of Shared NG-U Termination on MBS Restoration Procedures
	Samsung
	23.527
	0064
	-
	Rel-17
	F
	5MBS
	revised

	C4-225393
	Impact of Shared NG-U Termination on MBS Restoration Procedures
	Samsung
	23.527
	0064
	1
	Rel-17
	F
	5MBS
	revised

	C4-225555
	Impact of Shared NG-U Termination on MBS Restoration Procedures
	Samsung
	23.527
	0064
	2
	Rel-17
	F
	5MBS
	agreed

	C4-225059
	Editorial correction in TS 23.540
	China Telecom Corporation Ltd.
	23.540
	0006
	-
	Rel-17
	D
	SMS_SBI
	revised

	C4-225526
	Editorial correction in TS 23.540
	China Telecom Corporation Ltd.
	23.540
	0006
	1
	Rel-17
	D
	SMS_SBI
	postponed

	C4-225067
	Implicit unsubscribe
	Nokia, Nokia Shanghai Bell
	23.632
	0040
	-
	Rel-18
	F
	TEI18, UDICOM
	revised

	C4-225504
	Implicit unsubscribe
	Nokia, Nokia Shanghai Bell
	23.632
	0040
	1
	Rel-18
	F
	TEI18, UDICOM
	agreed

	C4-225068
	Idle Status Indication
	Nokia, Nokia Shanghai Bell
	29.128
	0081
	-
	Rel-16
	F
	MONTE-CT
	agreed

	C4-225069
	Idle Status Indication
	Nokia, Nokia Shanghai Bell
	29.128
	0082
	-
	Rel-17
	A
	MONTE-CT
	agreed

	C4-225217
	Correction on High Accuracy Altitude
	Ericsson
	29.171
	0063
	-
	Rel-16
	F
	TEI16
	agreed

	C4-225218
	Correction on High Accuracy Altitude
	Ericsson
	29.171
	0064
	-
	Rel-17
	A
	TEI16
	agreed

	C4-225245
	Correction on country verification for satellite access
	Huawei
	29.171
	0065
	-
	Rel-17
	F
	IoT_SAT_ARCH_EPS
	agreed

	C4-225147
	Experimental Result Codes for TS 29.273
	Nokia, Nokia Shanghai Bell
	29.230
	0702
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225056
	Shared NG-U Termination among gNBs
	Huawei
	29.244
	0661
	-
	Rel-17
	F
	5MBS
	withdrawn

	C4-225058
	Overhaul of 5MBS description in TS 29.245
	Huawei
	29.244
	0662
	-
	Rel-17
	F
	5MBS
	postponed

	C4-225073
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	29.244
	0663
	-
	Rel-17
	F
	TEI17, IIoT
	revised

	C4-225451
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	29.244
	0663
	1
	Rel-17
	F
	TEI17, IIoT
	revised

	C4-225636
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	29.244
	0663
	2
	Rel-17
	F
	TEI17, IIoT
	revised

	C4-225645
	Clarifications and corrections on Time Sensitive Communication
	Ericsson
	29.244
	0663
	3
	Rel-17
	F
	TEI17, IIoT
	agreed

	C4-225076
	Corrections on PFCP message types for N4mb
	Ericsson
	29.244
	0664
	-
	Rel-17
	F
	5MBS
	merged

	C4-225100
	MBS Session Deactivation and (Re)activation
	Ericsson, Nokia, Nokia Shanghai Bell
	29.244
	0665
	-
	Rel-17
	F
	5MBS
	revised

	C4-225398
	MBS Session Deactivation and (Re)activation
	Ericsson, Nokia, Nokia Shanghai Bell
	29.244
	0665
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225120
	Essential clarification on Gate Status
	Ericsson
	29.244
	0666
	-
	Rel-17
	F
	TEI17
	revised

	C4-225452
	Essential clarification on Gate Status
	Ericsson
	29.244
	0666
	1
	Rel-17
	F
	TEI17
	agreed

	C4-225154
	Incorrect implementation of CR 29.244 #0650
	Nokia, Nokia Shanghai Bell
	29.244
	0667
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225155
	Incomplete implementation of CR 29.244 #0658
	Nokia, Nokia Shanghai Bell
	29.244
	0668
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225156
	N4 requirements for MBS session deactivation and reactivation
	Nokia, Nokia Shanghai Bell
	29.244
	0669
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225280
	L2TP tunnel failure cause
	Samsung
	29.244
	0670
	-
	Rel-17
	F
	BEPoP
	revised

	C4-225453
	L2TP tunnel failure cause
	Samsung
	29.244
	0670
	1
	Rel-17
	F
	BEPoP
	revised

	C4-225454
	L2TP tunnel failure cause
	Samsung
	29.244
	0670
	2
	Rel-18
	F
	TEI18, BEPoP
	revised

	C4-225568
	L2TP tunnel failure cause
	Samsung
	29.244
	0670
	3
	Rel-18
	F
	TEI18, BEPoP
	agreed

	C4-225312
	Corrections for Auth message type
	Qualcomm Incorporated, Huawei, Nokia, Nokia Shanghai Bell, Ericsson
	29.256
	0008
	1
	Rel-17
	F
	ID_UAS
	revised

	C4-225472
	Corrections for Auth message type
	Qualcomm Incorporated, Huawei, Nokia, Nokia Shanghai Bell, Ericsson
	29.256
	0008
	2
	Rel-17
	F
	ID_UAS
	agreed

	C4-225605
	29.256 Rel-17 API version and External doc update
	Qualcomm
	29.256
	0011
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225148
	Experimental Result Codes for trusted / untrusted non-3GPP access not allowed
	Nokia, Nokia Shanghai Bell
	29.273
	0534
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225635
		Correcting a label in SUCI in NAI format
	Huawei
	29.273
	0535
	-
	Rel-17
	F
	NSWO_5G
	revised

	C4-225642
		Correcting a label in SUCI in NAI format
	Huawei
	29.273
	0535
	1
	Rel-17
	F
	NSWO_5G
	agreed

	C4-225643
		Correcting a label in SUCI in NAI format
	Huawei
	29.273
	0536
	-
	Rel-18
	A
	NSWO_5G
	agreed

	C4-225124
	PLMN ID related to S-NSSAI
	Ericsson
	29.274
	2063
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225149
	PC5 QoS Flow IE
	Nokia, Nokia Shanghai Bell
	29.274
	2064
	-
	Rel-18
	F
	TEI18, eV2XARC
	agreed

	C4-225175
	USS UAV Authorization/Authentication during UE requested PDN connectivity procedure
	Nokia, Nokia Shanghai Bell
	29.274
	2065
	-
	Rel-18
	F
	TEI18, ID_UAS
	agreed

	C4-225240
	PGW triggered PDN connection restoration
	Huawei
	29.274
	2066
	-
	Rel-17
	F
	RPCPSET
	not pursued

	C4-225241
	PGW triggered PDN connection restoration
	Huawei
	29.274
	2067
	-
	Rel-18
	A
	RPCPSET
	not pursued

	C4-225298
	Per Qos Flow error notification
	Intel
	29.281
	0122
	-
	Rel-18
	B
	TEI18
	postponed

	C4-225266
	Data Pull improvement
	Ericsson
	29.283
	0020
	-
	Rel-18
	F
	MCProtoc18
	withdrawn

	C4-225267
	Editor's Note on document references
	Ericsson
	29.283
	0021
	-
	Rel-18
	F
	MCProtoc18
	merged

	C4-225500
	Data Pull improvement
	Ericsson, Orange
	29.283
	0022
	-
	Rel-14
	F
	MCImp-eMCP
	agreed

	C4-225501
	Data Pull improvement
	Ericsson, Orange
	29.283
	0023
	-
	Rel-15
	A
	MCImp-eMCP
	agreed

	C4-225502
	Data Pull improvement
	Ericsson, Orange
	29.283
	0024
	-
	Rel-16
	A
	MCImp-eMCP
	agreed

	C4-225503
	Data Pull improvement
	Ericsson, Orange
	29.283
	0025
	-
	Rel-17
	A
	MCImp-eMCP
	agreed

	C4-225072
	UE Location (Cell-ID) missing over SGd (OFR & TFA)
	AT&T, Ericsson, Nokia, Nokia Shanghai Bell
	29.338
	0042
	-
	Rel-18
	B
	TEI18
	revised

	C4-225474
	UE Location (Cell-ID) missing over SGd (OFR & TFA)
	AT&T, Ericsson, Nokia, Nokia Shanghai Bell
	29.338
	0042
	1
	Rel-18
	B
	TEI18
	agreed

	C4-225136
	Notification error handling
	Nokia, Nokia Shanghai Bell
	29.500
	0355
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225386
	Notification error handling
	Nokia, Nokia Shanghai Bell
	29.500
	0355
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225137
	Restricting SCP to perform retries
	Nokia, Nokia Shanghai Bell
	29.500
	0356
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225485
	Restricting SCP to perform retries
	Nokia, Nokia Shanghai Bell
	29.500
	0356
	1
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225650
	Restricting SCP to perform retries
	Nokia, Nokia Shanghai Bell
	29.500
	0356
	2
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225139
	Feature negotiation for subscriptions to notifications occuring via an indirect path
	Nokia, Nokia Shanghai Bell
	29.500
	0357
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225481
	Feature negotiation for subscriptions to notifications occuring via an indirect path
	Nokia, Nokia Shanghai Bell
	29.500
	0357
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225152
	Incomplete implementation of CR 29.500 #0353
	Nokia, Nokia Shanghai Bell
	29.500
	0358
	-
	Rel-17
	F
	SBIProtoc17
	agreed

	C4-225173
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell
	29.500
	0359
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225402
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell
	29.500
	0359
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225176
	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
	Nokia, Nokia Shanghai Bell, Huawei
	29.500
	0360
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225404
	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
	Nokia, Nokia Shanghai Bell
	29.500
	0360
	1
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225570
	Extending the 3gpp-Sbi-Nrf-Callback URI with the NRF NFManagement API URI
	Nokia, Nokia Shanghai Bell
	29.500
	0360
	2
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225177
	Optional support of 100 Continue response
	Nokia, Nokia Shanghai Bell
	29.500
	0361
	-
	Rel-18
	B
	SBIProtoc18
	postponed

	C4-225305
	Standalone Notifications
	Ericsson
	29.500
	0362
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225351
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	29.500
	0363
	-
	Rel-17
	F
	SBIProtoc17
	revised

	C4-225440
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	29.500
	0363
	1
	Rel-17
	F
	SBIProtoc17
	revised

	C4-225546
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	29.500
	0363
	2
	Rel-17
	F
	SBIProtoc17
	revised

	C4-225627
	Identifying the entity inserting 3gpp-Sbi-Originating-Network-Id
	NTT DOCOMO INC.
	29.500
	0363
	3
	Rel-17
	F
	SBIProtoc17
	agreed

	C4-225353
	Removing editor's notes from Rel-17
	Huawei
	29.500
	0364
	-
	Rel-17
	F
	TEI17
	postponed

	C4-225367
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	29.500
	0365
	-
	Rel-16
	F
	SBIProtoc16
	revised

	C4-225407
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	29.500
	0365
	1
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225547
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	29.500
	0365
	2
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225647
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	29.500
	0365
	3
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225368
	Clarification on error handling at SEPP
	NTT DOCOMO INC.
	29.500
	0366
	-
	Rel-17
	A
	SBIProtoc16
	not pursued

	C4-225303
	Description fields in enumerations
	Ericsson
	29.501
	0131
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225540
	Description fields in enumerations
	Ericsson
	29.501
	0131
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225307
	Standalone Notifications
	Ericsson
	29.501
	0132
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225077
	Add the description of MBS using update SM context service
	Ericsson
	29.502
	0586
	-
	Rel-17
	F
	5MBS
	revised

	C4-225396
	Add the description of MBS using update SM context service
	Ericsson, CATT
	29.502
	0586
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225109
	Provision of UE Location in User Plane Activation/Deactivation
	ZTE
	29.502
	0587
	-
	Rel-17
	F
	SBIProtoc17
	not pursued

	C4-225129
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	29.502
	0588
	-
	Rel-18
	B
	NR_REDCAP_Ph2
	revised

	C4-225391
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	29.502
	0588
	1
	Rel-18
	B
	NR_REDCAP_Ph2
	agreed

	C4-225142
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.502
	0589
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225488
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.502
	0589
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225151
	Incorrect stage 2 references
	Nokia, Nokia Shanghai Bell
	29.502
	0590
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225162
	Handling of PDU sessions for Emergency services
	Nokia, Nokia Shanghai Bell
	29.502
	0591
	-
	Rel-17
	F
	TEI17, 5GS_Ph1
	agreed

	C4-225163
	Handling of PDU sessions for Emergency services
	Nokia, Nokia Shanghai Bell
	29.502
	0592
	-
	Rel-18
	A
	TEI17, 5GS_Ph1
	agreed

	C4-225219
	Charging Id Format
	Ericsson
	29.502
	0593
	-
	Rel-16
	F
	TEI16, 5GS_Ph1-CT
	revised

	C4-225465
	Charging Id Format
	Ericsson, Nokia, Nokia Shanghai Bell
	29.502
	0593
	1
	Rel-16
	F
	TEI16, 5GS_Ph1-CT
	agreed

	C4-225220
	Charging Id Format
	Ericsson
	29.502
	0594
	-
	Rel-17
	A
	TEI16, 5GS_Ph1-CT
	revised

	C4-225466
	Charging Id Format
	Ericsson, Nokia, Nokia Shanghai Bell
	29.502
	0594
	1
	Rel-17
	A
	TEI16, 5GS_Ph1-CT
	agreed

	C4-225223
	String Based Charging Id Support
	Ericsson
	29.502
	0595
	-
	Rel-17
	F
	TEI17, 5GS_Ph1-CT
	postponed

	C4-225233
	Procedures with Create service operation
	Huawei
	29.502
	0596
	-
	Rel-18
	F
	TEI18
	revised

	C4-225397
	Procedures with Create service operation
	Huawei
	29.502
	0596
	1
	Rel-18
	F
	TEI18
	agreed

	C4-225248
	UE requested PDU session modification
	Huawei
	29.502
	0597
	-
	Rel-17
	F
	TEI17, ETSUN
	postponed

	C4-225249
	UE requested PDU session modification
	Huawei
	29.502
	0598
	-
	Rel-18
	A
	TEI17, ETSUN
	postponed

	C4-225282
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	29.502
	0599
	-
	Rel-17
	F
	5MBS
	revised

	C4-225446
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	29.502
	0599
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225283
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	29.502
	0600
	-
	Rel-18
	A
	5MBS
	revised

	C4-225448
	Create SM Context service operation for multicast MBS session related procedures
	CATT
	29.502
	0600
	1
	Rel-18
	A
	5MBS
	agreed

	C4-225284
	Update SM Context service operation for multicast MBS session related procedures
	CATT
	29.502
	0601
	-
	Rel-17
	F
	5MBS
	merged

	C4-225285
	Update SM Context service operation for multicast MBS session related procedures
	CATT
	29.502
	0602
	-
	Rel-18
	A
	5MBS
	merged

	C4-225447
	Add the description of MBS using update SM context service
	Ericsson, CATT
	29.502
	0603
	-
	Rel-18
	A
	5MBS
	agreed

	C4-225467
	Charging Id Format
	Ericsson, Nokia, Nokia Shanghai Bell
	29.502
	0604
	-
	Rel-18
	A
	TEI16, 5GS_Ph1-CT
	agreed

	C4-225575
	29.502 Rel-18 API version and External doc update
	Nokia
	29.502
	0605
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225606
	29.502 Rel-17 API version and External doc update
	Nokia
	29.502
	0606
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225621
	29.502 Rel-16 API version and External doc update
	Nokia
	29.502
	0607
	-
	Rel-16
	F
	TEI16
	agreed

	C4-225010
	ServingNetworkName in ProSeAuthenticationInfoRequest
	Nokia, Nokia Shanghai Bell
	29.503
	0936
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225530
	ServingNetworkName in ProSeAuthenticationInfoRequest
	Nokia, Nokia Shanghai Bell
	29.503
	0936
	1
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225014
	Routing Indicator in ProSeAuthenticationInfoResult
	Nokia, Nokia Shanghai Bell
	29.503
	0937
	-
	Rel-17
	F
	5G_ProSe
	not pursued

	C4-225062
	Access Type Restriction
	Hewlett-Packard Enterprise
	29.503
	0938
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225506
	Access Type Restriction
	Hewlett-Packard Enterprise
	29.503
	0938
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225063
	Monitoring Suspension
	Nokia, Nokia Shanghai Bell
	29.503
	0939
	-
	Rel-18
	B
	SBIProtoc18
	postponed

	C4-225070
	CAG feature support in UECM
	Nokia, Nokia Shanghai Bell
	29.503
	0940
	-
	Rel-18
	F
	TEI18, Vertical_LAN
	agreed

	C4-225071
	Authentication Information Retrieval
	Nokia, Nokia Shanghai Bell
	29.503
	0941
	-
	Rel-18
	F
	TEI18, Vertical_LAN
	agreed

	C4-225085
	ProSe Authentication Vector Cardinality
	Nokia, Nokia Shanghai Bell
	29.503
	0942
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225509
	ProSe Authentication Vector Cardinality
	Nokia, Nokia Shanghai Bell
	29.503
	0942
	1
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225551
	ProSe Authentication Vector Cardinality
	Nokia, Nokia Shanghai Bell
	29.503
	0942
	2
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225086
	Query Param for immediate report in SDM subscriptions
	Nokia, Nokia Shanghai Bell
	29.503
	0943
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225510
	Query Param for immediate report in SDM subscriptions
	Nokia, Nokia Shanghai Bell
	29.503
	0943
	1
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225552
	Query Param for immediate report in SDM subscriptions
	Nokia, Nokia Shanghai Bell
	29.503
	0943
	2
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225087
	SubscriptionId in ModificationNotification
	Nokia, Nokia Shanghai Bell
	29.503
	0944
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225511
	SubscriptionId in ModificationNotification
	Nokia, Nokia Shanghai Bell
	29.503
	0944
	1
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225090
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.503
	0945
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225381
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.503
	0945
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225110
	Clarificaiton on Batch Operation for Subscription Retrieval
	ZTE
	29.503
	0946
	-
	Rel-17
	F
	SBIProtoc17
	revised

	C4-225525
	Clarificaiton on Batch Operation for Subscription Retrieval
	ZTE
	29.503
	0946
	1
	Rel-17
	F
	SBIProtoc17
	agreed

	C4-225112
	Return GUAMI of Serving AMF to GMLC
	ZTE
	29.503
	0947
	-
	Rel-16
	F
	5G_eLCS
	revised

	C4-225512
	Return GUAMI of Serving AMF to GMLC
	ZTE
	29.503
	0947
	1
	Rel-16
	F
	5G_eLCS
	agreed

	C4-225113
	Return GUAMI of Serving AMF to GMLC
	ZTE
	29.503
	0948
	-
	Rel-17
	A
	5G_eLCS
	revised

	C4-225513
	Return GUAMI of Serving AMF to GMLC
	ZTE
	29.503
	0948
	1
	Rel-17
	A
	5G_eLCS
	agreed

	C4-225209
	Service Specific Authorization Remove
	Ericsson
	29.503
	0949
	-
	Rel-17
	F
	eEDGE_5GC
	revised

	C4-225527
	Service Specific Authorization Remove
	Ericsson
	29.503
	0949
	1
	Rel-17
	F
	eEDGE_5GC
	agreed

	C4-225210
	Update to Service Specific Authorization Create and UpdateNotify
	Ericsson
	29.503
	0950
	-
	Rel-17
	F
	eEDGE_5GC
	revised

	C4-225528
	Update to Service Specific Authorization Create and UpdateNotify
	Ericsson
	29.503
	0950
	1
	Rel-17
	F
	eEDGE_5GC
	agreed

	C4-225224
	Correction on PLMN IDs on UECM Service
	Ericsson
	29.503
	0951
	-
	Rel-17
	F
	TEI17, 5GS_Ph1-CT
	agreed

	C4-225225
	Essential Clarification on SMF Deregistration
	Ericsson
	29.503
	0952
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225231
	requestHeaders in ContextInfo
	Huawei
	29.503
	0953
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225235
	Service Specific Authorization removal
	Huawei
	29.503
	0954
	-
	Rel-17
	F
	eEDGE_5GC
	merged

	C4-225236
	Service Specific Authorization retrieval
	Huawei
	29.503
	0955
	-
	Rel-17
	F
	eEDGE_5GC
	merged

	C4-225246
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	29.503
	0956
	-
	Rel-17
	F
	IIoT
	revised

	C4-225473
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	29.503
	0956
	1
	Rel-17
	F
	IIoT
	revised

	C4-225564
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	29.503
	0956
	2
	Rel-17
	F
	IIoT
	revised

	C4-225654
	Mapping GPSIs and Group Identifiers to a SUPI list
	Huawei
	29.503
	0956
	3
	Rel-17
	F
	IIoT
	agreed

	C4-225299
	Correction on Internal Group Id creation
	Ericsson
	29.503
	0957
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225304
	Data Restoration Notification for Nudm_EE
	Ericsson
	29.503
	0958
	-
	Rel-17
	F
	ReP_UDR
	revised

	C4-225529
	Data Restoration Notification for Nudm_EE
	Ericsson
	29.503
	0958
	1
	Rel-17
	F
	ReP_UDR
	agreed

	C4-225310
	Improvement to UDM-triggered PDU Session deregistration procedure
	Ericsson
	29.503
	0959
	-
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225330
	Boolean type IEs definition correction
	Huawei
	29.503
	0960
	-
	Rel-17
	F
	TEI17
	revised

	C4-225476
	Boolean type IEs definition correction
	Huawei
	29.503
	0960
	1
	Rel-18
	F
	TEI18
	agreed

	C4-225334
	Update on LocationInfo
	Huawei
	29.503
	0961
	-
	Rel-16
	F
	5G_eLCS
	merged

	C4-225335
	Update on LocationInfo
	Huawei
	29.503
	0962
	-
	Rel-17
	A
	5G_eLCS
	merged

	C4-225336
	Update on vgmlcAddress
	Huawei
	29.503
	0963
	-
	Rel-16
	F
	5G_eLCS
	not pursued

	C4-225337
	Update on vgmlcAddress
	Huawei
	29.503
	0964
	-
	Rel-17
	A
	5G_eLCS
	not pursued

	C4-225339
	Update on ProSeAuthenticationInfoResult
	Huawei
	29.503
	0965
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225531
	Update on ProSeAuthenticationInfoResult
	Huawei
	29.503
	0965
	1
	Rel-17
	F
	5G_ProSe
	revised

	C4-225644
	Update on ProSeAuthenticationInfoResult
	Huawei, Nokia, Nokia Shanghai Bell
	29.503
	0965
	2
	Rel-17
	F
	5G_ProSe
	revised

	C4-225653
	Update on ProSeAuthenticationInfoResult
	Huawei, Nokia, Nokia Shanghai Bell
	29.503
	0965
	3
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225340
	Update on the OpenAPI for missing Serving network name
	Huawei
	29.503
	0966
	-
	Rel-17
	F
	5G_ProSe
	merged

	C4-225349
	Update on indication of AerialUESubscriptionInfo
	Huawei
	29.503
	0967
	-
	Rel-17
	F
	ID_UAS
	agreed

	C4-225354
	Removing editor's notes from Rel-17
	Huawei
	29.503
	0968
	-
	Rel-17
	F
	TEI17
	withdrawn

	C4-225514
	Update on vgmlcAddress
	Huawei
	29.503
	0969
	-
	Rel-18
	F
	TEI18, 5G_eLCS
	revised

	C4-225565
	Update on vgmlcAddress
	Huawei
	29.503
	0969
	1
	Rel-18
	F
	TEI18, 5G_eLCS
	agreed

	C4-225576
	29.503 Rel-18 API version and External doc update
	Nokia
	29.503
	0970
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225607
	29.503 Rel-17 API version and External doc update
	Nokia
	29.503
	0971
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225622
	29.503 Rel-16 API version and External doc update
	Nokia
	29.503
	0972
	-
	Rel-16
	F
	TEI16
	agreed

	C4-225065
	Immediate Report in subscribe response
	Nokia, Nokia Shanghai Bell, Verizon
	29.504
	0196
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225508
	Immediate Report in subscribe response
	Nokia, Nokia Shanghai Bell, Verizon
	29.504
	0196
	1
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225091
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.504
	0197
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225414
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.504
	0197
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225366
	Immediate reporting for policy data
	Nokia, Nokia Shanghai Bell
	29.504
	0198
	-
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225577
	29.504 Rel-18 API version and External doc update
	China Mobile
	29.504
	0199
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225608
	29.504 Rel-17 API version and External doc update
	China Mobile
	29.504
	0200
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225011
	URI parameter alignment with yaml definitions
	Nokia, Nokia Shanghai Bell
	29.505
	0449
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225012
	Cardinality of SmfRegList alignment with yaml
	Nokia, Nokia Shanghai Bell, Verizon
	29.505
	0450
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225505
	Cardinality of SmfRegList alignment with yaml
	Nokia, Nokia Shanghai Bell, Verizon
	29.505
	0450
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225066
	Immediate Report
	Nokia, Nokia Shanghai Bell, Verizon
	29.505
	0451
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225507
	Immediate Report
	Nokia, Nokia Shanghai Bell, Verizon
	29.505
	0451
	1
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225180
	HSS Subscription Info Storage in SubscriptionDataSubscriptions
	Hewlett-Packard Enterprise
	29.505
	0452
	-
	Rel-17
	F
	SBIProtoc17
	agreed

	C4-225300
	Correction on Internal Group Id creation
	Ericsson
	29.505
	0453
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225578
	29.505 Rel-18 External doc update
	China Mobile
	29.505
	0454
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225609
	29.505 Rel-17 External doc update
	China Mobile
	29.505
	0455
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225092
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.509
	0178
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225415
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.509
	0178
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225205
	5GPRUK Name Alignment
	Ericsson
	29.509
	0179
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225539
	5GPRUK Name Alignment
	Ericsson
	29.509
	0179
	1
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225301
	UE onboarding indication in authentication request
	Ericsson
	29.509
	0180
	-
	Rel-17
	F
	eNPN
	agreed

	C4-225331
	boolean type IEs definition correction
	Huawei
	29.509
	0181
	-
	Rel-17
	F
	TEI17
	revised

	C4-225475
	boolean type IEs definition correction
	Huawei
	29.509
	0181
	1
	Rel-18
	F
	TEI18
	agreed

	C4-225333
	Editorial corrctions
	Huawei
	29.509
	0182
	-
	Rel-17
	F
	TEI17
	revised

	C4-225477
	Editorial corrctions
	Huawei
	29.509
	0182
	1
	Rel-18
	D
	TEI18
	agreed

	C4-225341
	Corrections on the SUCI in ProSeAuthenticationInfo
	Huawei
	29.509
	0183
	-
	Rel-17
	F
	5G_ProSe
	not pursued

	C4-225342
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	29.509
	0184
	-
	Rel-17
	F
	5G_ProSe
	merged

	C4-225343
	Update on Nausf_UEAuthentication_Authenticate service operation
	Huawei
	29.509
	0185
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225535
	Update on Nausf_UEAuthentication_Authenticate service operation
	Huawei
	29.509
	0185
	1
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225579
	29.509 Rel-18 API version and External doc update
	Orange
	29.509
	0186
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225610
	29.509 Rel-17 API version and External doc update
	Orange
	29.509
	0187
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225140
	SEPP registration and discovery with N32 purpose
	Nokia, Nokia Shanghai Bell
	29.510
	0737
	1
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225492
	SEPP registration and discovery with N32 purpose
	Nokia, Nokia Shanghai Bell
	29.510
	0737
	2
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225107
	NF Planned Removal
	ZTE
	29.510
	0762
	-
	Rel-18
	B
	SBIProtoc18
	postponed

	C4-225114
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	29.510
	0763
	-
	Rel-16
	F
	5G_eLCS
	revised

	C4-225408
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	29.510
	0763
	1
	Rel-16
	F
	5G_eLCS
	agreed

	C4-225115
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	29.510
	0764
	-
	Rel-17
	A
	5G_eLCS
	revised

	C4-225409
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	29.510
	0764
	1
	Rel-17
	A
	5G_eLCS
	agreed

	C4-225116
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	29.510
	0765
	-
	Rel-18
	A
	5G_eLCS
	revised

	C4-225410
	Notification Type for Delivery of Ciphering Key Information
	ZTE
	29.510
	0765
	1
	Rel-18
	A
	5G_eLCS
	agreed

	C4-225125
	IP Ranges and IP Index
	Ericsson
	29.510
	0766
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225484
	IP Ranges and IP Index
	Ericsson
	29.510
	0766
	1
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225631
	IP Ranges and IP Index
	Ericsson
	29.510
	0766
	2
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225639
	IP Ranges and IP Index
	Ericsson
	29.510
	0766
	3
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225126
	Default network instance for a S-NSSAI and DNN
	Ericsson
	29.510
	0767
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225382
	Default network instance for a S-NSSAI and DNN
	Ericsson
	29.510
	0767
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225127
	UPF Selection
	Ericsson
	29.510
	0768
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225385
	UPF Selection
	Ericsson
	29.510
	0768
	1
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225545
	UPF Selection
	Ericsson
	29.510
	0768
	2
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225138
	Discovery by SCP of complete NF Profile
	Nokia, Nokia Shanghai Bell
	29.510
	0769
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225486
	Discovery by SCP of complete NF Profile
	Nokia, Nokia Shanghai Bell
	29.510
	0769
	1
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225166
	Optimization of Authorization Policy in NF-Service Profile
	Samsung
	29.510
	0770
	-
	Rel-18
	B
	SBIProtoc18
	postponed

	C4-225213
	Clarification NSACF Serving Area in Discovery
	Ericsson
	29.510
	0771
	-
	Rel-17
	F
	eNS_Ph2
	revised

	C4-225479
	Clarification NSACF Serving Area in Discovery
	Ericsson
	29.510
	0771
	1
	Rel-17
	F
	eNS_Ph2
	revised

	C4-225628
	NSACF Discovery with Locality
	Ericsson
	29.510
	0771
	2
	Rel-17
	F
	eNS_Ph2
	agreed

	C4-225214
	Clarification NSACF Serving Area in Discovery
	Ericsson
	29.510
	0772
	-
	Rel-18
	A
	eNS_Ph2
	revised

	C4-225480
	Clarification NSACF Serving Area in Discovery
	Ericsson
	29.510
	0772
	1
	Rel-18
	A
	eNS_Ph2
	revised

	C4-225629
	Clarification NSACF Serving Area in Discovery
	Ericsson
	29.510
	0772
	2
	Rel-18
	A
	eNS_Ph2
	agreed

	C4-225215
	Preferred Features
	Ericsson
	29.510
	0773
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225498
	Preferred Features
	Ericsson
	29.510
	0773
	1
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225216
	SMSF For Roaming UEs
	Ericsson
	29.510
	0774
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225499
	SMSF For Roaming UEs
	Ericsson
	29.510
	0774
	1
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225572
	SMSF For Roaming UEs
	Ericsson
	29.510
	0774
	2
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225651
	SMSF For Roaming UEs
	Ericsson
	29.510
	0774
	3
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225232
	Additional HSS Diameter Addresses in HssInfo
	Huawei
	29.510
	0775
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225254
	PCF selection
	Huawei
	29.510
	0776
	-
	Rel-16
	F
	SBIProtoc16
	postponed

	C4-225255
	PCF selection
	Huawei
	29.510
	0777
	-
	Rel-17
	A
	SBIProtoc16
	postponed

	C4-225256
	PCF selection
	Huawei
	29.510
	0778
	-
	Rel-18
	A
	SBIProtoc16
	postponed

	C4-225268
	OpenApi Semantic Checks
	Mavenir
	29.510
	0779
	-
	Rel-15
	F
	TEI15
	not pursued

	C4-225269
	OpenApi Semantic Checks
	Mavenir
	29.510
	0780
	-
	Rel-16
	A
	SBIProtoc16
	not pursued

	C4-225270
	OpenApi Semantic Checks
	Mavenir
	29.510
	0781
	-
	Rel-17
	A
	SBIProtoc17
	not pursued

	C4-225271
	OpenApi Semantic Checks
	Mavenir
	29.510
	0782
	-
	Rel-18
	A
	SBIProtoc18
	revised

	C4-225413
	OpenApi Semantic Checks
	Mavenir
	29.510
	0782
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225309
	Clarification of IpEndPoint
	Ericsson
	29.510
	0783
	-
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225350
	Optimization of NF service discovery for avoiding duplicated signaling overhead
	Huawei
	29.510
	0784
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225544
	Optimization of NF service discovery for avoiding duplicated signaling overhead
	Huawei
	29.510
	0784
	1
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225569
	Optimization of NF service discovery for avoiding duplicated signaling overhead
	Huawei
	29.510
	0784
	2
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225580
	29.510 Rel-18 API version and External doc update
	Ericsson
	29.510
	0785
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225611
	29.510 Rel-17 API version and External doc update
	Ericsson
	29.510
	0786
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225623
	29.510 Rel-16 API version and External doc update
	Ericsson
	29.510
	0787
	-
	Rel-16
	F
	TEI16
	agreed

	C4-225626
	29.510 Rel-15 API version and External doc update
	Ericsson
	29.510
	0788
	-
	Rel-15
	F
	5GS_Ph1-CT
	withdrawn

	C4-225093
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.511
	0055
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225416
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.511
	0055
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225581
	29.511 Rel-18 API version and External doc update
	Deutsche Telekom
	29.511
	0056
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225167
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.515
	0084
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225432
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.515
	0084
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225582
	29.515 Rel-18 API version and External doc update
	CATT
	29.515
	0085
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225013
	Feature bit alignment
	Nokia, Nokia Shanghai Bell
	29.518
	0794
	-
	Rel-17
	F
	TEI17, 5G_CIoT
	agreed

	C4-225064
	Monitoring Suspension
	Nokia, Nokia Shanghai Bell
	29.518
	0795
	-
	Rel-18
	B
	SBIProtoc18
	postponed

	C4-225078
	Add MBS Session procedures to the N1N2MessageTansfer service
	Ericsson
	29.518
	0796
	-
	Rel-17
	F
	5MBS
	merged

	C4-225079
	Add MBS Update procedure to the ContextCreate service operation
	Ericsson
	29.518
	0797
	-
	Rel-17
	F
	5MBS
	revised

	C4-225399
	Add MBS Update procedure to the ContextCreate service operation
	Ericsson
	29.518
	0797
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225098
	PLMN with disaster condition in UE-Context
	Samsung
	29.518
	0798
	-
	Rel-17
	F
	MINT
	merged

	C4-225118
	Inter AMF mobility when UE is registered in both 3GPP and non-3GPP
	Ericsson
	29.518
	0799
	-
	Rel-17
	F
	TEI17
	revised

	C4-225456
	Inter AMF mobility when UE is registered in both 3GPP and non-3GPP
	Ericsson
	29.518
	0799
	1
	Rel-17
	F
	TEI17
	agreed

	C4-225119
	Inter AMF mobility when UE is registered in SNPN with different access
	Ericsson
	29.518
	0800
	-
	Rel-18
	B
	eNPN_Ph2
	revised

	C4-225455
	Inter AMF mobility when UE is registered in SNPN with different access
	Ericsson
	29.518
	0800
	1
	Rel-18
	B
	eNPN_Ph2
	agreed

	C4-225122
	Missing clauses for Namf_MBSBroadcast Service
	Ericsson
	29.518
	0801
	-
	Rel-17
	F
	5MBS
	revised

	C4-225444
	Missing clauses for Namf_MBSBroadcast Service
	Ericsson
	29.518
	0801
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225123
	Missing clauses for Namf_MBSCommunication Service
	Ericsson
	29.518
	0802
	-
	Rel-17
	F
	5MBS
	revised

	C4-225445
	Missing clauses for Namf_MBSCommunication Service
	Ericsson
	29.518
	0802
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225128
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	29.518
	0803
	-
	Rel-18
	B
	NR_REDCAP_Ph2
	revised

	C4-225390
	Support of RRC_INACTIVE with long eDRX
	Ericsson
	29.518
	0803
	1
	Rel-18
	B
	NR_REDCAP_Ph2
	agreed

	C4-225145
	Multicast MBS session (de)activation or update after an AMF failure
	Nokia, Nokia Shanghai Bell
	29.518
	0804
	-
	Rel-18
	B
	TEI18, 5MBS
	agreed

	C4-225146
	MBS session update for Broadcast
	Nokia, Nokia Shanghai Bell
	29.518
	0805
	-
	Rel-18
	F
	TEI18, 5MBS
	agreed

	C4-225168
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.518
	0806
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225433
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.518
	0806
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225196
	Negotiated PCF Features during Mobility
	Ericsson
	29.518
	0807
	-
	Rel-18
	B
	UEP18
	withdrawn

	C4-225197
	Retry Timer for N1N2 Transfer Failure
	Ericsson
	29.518
	0808
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225389
	Retry Timer for N1N2 Transfer Failure
	Ericsson
	29.518
	0808
	1
	Rel-18
	B
	SBIProtoc18
	agreed

	C4-225202
	AOI Status from old AMF
	Ericsson
	29.518
	0809
	-
	Rel-16
	F
	5G_CIoT
	revised

	C4-225463
	Area of Interest Event Status from Old AMF
	Ericsson
	29.518
	0809
	1
	Rel-16
	F
	5G_CIoT
	revised

	C4-225648
	Area of Interest Event Status from Old AMF
	Ericsson
	29.518
	0809
	2
	Rel-16
	F
	5G_CIoT
	revised

	C4-225655
	Area of Interest Event Status from Old AMF
	Ericsson
	29.518
	0809
	3
	Rel-16
	F
	5G_CIoT
	agreed

	C4-225203
	Area of Interest Event Status from Old AMF
	Ericsson
	29.518
	0810
	-
	Rel-17
	A
	5G_CIoT
	revised

	C4-225464
	Area of Interest Event Status from Old AMF
	Ericsson
	29.518
	0810
	1
	Rel-17
	A
	5G_CIoT
	revised

	C4-225649
	Area of Interest Event Status from Old AMF
	Ericsson
	29.518
	0810
	2
	Rel-17
	A
	5G_CIoT
	revised

	C4-225656
	Area of Interest Event Status from Old AMF
	Ericsson
	29.518
	0810
	3
	Rel-17
	A
	5G_CIoT
	agreed

	C4-225221
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	29.518
	0811
	-
	Rel-16
	F
	TEI16, 5GS_Ph1-CT
	revised

	C4-225468
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	29.518
	0811
	1
	Rel-16
	F
	TEI16, 5GS_Ph1-CT
	agreed

	C4-225222
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	29.518
	0812
	-
	Rel-17
	A
	TEI16, 5GS_Ph1-CT
	revised

	C4-225469
	Missing IMEISV in N1N2 Message Subscription
	Ericsson
	29.518
	0812
	1
	Rel-17
	A
	TEI16, 5GS_Ph1-CT
	agreed

	C4-225226
	Event Subscription Termination Notification
	Ericsson
	29.518
	0813
	-
	Rel-17
	F
	TEI17, 5G_CIoT
	revised

	C4-225461
	Event Subscription Termination Notification
	Ericsson
	29.518
	0813
	1
	Rel-17
	F
	TEI17, 5G_CIoT
	revised

	C4-225462
	Event Subscription Termination Notification
	Ericsson
	29.518
	0813
	2
	Rel-18
	F
	TEI18, 5G_CIoT
	revised

	C4-225637
	Event Subscription Termination Notification
	Ericsson
	29.518
	0813
	3
	Rel-18
	F
	TEI18, 5G_CIoT
	agreed

	C4-225242
	MBS session removal
	Huawei
	29.518
	0814
	-
	Rel-17
	F
	5MBS
	postponed

	C4-225247
	PLMN with disaster condition
	Huawei
	29.518
	0815
	-
	Rel-17
	F
	MINT
	revised

	C4-225471
	PLMN with disaster condition
	Huawei, Samsung
	29.518
	0815
	1
	Rel-17
	F
	MINT
	agreed

	C4-225250
	Value of ageOfLocationInformation
	Huawei
	29.518
	0816
	-
	Rel-17
	F
	TEI17
	revised

	C4-225458
	Value of ageOfLocationInformation
	Huawei
	29.518
	0816
	1
	Rel-17
	F
	TEI17
	agreed

	C4-225251
	Correction of boolean type IEs
	Huawei
	29.518
	0817
	-
	Rel-17
	F
	TEI17
	revised

	C4-225459
	Correction of boolean type IEs
	Huawei
	29.518
	0817
	1
	Rel-17
	F
	TEI17
	agreed

	C4-225252
	Notify URI change from non-roaming to roaming
	Huawei
	29.518
	0818
	-
	Rel-17
	F
	TEI17
	postponed

	C4-225260
	MB-UPF selection during broadcast session start
	Huawei, HiSilicon
	29.518
	0819
	-
	Rel-17
	F
	5MBS
	postponed

	C4-225286
	N1N2MessageTransfer for multicast MBS session related procedures
	CATT
	29.518
	0820
	-
	Rel-17
	F
	5MBS
	merged

	C4-225583
	29.518 Rel-18 API version and External doc update
	Ericsson
	29.518
	0821
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225612
	29.518 Rel-17 API version and External doc update
	Ericsson
	29.518
	0822
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225624
	29.518 Rel-16 API version and External doc update
	Ericsson
	29.518
	0823
	-
	Rel-16
	F
	TEI16
	agreed

	C4-225184
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.526
	0065
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225419
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.526
	0065
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225212
	MSK in Primary Authentication Successful Response
	Ericsson
	29.526
	0066
	-
	Rel-17
	F
	eNPN
	revised

	C4-225541
	MSK in Primary Authentication Successful Response
	Ericsson
	29.526
	0066
	1
	Rel-17
	F
	eNPN
	agreed

	C4-225584
	29.526 Rel-18 API version and External doc update
	ZTE
	29.526
	0067
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225613
	29.526 Rel-17 API version and External doc update
	ZTE
	29.526
	0068
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225169
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.531
	0143
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225434
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.531
	0143
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225585
	29.531 Rel-18 API version and External doc update
	Huawei
	29.531
	0144
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225080
	Complete the ContextStatusEvent description
	Ericsson
	29.532
	0035
	-
	Rel-17
	F
	5MBS
	merged

	C4-225081
	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
	Ericsson
	29.532
	0036
	-
	Rel-17
	F
	5MBS
	revised

	C4-225400
	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
	Ericsson
	29.532
	0036
	1
	Rel-17
	F
	5MBS
	revised

	C4-225554
	Complete the description for ProblemDetails in the Nmbsmf_MBSSession API
	Ericsson
	29.532
	0036
	2
	Rel-17
	F
	5MBS
	agreed

	C4-225082
	Complete the applicable procedure for the ContextStatusNotify service operation
	Ericsson
	29.532
	0037
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225083
	Complete the description for the ContextUpdate service operation
	Ericsson
	29.532
	0038
	-
	Rel-17
	F
	5MBS
	withdrawn

	C4-225099
	Adding NID to TmgiAllocated type
	Huawei
	29.532
	0039
	-
	Rel-17
	F
	5MBS
	revised

	C4-225442
	Adding NID to TmgiAllocated type
	Huawei
	29.532
	0039
	1
	Rel-17
	F
	5MBS
	revised

	C4-225553
	Adding NID to TmgiAllocated type
	Huawei
	29.532
	0039
	2
	Rel-17
	F
	5MBS
	agreed

	C4-225121
	Missing API name in Nmbsmf_MBSSession Service
	Ericsson
	29.532
	0040
	-
	Rel-17
	F
	5MBS
	merged

	C4-225157
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.532
	0041
	-
	Rel-17
	F
	5MBS
	revised

	C4-225490
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.532
	0041
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225158
	Corrections for MBS session with PCC
	Nokia, Nokia Shanghai Bell
	29.532
	0042
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225160
	Miscellaneous corrections (OpenAPI errors, incorrect IEs and references, etc)
	Nokia, Nokia Shanghai Bell
	29.532
	0043
	-
	Rel-17
	F
	5MBS
	revised

	C4-225443
	Miscellaneous corrections (OpenAPI errors, incorrect IEs and references, etc)
	Nokia, Nokia Shanghai Bell, Ericsson
	29.532
	0043
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225228
	Corrections to N2 MBS Session Management Information
	ZTE
	29.532
	0044
	-
	Rel-17
	F
	5MBS
	revised

	C4-225457
	Corrections to N2 MBS Session Management Information
	ZTE
	29.532
	0044
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225229
	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
	ZTE
	29.532
	0045
	-
	Rel-17
	F
	5MBS
	revised

	C4-225392
	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
	ZTE
	29.532
	0045
	1
	Rel-17
	F
	5MBS
	revised

	C4-225630
	Clarification on MB-SMF behaviour on handling shared NG-U tunnel
	ZTE
	29.532
	0045
	2
	Rel-17
	F
	5MBS
	agreed

	C4-225614
	29.532 Rel-17 API version and External doc update
	Huawei
	29.532
	0046
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225170
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.536
	0016
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225435
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.536
	0016
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225586
	29.536 Rel-18 API version and External doc update
	ZTE
	29.536
	0017
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225185
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.540
	0108
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225420
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.540
	0108
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225587
	29.540 Rel-18 API version and External doc update
	ZTE
	29.540
	0109
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225186
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.541
	0032
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225421
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.541
	0032
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225588
	29.541 Rel-18 API version and External doc update
	Ericsson
	29.541
	0033
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225187
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.542
	0029
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225422
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.542
	0029
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225589
	29.542 Rel-18 API version and External doc update
	Ericsson
	29.542
	0030
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225094
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.544
	0020
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225417
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.544
	0020
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225590
	29.544 Rel-18 API version and External doc update
	Nokia
	29.544
	0021
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225188
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.550
	0035
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225423
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.550
	0035
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225591
	29.550 Rel-18 API version and External doc update
	Orange
	29.550
	0036
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225189
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.553
	0001
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225424
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.553
	0001
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225206
	5GPRUK Name Alignment
	Ericsson
	29.553
	0002
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225363
	5GPRUK Name Alignment
	Ericsson, CATT
	29.553
	0002
	1
	Rel-17
	F
	5G_ProSe
	revised

	C4-225536
	5GPRUK Name Alignment
	Ericsson, CATT
	29.553
	0002
	2
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225276
	Remove editors note and white spaces
	CATT
	29.553
	0003
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225533
	Remove editors note and white spaces
	CATT
	29.553
	0003
	1
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225344
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	29.553
	0004
	-
	Rel-17
	F
	5G_ProSe
	merged

	C4-225345
	Resolve the Editor's Note
	Huawei
	29.553
	0005
	-
	Rel-17
	F
	5G_ProSe
	merged

	C4-225355
	Removing editor's notes from Rel-17
	Huawei
	29.553
	0006
	-
	Rel-17
	F
	TEI17
	withdrawn

	C4-225592
	29.553 Rel-18 API version and External doc update
	CATT
	29.553
	0007
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225615
	29.553 Rel-17 API version and External doc update
	CATT
	29.553
	0008
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225190
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.555
	0005
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225425
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.555
	0005
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225593
	29.555 Rel-18 API version and External doc update
	CATT
	29.555
	0006
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225143
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.556
	0008
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225489
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.556
	0008
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225153
	Handling of EDNS Client Subnet option by EASDF
	Nokia, Nokia Shanghai Bell
	29.556
	0009
	-
	Rel-17
	F
	eEDGE_5GC
	revised

	C4-225470
	Handling of EDNS Client Subnet option by EASDF
	Nokia, Nokia Shanghai Bell, Huawei
	29.556
	0009
	1
	Rel-17
	F
	eEDGE_5GC
	agreed

	C4-225211
	Corrections on DnsServerAddressInfo
	Ericsson
	29.556
	0010
	-
	Rel-17
	F
	eEDGE_5GC
	agreed

	C4-225237
	ECS Option handling
	Huawei
	29.556
	0011
	-
	Rel-17
	F
	eEDGE_5GC
	merged

	C4-225594
	29.556 Rel-18 API version and External doc update
	Huawei
	29.556
	0012
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225207
	PRUK Name Alignment
	Ericsson
	29.559
	0003
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225364
	PRUK Name Alignment
	Ericsson, CATT
	29.559
	0003
	1
	Rel-17
	F
	5G_ProSe
	revised

	C4-225537
	PRUK Name Alignment
	Ericsson, CATT
	29.559
	0003
	2
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225277
	Correct the server url and some table styles
	CATT
	29.559
	0004
	-
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225346
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	29.559
	0005
	-
	Rel-17
	F
	5G_ProSe
	merged

	C4-225347
	Update on the procedure title
	Huawei
	29.559
	0006
	-
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225616
	29.559 Rel-17 API version and External doc update
	CATT
	29.559
	0007
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225191
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.562
	0125
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225426
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.562
	0125
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225356
	Removing editor's notes from Rel-17
	Huawei
	29.562
	0126
	-
	Rel-17
	F
	TEI17
	withdrawn

	C4-225595
	29.562 Rel-18 API version and External doc update
	Ericsson
	29.562
	0127
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225192
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.563
	0068
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225427
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.563
	0068
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225596
	29.563 Rel-18 API version and External doc update
	Ericsson
	29.563
	0069
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225111
	Clarificaiton on Usage of RedCap RAT Type
	ZTE
	29.571
	0380
	-
	Rel-17
	F
	ARCH_NR_REDCAP
	revised

	C4-225406
	Clarificaiton on Usage of RedCap RAT Type
	ZTE
	29.571
	0380
	1
	Rel-18
	F
	TEI18, ARCH_NR_REDCAP
	agreed

	C4-225117
	Adding NID to TmgiAllocated type
	Huawei
	29.571
	0381
	-
	Rel-17
	F
	5MBS
	not pursued

	C4-225159
	Corrections to MBS data types
	Nokia, Nokia Shanghai Bell
	29.571
	0382
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225174
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell
	29.571
	0383
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225403
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell, Huawei
	29.571
	0383
	1
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225567
	Extending the problem details with supported API versions
	Nokia, Nokia Shanghai Bell, Huawei
	29.571
	0383
	2
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225208
	5GPRUK ID Name Alignment
	Ericsson
	29.571
	0384
	-
	Rel-17
	F
	5G_ProSe
	revised

	C4-225365
	5GPRUK ID Name Alignment
	Ericsson, CATT
	29.571
	0384
	1
	Rel-17
	F
	5G_ProSe
	revised

	C4-225538
	5GPRUK ID Name Alignment
	Ericsson, CATT
	29.571
	0384
	2
	Rel-17
	F
	5G_ProSe
	agreed

	C4-225234
	Remove Uint16 and Uint16Rm
	Huawei
	29.571
	0385
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225253
	Data type correction
	Huawei
	29.571
	0386
	-
	Rel-17
	F
	TEI17
	revised

	C4-225438
	Data type correction
	Huawei
	29.571
	0386
	1
	Rel-17
	F
	TEI17
	revised

	C4-225439
	Data type correction
	Huawei
	29.571
	0386
	2
	Rel-18
	F
	TEI18
	agreed

	C4-225257
	Invalid API version in URI in indirect communication
	Huawei
	29.571
	0387
	-
	Rel-16
	F
	SBIProtoc16
	merged

	C4-225258
	Invalid API version in URI in indirect communication
	Huawei
	29.571
	0388
	-
	Rel-17
	A
	SBIProtoc16
	merged

	C4-225281
	String Based Charging Id Support
	Ericsson
	29.571
	0389
	-
	Rel-17
	F
	TEI17, 5GS_Ph1-CT
	revised

	C4-225412
	String Based Charging Id Support
	Ericsson
	29.571
	0389
	1
	Rel-17
	F
	TEI17, 5GS_Ph1-CT
	postponed

	C4-225348
	Rename 5GPRUK ID and 5GPRUK in CP based solution and rename PRUK and PRUK ID in UP based solution
	Huawei
	29.571
	0390
	-
	Rel-17
	F
	5G_ProSe
	merged

	C4-225597
	29.571 Rel-18 API version and External doc update
	Huawei
	29.571
	0391
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225617
	29.571 Rel-17 API version and External doc update
	Huawei
	29.571
	0392
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225625
	29.571 Rel-16 API version and External doc update
	Huawei
	29.571
	0393
	-
	Rel-16
	F
	TEI16
	withdrawn

	C4-225171
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.572
	0142
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225436
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.572
	0142
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225244
	Correction on country verification for satellite access
	Huawei
	29.572
	0143
	-
	Rel-17
	F
	5GSAT_ARCH-CT
	revised

	C4-225515
	Correction on country verification for satellite access
	Huawei
	29.572
	0143
	1
	Rel-17
	F
	5GSAT_ARCH-CT
	agreed

	C4-225274
	Location service description alignment
	CATT
	29.572
	0144
	-
	Rel-17
	F
	5G_eLCS_ph2
	merged

	C4-225275
	Location service API alignment
	CATT
	29.572
	0145
	-
	Rel-17
	F
	5G_eLCS_ph2
	merged

	C4-225332
	boolean type IEs definition correction
	Huawei
	29.572
	0146
	-
	Rel-17
	F
	TEI17
	revised

	C4-225478
	boolean type IEs definition correction
	Huawei
	29.572
	0146
	1
	Rel-18
	F
	TEI18
	agreed

	C4-225598
	29.572 Rel-18 API version and External doc update
	Ericsson
	29.572
	0147
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225618
	29.572 Rel-17 API version and External doc update
	Ericsson
	29.572
	0148
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225172
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.573
	0121
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225437
	Missing mandatory status codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.573
	0121
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225178
	N32-f Interface IP address
	Nokia, Nokia Shanghai Bell
	29.573
	0122
	-
	Rel-18
	B
	SBIProtoc18
	revised

	C4-225387
	N32-f Interface IP address
	Nokia, Nokia Shanghai Bell
	29.573
	0122
	1
	Rel-18
	B
	SBIProtoc18
	postponed

	C4-225599
	29.573 Rel-18 API version and External doc update
	Huawei
	29.573
	0123
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225198
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.577
	0005
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225428
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.577
	0005
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225600
	29.577 Rel-18 API version and External doc update
	Huawei
	29.577
	0006
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225095
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.578
	0006
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225418
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.578
	0006
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225601
	29.578 Rel-18 API version and External doc update
	Nokia
	29.578
	0007
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225199
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.579
	0008
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225429
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.579
	0008
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225602
	29.579 Rel-18 API version and External doc update
	China Telecom
	29.579
	0009
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225619
	29.579 Rel-17 API version and External doc update
	China Telecom
	29.579
	0010
	-
	Rel-17
	F
	TEI17
	withdrawn

	C4-225084
	Add mbmsGwTunAddr attibute in DistSession data type
	Ericsson
	29.581
	0015
	-
	Rel-17
	F
	5MBS
	revised

	C4-225441
	Add mbmsGwTunAddr attibute in DistSession data type
	Ericsson
	29.581
	0015
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225101
	Corrections on data type of the user plane traffice flow information
	Ericsson
	29.581
	0016
	-
	Rel-17
	F
	5MBS
	revised

	C4-225449
	Corrections on data type of the user plane traffice flow information
	Ericsson
	29.581
	0016
	1
	Rel-17
	F
	5MBS
	agreed

	C4-225181
	Clarification on Object Distribution Method
	Samsung
	29.581
	0017
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225243
	Miscellaneous corrections
	Huawei
	29.581
	0018
	-
	Rel-17
	F
	5MBS
	agreed

	C4-225450
	Miscellaneous corrections
	Huawei
	29.581
	0018
	1
	Rel-17
	F
	5MBS
	withdrawn

	C4-225297
	Correct the caption of the figure
	Ericsson
	29.581
	0019
	-
	Rel-17
	F
	5MBS
	merged

	C4-225620
	29.581 Rel-17 API version and External doc update
	Samsung
	29.581
	0020
	-
	Rel-17
	F
	TEI17
	agreed

	C4-225200
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.598
	0056
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225430
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.598
	0056
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225357
	Removing editor's notes from Rel-17
	Huawei
	29.598
	0057
	-
	Rel-17
	F
	TEI17
	revised

	C4-225646
	Removing editor's notes from Rel-17
	Huawei, Hpe
	29.598
	0057
	1
	Rel-17
	F
	TEI17
	agreed

	C4-225603
	29.598 Rel-18 API version and External doc update
	HPe
	29.598
	0058
	-
	Rel-18
	F
	TEI18
	agreed

	C4-225201
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.673
	0040
	-
	Rel-18
	F
	SBIProtoc18
	revised

	C4-225431
	Missing Mandatory Status Codes in OpenAPI
	Nokia, Nokia Shanghai Bell
	29.673
	0040
	1
	Rel-18
	F
	SBIProtoc18
	agreed

	C4-225604
	29.673 Rel-18 API version and External doc update
	Ericsson
	29.673
	0041
	-
	Rel-18
	F
	TEI18
	agreed
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	Document
	Original
	Title
	From
	Decision
	Reply TDoc

	C4-225015
	C1-225229
	LS on 5G DDNMF discovery
	CT1
	noted
	(none)

	C4-225016
	C1-225451
	LS on V2X policy or ProSe policy request during registration procedure
	CT1
	noted
	(none)

	C4-225017
	C1-226279
	LS on clarification for UE_NOT_FOUND cause code for UP in CT1
	CT1
	noted
	(none)

	C4-225018
	C3-223669
	Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism
	CT3
	noted
	(none)

	C4-225019
	C3-224496
	LS on negotiation of supported features when subscription to notifications occurs via an indirect path
	CT3
	noted
	(none)

	C4-225020
	C3-224655
	Reply LS on 5MBS User Services
	CT3
	noted
	(none)

	C4-225021
	GSMA DESS LS to 3GPP SA3 on SEPP certificates
	LS to 3GPP - Hosted SEPP
	GSMA DESS
	noted
	(none)

	C4-225022
	LIAISE-508-02
	EAP-5G change; Answer to S2-2109043
	Broadband Forum
	noted
	(none)

	C4-225023
	LS to 3GPP OAuth Token Scopes v4
	Research highlighting potential need for granular level checks using "Additional scope" under the OAuth2.0 Token Access
	GSMA CVD PoE
	postponed
	(none)

	C4-225024
	R2-2209243
	Reply LS on FS_REDCAP_Ph2 option feasibility
	RAN2
	noted
	(none)

	C4-225025
	R3-225165
	Response LS on Support of Broadcast and Multicast MBS sessions with AMF Set
	RAN3
	noted
	(none)

	C4-225026
	R3-225247
	LS on shared NG-U Termination among gNBs
	RAN3
	noted
	(none)

	C4-225027
	S2-2203597
	Reply LS on Slice list and priority information for cell reselection
	SA2
	noted
	(none)

	C4-225028
	S2-2207388
	Response LS on Parameter adding in UE Context to support NSSRG feature
	SA2
	noted
	(none)

	C4-225029
	S2-2207391
	Reply LS On PLMN ID used in Roaming Scenarios
	SA2
	noted
	(none)

	C4-225030
	S2-2207407
	Response to LS on Questions on PCC aspects related to 5MBS
	SA2
	noted
	(none)

	C4-225031
	S2-2207697
	Reply LS on Inter-PLMN Handover of VoLTE calls and idle mode mobility of IMS sessions
	SA2
	noted
	(none)

	C4-225032
	S2-2207838
	Reply LS on 5G ProSe security open items
	SA2
	noted
	(none)

	C4-225033
	S2-2207888
	LS on response to LS on parameters preconfigured in the UE to receive MBS service
	SA2
	noted
	(none)

	C4-225034
	S2-2209261
	Reply LS on 5G DDNMF Discovery
	SA2
	noted
	(none)

	C4-225035
	S2-2209262
	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	SA2
	noted
	(none)

	C4-225036
	S2-2209263
	Reply LS on handling of PDU sessions for emergency services when registering via both 3GPP and non-3GPP accesses
	SA2
	noted
	(none)

	C4-225037
	S2-2209270
	Response LS on Clarifications for AF specific UE ID retrieval
	SA2
	noted
	(none)

	C4-225038
	S2-2209274
	Reply LS on UAV authorization container
	SA2
	noted
	(none)

	C4-225039
	S2-2209281
	Reply LS on 5MBS User Services
	SA2
	noted
	(none)

	C4-225040
	S2-2209283
	Reply LS on Multicast MBS session Deactivation and Reactivation
	SA2
	noted
	(none)

	C4-225041
	S2-2209285
	Reply LS on shared NG-U Termination among gNBs
	SA2
	revised
	(none)

	C4-225042
	S2-2209287
	Reply LS on the impact of MSK update on MBS multicast session update procedure
	SA2
	noted
	(none)

	C4-225043
	S2-2209860
	Progress and open issues for NPN enhancements in Rel-18
	SA2
	noted
	(none)

	C4-225044
	S2-2209965
	LS on re-establishment of the MBS context during mobility registration update or service request procedure
	SA2
	noted
	(none)

	C4-225045
	S2-2209969
	Response to “LS to 3GPP SA2 on VoLTE Roaming GBR Handling”
	SA2
	noted
	(none)

	C4-225046
	S3-222391
	Reply LS on the impact of MSK update on MBS multicast session update procedure
	SA3
	noted
	(none)

	C4-225047
	S3-222397
	LS reply on 5G NSWO roaming aspects
	SA3
	noted
	(none)

	C4-225048
	S3-222434
	LS Reply on Reply LS on 5G ProSe security open items
	SA3
	noted
	(none)

	C4-225049
	s3i220485
	Identifier availability for Lawful Interception during Inter-PLMN handover
	SA3-LI
	noted
	(none)

	C4-225050
	S4-221192
	Reply LS to 3GPP SA2 on VoLTE Roaming GBR Handling
	SA4
	noted
	(none)

	C4-225051
	S5-225321
	Reply LS on User Consent Updating
	SA5
	noted
	(none)

	C4-225052
	S5-225761
	Reply LS on LS in Enhancement on Charging Identifier Uniqueness Mechanism
	SA5
	noted
	(none)

	C4-225053
	S6-222543
	Forward on S6-222332, LS on Network federation interface for Telco edge consideration
	SA6
	noted
	(none)

	C4-225054
	S6-222555
	Reply LS on user’s consent for EDGEAPP
	SA6
	noted
	(none)

	C4-225293
	s3i220660
	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	SA3-LI
	noted
	(none)
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	Document
	Title
	To
	Cc
	reply to i/c LS

	C4-225161
	LS on Authorization of NF service consumers for data access via DCCF
	SA3
	CT3
	

	C4-225411
	LS out Rel17 Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism
	SA5
	CT3
	

	C4-225482
	Reply LS on negotiation of supported features when subscription to notifications occurs via an indirect path
	CT3
	-
	C3-224496

	C4-225493
	LS on Enabling operators to deploy N32 purpose specific SEPPs
	GSMA NG
	SA2
	-

	C4-225542
	Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	SA2, SA3-LI
	CT3, SA3
	-

	C4-225556
	Reply LS on shared NG-U Termination among gNBs
	SA2
	RAN3
	-

	C4-225562
	Reply LS on Re-establishment of the MBS context during mobility registration update or service request procedure
	SA2
	CT1, RAN3
	S2-2209965

	C4-225571
	LS on N32-f addressing information
	GSMA NG, SA3
	-
	-

	C4-225641
	NAI format for 5G NSWO
	SA2
	CT1, SA3
	-
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Annex D: List of agreed/approved new and revised Work Items

	Document
	Title
	Source
	new/revised

	C4-225371
	New WID: Enhancement of NSAC for maximum number of UEs with at least one PDU session/PDN connection
	ZTE
	WID new

	C4-225372
	New WID on 5GS support of NR RedCap UE with long eDRX for RRC_INACTIVE State
	Ericsson
	WID new

	C4-225375
	TEI18_MLR CT Aspects
	Ericsson
	WID new

	C4-225380
	New WID on Enhancement on Shared Data ID and Handling
	Huawei
	WID new

	C4-225548
	New WID on CT aspects of enhancement to the 5GC location services - phase 3
	CATT
	WID new

	C4-225632
	CT Aspects of Edge Computing Phase 2
	Huawei
	WID new
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Annex E: List of draft Technical Specifications and Reports

	Document
	Spec
	vers
	Doc title

	C4-225574
	29.831
	0.2.0
	3GPP TR 29.831 v0.1.0
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Annex F: List of action items

	Meeting/Number
	Agenda item
	Document
	Details
	Responsible
	Due by
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Annex G: List of decisions

	Meeting/Number
	Agenda item
	Document
	Details
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	Status (OP)
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