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* * * First Change * * *
[bookmark: _Toc20212440][bookmark: _Toc27731795][bookmark: _Toc36127573][bookmark: _Toc45214679][bookmark: _Toc51937818][bookmark: _Toc51938127][bookmark: _Toc92291314][bookmark: _Toc99348434][bookmark: _Toc20212489][bookmark: _Toc27731844][bookmark: _Toc36127622][bookmark: _Toc45214728][bookmark: _Toc51937867][bookmark: _Toc51938176][bookmark: _Toc92291363][bookmark: _Toc99348483]9.4.2.6	Validation Constraints
If the AUID value of the document URI or node URI in the Request-URI is other than that specified in clause 9.4.2.2, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid application id used".
If the XUI value of the document URI or node URI in the Request-URI does not match the XUI of the service configuration document URI, the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid XUI".
The service configuration document shall conform to the XML Schema described in clause 9.4.2.3.
The <service-configuration-info> element is the root element of the XML document. The <service-configuration-info> element can contain sub-elements.
NOTE 1:	The sub-elements of the <service-configuration-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcvideo-info> element.
The <service-configuration-params> element is a subelement of the <service-configuration-info> element.
If the <service-configuration-info> element does not contain a <service-configuration-params> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".
If the <service-configuration-params> element does not include a <common> element, an <on-network> element or an <off-network> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".
The <service-configuration-params> element shall contain either:
1)	one <common> element only;
2)	one <common> element and one <on-network> element;
3)	one <common> element and one <off-network> element;
4)	one <on-network> element only;
5)	one <off-network> element only;
6)	one <on-network> element and one <off-network> element; or
7)	one <common> element, one <on-network> element and one <off-network> element.
If the <service-configuration-params> element does not confirm to one of the seven choices above, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".
If the "domain" attribute does not contain a syntactically correct domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect domain name".
If the "domain" attribute contains an unknown domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "unknown domain name".
The value of the <min-length-alias> element in the <common> element refers to variable N3 defined in Annex A of 3GPP TS 22.179 [3] and contains a value between 0 and 255.
If the <min-length-alias> element of the <common> element contains a value greater than 255, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".
The value of the <num-levels-group-hierarchy> element in the <broadcast-group> element refers to variable Bc1 defined in Annex E of 3GPP TS 22.280 [30].
The value of the <num-levels-user-hierarchy> element in the <broadcast-group> element refers to variable Bc2 defined in Annex E of 3GPP TS 22.280 [30].
If the values of the <min-length-alias>, the <num-levels-group-hierarchy> element or the <num-levels-user-hierarchy> element do not contain a semantically valid value, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".
If any of the constituent elements of the <default-prose-per-packet-priority> element contain a value less than 1 and greater than 8, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".
NOTE 2:	The higher the <default-prose-per-packet-priority> value, the higher the priority given to the signalling or media.
The "resource-priority-namespace" element contained in the "emergency-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "emergency-resource-priority" element shall have a higher or equal priority than the priority of the "resource-priority-priority" element contained in the "imminent-peril-resource-priority" element and shall be a priority level specified in IETF RFC 8101 [20].
The "resource-priority-namespace" element contained in the "imminent-peril-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "imminent-peril-resource-priority" element shall have a higher or equal priority than the priority of the "resource-priority-priority" element contained in the "normal-resource-priority" element and shall be a priority level specified in IETF RFC 8101 [20].
The "resource-priority-namespace" element contained in the "normal-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "normal-resource-priority" element shall have a value that is a priority level specified in IETF RFC 8101 [20].
NOTE 3:	The IETF RFC 8101 [20] defines the priority levels for the MCPTT namespaces, which are applicable to all MC services.
NOTE 3:	IETF RFC 8101 [20] defines the namespaces mcpttp and mcpttq, which are used for all MC services, including MCVideo.
The default value for the <confidentiality-protection> element of the <signalling-protection> element is "true" indicating that confidentiality protection is enabled.
The default value for the <integrity-protection> element of the <signalling-protection> element is "true" indicating that integrity protection is enabled.
The default value for the <allow-signalling-protection> element of the <protection-between-mcvideo-servers> element is "true" indicating that signaling protection between MCVideo servers is enabled.
The default value for the <allow-transmission-control-protection> element of the <protection-between-mcvideo-servers> element is "true" indicating that transmission control protection between MCVideo servers is enabled.
The service configuration server ignores any unknown element and any unknown attribute.
If the configuration management server receives a duplicate element or attribute, it shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "duplicate attribute or element received".
The following elements conform to the "xs: duration" XML type:
1)	<mcvideo-max-duration>.
The elements of "xs: duration" type specified above shall be represented in seconds using the element value: "PT<h>H<m>M<n>S" where <n> represents a valid value in seconds. 
NOTE 4:	"xs:duration" allows the use of decimal notation for seconds, e.g. 300ms is represented as <PT0.3S>.
If any of the elements of "xs: duration" type specified above contain values that do not conform to the "PT <n>S" structure then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid format for duration".
If an invalid value is received for <n>, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid value for duration".
* * * Next Change * * *
10.4.2.6	Validation Constraints
If the AUID value of the document URI or node URI in the Request-URI is other than that specified in clause 10.4.2.2, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid application id used".
If the XUI value of the document URI or node URI in the Request-URI does not match the XUI of the service configuration document URI, the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid XUI".
The service configuration document shall conform to the XML Schema described in clause 10.4.2.3.
The <service-configuration-info> element is the root element of the XML document. The <service-configuration-info> element can contain sub-elements.
NOTE 1:	The sub-elements of the <service-configuration-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcdata-info> element.
The <service-configuration-params> element is a subelement of the <service-configuration-info> element.
If the <service-configuration-info> element does not contain a <service-configuration-params> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".
If the <service-configuration-params> element does not include a <common> element, an <on-network> element or an <off-network> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".
The <service-configuration-params> element shall contain either:
1)	one <common> element only;
2)	one <common> element and one <on-network> element;
3)	one <common> element and one <off-network> element;
4)	one <on-network> element only;
5)	one <off-network> element only;
6)	one <on-network> element and one <off-network> element; or
7)	one <common> element, one <on-network> element and one <off-network> element.
If the <service-configuration-params> element does not confirm to one of the seven choices above, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".
If the "domain" attribute does not contain a syntactically correct domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect domain name".
If the "domain" attribute contains an unknown domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "unknown domain name".
The following elements conform to the "xs: duration" XML type:
1)	<time-temp-data-waiting>; and
2)	<time-periodic-announcement>.
The elements of "xs: duration" type specified above shall be represented in seconds using the element value: "PT<h>H<m>M<n>S" where <n> represents a valid value in seconds using decimal notation. 
If any of the elements of "xs: duration" type specified above contain values that do not conform to the "PT <n>S" structure then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid format for duration".
If an invalid value is received for <n>, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid value for duration".
If the <max-data-size-sds-bytes> element is not included, then there is no size limit imposed on the size of the SDS message.
If the <max-payload-size-sds-cplane-bytes> element is not included, then there is no size limit imposed for the use of C-plane procedures for the SDS message.
If the <max-data-size-fd-bytes> element is not included, then there is no size limit imposed on the size of the FD message.
If the <max-data-size-auto-recv-bytes> element is not included, then there is no size limit imposed on auto receive.
If the <default-file-availability> is not present, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "default file availability not provided".
If the <max-file-availability> element is not included, then there is no limit imposed on file availability time.
If any of the constituent elements of the <default-prose-per-packet-priority> element contain a value less than 1 and greater than 8, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".
NOTE 2:	The higher the <default-prose-per-packet-priority> value, the higher the priority given to the signalling or media.
The "resource-priority-namespace" element contained in the "emergency-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "emergency-resource-priority" element shall have a value greater than or equal to the value of the "resource-priority-priority" element contained in the "imminent-peril-resource-priority" element and shall be a priority level specified in IETF RFC 8101 [20].
The "resource-priority-namespace" element contained in the "imminent-peril-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "imminent-peril-resource-priority" element shall have a value greater than or equal to the value of the "resource-priority-priority" element contained in the "normal-resource-priority" element and shall be a priority level specified in IETF RFC 8101 [20].
The "resource-priority-namespace" element contained in the "normal-resource-priority" element shall have an MCPTT namespace value as specified in IETF RFC 8101 [20].
The "resource-priority-priority" element contained in the "normal-resource-priority" element shall have a value that is a priority level specified in IETF RFC 8101 [20].
NOTE 3:	The IETF RFC 8101 [20] defines the priority levels for the MCPTT namespaces, which are applicable to all MC services.
The values used for the "emergency-resource-priority", "imminent-peril-resource-priority" and "normal-resource-priority" elements need to be carefully agreed to by the MCData operator and network operator.
The default value for the <confidentiality-protection> element of the <signalling-protection> element is "true" indicating that confidentiality protection is enabled.
The default value for the <integrity-protection> element of the <signalling-protection> element is "true" indicating that integrity protection is enabled.
The default value for the <allow-signalling-protection> element of the <protection-between-mcdata-servers> element is "true" indicating that signaling protection between MCData servers is enabled.
The service configuration server ignores any unknown element and any unknown attribute.
If the configuration management server receives a duplicate element or attribute, it shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "duplicate attribute or element received".
* * * End of Change(s) * * *

