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The NEF Northbound interface is between the NEF and the AF. It specifies RESTful/RPC APIs that allow the AF to access the services and capabilities provided by 3GPP network entities and securely exposed by the NEF.
This document also specifies the procedures triggered at the NEF by API requests from the AF and by event notifications received from 3GPP network entities.
The stage 2 level requirements and signalling flows for the NEF Northbound interface are defined in 3GPP TS 23.502 [2], 3GPP TS 23.247 [53] for MBS specific aspects and 3GPP TS 26.531 [59] for data reporting provisioning and Media Streaming Event Exposure specific aspects.
The NEF Northbound interface supports the following procedures:
1)	Procedures for Monitoring
2)	Procedures for Device Triggering
3)	Procedures for resource management of Background Data Transfer
4)	Procedures for CP Parameters, Network Configuration Parameters Provisioning, 5G LAN Parameters Provisioning, ACS Configuration Parameter Provisioning, Location Privacy Indication Parameters Provisioning and ECS address provisioning 
5)	Procedures for PFD Management
6)	Procedures for Traffic Influence
7)	Procedures for changing the chargeable party at session set up or during the session
8)	Procedures for setting up an AF session with required QoS
9)	Procedures for MSISDN-less Mobile Originated SMS
10)	Procedures for non-IP data delivery
11)	Procedures for analytics information exposure
12)	Procedure for applying BDT policy
13)	Procedures for Enhanced Coverage Restriction Control
14)	Procedures for IPTV Configuration 
15)	Procedures for Service Parameter Provisioning
16)	Procedures for RACS Parameter Provisioning 
17)	Procedures for Mobile Originated Location Request 
18)	Procedures for AKMA
19)	Procedures for AF triggered Access and Mobility Influence
20)	Procedures for AF triggered Access and Mobility Policy Authorization
21)	Procedures for Time Synchronization Exposure
22)	Procedures for EAS Deployment information provisioning
23)	Procedures for TMGI allocation, deallocation, expiry timer refresh and timer expiry notification
24)	Procedures for MBS session creation, update and deletion.
25) Procedures for Data Reporting.
26) Procedures for Data Reporting Provisioning.
27)	Procedures for AF specific UE ID retrieval.
28) Procedures for Media Streaming Event Exposure.
Which correspond to the following services respectively, supported by the NEF as defined in 3GPP TS 23.502 [2] or 3GPP TS 26.531 [59]:
1)	Nnef_EventExposure service and Nnef_APISupportCapability service
2)	Nnef_Trigger service
3)	Nnef_BDTPNegotiation service 
4)	Nnef_ParameterProvision service
5)	Nnef_PFDManagement service
6)	Nnef_TrafficInfluence service
7)	Nnef_ChargeableParty service
8)	Nnef_AFsessionWithQoS service
9)	Nnef_MSISDN-less_MO_SMS service
10)	Nnef_NIDDConfiguration and Nnef_NIDD services
11)	Nnef_AnalyticsExposure service
12)	Nnef_ApplyPolicy service
13)	Nnef_ECRestriction service
14)	Nnef_IPTVConfiguration service 
15)	Nnef_ServiceParameter service 
16)	Nnef_UCMFProvisioning service 
17)	Nnef_Location service 
18)	Nnef_AKMA service
19)	Nnef_AMInfluence and Nnef_ASTI services
20)	Nnef_AMPolicyAuthorization service
21)	Nnef_TimeSynchronization service
22)	Nnef_EASDeployment service
23)	Nnef_MBSTMGI service
24)	Nnef_MBSSession service
25) Nnef_DataReporting
26) Nnef_DataReportingProvisioning
27)	Nnef_UEId service
28) Nnef_MSEventExposure service
NOTE 1:	For Nnef_PFDManagement service, only the Nnef_PFDManagement_Create/Update/Delete service operations are applicable for the NEF Northbound interface.
NOTE 2:	For Nnef_NIDD service, NF consumer other than the AF does not use the NEF Northbound interface.
NOTE 3:	For Nnef_NIDDConfiguration service, the Nnef_NIDDConfiguration_Trigger service operation is only applicable for the NEF Northbound interface.
NOTE 4:	The Nnef_APISupportCapability service is only applicable in the MonitoringEvent API when the monitoring type sets to "API_SUPPORT_CAPABILITY".
NOTE 5:	The Nnef_MSEventExposure service maps to the Nnef_EventExposure service and is applicable for the case where the event consumer AF in the Application Service Provider is deployed outside the trusted domain, as described in 3GPP TS 26.531 [59], and the subscribed event is set to "MS_QOE_METRICS", "MS_CONSUMPTION", "MS_NET_ASSIST_INVOCATION", "MS_DYN_POLICY_INVOCATION", or "MS_ACCESS_ACTIVITY".
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The Network Exposure Function (NEF) is a functional element that supports the following functionalities:
-	The NEF shall securely expose network capabilities and events provided by 3GPP NFs to AF.
-	The NEF shall provide means for the AF to securely provide information to 3GPP network and may authenticate, authorize and assist in throttling the AF.
-	The NEF shall be able to translate the information received from the AF to the one sent to internal 3GPP NFs, and vice versa.
-	The NEF shall support to expose information (collected from other 3GPP NFs) to the AF.
-	The NEF may support a PFD Function which allows the AF to provision PFD(s) and may store and retrieve PFD(s) in the UDR. The NEF further provisions PFD(s) to the SMF. 
-	The NEF may support the time synchronization exposure function to the AF.
-	The NEF may provide means for the AF to influence access and mobility management related policies.
-	The NEF may provide means for the AF to provide inputs that can be used by the PCF for deciding access and mobility management related policies.
-	The NEF may provide means for the AF to provide the EAS Deployment information.
-	The NEF may provide means for the AF to retrieve AF specific UE ID.
-	The NEF may provide means for an untrusted event consumer AF to perform Media Streaming Event Exposure monitoring.
A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.
NOTE:	The NEF can access the UDR located in the same PLMN as the NEF.
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