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*******
* * * First Change * * * *
2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows;".
[3]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[4]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification;".
[5]	OMA OMA-TS-XDM_Group-V1_1_1-20170124-A: "Group XDM Specification".
[6]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[7]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[8]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2".
[XX]	IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[YY]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".

* * * Next Change * * * *
5.2	SEAL network slice capability enablement server (SNSCE-S)
The SNSCE-S is a functional entity which provides slice capability enablement to administer the network slice for  one or more vertical applications. 
To be compliant with the HTTP procedures in the present document the SNSCE-S shall:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [6];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Group-V1_1_1-20170124-A [5]; and
c)	shall provide the 5GC network a guidance for route selection descriptors to assign new S-NSSAI and DNN;.
d)	shall support procedure in clause 6.2.1.1; and
e)	shall support procedure in sublcuase 6.2.2.3.
To be compliant with the CoAP procedures in the present document the SNSCE-S shall:
a)	shall support the role of CoAP client as specified in IETF RFC 7252 [XX];
b)	shall support CoAP over TCP and Websocket as specified in IETF RFC 8323 [YY];
c)	shall provide the 5GC network a guidance for route selection descriptors to assign new S-NSSAI and DNN;
d)	shall support procedure in clause 6.2.1.2; and
e)	shall support procedure in clause 6.2.2.5.
NOTE:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [4]

* * * Next Change * * * *
<Proposed change in revision marks>

* * * End of Changes * * * *


