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* * * First Change * * * *

6.2.3.3	SCM client CoAP procedure
Upon receiving a request from the VAL user to retrieve a VAL UE configuration data, the SCM-C shall send a CoAP GET request to the SCM-S. In the CoAP GET request, the SCM-C:
a)	shall set the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in Annex C.4.1:
1)	the "apiRoot" is set to the SCM-S URI;
2)	the "valServiceId" is set to specific VAL service; 
3)	if the SCM-C does not know the "ueConfigDocId" of the UE configuration document at the SGM-S, the SCM-C shall make a GET request for the UE Configurations as described in Annex C.4.1.2.2.3.1 and shall set applicable query parameters defined in table C.4.1.2.2.3.1-1; and
4)	if the SCM-C knows the "ueConfigDocId" of the UE configuration document at the SGM-S, the SCM-C shall make a GET request for the Individual UE Configuration as described in Annex C.4.1.2.3.3.1, and shall set "ueConfigDocId" to point to the VAL UE configuration document; and
b)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].
Editor's note:	The method to protect the request will be decided by SA3, and necessary alignment with SA3 is FFS.
[bookmark: _Toc99195456]
* * * Next Change * * * *

[bookmark: _Toc99195460]6.2.4.3	SCM client CoAP procedure
Upon receiving a request from the VAL user to retrieve a VAL user profile data, the SCM-C shall send a CoAP GET request to the SCM-S. In the CoAP GET request, the SCM-C:
a)	shall set the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in Annex C.2.1:
1)	the "apiRoot" is set to the SCM-S URI;
2)	the "valServiceId" is set to specific VAL service; and
3)	if the SCM-C does not know the "profileDocId" of the user profile document at the SGM-S, the SCM-C:
i)	shall use the User Profiles resource GET, as described in Annex C.2.1.2.2.3.1, and shall set val-tgt-ue to either the VAL user identity or VAL UE identity; or
ii)	shall use the Individual User Profile resource GET, as described in Annex C.2.1.2.3.3.1, and shall set "profileDocId" to point to the VAL user profile document; and
b)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].
Editor's note:	The method to protect the request will be decided by SA3, and necessary alignment with SA3 is FFS.
[bookmark: _Toc99195461]
* * * Next Change * * * *

[bookmark: _Toc99195534]C.2.1.87	Media Type registration for application/vnd.3gpp.seal-user-profile-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-user-profile-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17].  See 3GPP TS 24.546 clause C.2.1.3 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [12].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.546 "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL configuration management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17].  Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
Editor's Note:	The registration for  application/vnd.3gpp.seal-user-profile-info+cbor is TBD.
[bookmark: _Toc99195535]
* * * Next Change * * * *

[bookmark: _Toc99195563]C.3.1.7	Media Type registration for application/vnd.3gpp.seal-ue-config-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-ue-config-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See 3GPP TS 24.546 clause C.3.1.3 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [12].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.546 "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL configuration management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
Editor's Note:	The registration for application/vnd.3gpp.seal-ue-config-info+cbor is TBD.

* * * End of Changes * * * *
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