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	Reason for change:
	The agreed CR#0010 on 3GPP TS 33.434 in the SA3 #106-e meeting clarify using CAPIF and TLS with OAuth 2.0 security mechanisms. Thus, need to update the security clause for SEAL-S reference point.

	
	

	Summary of change:
	This CR provides the clarifications on security aspects for the SEAL-S reference point in Release-17.

	
	

	Consequences if not approved:
	Misaligment with 3GPP TS 33.434 in security mechanisms for the SEAL-S reference point.
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Additional discussion(if needed):
Proposed changes:
* * * First Change * * * *
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As specified in clause 5.1.1.8 of 3GPP TS 33.434 [26], the protection of SEAL-S reference point shall be supported according to NDS/IP as specified in 3GPP TS 33.210 [25].
When CAPIF is used, the security mechanisms described in clause 8.2 shall be applied.
* * * End of changes * * * *
