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*** First Change ***
[bookmark: _Toc88667624][bookmark: _Toc90655909][bookmark: _Toc94064292][bookmark: _Toc98233677]5.1.6.2.45	Type DnPerfInfo
Table 5.1.6.2.45-1: Definition of type DnPerfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appId
	ApplicationId
	C
	0..1
	Indicates an application identifier. Shall be present if the "appIds" attribute was provided in the request or subscription.
	

	dnn
	Dnn
	C
	0..1
	Identifies DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
Shall be present if the "dnns" was provided in the request or subscription.
	

	snssai
	Snssai
	C
	0..1
	Identifies the network slice information.
Shall be present if the "snssais" was provided in the request or subscription.
	

	dnPerf
	array(DnPerf)
	M
	1..N
	List of DN performances for the application.
	

	confidence
	Uinteger
	C
	0..1
	Indicates the confidence of the prediction. (NOTE 1)
Shall be present if the analytics result is a prediction.
Minimum = 0. Maximum = 100.
	

	NOTE 1:	If the requested period identified by the "startTs" and "endTs" attributes in the "EventReportingRequirement" type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero confidence.



Editor’s Note:	It is FFS to resolve the stage 2 restriction that the "dnn"attribute and "snssai" attribute shall not be included if the consumer of this analytics type is an untrusted AF.

*** NextChange ***
[bookmark: _Toc88667625][bookmark: _Toc90655910][bookmark: _Toc94064293][bookmark: _Toc98233678]5.1.6.2.46	Type DnPerf
Table 5.1.6.2.46-1: Definition of type DnPerf
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appServerInsAddr
	AddrFqdn
	C
	0..1
	Represents the Application Server Instance (IP address/FQDN of the Application Server). Shall be present if the "appServerInsAddr" attribute was provided in the request or subscription.
	

	upfId
	string
	C
	0..1
	Identifies the UPF. Shall be present if the "upfId" attribute was provided in the request or subscription.
	

	dnai
	Dnai
	C
	0..1
	Indicates the DN Access Identifier representing location of the service flow. Shall be present if the "dnais" attribute was provided in the request or subscription.
	

	perfData
	PerfData
	M
	1
	Represents the performance data.
	

	spatialValidCon
	NetworkAreaInfo
	C
	0..1
	Represents the area where the DN performance analytics applies. Shall be present if "networkArea" attribute was provided in the request or subscription.
	

	temporalValidCon
	TimeWindow
	O
	0..1
	Represents the valid period for the DN performance analytics.
	



Editor’s Note:	It is FFS to resolve the stage 2 restriction that the " upfId "attribute shall not be included if the consumer of this analytics type is an AF.

*** End of Changes ***
