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* * * * Start of Changes * * * *
[bookmark: _Toc43217166][bookmark: _Toc45191867][bookmark: _Toc51190575][bookmark: _Toc51760393][bookmark: _Toc59014959][bookmark: _Toc98175677]8.5.2.3.3.1	GET
This method shall support the URI query parameters specified in table 8.5.2.3.3.1-1.
Table 8.5.2.3.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	authenticationInfo
	boolean
	O
	0..1
	When set to 'true', it indicates the CAPIF core function to send the authentication information of the API invoker. Set to false or omitted otherwise.

(NOTE)

	authorizationInfo
	boolean
	O
	0..1
	When set to 'true', it indicates the CAPIF core function to send the authorization information of the API invoker. Set to false or omitted otherwise.

(NOTE)

	NOTE:	The query parameters "authenticationInfo" and "authorizationInfo" do not follow the related naming convention defined in subclause 7.5.1. These query parameters are however kept as currently defined in this specification for backward compatibility considerations.



This method shall support the request data structures specified in table 8.5.2.3.3.1-2 and the response data structures and response codes specified in table 8.5.2.3.3.1-3.
Table 8.5.2.3.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.5.2.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ServiceSecurity
	M
	1
	200 OK
	The security related information of the API Invoker based on the request from the API exposing function.



* * * * End of Changes * * * *
