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5.6.2.1.2	Non-roaming
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Figure 5.6.2.1.2-1: AMF-initiated UE Policy Association Modification procedure – Non-roaming
1.	When the AMF detects a Policy Control Request Trigger condition is met or when the new AMF decides to establish the UE Policy Association with the old PCF during AMF relocation, it invokes the Npcf_UEPolicyControl_Update service operation to the PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information on the conditions that have changed.
	When the AMF detects that the UE requests UE policies using NAS transport as defined in subclause 4.2.3.1 of 3GPP TS 29.525 [31], it invokes the Npcf_UEPolicyControl_Update service operation to the PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information of the received UE Policy container together with the "UE_POLICY" Policy Control Request Trigger.
[bookmark: _Hlk80545527]2-3.	When the PCF receives the UE policy container, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR if the information is not available in the PCF by sending the HTTP GET request to the "Service Parameter Data" resource to retrieve the service parameter data. The UDR sends an HTTP "200 OK" response with the stored service parameter data.
4.	The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or, if the "ProSe" feature is supported, updated ProSeP within the updated UE Policy and/or 5G ProSe N2 PC5 policy. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in subclause 5.6.1.2. 
5.	The PCF sends an HTTP "200 OK" response to the AMF with the applicable updated Policy Control Request Trigger(s).
6.	If the PCF decided to update the UE policy, and/or N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step 2, steps 1012-13 15 as specified in Figure 5.6.1.2-1 are executed.
7-8.	If the PCF decided to update the UE policy in step 2, the PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the UDR by invoking the Nudr_DataRepository_Update service operation. The PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "204 No Content" response.
*** Next Change ***
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Figure 5.6.2.1.3-1: AMF-initiated UE Policy Association Modification procedure - Roaming
1.	When the AMF detects a Policy Control Request Trigger condition is met or when the new AMF decides to establish the UE Policy Association with the old PCF during AMF relocation, it invokes the Npcf_UEPolicyControl_Update service operation to the V-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information on the conditions that have changed.
	When the AMF detects the UE requests UE policies using NAS transport as defined in subclause 4.2.3.1 of 3GPP TS 29.525 [31], it invokes the Npcf_UEPolicyControl_Update service operation to the V-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information of the received UE Policy container together with the "UE_POLICY" Policy Control Request Trigger.
2.	The V-PCF forwards the information received from AMF in step 1 to the H-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource if the H-PCF has subscribed the notification.
3.	The H-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or, if the "V2X" feature is supported, updated V2XP within the updated UE Policy and/or V2X N2 PC5 policy, and/or, if the "ProSe" feature is supported, updated ProSeP within the updated UE Policy and/or 5G ProSe N2 PC5 policy.
	In addition, the H-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in H-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in Npcf_UEPolicyControl_Update response service operation.
-	If the size exceeds the predefined limit, the H-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. One fragment will be sent in Npcf_UEPolicyControl_Update response service operation, and others will be then sent by initiating the PCF-initiated UE Policy Association Modification procedure specified in subclause 5.6.2.2.3.
4.	The H-PCF sends an HTTP "200 OK" response to the V-PCF with the updated policy information decided in step 3.
5. 	The V-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy. The V-PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 13 in subclause 5.6.1.3.
6.	The V-PCF sends an HTTP "200 OK" response to the AMF with the applicable updated Policy Control Request Trigger(s).
7.	If the V-PCF decided to update the UE policy in step  5 or the V-PCF received the UE Policy, V2X N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step  4, steps 1719-22 24 as specified in Figure 5.6.1.3-1 are executed.
8-9.	If the H-PCF decided to update the UE policy in step 3, the H-PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the H-UDR by invoking the Nudr_DataRepository_Update service operation. The PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "204 No Content" response.
*** Next Change ***
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Figure 5.6.2.2.2-1: PCF-initiated UE Policy Association Modification procedure – Non-roaming
1.	The PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, the applied BDT Policy Data is changed, or subscription data for the 5G VN group data is changed, or application detection, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE. 
NOTE 1:	When the external trigger affects more than one UE (e.g. when Network Performance is degraded in a network area info) the PCF will apply the next steps to all the affected active UE Policy Associations.
2-3. If the applied BDT policy Data is changed in step1, and if the corresponding transfer policy is not locally stored in the PCF, the PCF sends the HTTP GET request to the "IndividualBdtData" resource to retrieve the related Background Data Transfer policy information (i.e. Time window and Location criteria) stored in the UDR. The UDR sends an HTTP "200 OK" response to the PCF.
4.	The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or updated 5G ProSe N2 PC5 policy, if the "ProSe" feature is supported. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in subclause 5.6.1.2.
5.	If the PCF decided to update the Policy Control Request Trigger(s) in step4, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the callback URI "{notificationUri}/update".
6.	The AMF sends an HTTP "204 No Content" response to the PCF.
7.	If the PCF decided to update the UE policy, V2X N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step 4, steps 1012-13 15 as specified in Figure 5.6.1.2-1 are executed.
8-9.	If the PCF decided to update the UE policy in step 4, steps 5-6 in subclause 5.6.2.1.2 are executed.
NOTE 2:	When the trigger to update the UE policy is AF-based service parameter provisioning as described in subclause 5.5.8 and the AF requested to be notified of the outcome of the UE Policy delivery, then steps 7 - 10 specified in subclause 5.5.8 are executed.
*** Next Change ***
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Figure 5.6.2.2.3-1: PCF-initiated UE Policy Association Modification procedure – Roaming
If the H-PCF receives a trigger, steps 1 to 4 and 10 to 11 are executed and steps 5 to 8 are omitted.
If the V-PCF receives a trigger, steps 1 to 4 and 10 to 11 are omitted and steps 5 to 8 are executed.
1.	The H-PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE.
2.	The H-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or updated 5G ProSe N2 PC5 policy, if the "ProSe" feature is supported.
	In addition, the H-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 1:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in H-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Npcf_UEPolicyControl_UpdateNotify service operation and messages 3 to 4 are thus executed one time.
-	If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Npcf_UEPolicyControl_UpdateNotify service operations and messages 3 to 4, and 9 are thus executed several times, one time for each UE policy information fragment.
3.	The H-PCF invokes the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the callback URI "{notificationUri}/update" with the updated UE policy and/or the updated V2X N2 PC5 policy and/or the updated 5G ProSe N2 PC5 policy and/or Policy Control Request Trigger(s) if applicable.
4.	The V-PCF sends an HTTP "204 No Content" response to the H-PCF.
5.	The V-PCF receives an external trigger, e.g. operator policy in the V-UDR for the PLMN ID of this UE is changed, or the V-PCF receives an internal trigger, e.g. local policy is changed, to re-evaluate UE policy decision for a UE.
NOTE 2:	When the V-PCF receives an internal or external trigger to re-evaluate the UE policy decision for the roaming UEs of a PLMN ID, the PCF applies control mechanisms to avoid signalling storms and potential network overload, as e.g. limiting the number of simultaneous updates distributing the base of visiting UEs in a time dispersion interval.
6.	The V-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy.
	In addition, the V-PCF checks if the size of determined UE policy and received UE policy from H-PCF in step 3 exceeds a predefined limit.
NOTE 3:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in V-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and message 9 is thus executed one time.
-	If the size exceeds the predefined limit, the V-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and message 9 is thus executed several times, one time for each UE policy information fragment.
7.	If the V-PCF needs to update the Policy Control Request Trigger(s) or forward the Policy Control Request Trigger(s) received from the H-PCF in step 3, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the callback URI "{notificationUri}/update".
8.	The AMF sends an HTTP "204 No Content" response to the PCF.
9.	If the V-PCF decided to update the UE policy in step 6 or the V-PCF received the UE Policy and/or V2X N2 PC5 policy, if the "V2X" feature is supported, and/or 5G ProSe N2 PC5 policy, if the "ProSe" feature is supported, in step 3, steps 17-22 as specified in Figure 5.6.1.3-1 are executed.
10-11.	If the H-PCF decided to update the UE policy in step 2, the steps 8-9 in subclause 5.6.2.1.3 are executed.

*** End of Changes ***
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