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	Reason for change:
	SA3 added support of IMS authentication using digest AKA algorithm "AKAv2-SHA-256" for non WebRTC sessions, as described in TS 33.203.

Support of IMS authentication using "AKAv2-SHA-256" was added in rel-12 because it is mandatory required for WebRTC.

[bookmark: _Hlk99102028][bookmark: _Hlk99102082]CT4 agreed to use the existing value "Digest-AKAv1-MD5" of the Authentication-Scheme AVP also for the digest AKA algorithm "AKAv2-SHA-256" since both digest algorithms "AKAv1-MD5" and "AKAv2-SHA-256" require same authentication from HSS perspective, i.e. they can use the same RAND, AUTN, XRES, CK, IK. A note was added in clause 6.3.9 of this specification, to indicate this. However, an information that the digest AKA algorithm "AKAv2-SHA-256" is supported was lost.
Therefore, the existing NOTE 1 from clause 6.3.9 should be updated to clearly indicate that Digest-AKAv2 applies to "AKAv2-SHA-256".

	
	

	Summary of change:
	NOTE 1 updated to indicate that the S-CSCF uses the "Digest-AKAv1-MD5" authentication scheme towards the HSS also for digest AKA algorithm "AKAv2-SHA-256", since both digest algorithms "AKAv1-MD5" and "AKAv2-SHA-256" require from the HSS the same authentication information: the random number RAND, authentication token AUTN, expected response XRES, cipher key CK and integrity key IK.

NOTE 2 corrected to indicate that the "AKAv1-MD5" digest AKA algorithm is only supported for backward compatibility.
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*******
*** First Change ***
[bookmark: _Toc98145720]6.3.9	SIP-Authentication-Scheme AVP
The Authentication-Scheme AVP is of type UTF8String and indicates the authentication scheme used in the authentication of SIP messages. The following values are defined:
- "Digest-AKAv1-MD5": it indicates IMS-AKA authentication scheme.
[bookmark: _Hlk102502732][bookmark: _Hlk102503433]NOTE 1:	The S-CSCF uses the "Digest-AKAv1-MD5" authentication scheme towards the HSS for Digest-AKAv1 and Digest-AKAv2 versions. E.g. digest algorithms "AKAv1-MD5" and "AKAv2-SHA-256", since they require from the HSS the same procedures i.e. the same authentication information: random number RAND, authentication token AUTN, expected response XRES, cipher key CK and integrity key IK.that are already supported.
NOTE 2:	The "Digest-AKAv1-MD5" digest AKA algorithmauthentication scheme is only supported for backward compatibility.
- "SIP Digest":  it indicates SIP Digest authentication scheme.
- "NASS-Bundled": it indicates NASS Bundled authentication scheme.
- "Early‑IMS‑Security": it indicates GPRS-IMS-Bundled authentication scheme.
- "Unknown": it indicates that the authentication scheme to be used is unknown at this point.

*** End of Changes ***

