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*******
*** First Change ***
[bookmark: _Toc11326865][bookmark: _Toc27758767][bookmark: _Toc57992254][bookmark: _Toc98265387]5.7.2.1	LocalControl Descriptor
Table 5.7.2.1.1: LocalControl Descriptor and Reserve properties
	
	Termination Type
	Stream Type

	ReserveGroup used:
	No
	NA
	NA

	ReserveValue used:
	Yes
	IP
	Audio, Video (NOTE 1, NOTE 2)

	NOTE 1:	The value of the H.248 Stream Type is given here by the SDP "m=" line element media type (in contrast to the SDP "m=" line element transport protocol in Table 5.7.2.1.2). Usage of ReserveValue implies thus media type aware Local and Remote Descriptors.
NOTE 2:	Not used (at this profile version (see clause 5.1 for the version number)) for TCP transport (IETF RFC 793 [51]) and media types:
a) "Message" (for MSRP (IETF RFC 4975 [18]) and
b) "Application" (for BFCP (IETF RFC 4582 [52]) and ROI FECC (IETF RFC 4573 [62]))
because the application control will not use them in context ReserveValue.



Table 5.7.2.1.2: Allowed Stream Modes 
	Termination Type
	Stream Type
	Allowed StreamMode Values

	IP
	RTP/AVP
	SendOnly, RecvOnly, SendRecv, Inactive

	
	RTP/SAVP
	SendOnly, RecvOnly, SendRecv, Inactive

	
	RTP/AVPF
	SendOnly, RecvOnly, SendRecv, Inactive

	
	RTP/SAVPF
	SendOnly, RecvOnly, SendRecv, Inactive

	
	TCP (NOTE 1)
	SendRecv, Inactive

	
	TCP/MSRP (NOTE 1)
	SendRecv, Inactive

	
	TCP/TLS (NOTE 1)
	SendOnly, RecvOnly, SendRecv, Inactive

	
	TCP/TLS/MSRP (NOTE 1, NOTE 2)
	SendOnly, RecvOnly, SendRecv, Inactive

	
	UDPTL
	SendRecv, Inactive

	
	UDP
	SendOnly, RecvOnly, SendRecv, Inactive

	
	UDP/DTLS
	SendOnly, RecvOnly, SendRecv, Inactive

	
	UDP/DTLS/SCTP (NOTE 3)
	SendOnly, RecvOnly, SendRecv, Inactive

	NOTE 1:	The H.248 StreamMode does not affect protocol control information at the bearer interface. See clause 7.1.7.1.1 in ITU-T Recommendation H.248.1 [10] and:
a) TCP: ITU-T Recommendation H.248.89 [47], clause 8.6.4.1, Table "Impact of StreamMode on TCP bearer traffic at external MG interface"
b) TLS: ITU-T Recommendation H.248.90 [48], clause 8.6.4.1, Table "Impact of StreamMode on TLS bearer traffic at external MG interface".
NOTE 2:	Conditional support, dependent on support of application-aware interworking.
NOTE 3:	Conditional support, dependent on WebRTC service with data application(s).
NOTE 4:	Conditional support, dependent on WebRTC service and DTLS-based SRTP key exchange for audio or video.



Table 5.7.2.1.3: LocalControl Descriptor and other properties
	
	Termination Type
	Stream Type

	Stream Aggregation used:
	No
	NA
	NA

	Stream De-aggregation used:
	Yes
	IP for WebRTC
	WebRTC Data (NOTE)

	NOTE:	Conditional, dependent on WebRTC calls with multiple data components.




*** Next Change ***
[bookmark: _Toc11326918][bookmark: _Toc27758820][bookmark: _Toc57992307][bookmark: _Toc98265440]5.15	Mandatory support of SDP and Annex C information elements
Table 5.15.1: Mandatory Annex C and SDP information elements
	Information Element
	Annex C Support
	SDP Support

	v-line
	"SDP_V "
	[bookmark: _MCCTEMPBM_CRPT97550280___4]The value must always be equal to zero: v=0

	[bookmark: _MCCTEMPBM_CRPT97550281___4]c-line
	"SDP_C "
	<nettype> <addrtype> and <connection address> are required.
The network type shall be set to "IN".
The address type may be IPv4 or IPv6.
The MGC may apply parameter underspecification to the <connection address> subfield. 

	[bookmark: _MCCTEMPBM_CRPT97550282___4]m-line
	"SDP_M "
	There are four fields (or SDP values) <media>, <port>, <proto> and <fmt> in the "m=" line (see IETF RFC 4566 [17];NOTE 1).
The "m=" line may be omitted from SDP.

<media>, <port>, <proto >  and <fmt-list> are required if the "m=" line is included.

Media type <media> :

The <media> field shall be set to "audio", "video", "message", "application", "text" or  "-". When "-" is used for the media value then no media resources are required to be reserved at this stage (NOTE 1). If the MG does not support the requested media value it shall reject the command with error code 515.


Transport port <port>
The port value may be underspecified with CHOOSE wildcard.

Transport protocol <proto>
As in table 5.15.2.

Media format <fmt>
Various values may be used for media-format, dependent on the related <media> (NOTE 3).

"-" may be used for the format list value if no media reservation is required at this stage.
If the  MG does not support the requested media format value the MG shall reject the command with error code 449.

	b-line
	"SDP_B "
	Shall not be used without a "m=" line.

The modifier values shall be "AS", "RS" and "RR".

The AS modifier implies that the bandwidth-value represents the ""maximum bandwidth" (see clause 5.8/ IETF RFC 4566 [17]). The bandwidth-value relates therefore to the peak bitrate (NOTE 2).

The bandwidth-value value defines the IP layer bandwidth for the specific H.248 Stream.

[bookmark: _MCCTEMPBM_CRPT97550283___4]For RTP flows, where RTCP resources are reserved together with the RTP resources using the "RTP Specific Behaviour" property of the Gate Management package (gm) property, the IMS-ALG may also supply additional RTCP bandwidth modifiers (i.e. RR and RS, see IETF RFC 3556 [28]). The AS bandwidth value will include the bandwidth used by RTP. In the absence of the RTCP bandwidth modifiers the IMS-AGW shall allow an additional 5% of the AS bandwidth value for the bandwidth for RTCP, in accordance with IETF RFC 3556 [28].

	[bookmark: _MCCTEMPBM_CRPT97550284___4]o-line
	"SDP_O"
	The origin line consists of six fields:
(<username>, <sess-id>, <sess-version>, <nettype>, <addrtype> and <unicast-address>).

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG shall return the value received from the MGC or if there is no o-line sent by the MGC, the MG shall populate this line as follows:

- <user name> should contain an hyphen
- <session ID> and <version> should contain one or mode digits as described in IETF RFC 4566 [17]
- <network type> shall be set to IN
- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6" depending on the addressing scheme used by the network to which the MG is connected.
- <address> should contain the fully qualified domain name or IP address of the gateway.

	[bookmark: _MCCTEMPBM_CRPT97550285___4]s-line
	"SDP_S"
	The session name "s=" line contains a single field
s= <session name>.
The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no s-line sent by the MGC, the MG shall populate this line as follows:
- "s=-"

	[bookmark: _MCCTEMPBM_CRPT97550286___4]t-line
	"SDP_T"
	The time "t=" line consists of two fields
t= <start time> and <stop time>.

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no t-line sent by the MGC, the MG shall populate this line as follows:
"t=0 0"

	NOTE 1:	IETF RFC 4566 [17] enables "-" as a valid character.
NOTE 2:	The unit for the bandwidth-value (peak bitrate) is "kbit/s". The "b=" line is not providing any information about the traffic characteristic, i.e. whether the traffic flow has a Constant BitRate (CBR) or Variable BitRate (VBR). The bandwidth-value is thus independent of the traffic characteristic and relates to the peak bitrate for CBR and VBR traffic.
NOTE 3:	In particular, WebRTC uses value "webrtc-datachannel" in case of WebRTC data applications.



Table 5.15.2: Transport Protocol 
	Transport Protocol <proto> in m-line:
	[bookmark: _MCCTEMPBM_CRPT97550287___4]If the MG does not support the requested transport protocol, it shall reject the command with error code 449. 

	RTP/AVP
	RTP profile according IETF RFC 3551 [19]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/AVPF
	Extended RTP profile for RTCP-based Feedback (RTP/AVPF) according IETF RFC 4585 [25]. See 3GPP TS 26.114 [26]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVP
	SRTP profile according IETF RFC 3711 [30] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVPF
	Extended SRTP profile for RTCP-based Feedback (RTP/SAVPF) according IETF RFC 5124 [31] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	TCP
	Allow only L4 protocol = TCP (NOTE 2)

	TCP/MSRP
	Message service using IETF RFC 4975 [18] (NOTE 6).

	TCP/TLS
	Application agnostic indication with L4 protocol = TCP (NOTE 4).

	TCP/TLS/MSRP
	Application-specific indication with L4 protocol = TCP and TLS-based transport security (SDP codepoint see IETF RFC 4975 [18]) (NOTE 6).

	udptl
	Allow only L4 protocol = UDP

	udp
	Allow only L4 protocol = UDP (NOTE 1, NOTE 7).

	UDP/DTLS
	Application agnostic indication with L4 protocol = UDP and DTLS-based transport security (NOTE 5).

	UDP/TLS/RTP/SAVP
	Indication for WebRTC end-to-access edge transport security using DTLS-SRTP, where DTLS is used to establish keys for SRTP according to IETF RFC 5763 [60] and IETF RFC 5764 [61].

	UDP/TLS/RTP/SAVPF
	Indication for WebRTC end-to-access edge transport security using DTLS-SRTP, where DTLS is used to establish keys for extended SRTP according to IETF RFC 5763 [60] and IETF RFC 5764 [61].

	UDP/DTLS/SCTP
	See IETF RFC 8841 [68]. For WebRTC data channel support (for the indication of the protocol stack segment "SCTP-over-DTLS").

	NOTE 1:	Parameter "udp" is introduced by IETF RFC 4566 [17].
NOTE 2:	Upper case TCP is defined by IETF RFC 4145 [20] and registered by IANA.
NOTE 3:	The IMS AGW does not need to reserve resources for end-to-access edge media (e2ae) security en-/decryption at this stage if RTP profile identifiers "RTP/SAVP" or "RTP/SAVPF" are signalled without the "a=crypto" property  for that stream. For e2e media security either "RTP/SAVP" is signalled at all terminations in a context, or "RTP/SAVPF" is signalled at all terminations in a context and no media attribute will be signalled; the IMS AGW shall then not terminate the SRTP / SRTCP protocol, but shall pass the encrypted media and control flows (as indicated with the rtcph/rsb property) transparently.
NOTE 4:	Parameter "TCP/TLS" is defined by IETF RFC 8122 [55] for the TLS protocol according to 3GPP TS 33.210 [27].
NOTE 5:	Parameter "UDP/DTLS" is introduced by IETF draft-schwarz-mmusic-sdp-for-gw [54] (based on ITU-T Recommendation H.248.93 [50]).
NOTE 6:	Conditional support, dependent on application-aware interworking.
NOTE 7:	Codepoint used for e.g. "UDP payload transparent forwarding" (such as DTLS-encrypted end-to-end WebRTC bearer traffic).




*** Next Change ***
[bookmark: _Toc11326924][bookmark: _Toc27758826][bookmark: _Toc57992313][bookmark: _Toc98265446]5.17.2.2	Reserve AGW Connection Point
The IMS-ALG sends an ADD request command as in Table 5.17.2.2.1.
Table 5.17.2.2.1: Reserve AGW Connection Point Request
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port = $
   IP Address = $
   IP Version = IPv4 or IPv6

}
	[bookmark: _MCCTEMPBM_CRPT97550293___2]Transaction ID = x
If Context Requested:
[bookmark: _MCCTEMPBM_CRPT97550294___2]   Context ID= $
   If Emergency Call:
	Emergency Call Indication

[bookmark: _MCCTEMPBM_CRPT97550295___2]   If MPS call/session:
      Priority Indicator = x
[bookmark: _MCCTEMPBM_CRPT97550296___2]
If Context Provided:
   Context ID = c1
[bookmark: _MCCTEMPBM_CRPT97550297___2]
Termination ID = $
If Stream Number specified:-
   Stream Number
If Resources for multiple Codecs required:
   Reserve_Value

If IP Interface Type:
    IP interface = "IP interface type"

If indication on Bearer Released requested:
   NotificationRequested (Event ID = x, "BNC Release")

[bookmark: _MCCTEMPBM_CRPT97550298___2]If diffserv required:-
   Diffserv Code Point
   If tagging behaviour
    Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-
[bookmark: _MCCTEMPBM_CRPT97550299___2]   Remote Source Address Filtering
   If Remote Source Address range required:
          Remote Source Address   Mask

If Remote Source Port Filtering required:-
[bookmark: _MCCTEMPBM_CRPT97550300___2]   Remote Source Port Filtering
   If individual port:
      Remote Source Port
   If range of ports
      Remote Source Port Range

NotificationRequested (Event ID = x,
"termination heartbeat")

If IP Realm specified:-
   IP Realm

If Latching Required:-
   Latching

If Sustainable Data Rate Policing Required:-
   Policing Required
   Sustainable Data Rate
   Maximum Burst Size

If Peak Data Rate Policing Required:
   Policing Required
   Peak Data Rate
     If Delay Variation Required
        Delay Variation Tolerance

If Media Inactivity Detection Required:
   NotificationRequested (Event ID = x, "Media Inactivity Detection( Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE 1)

If RTCP handling required:
   RTCP allocation

If ECN transparent support required:
   ECN Enable = "True"
   Initiation Method = "inactive"

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation
    Method" (NOTE 2)

      If notification of ECN Failure
         Report:
[bookmark: _MCCTEMPBM_CRPT97550301___2]         NotificationRequested (Event     ID
     = x,"ECN Failure")

If ICE is applied:
   STUN server request

If Discard Incoming TCP connection establishment request required:
   Discard Incoming TCP Connection Establishment Requests Indicator

If Forward Incoming TCP connection establishment request required:
   Forward Incoming TCP Connection Establishment Requests Indicator

If indication on TCP connection establishment failure requested:
   NotificationRequested (Event ID = x, "TCP connection establishment failure")

If (D)TLS session establishment required:
   Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:
   NotificationRequested (Event ID = x, "(D)TLS session establishment failure")

If media is "message":
   If B-ALG for MSRP required:
      Application-aware MSRP 
      interworking request

If SCTP association for WebRTC data channels:
   SCTP Group Semantics
   SCTP stream deaggregation
   SCTP stream ID
   NotificationRequested
     (Event ID =  x,
     "Received SCTP Stream Reset
      Request")
	Local Descriptor {
If media is "audio" or "video":
   Codec List = Codec List
   RTP Payloads = RTP Payload
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 5)
   If IMS media plane security using SDES required:
      Cryptographic SDES Attribute
   If IMS media plane security using DTLS-SRTP required:
	Local certificate fingerprint Request

If media is "video":
   If CVO required:
	Extended Header For CVO
      (NOTE3)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 4)
   If Predefined ROI required:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI required:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI


If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request
   ICE pacing request
   If STUN consent freshness test required:
[bookmark: _MCCTEMPBM_CRPT97550302___3]STUN consent freshness request
NotificationRequested(Event ID= x, "STUN consent freshness test failure")

If media is "message" or "application" or "-":
   If IMS media plane security required:
	Local certificate fingerprint Request
If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If SCTP association for WebRTC data channels:
   Local SCTP Port Request
   Local SCTP maximum message
     size Request
   Local Dcmap
   If application aware interworking
      Local Dcsa

[bookmark: _MCCTEMPBM_CRPT97550303___7]If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

   }


	NOTE 1:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.
NOTE 2:	This shall be set to a value other than "inactive". See Table 5.14.3.15.1.
NOTE 3:	If the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information it shall pass any received extended RTP header with CVO bits on to outgoing RTP streams. If the IMS-AGW is transcoding between video payloads and it supports the extended RTP header with Coordination of Video Orientation information it shall convey received RTP header bytes on the outgoing RTP stream after transcoding associated packets as specified in 3GPP TS 26.114 [26], clause 7.4.5.
NOTE 4:	The support of the generic image attributes is optional for the IMS-AGW. The list of image sizes per payload type supported by the IMS-AGW is preconfigured in the IMS-ALG. If none of the image sizes received within an SDP body on Mx/Mw interface is supported by the IMS-AGW then the IMS-ALG will not send the generic image attribute parameter to the IMS-AGW.
NOTE 5:	This element is optional. The RTCP port allocation rules are specified in tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5].



On reserving the termination, the IMS-AGW responds as in Table 5.17.2.2.2.
Table 5.17.2.2.2: Reserve AGW Connection Point Acknowledge
	Address Information
	Control information
	Bearer information

	[bookmark: _MCCTEMPBM_CRPT97550304___2]Local Descriptor {
   Port
   IP Address
   IP Version
}
	Transaction ID = x
Context ID = C1
Termination ID = T1
Stream Number

	Local Descriptor {
If media is "audio" or "video":

   Codec List
   RTP Payloads
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR
   If IMS media plane security using SDES was provided in the request:
      Cryptographic SDES Attribute
   If Local certificate fingerprint for IMS media plane security using DTLS-SRTP was requested:
	Local certificate fingerprint

If media is "video":
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute
   If Predefined ROI provided in the request:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI provided in the request:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   ICE pacing
   If ICE lite implementation
       ICE lite indication

If media is "message" or "application" or "-":
   If Local certificate fingerprint was requested:
	Local certificate fingerprint

If SCTP association for WebRTC data channels:
   Local SCTP Port
   Local SCTP maximum message
     size

[bookmark: _MCCTEMPBM_CRPT97550305___7]If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

}




*** Next Change ***
[bookmark: _Toc98265447]5.17.2.3	Configure AGW Connection Point
This procedure is used to configure the AGW connection point during session establishment or to reconfigure it during session establishment or after the session is established
The IMS-ALG sends a MODIFY request command as in Table 5.17.2.3.1.
Table 5.17.2.3.1: Configure AGW Connection Point Request 
	Address Information
	Control information
	Bearer information

	If local resources are modified:
   Local Descriptor {
      Port
      IP Address
      IP Version
   }
If remote resources are modified:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   }
	[bookmark: _MCCTEMPBM_CRPT97550306___2]Transaction ID = x
Context ID = C1
Termination ID = T1

[bookmark: _MCCTEMPBM_CRPT97550307___2]If MPS priority is modified:
   Priority Indicator = x (NOTE 4)
[bookmark: _MCCTEMPBM_CRPT97550308___2]
If Stream Number specified:
   Stream Number

If Resources for multiple Codecs required:
   Reserve_Value

If diffserv required:-
   Diffserv Code Point
If tagging behaviour
   Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-
[bookmark: _MCCTEMPBM_CRPT97550309___2]   Remote Source Address Filtering
   If Remote Source Address range required:
          Remote Source Address   Mask

If Remote Source Port Filtering required:-
[bookmark: _MCCTEMPBM_CRPT97550310___2]   Remote Source Port Filtering
   If individual port:
      Remote Source Port
   If range of ports
      Remote Source Port Range

NotificationRequested (Event ID = x,
"termination heartbeat")

[bookmark: _MCCTEMPBM_CRPT97550311___2]If IP Realm specified:-
   IP Realm (NOTE 1)

[bookmark: _MCCTEMPBM_CRPT97550312___2]If Latching Required:-
   Latching

If Sustainable Data Rate Policing Required:-
   Policing Required
   Sustainable Data Rate
   Maximum Burst Size

If Peak Data Rate Policing Required:
   Policing Required
   Peak Data Rate
     If Delay Variation Required
        Delay Variation Tolerance

If Media Inactivity Detection Required:
   NotificationRequested (Event ID = x, "Media Inactivity Detection( Media Inactivity Detection Time, Media Inactivity Detection Direction)") (NOTE 2)

If RTCP handling required:
   RTCP allocation

If ECN transparent support required:
   ECN Enable = "True"
   Initiation Method = "inactive"

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation
    Method" (NOTE 3)

      If notification of ECN Failure
         Report:
[bookmark: _MCCTEMPBM_CRPT97550313___2]         NotificationRequested (Event     ID
     = x,"ECN Failure")

  If full ICE is applied:
      Send Connectivity Check
       ("Control")
     If notification of ICE Connectivity Check Result Report:
[bookmark: _MCCTEMPBM_CRPT97550314___2]         NotificationRequested (Event ID= xx,
[bookmark: _MCCTEMPBM_CRPT97550315___3]"Connectivity Check Result")
      If notification of New Peer Reflexive Candidate:
[bookmark: _MCCTEMPBM_CRPT97550316___2]         NotificationRequested (Event ID
         = xy,"New Peer Reflexive Candidate")
         Send Additional Connectivity Check ("Control")

If Discard Incoming TCP connection establishment request required:
   Discard Incoming TCP Connection Establishment Requests Indicator

If Forward Incoming TCP connection establishment request required:
   Forward Incoming TCP Connection Establishment Requests Indicator

If TCP connection establishment required:
   Send TCP Connection Establishment Request Indicator

If indication on TCP connection establishment failure requested:
   NotificationRequested (Event ID = x, "TCP connection establishment failure")

If (D)TLS session establishment required:
   Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:
   NotificationRequested (Event ID = x, "(D)TLS session establishment failure")

If (D)TLS session release required:
   Release (D)TLS session

If media is "message":
   If B-ALG for MSRP required:
      Application-aware MSRP 
      interworking request

If SCTP association for WebRTC data channels:
   SCTP Group Semantics
   SCTP stream deaggregation
   SCTP stream ID
   NotificationRequested
     (Event ID =  x,
     "Received SCTP Stream Reset
      Response")

If reset of SCTP Stream for WebRTC data channels:
    Send SCTP Stream Reset
       Requests Indicator
    If Notification of reset result
     desired:
       NotificationRequested
         (Event ID =  x,
         "Received SCTP Stream
          Reset Response")
	If local resources are modified:
   Local Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 9)
   If IMS media plane security using SDES required:
       Cryptographic SDES Attribute
   If RTP-level pause and resume:
      CCM pause-resume
   If RTCP Codec Control Commands and Indications:
      CCM BASE
   If RTCP Delay Budget Information:
      DBI

If media is "video":
   If CVO required:
	Extended Header For CVO 
     (NOTE 5)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 6)
   If Predefined ROI required:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI required:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If SCTP association for WebRTC data channels:
   Local Dcmap
   If application aware interworking
      Local Dcsa

[bookmark: _MCCTEMPBM_CRPT97550317___7]If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

   }

If remote resources are modified:
   Remote Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If rate adaptation for media
         endpoints:
	   Additional Bandwidth
         Properties (NOTE 10)
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 9)
   If RTCP handling required:
   explicit RTCP transport address (NOTE 8)
   If IMS media plane security using SDES required:
       Cryptographic SDES Attribute
   If IMS media plane security using DTLS-SRTP required:
	Remote certificate fingerprint

   If RTP-level pause and resume:
      CCM pause-resume
   If RTCP APP messages allowed
     Allowed RTCP APP message
       Types
   If RTCP Codec Control Commands and Indications:
      CCM BASE
   If RTCP Delay Budget Information:
      DBI

If media is "message" or "application" or "-":
   If IMS media plane security required:
	Remote certificate fingerprint
If media is "video":
   If CVO required:
	Extended Header For CVO
      (NOTE 5)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 6)
   If Predefined ROI required:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI required:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If media is "message":
   If B-ALG for MSRP required:
	MSRP Path

 If ICE is applied:
    ICE received candidate
    ICE received password
    ICE received Ufrag
     (NOTE 7)
    ICE received pacing
      (NOTE 11)
    If STUN consent freshness test required:
[bookmark: _MCCTEMPBM_CRPT97550318___3]STUN consent freshness request
NotificationRequested(Event ID= x, "STUN consent freshness test failure")

If TCP state-aware handling required:
[bookmark: _MCCTEMPBM_CRPT97550319___3]   TCP State-aware Handling Indicator and Setup Direction

If SCTP association for WebRTC data channels:
   Remote SCTP Port
   Remote SCTP maximum message
     size
   Remote Dcmap
   If application aware interworking
     Remote Dcsa

[bookmark: _MCCTEMPBM_CRPT97550320___7]If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

   }

	NOTE 1:	This can only be set to the same realm as at the reservation stage. If a different realm is specified, the IMS-AGW shall return error 501 "Not Implemented".
NOTE 2:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.
NOTE 3:	This shall be set to a value other than "inactive". See Table 5.14.3.15.1.
NOTE 4:	The support of the modification of the Priority Indicator value is optional for the IMS-AGW and depends on implementation solution for Priority call/session authorisation (see 3GPP TS 23.334 [23]).
NOTE 5:	If the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information it shall pass any received extended RTP header with CVO bits on to outgoing RTP streams. If the IMS-AGW is transcoding between video payloads and it supports the extended RTP header with Coordination of Video Orientation information it shall convey received RTP header bytes on the outgoing RTP stream after transcoding associated packets as specified in 3GPP TS 26.114 [26], clause 7.4.5.
NOTE 6:	The support of the generic image attributes is optional for the IMS-AGW. The list of image sizes per payload type supported by the IMS-AGW is preconfigured in the IMS-ALG. If none of the image sizes received within an SDP body on Mx/Mw interface is supported by the IMS-AGW then the IMS-ALG will not send the generic image attribute parameter to the IMS-AGW.
NOTE 7:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 23.334 [23].
NOTE 8:	The basic RTCP port allocation rules are defined by table 1 in ITU-T Recommendation H.248.57 [5], which summarizes all rules, with and without the "explicit RTCP transport address" element.
NOTE 9:	This element is optional. The RTCP port allocation rules are specified in tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5].
NOTE 10:	The support of rate adaptation for media endpoints using the additional bandwidth properties is optional for the IMS-AGW. If media transcoding is required the IMS-ALG may provide for the selected payload type and the used IP version the additional bandwidth properties.
NOTE 11:	The ICE received pacing is only applicable for full ICE, as specified in IETF RFC 8445 [80].



The IMS-AGW responds as in Table 5.17.2.3.2.
Table 5.17.2.3.2: Configure AGW Connection Point Request Acknowledge 
	Address Information
	Control information
	Bearer information

	[bookmark: _MCCTEMPBM_CRPT97550322___2]If local resources were provided in request:
   Local Descriptor {
      Port
      IP Address
      IP Version
   }
If remote resources are provided in request:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   } NOTE
	[bookmark: _MCCTEMPBM_CRPT97550321___2]Transaction ID = x
Context ID = C1
Termination ID = T1

If Stream Number Specified:
   Stream Number



	If local resources were provided in request:
   Local Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR
      If IMS media plane security using SDES was provided in  request:
         Cryptographic SDES Attribute
      If RTP-level pause and resume:
         CCM pause-resume
      If RTCP Codec Control Commands and Indications:
         CCM BASE
      If RTCP Delay Budget Information:
         DBI

If media is "video":
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute
   If Predefined ROI provided in the request:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI provided in the request:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI


   }
If remote resources are provided in request:
   Remote Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If rate adaptation for media
         endpoints:
	   Additional Bandwidth
         Properties
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR
      If IMS media plane security using SDES was provided in the request:
         Cryptographic SDES Attribute
      If RTP-level pause and resume:
         CCM pause-resume
      If RTCP Codec Control Commands and Indications:
         CCM BASE
      If RTCP Delay Budget Information:
         DBI
If media is "video":
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute
   If Predefined ROI provided in the request:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI provided in the request:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

   } NOTE

	NOTE:	Sending of the Remote Descriptor is optional.




*** Next Change ***
[bookmark: _Toc98265448]5.17.2.4	Reserve and Configure AGW Connection Point
The IMS-ALG sends an ADD request command as in Table 5.17.2.4.1.
Table 5.17.2.4.1: Reserve and Configure AGW Connection Point Request 
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port = $
   IP Address = $
   IP Version = IPv4 or IPv6
}
Remote Descriptor {
   Port
   IP Address
   IP Version
}
	[bookmark: _MCCTEMPBM_CRPT97550324___2]Transaction ID = x
If Context Requested:
[bookmark: _MCCTEMPBM_CRPT97550325___2]    Context ID = $
    If Emergency Call:
	 Emergency Call Indication

[bookmark: _MCCTEMPBM_CRPT97550326___2]    If MPS call/session:
	Priority Indicator = x

If Context Provided:
   Context ID = c1
[bookmark: _MCCTEMPBM_CRPT97550327___2]
Termination ID = $

If Stream Number Specified:
   Stream Number
If Resources for multiple Codecs shall be reserved:
   Reserve_Value

If IP Interface Type:
    IP interface = "IP interface type"
[bookmark: _MCCTEMPBM_CRPT97550328___2]
If indication on Bearer Released requested:
   NotificationRequested (Event ID = x, "BNC Release")
[bookmark: _MCCTEMPBM_CRPT97550329___2]
If diffserv required:-
   Diffserv Code Point
If tagging behaviour
   Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-
[bookmark: _MCCTEMPBM_CRPT97550330___2]   Remote Source Address Filtering
   If Remote Source Address range required:
          Remote Source Address   Mask

If Remote Source Port Filtering required:-
[bookmark: _MCCTEMPBM_CRPT97550331___2]   Remote Source Port Filtering
   If individual port:
      Remote Source Port
   If range of ports
      Remote Source Port Range

NotificationRequested (Event ID = x,
"termination heartbeat")

If IP Realm specified:-
   IP Realm

If Latching Required:-
   Latching

If Sustainable Data Rate Policing Required:-
   Policing Required
   Sustainable Data Rate
   Maximum Burst Size

If Peak Data Rate Policing Required:
   Policing Required
   Peak Data Rate
     If Delay Variation Required
        Delay Variation Tolerance

If Media Inactivity Detection Required:
   NotificationRequested (Event ID = x, "Media Inactivity Detection( Media Inactivity Detection Time, Media Inactivity Detection Direction)") (NOTE 1)

If RTCP handling required:
   RTCP allocation

If ECN transparent support required:
   ECN Enable = "True"
   Initiation Method = "inactive"

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation
    Method" (NOTE 2)

      If notification of ECN Failure
         Report:
[bookmark: _MCCTEMPBM_CRPT97550332___2]         NotificationRequested (Event     ID
     = x,"ECN Failure")

If ICE is applied:
   STUN server request
   If full ICE is applied
     Send Connectivity Check 
     ("Control")
     If notification of ICE Connectivity 
     Check Result Report:
[bookmark: _MCCTEMPBM_CRPT97550333___2]         NotificationRequested (Event ID = xx, "Connectivity Check Result")
      If notification of New Peer Reflexive Candidate:
[bookmark: _MCCTEMPBM_CRPT97550334___2]         NotificationRequested (Event ID = xy,"New Peer Reflexive Candidate")

If Discard Incoming TCP connection establishment request required:
   Discard Incoming TCP Connection Establishment Requests Indicator

If Forward Incoming TCP connection establishment request required:
   Forward Incoming TCP Connection Establishment Requests Indicator

If indication on TCP connection establishment failure requested:
   NotificationRequested (Event ID = x, "TCP connection establishment failure")

If (D)TLS session establishment required:
   Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:
   NotificationRequested (Event ID = x, "(D)TLS session establishment failure")

If media is "message":
   If B-ALG for MSRP required:
      Application-aware MSRP
      interworking request

If SCTP association for WebRTC data channels:
   SCTP Group Semantics
   SCTP stream deaggregation
   SCTP stream ID
   NotificationRequested
     (Event ID =  x,
     "Received SCTP Stream Reset
      Request")
	Local Descriptor {
If media is "audio" or "video":
   Codec List
   RTP Payloads
   Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 7)
   If IMS media plane security using SDES required:
      Cryptographic SDES Attribute
   If IMS media plane security using DTLS-SRTP required:
	Local certificate fingerprint Request

   If RTP-level pause and resume:
      CCM pause-resume
   If RTCP Codec Control Commands and Indications:
      CCM BASE
   If RTCP Delay Budget Information:
      DBI

If media is "video":
   If CVO required:
	Extended Header For CVO 
     (NOTE 3)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 4)   If Predefined ROI required:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI required:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request
   ICE pacing request

If media is "message" or "application" or "-":
   If IMS media plane security required:
	Local certificate fingerprint Request

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If SCTP association for WebRTC data channels:
   Local SCTP Port Request
   Local SCTP maximum message
     size Request
   Local Dcmap
   If application aware interworking
      Local Dcsa

[bookmark: _MCCTEMPBM_CRPT97550335___7]If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

   }

Remote Descriptor {
If media is "audio" or "video":
   Codec List
   RTP Payloads
   Rtpbw
   If rate adaptation for media
      endpoints:
	Additional Bandwidth Properties
      (NOTE 8)
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 7)
   If RTCP handling required:
   explicit RTCP transport address (NOTE 6)
   If IMS media plane security using SDES required:
        Cryptographic SDES Attribute
   If IMS media plane security using DTLS-SRTP required:
	Remote certificate fingerprint

   If RTP-level pause and resume:
      CCM pause-resume
   If RTCP APP messages allowed
     Allowed RTCP APP message
       types
   If RTCP Codec Control Commands and Indications:
      CCM BASE
   If RTCP Delay Budget Information:
      DBI

If media is "video":
   If CVO required:
	Extended Header For CVO 
     (NOTE 3)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 4)
   If Predefined ROI required:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI required:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If media is "message":
   If B-ALG for MSRP required:
	MSRP Path

If ICE is applied:
   ICE received candidate
   ICE received password
   ICE received Ufrag
     (NOTE 5)
   ICE received pacing
      (NOTE 9)
   If STUN consent freshness test required:
[bookmark: _MCCTEMPBM_CRPT97550336___3]STUN consent freshness request
NotificationRequested(Event ID= x, "STUN consent freshness test failure")


If media is "message" or "application" or "-":
   If IMS media plane security required:
	Remote certificate fingerprint

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If SCTP association for WebRTC data channels:
   Remote SCTP Port
   Remote SCTP maximum message
     size
   Remote Dcmap
   If application aware interworking
     Remote Dcsa

[bookmark: _MCCTEMPBM_CRPT97550337___7]If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

   }

	NOTE 1:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.
NOTE 2:	This shall be set to a value other than "inactive". See Table 5.14.3.15.1.
NOTE 3:	If the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information it shall pass any received extended RTP header with CVO bits on to outgoing RTP streams. If the IMS-AGW is transcoding between video payloads and it supports the extended RTP header with Coordination of Video Orientation information it shall convey received RTP header bytes on the outgoing RTP stream after transcoding associated packets as specified in 3GPP TS 26.114 [26], clause 7.4.5.
NOTE 4:	The support of the generic image attributes is optional for the IMS-AGW. The list of image sizes per payload type supported by the IMS-AGW is preconfigured in the IMS-ALG. If none of the image sizes received within an SDP body on Mx/Mw interface is supported by the IMS-AGW then the IMS-ALG will not send the generic image attribute parameter to the IMS-AGW.
NOTE 5:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 23.334 [23].
NOTE 6:	The basic RTCP port allocation rules are defined by table 1 in ITU-T Recommendation H.248.57 [5], which summarizes all rules, with and without the "explicit RTCP transport address" element.

NOTE 7:	This element is optional. The RTCP port allocation rules are specified in tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5].
NOTE 8:	The support of rate adaptation for media endpoints using the additional bandwidth properties is optional for the IMS-AGW. If media transcoding is required the IMS-ALG may provide for the selected payload type and the used IP version the additional bandwidth properties.
NOTE 9:	The ICE received pacing is only applicable for full ICE, as specified in IETF RFC 8445 [80].



The IMS-AGW  responds as in Table 5.17.2.4.2.
Table 5.17.2.4.2: Reserve and Configure AGW Connection Point Request Acknowledge 
	Address Information
	Control information
	Bearer information

	[bookmark: _MCCTEMPBM_CRPT97550340___2]Local Descriptor {
      Port
      IP Address
      IP Version
   }
Remote Descriptor {
[bookmark: _MCCTEMPBM_CRPT97550338___2]   Port
      IP Address
      IP Version
[bookmark: _MCCTEMPBM_CRPT97550339___2]} NOTE
   
	Transaction ID = x
Context ID = C1
Termination ID = T1
Stream Number

	Local Descriptor {
If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR
      If IMS media plane security using SDES was provided in the request:
         Cryptographic SDES Attribute
   If Local certificate fingerprint for IMS media plane security using DTLS-SRTP was requested:
	Local certificate fingerprint
      If RTP-level pause and resume:
         CCM pause-resume
      If RTCP Codec Control Commands and Indications:
         CCM BASE
      If RTCP Delay Budget Information:
         DBI

If media is "video":
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute
   If Predefined ROI provided in the request:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI provided in the request:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   ICE pacing
   If ICE lite implementation
       ICE lite indication

If media is "message" or "application" or "-":
   If Local certificate fingerprint was requested:
	Local certificate fingerprint

If SCTP association for WebRTC data channels:
   Local SCTP Port
   Local SCTP maximum message
     size
[bookmark: _MCCTEMPBM_CRPT97550341___7]
If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

Remote Descriptor {
If media is "audio" or "video":
   Codec List
   RTP Payloads
   Rtpbw
   If rate adaptation for media
      endpoints:
	Additional Bandwidth Properties
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR
   If IMS media plane security using SDES was provided in the request:
      Cryptographic SDES Attribute
   If RTP-level pause and resume:
      CCM pause-resume
   If RTCP Codec Control Commands and Indications:
      CCM BASE
      If RTCP Delay Budget Information:
         DBI

If media is "video":
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute
   If Predefined ROI provided in the request:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI provided in the request:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

[bookmark: _MCCTEMPBM_CRPT97550342___7]If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

   } NOTE

	NOTE:	Sending of the Remote Descriptor is optional.




*** End of Changes ***

