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	Reason for change:
	The definition of the AccessTokenErr data type is missing in the main body of the specification. In addition, some of its components do not follow the naming conventions.

	
	

	Summary of change:
	This CR proposes to:
· Add the definition of the AccessTokenErr data type in the main body of the specification.
· Add table NOTEs to indicate for the attributes/enumeration values that do not respect the naming convention that they are kept as they are for backward compatibility considerations as it was done for some 5GC APIs (e.g. C3-216439).
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* * * * Start of Changes * * * *
[bookmark: _Toc28009964][bookmark: _Toc34062084][bookmark: _Toc36036840][bookmark: _Toc43285088][bookmark: _Toc45132867][bookmark: _Toc51193561][bookmark: _Toc51760760][bookmark: _Toc59015210][bookmark: _Toc59015726][bookmark: _Toc68165768][bookmark: _Toc83229864][bookmark: _Toc90649064][bookmark: _Toc97215812]8.5.4.1	General
This subclause specifies the application data model supported by the API. Data types listed in subclause 7.2 also apply to this API.
Table 8.5.4.1-1 specifies the data types defined specifically for the CAPIF_Security_API service.
Table 8.5.4.1-1: CAPIF_Security_API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AccessTokenClaims
	Subclause 8.5.4.2.8
	The claims data structure for the access token.
	

	AccessTokenErr
	Subclause 8.5.4.2.x
	Represents an error in the access token request.
	

	AccessTokenReq
	Subclause 8.5.4.2.6
	Data type for carrying information related to access token request.
	

	AccessTokenRsp
	Subclause 8.5.4.2.7
	Data type for carrying information related to access token response.
	

	Cause
	Subclause 8.5.4.3.3
	The cause for revoking the API invoker's authorization to the service API.
	

	SecurityInformation
	Subclause 8.5.4.2.3
	Interface details and the security method.
	

	SecurityNotification
	Subclause 8.5.4.2.5
	Revoked authorization notification details.
	

	ServiceSecurity
	Subclause 8.5.4.2.2
	Details of the security method for each service API interface. When included by the API invoker, it shall indicate the preferred method of security. When included by the CAPIF core function, it shall indicate the security method to be used for the service API interface.
	



Table 8.5.4.1-2 specifies data types re-used by the CAPIF_Security_API service based interface: 
Table 8.5.4.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DurationSec
	3GPP TS 29.122 [14]
	Duration in seconds
	

	SecurityMethod
	Subclause 8.2.4.3.6
	Security method (e.g. PKI)
	

	SupportedFeatures
	3GPP TS 29.571 [19]
	Used to negotiate the applicability of optional features defined in table 8.5.6-1.
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