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	Reason for change:
	[bookmark: OLE_LINK51]As per definition for Service-level-AA server address IE in section 9.11.2.12, both the USS address and the USS FQDN are the type of service-level-AA server address and can be provided by the UE supporting UAS services to the network when requesting UAS services.

However, in some procedure descriptions, it uses " the USS address or USS FQDN " while in some procedure descriptions it uses “the USS address”, e.g. see below excerpted spec text:

"If provided by the upper layers, the UE supporting UAS services provides to the network the USS address or USS FQDN during the registration procedure or PDU session establishment procedure so that the network uses the information to discover the USS."

[bookmark: OLE_LINK40]" When the UE supporting UAS services initiates an initial registration for UAS services, the UE shall include the service-level device ID in the Service-level-AA container IE of the REGISTRATION REQUEST message and set the value to the CAA-level UAV ID. The UE shall include the service-level-AA server address in the Service-level-AA container IE of the REGISTRATION REQUEST message and set the value to the USS address, if it is provided by the upper layers."

Based on CT1 consensus that the term “the USS address” means both IP address and FQDN, then a single term statement is provided.


	
	

	Summary of change:
	It proposes to provide a single term statement on “the USS address”.

	
	

	Consequences if not approved:
	The term USS address is not used fully consistent.
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[bookmark: _Toc59215157][bookmark: _Toc98753258][bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: _Toc45286952][bookmark: _Toc51948221][bookmark: _Toc51949313][bookmark: _Toc98753625][bookmark: OLE_LINK65][bookmark: _Toc20233270][bookmark: _Toc27747407][bookmark: _Toc36213598][bookmark: _Toc36657775][bookmark: _Toc45287450][bookmark: _Toc51948725][bookmark: _Toc51949817][bookmark: _Toc91599813]4.22.2	Authentication and authorization of UAV
The 5GS supports the USS UAV Authorization and Authentication (UUAA) procedure for a UE supporting UAS services. Depending on operator policy or regulatory requirements, the UUAA-MM procedure can be performed by the UE and the AMF at a registration procedure as specified in subclause 5.5.1.2 or the UUAA-SM procedure can be performed by the UE and the SMF at a PDU session establishment procedure as specified in subclause 6.4.1.2. The UE shall support UUAA-MM and UUAA-SM, and the network shall support UUAA-SM and may optionally support UUAA-MM. The UUAA procedure needs to be performed by 5GS with USS successfully before the connectivity for UAS services is established.
During the registration procedure as described in subclause 5.5.1.2, the UE supporting UAS services provides CAA-level UAV ID to the AMF, and the AMF may trigger the UUAA-MM procedure. If the UE supporting UAS services does not provide CAA-level UAV ID to the AMF and the network is configured to perform UUAA at registration, the AMF may accept the registration and shall reject PDU session establishment requests for the UAS services. If the UE wants to use the UAS services by providing the CAA Level UAV ID later on, the UE shall perform the registration procedure for mobility and periodic registration update.
When a UE supporting UAS services requests to establish a PDU session as described in subclause 6.4.1.2 for USS communication, the UE provides CAA-level UAV ID to the network, and the SMF may trigger the UUAA-SM procedure. If the UE does not provide CAA-level UAV ID and the SM subscription data for the UE requires the UUAA-SM, the network rejects the UE-requested PDU session establishment procedure for the UAS services.
The UE supporting UAS services shall not provide CAA-level UAV ID to the network over non-3gpp access, and the network shall not perform UUAA procedure for non-3gpp access and shall ensure that the UE is not allowed to access any aerial services in non-3GPP access.
[bookmark: OLE_LINK39]If provided by the upper layers, the UE supporting UAS services provides to the network the USS address or USS FQDN during the registration procedure or PDU session establishment procedure so that the network uses the information to discover the USS.
NOTE:	The parameters (e.g., CAA-level UAV ID or USS address) sent by a UE supporting UAS services to the network for UAS services are included in the Service-level AA container IE which is a non-cleartext IE.
After successful UUAA procedure, either the AMF or the SMF may initiate re-authentication of the UAV when required by the USS. If UUAA-MM fails during a re-authentication and there are PDU sessions established using UAS services, the AMF shall release these PDU sessions and may trigger a network-initiated de-registration procedure based on operator policy. If UUAA-SM fails during a re-authentication, the SMF shall release the PDU session related to re-authentication.
If the UUAA is revoked, the PDU session related to the UAS services shall be released by the SMF. Based on operator policy, the AMF may decide to keep the UE registered or trigger a de-registration procedure.
[bookmark: OLE_LINK63]* * * End of Change * * * *
