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	The authorization description for NEF APIs in clause 6 contains SCEF northbound APIs, which is incorrect term.
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	Consequences if not approved:
	The quality and readability of the specification are not improved.

	
	

	Clauses affected:
	6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI file.

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc11247565][bookmark: _Toc27044704][bookmark: _Toc36033746][bookmark: _Toc45131892][bookmark: _Toc49776177][bookmark: _Toc51747097][bookmark: _Toc66360661][bookmark: _Toc68105166][bookmark: _Toc74755796][bookmark: _Toc90643099][bookmark: _Toc28013303][bookmark: _Toc36040058][bookmark: _Toc44692671][bookmark: _Toc45134132][bookmark: _Toc49607196][bookmark: _Toc51763168][bookmark: _Toc58850063][bookmark: _Toc59018443][bookmark: _Toc68169449][bookmark: _Toc97203103][bookmark: _Hlk56636785]*** Start of Changes ***
[bookmark: _Toc97203879]6	Security
TLS shall be used to support the security communication between the NEF and the AF over NEF Northbound interface as defined in subclause 12 of 3GPP TS 33.501 [6]. The access to the NEFSCEF northbound APIs shall be authorized by means of OAuth2 protocol (see IETF RFC 6749 [13]), based on local configuration, using the "Client Credentials" authorization grant. If OAuth2 is used, a client, prior to consuming services offered by the NEF Northbound APIs, shall obtain a "token" from the authorization server.
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