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[bookmark: _Hlk36329662]* * * * * * * FIRST CHANGE * * * * * * *
[bookmark: _Hlk36329673]6.7	Stored files operational procedures
[bookmark: _Toc20215504][bookmark: _Toc27495971][bookmark: _Toc36107710][bookmark: _Toc44598461][bookmark: _Toc44602316][bookmark: _Toc45197493][bookmark: _Toc45695526][bookmark: _Toc51850982][bookmark: _Toc92224585][bookmark: _Toc92229296]6.7.1	General
This clause describes the various operational procedures (e.g. retrieval of a file, retrieval of a file’s metadata, checking the availability of a file) of the stored files for the general clients. The following procedures are common for the functional entities which are required to fulfil the operational requirements using the HTTP interface and support the role of both HTTP Client and HTTP Server as defined in annex A of 3GPP TS 24.482 [24].
[bookmark: _Toc36108277][bookmark: _Toc44599039][bookmark: _Toc44602894][bookmark: _Toc45198071][bookmark: _Toc45696104][bookmark: _Toc51851560][bookmark: _Toc83124624][bookmark: _Hlk86835155]6.7.2	Retrieve the stored file procedure
[bookmark: _Toc36108278][bookmark: _Toc44599040][bookmark: _Toc44602895][bookmark: _Toc45198072][bookmark: _Toc45696105][bookmark: _Toc51851561][bookmark: _Toc83124625]6.7.2.1	General client procedures
In order to retrieve a file from the functional entity acting as an HTTP server, the functional entity in the network, acting as an HTTP client:
1)	shall generate an HTTP GET request as specified in IETF RFC 7230 [22] and IETF RFC 7231 [23] with the following clarifications: 
a)	a Request-URI set to an absolute URI identifying the URL of the file being requested to download; 
b)	the Host header field shall be set to a URI identifying the functional entity acting as an HTTP server; and
c)	shall include a valid access token in the Authorization header; and
2)	shall send the HTTP GET request as specified for the HTTP client in the network entity in annex A of 3GPP TS 24.482 [24].
On receipt of an HTTP 200 OK response containing the requested file, the HTTP client shall store the file for further processing.
[bookmark: _Toc36108279][bookmark: _Toc44599041][bookmark: _Toc44602896][bookmark: _Toc45198073][bookmark: _Toc45696106][bookmark: _Toc51851562][bookmark: _Toc83124626]6.7.2.2	General server procedures
On receipt of an HTTP GET request with a Request-URI identifying a file, the functional entity acting as an HTTP server:
1)	shall handle the HTTP request as specified for the HTTP server in annex A of 3GPP TS 24.482 [24] with the following clarifications: 
a)	shall validate the access token received in the Authorization header of the request as specified in 3GPP TS 24.482 [24];
b)	if the HTTP client is not allowed to download files due to operator policy, shall return an HTTP 403 Forbidden response; and
c)	if the requested file is not available to download, shall return an HTTP 404 Not Found; and
2)	shall process the HTTP GET request by following the procedures in IETF RFC 7230 [22] and IETF RFC 7231 [23], and shall return a HTTP 200 OK response containing the requested file.
* * * * * * * END CHANGES * * * * * * *
