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	Reason for change:
	The type of access token for a server to server (i.e. MCData server and MCData message store) API calls is not defined in TS24.482. Currently, Deposit an object procedure (21.2.5A) which is used in between MCData server and MCData message store wrongly refers to TS24.482 for access token type and access token verification method instead of referring toTS 33.180. This is an oversight and needs to be corrected.

	
	

	Summary of change:
	Deposit an object procedure (21.2.5A) is updated to correctly refer to TS33.180. for the type of access token used for the API call between MCData server and MCData message store as well as the verification of the access token.
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[bookmark: _Hlk36329662]* * * * * * * FIRST CHANGE * * * * * * *
[bookmark: _Toc44599023][bookmark: _Toc44602878][bookmark: _Toc45198055][bookmark: _Toc45696088][bookmark: _Toc51851544][bookmark: _Toc92225165][bookmark: _Toc92229853]21.2.5A	Deposit an object
[bookmark: _Toc44599024][bookmark: _Toc44602879][bookmark: _Toc45198056][bookmark: _Toc45696089][bookmark: _Toc51851545][bookmark: _Toc92225166][bookmark: _Toc92229854]21.2.5A.1	MCData server procedures
To deposit an object of an MCData user in the message store, the MCData server acting as an HTTP client shall follow the procedure described in clause 6.1 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66] with the following clarification:
1)	shall generate an HTTP POST request as specified in clause 6.1.5 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66] with the following clarifications:
a)	shall set the Host header field to a hostname identifying the message store function;
b)	shall set the boxId of the resource URL as specified in clause 6.1.1 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66] to MCData ID which is the identity of the MCData user;
c)	shall include a valid MCData access token in the HTTP Authorization header as described in 3GPP TS 33.180 [26];
d)	may include the query parameter "retrieveFile" in the Request URI with its value set to:
i)	"No" if the MCData store is not required to retrieve the file from MCData content server; or
ii)	"Yes" if the MCData store is required to retrieve the file from MCData content server and to store it locally in the MCData message store; and
NOTE:	Including the retrieveFile query parameter with the value "Yes" is the same as if the retrieveFile query parameter is absent.
2)	shall send the HTTP POST request towards the message store function.
Upon receipt of an HTTP response, the MCData server shall follow the procedure described in clause 6.1.2 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66].
[bookmark: _Toc44599025][bookmark: _Toc44602880][bookmark: _Toc45198057][bookmark: _Toc45696090][bookmark: _Toc51851546][bookmark: _Toc92225167][bookmark: _Toc92229855]21.2.5A.2	Message store function procedures
[bookmark: _Hlk92309155]Upon receipt of an HTTP POST request from MCData server, as per clause 21.2.5A.1, with a Request-URI identifying a resource on the message store, the message store function acting as an HTTP server:
1)	shall validate the MCData access token (with "Bearer" authentication scheme) received in the Authorization header of the request as specified in 3GPP TS 24.48233.180 [264];
2)	if validation is successful then
a)	shall process the HTTP POST request by following the procedures described in clause 6.1.5 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66]; with the following clarification:
i)	if the query parameter "retrieveFile" is set to "Yes" or if it is absent from the request URI, the message store function shall retrieve the file pointed to by the object's payloadPart URL(carried within the HTTP POST request body), store the file in the user's message storage area and update the object's payloadPart URL accordingly; and
3)	shall generate and send the HTTP response towards the MCData server indicating the result of the deposit an object operation as per clause 6.1.2 of the OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66].
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